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City of Seattle
Request for Proposal
RFP No. MUN-4301
MCIS 2.0 REPLACEMENT PROJECT  
Closing Date & Time: June 29, 2018 at 3:00 PM Pacific Time

1. [bookmark: _Toc507997407][bookmark: _Toc511735614]Solicitation Schedule
	Event
	Date and Times

	RFP Issued 
	04/17/2018

	Pre-Proposal Conference
	05/03/2018 at 2:00 PM Pacific Time

	Deadline for Questions
	06/01/2018 at 5:00 PM Pacific Time

	Sealed Proposals Due to the City
	06/29/2018 at 3:00 PM Pacific Time

	Demonstrations/Interviews 
	Due Date + 1 month*

	Anticipated Contract Agreement
	12/04/2018*


*Estimated dates
The City reserves the right to modify this schedule at City discretion. Notification of changes in the response due date will be posted on the City website or as otherwise stated herein.
All times and dates are Pacific Time.
PROPOSALS MUST BE RECEIVED ON OR BEFORE THE DUE DATE AND TIME SPECIFIED ABOVE IN TABLE 1 AT THE LOCATIONS SHOWN IN SECTION 10.7, Table2.
MARK THE OUTSIDE OF YOUR MAILING PACKAGE INDICATING RFP# MUN-4301.
 NOTE:   By responding to this RFP, the Vendor agrees that he/she has read and understands the requirements and all documents within this RFP package.
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1. [bookmark: _Toc508088786][bookmark: _Toc508301250][bookmark: _Toc511735536]Introduction 
The City of Seattle (City), through its Information Technology Department (Seattle IT), seeks a qualified Vendor (Vendor) to provide a court case management system (CMS) for the Seattle Municipal Court (SMC, the Court) to replace the legacy Municipal Court Information System (MCIS 1.0).
The City seeks to select a commercially available system at the core of an integrated solution which will fulfill the requirements of SMC (MCIS 2.0). The City seeks a modern CMS solution that is built on current, sustainable, and proven technology. As the core enterprise solution supporting SMC operations, MCIS 2.0 must be reliable, highly available, recoverable, and secure.
The City will consider all solution architectures and approaches that comply with the Functional and Technical Requirements embedded within the Appendix A Proposal Response in Section 11: Proposal Format and Organization of this RFP. The City will consider ‘hybrid’ solution architectures for MCIS 2.0. The following are hypothetical examples of solution architecture alternatives that Vendors might consider for inclusion in a proposal. Inclusion or exclusion of any particular solution alternative in this list does not indicate any preference by the City.
MCIS 2.0 architected as a single commercial-off-the-shelf (COTS) product from a single CMS provider.
MCIS 2.0 architected as a core COTS CMS with integrated third-party COTS solution(s) for particular functions (such as administration of parking infractions, accounts receivable, jury management, interpreter services, and pre and post disposition probation) that may include SMC requirements not fully supported by the core COTS CMS.
MCIS 2.0 architected as a core COTS CMS with integrated components deployed on a generic case management platform for particular functions (such as administration of parking infractions) that may include SMC requirements not fully supported by the core COTS CMS. 
The City seeks firm-fixed price proposals for the acquisition and implementation of all necessary software, hardware, and related services for the integrated solution. The City also seeks five years of maintenance support services (and hosting services, if applicable). The City may choose to procure third-party components (e.g., server infrastructure) directly from the component provider rather than from the Vendor. Vendors may propose different deployment options, including on premise, hosted, or Software-as-a-Service (SaaS). If multiple solution deployment options are proposed by the same Vendor, the City requires the Vendor to provide a separate Request for Proposal (RFP) response for each proposed option. 
2. [bookmark: _Toc506139482][bookmark: _Toc506139652][bookmark: _Toc506139797][bookmark: _Toc508088787][bookmark: _Toc508301251][bookmark: _Toc511735537]Purpose 
The purpose of this RFP is to seek proposals from qualified vendors for a state-of-the-art MCIS 1.0 replacement (MCIS 2.0), according to the minimum qualifications and requirements set forth in this RFP.
3. [bookmark: _Toc508088788][bookmark: _Toc508301252][bookmark: _Toc511735538][bookmark: _Toc508715276]Background and Current State Architecture
3.1. [bookmark: _Toc511735539]Background
SMC is the largest limited jurisdiction municipal court by case volume in Washington State with seven elected judges, five appointed magistrates, and approximately 250 employees. Over the last five years, there was an average of 9,200 criminal cases filed per year at SMC. Over the same time period, the Court also processed an average of 431,000 parking citations, 99,000 traffic camera citations, and 40,000 traffic citations per year. This case and citation volume translated into roughly 55,000 held criminal hearings and 90,000 held infraction hearings annually. SMC collects over 40 million dollars annually associated with the adjudication of parking tickets, traffic infractions, and criminal cases.    
The Court’s mission is to provide a forum to resolve alleged violations of the law in a respectful, independent, and impartial manner. SMC handles all misdemeanor and gross misdemeanor crimes, civil infractions, and other offenses authorized under the Seattle Municipal Code and certain Revised Code of Washington Statutes. SMC is mandated by law to provide a continuous permanent record of court case events, including dates, hearings, and outcomes – MCIS 1.0 has provided that record for nearly 30 years.
MCIS 1.0 was developed internally beginning in 1990 using IBM’s Informix platform to capture key court case events, as well as for parking violations, infractions, probation and defendant financial accounts. The Seattle Police Department, City Attorney, King County Department of Public Defense, King County Jail, the Department of Licensing, State Administrative Office of the Courts (AOC), and criminal justice related stakeholders rely on MCIS 1.0 for operational and required record keeping purposes.
Business needs and technology capabilities have evolved considerably in the last three decades; the MCIS 2.0 Replacement Project will replace MCIS 1.0 with a modern, more flexible solution that will support the current and future needs of SMC and the criminal justice community. 
SMC is a highly innovative and progressive court with a community-based approach to judicial administration. MCIS 2.0 must be architected to support current SMC caseloads and the anticipated growth associated with the City’s rapidly increasing population, and its innovative leadership approach to advancing criminal justice practices. 
3.2. [bookmark: _Toc511735540]Current State Solution Architecture
The following embedded attachment describes the current state solution architecture. To open the embedded documents, double click on the icon.


4. [bookmark: _Toc506139485][bookmark: _Toc506139655][bookmark: _Toc506139800][bookmark: _Toc506139486][bookmark: _Toc506139656][bookmark: _Toc506139801][bookmark: _Toc506139487][bookmark: _Toc506139657][bookmark: _Toc506139802][bookmark: _Toc508088789][bookmark: _Toc508301253][bookmark: _Toc511735541][bookmark: _Toc176941844][bookmark: _Toc176942616][bookmark: _Toc177173558][bookmark: _Toc177287941][bookmark: _Toc177545379][bookmark: _Toc177886964][bookmark: _Toc177980837][bookmark: _Toc178056018][bookmark: _Toc178123797][bookmark: _Toc178125335][bookmark: _Toc178137895][bookmark: _Toc178137989][bookmark: _Toc176592023][bookmark: _Toc176651612][bookmark: _Toc176750835][bookmark: _Toc176751057][bookmark: _Toc176752029][bookmark: _Toc176752251][bookmark: _Toc176756289][bookmark: _Toc176921089][bookmark: _Toc176923102]Objectives 
4.1. [bookmark: _Toc511735542]Operational Objectives
Operational imperatives for MCIS 2.0 include the following:
MCIS 2.0 must align with and promote restorative justice outcomes; 
MCIS 2.0 must improve efficiency through paperless methods and reduce need for screen navigation during routine court processes;
MCIS 2.0 must have flexible workflow capabilities to support process improvements between all judicial system participants;
MCIS 2.0 must improve service for the customers of SMC (e.g., public access for payment and adjudication, attorney access for case research, document submittal, case initiation, and mobile application abilities, etc.);
MCIS 2.0 must provide access to an integrated view of a defendant, sourced from both previous interactions with both SMC and other WA entities (e.g., AOC systems);
MCIS 2.0 must offer robust financial management capabilities, in particular comprehensive management of receivables, and detailed reporting;
MCIS 2.0 must provide external portal access (including, but not limited to, payment, document viewing, document submission, etc.);
MCIS 2.0 must be built on a long-term, sustainable application architecture and technology platform;
MCIS 2.0 must provide for efficient and loosely coupled integration with external systems;
MCIS 2.0 must be highly configurable to align with SMC operations;
MCIS 2.0 must have maintenance and support that is responsive to SMC’s evolving operational needs.
4.2. [bookmark: _Toc259436620][bookmark: _Toc260757532][bookmark: _Toc508088791][bookmark: _Toc508301255][bookmark: _Toc511735543]Business and Functional Objectives
MCIS 2.0 will support various court business functions, including case management, calendaring, document management, interpreter services, jury management, probation, search warrants, and accounting and financial management. Case types include criminal, infractions, and parking violations. While each of SMC’s operational areas have distinct expectations for MCIS 2.0 capabilities, the following overarching project objectives apply:
Provide a system architecture that allows SMC to be responsive to changes in the law, to City mandates, such as those required by City Budget Office, Seattle Police Department, and City Attorney’s Office, to strategic initiatives, and to the ever-changing business needs of SMC. 
Enhance operational efficiencies by reducing the need for screen navigation (i.e., minimizing the use of multiple windows) during routine court processes, providing intuitive operational workflows, enforcing information consistency and accuracy through automated workflows for quality control, and eliminating the use of paper-based methods to improve current system eFiling, electronic documentation, and notification. 
Provide improved self-service capabilities through the SMC website/portal which allows the public, as well as attorneys, to more effectively complete functions online such as paying a ticket, scheduling a hearing, responding to a jury summons, or accessing case information.
Provide a comprehensive defendant view by implementing integration capabilities with agencies such as the Washington Department of Licensing, Seattle Police Department, Washington State Patrol, Seattle City Law, as well as flexible defendant and case-centric views to promote effective decision making.
Provide effective inter-agency exchange of information (e.g., the AOC Electronic Data Repository [EDR] through the Expedited Data Exchange [EDE]) that sustains and improves SMC’s current integration capabilities and supports public safety imperatives. 
Provide robust financial and case management capabilities by improving transparency, efficiently managing revenue, integrating with City financial systems, providing robust analytics capabilities for key operational metrics to help SMC increase flexibility and creatively manage staff, caseloads, and financial transactions, as well as promote SMC values such as the City’s Race and Social Justice Initiative (RSJI), fairness, integrity, and justice.
4.3. [bookmark: _Toc508088792][bookmark: _Toc508301256][bookmark: _Toc511735544]Technical Objectives
As a solution within the City, MCIS 2.0 must comply with the following enterprise architecture principles: 
Current: the solution must be founded on current and proven technology, compliant with policies and adherent with industry leading practices.
Secure: the solution must be designed to facilitate secure computing environments.
Relevant: the solution must align with business needs and be resilient to change so as to respond quickly to paradigm shifts. The maintenance and support for MCIS 2.0 must be responsive to evolving court operational needs.
Valuable: the solution must be designed to retain the value of information; this includes data integrity, master data, role-based authorization, and consistency with the applicable court rules pertaining to court records and laws of Washington State.
Adaptable: the solution must be modular, loosely coupled, and enable services to promote integration flexibility with external systems.
5. [bookmark: _Toc506139492][bookmark: _Toc506139662][bookmark: _Toc506139807][bookmark: _Toc506139493][bookmark: _Toc506139663][bookmark: _Toc506139808][bookmark: _Toc506139494][bookmark: _Toc506139664][bookmark: _Toc506139809][bookmark: _Toc506139495][bookmark: _Toc506139665][bookmark: _Toc506139810][bookmark: _Toc506139496][bookmark: _Toc506139666][bookmark: _Toc506139811][bookmark: _Toc506139497][bookmark: _Toc506139667][bookmark: _Toc506139812][bookmark: _Toc506139498][bookmark: _Toc506139668][bookmark: _Toc506139813][bookmark: _Toc506139499][bookmark: _Toc506139669][bookmark: _Toc506139814][bookmark: _Toc506139500][bookmark: _Toc506139670][bookmark: _Toc506139815][bookmark: _Toc506139501][bookmark: _Toc506139671][bookmark: _Toc506139816][bookmark: _Toc506139502][bookmark: _Toc506139672][bookmark: _Toc506139817][bookmark: _Toc506139503][bookmark: _Toc506139673][bookmark: _Toc506139818][bookmark: _Toc506139504][bookmark: _Toc506139674][bookmark: _Toc506139819][bookmark: _Toc506139505][bookmark: _Toc506139675][bookmark: _Toc506139820][bookmark: _Toc506139506][bookmark: _Toc506139676][bookmark: _Toc506139821][bookmark: _Toc506139507][bookmark: _Toc506139677][bookmark: _Toc506139822][bookmark: _Toc506139508][bookmark: _Toc506139678][bookmark: _Toc506139823][bookmark: _Toc506139509][bookmark: _Toc506139679][bookmark: _Toc506139824][bookmark: _Toc506139510][bookmark: _Toc506139680][bookmark: _Toc506139825][bookmark: _Toc506139511][bookmark: _Toc506139681][bookmark: _Toc506139826][bookmark: _Toc506139512][bookmark: _Toc506139682][bookmark: _Toc506139827][bookmark: _Toc506139513][bookmark: _Toc506139683][bookmark: _Toc506139828][bookmark: _Toc508088795][bookmark: _Toc508301259][bookmark: _Toc511735545][bookmark: _Toc503806932]Minimum Qualifications and Certifications
5.1. [bookmark: _Toc511735546]Minimum Qualifications
Vendor shall complete the RFP Minimum Qualification Template provided in Section 11: Proposal Format and Organization of this RFP. The RFP Coordinator, who is responsible for all coordination activities around creating and managing the RFP, may determine minimum qualification compliance using only the RFP Minimum Qualification Template; the submittal should be sufficiently detailed to clearly show how the Vendor meets the minimum qualifications without the need to refer to any other materials. Vendors that do not meet these minimum qualifications shall be rejected by the City without further consideration.
The following are minimum qualifications the Vendor must meet for its proposal submittal to be eligible for evaluation:
Vendor Project Manager must have managed a project of similar size to the MCIS 2.0 Replacement Project.
Vendor Functional Lead must have a minimum of five (5) years’ experience working with courts. 
Vendor must have completed a minimum of two (2) projects for a public sector entity.
The core of the proposed MCIS 2.0 solution must currently be in successful production use and have been in production use for a minimum of two (2) years at two (2) clients of the Vendor.
The proposed Vendor team may include subcontractors to fulfill the minimum qualifications. 
5.2. [bookmark: _Toc511735547]Certifications
5.2.1. [bookmark: _Toc511735548][bookmark: _Toc508088796][bookmark: _Toc508301260]Reseller Certification: Certified Reseller (or Factory Authorized Reseller)
If applicable, Vendor, if other than the manufacturer of any third party provided components included in its proposal, shall submit with the proposal a current, dated, and signed authorization from the manufacturer that the Vendor is an authorized distributor, dealer, or service representative, and is authorized to sell the manufacturer's products. Failure to comply with this requirement may result in proposal rejection. This includes the certification to license the product and offer in-house service, maintenance, technical training assistance, and warranty services, including availability of spare parts and replacement units, if applicable.
5.2.2. [bookmark: _Toc511735549]Payment Card Industry Certification 
If applicable, Vendor shall provide the following:
Attestation of Compliance - Declaration of the Vendor’s or subcontractor’s compliance as a Level 1 Service Provider.  If the Vendor does not have the transaction volume to qualify as a Level 1 Service Provider, the Vendor may submit a Self-Assessment Questionnaire. 
Payment Application Data Security Standard (PA-DSS) Compliance – Payment applications shall be PA-DSS validated by a Payment Application Qualified Security Assessor (PA - QSA) and be verified on Payment Card Industry Security Standards Council’s (PCI SSC) list of PA-DSS validated payment application. Provide copy of or a link to PCI SSC’s list of Vendor’s or subcontractor’s PA-DSS validated payment application.  
PIN Transaction Security (PTS) Devices – Point of Sale (POS) devices and Encrypting PIN Pads (EPPs) used in Kiosks and attended POS devices must be listed on the approved PCI PTS Approved Device List with the version number of security requirements that it was tested against. Provide a copy of Vendor’s or subcontractor’s compliance.  
6. [bookmark: _Toc508088870][bookmark: _Toc508301335][bookmark: _Toc511735550]Minimum Licensing and Business Tax Requirements 
The Vendor needs to meet all licensing requirements that apply to their business immediately after contract award or the City may reject the Vendor. 
If required by applicable law, the Vendor must license, report, and pay revenue taxes for the City Business License and the Washington State Business License Unified Business Identifier (UBI#). The Vendor should carefully consider those costs before submitting a proposal since the City will not separately pay or reimburse those costs to the Vendor. 
6.1. [bookmark: _Toc511735551]Seattle Business Licensing and Associated Taxes
If the Vendor has a “physical nexus” in Seattle, the Vendor must obtain a City Business License and pay all taxes due before the contract can be signed. A “physical nexus” means that the Vendor has physical presence, such as, a building/facility located in Seattle, the Vendor makes sales trips into Seattle, the Vendor drives into Seattle for product deliveries, and/or the Vendor conducts service work in Seattle (e.g., repair, installation, service, maintenance work, on-site consulting, etc.). The City provides a Vendor Questionnaire Form in Section 11: Proposal Format and Organization of this RFP, asking the Vendor to specify whether there is a “physical nexus”.
The apparent successful Vendor must immediately obtain the license and ensure all City taxes are current, unless exempted by City Code due to reasons such as no physical nexus. Failure to do so will result in rejection of the proposal. 
If a business has extraordinary balances due on their account that would cause undue hardship to the business, the business can contact the City Purchasing Office to request additional assistance. A cover-sheet providing further explanation, along with the application and instructions for a City Business License is provided below. 
Those holding a City Business License may be required to report and pay revenue taxes to the City. Such costs should be carefully considered by the Vendor before submission of a proposal. When allowed by City Code, the City will have the right to retain amounts due at the conclusion of a contract by withholding from final invoice payments.
The following embedded attachment is an application for a Seattle Business License. To open the embedded document, double click on the icon.

	 
Self-Filing: The Vendor can pay license and taxes on-line using a credit card www.seattle.gov/self/. 
The Vendor may call the License and Tax Administration office with questions or to request assistance.  The office issues business licenses and enforces licensing requirements. The general e-mail is tax@seattle.gov. The main phone is 206-684-8484. 
The licensing website is www.seattle.gov/licenses. 
6.2. [bookmark: _Toc511735552]Mandatory State Business Licensing and Associated Taxes
Before the contract is signed, the Vendor must provide the City with its State of Washington UBI # and a Contractor License, if required. If the State of Washington has exempted the Vendor’s business from State licensing (for example, some foreign companies are exempt and, in some cases, the State waives licensing because the company does not have a physical or economic presence in the State), then the Vendor must submit proof of that exemption to the City. All costs for any licenses, permits, and associated tax payments due to the State of Washington as a result of licensing shall be borne by the Vendor and not charged separately to the City. Instructions and applications are at http://bls.dor.wa.gov/file.aspx. 
6.3. [bookmark: _Toc511735553]Permits 
All permits required to perform work are to be supplied by the Vendor at no additional cost to the City.  
7. [bookmark: _Toc506199396][bookmark: _Toc508088797][bookmark: _Toc508301261][bookmark: _Toc511735554]Statement of Work (SOW) and Specifications
The following embedded statement of work and specifications are incorporated into the resultant contract.  To open the embedded documents, double click on the icon.


8. [bookmark: _Toc511735555][bookmark: _Toc508088825][bookmark: _Toc508301289]Independent Contractor and SMC Space Requirements 
The City expects that at least some portion of the project will require the Vendor’s workers to be on-site at SMC offices. This benefits SMC to assure access, communications, efficiency, and coordination. Any Vendor worker who is on-site remains, however, a Vendor worker and not a SMC employee. The Vendor shall ensure no Vendor worker is on-site at a SMC office for more than 36 months, without specific written authorization from the Project Manager. The Vendor shall notify SMC’s Project Manager if any worker is within 90 days of a 36-month on-site placement in a SMC office. 
The City will not charge rent. The Vendor is not asked to itemize this cost. Instead, the Vendor should absorb and incorporate the expectation of such office space within the Vendor plan for the work and costs, as appropriate. SMC workspace is exclusively for the project and not for any other Vendor purpose. The SMC Project Manager will decide if a City computer, software and/or telephone is needed, and the worker(s) can use basic office equipment such as copy machines. If the Vendor worker(s) does not occupy SMC workspace as expected, this does not change the contract costs.
9. [bookmark: _Toc511735556]Background Checks 
Workers that will be performing the work under this contract must successfully pass the City’s and SMC’s background checks. The City has strict policies regarding the use of background checks, criminal checks, immigrant status, and/or religious affiliation for contract workers. The policies are incorporated into the contract and available for viewing on-line at: http://www.seattle.gov/city-purchasing-and-contracting/social-equity/background-checks. 
The SMC background check includes a criminal history background review, fingerprinting, and reference checks.
10. [bookmark: _Toc511735557]Instructions to Vendors 
This section details the City’s procedures for the RFP process. The City reserves the right in its sole discretion to reject the proposal of any Vendor that fails to comply with any procedure in this section.
10.1. [bookmark: _Toc511735558]Communications with the City
All Vendor communications concerning this acquisition shall be directed to the RFP Coordinator. The RFP Coordinator is:
	Marlon R. Franada
	206-684-4515
marlon.franada@seattle.gov 
Unless authorized by the RFP Coordinator, no other City official or City employee is empowered to speak for the City with respect to this acquisition. Any Vendor seeking to obtain information, clarification, or interpretations from any other City official or City employee other than the RFP Coordinator is advised that such material is used at the Vendor’s own risk. The City will not be bound by any such information, clarification, or interpretation. 
Following the proposal submittal deadline, Vendors shall not contact the RFP Coordinator or any other City employee except to respond to a request by the RFP Coordinator.
Contact by a Vendor regarding this RFP with a City employee other than the RFP Coordinator or an individual specifically approved by the RFP Coordinator, in writing, may be grounds for rejection of the Vendor’s proposal.
10.2. [bookmark: _Toc508088827][bookmark: _Toc508301291][bookmark: _Toc511735559]Pre-Proposal Conference 
The City shall conduct an optional pre-proposal conference on the time and date specified on the Solicitation Schedule, at the City Purchasing Office, 700 5th Avenue, Suite 4112, Seattle, WA 98104-5042. Though the City will attempt to answer all questions raised during the pre-proposal conference, the City encourages Vendors to submit written questions Vendors would like addressed at the pre-proposal conference to the RFP Coordinator, preferably no later than three (3) days in advance of the pre-proposal conference. This will allow the City to research and prepare helpful answers, and better enable the City to have appropriate City representatives in attendance.
Those unable to attend in person may participate via Skype.  Please use the following contact information:
[bookmark: OutSharedNoteBorder][bookmark: OutSharedNoteLink]Join Skype Meeting      
206-386-1200, access code: 8074462 (US)                     English (United States) 
844-386-1200, access code: 8074462 (US)                     English (United States)  
Conference ID: 8074462 (same as access code above)
Vendors are not required to attend in order to be eligible to submit a proposal. The purpose of the meeting is to answer questions potential Vendors may have regarding the solicitation document and to discuss and clarify any issues. This is an opportunity for Vendors to raise concerns regarding specifications, terms, conditions, and any requirements of this solicitation. Failure to raise concerns over any issues at this opportunity will be a consideration in any protest filed regarding such items that were known as of this pre-proposal conference.
10.3. [bookmark: _Toc508088828][bookmark: _Toc508301292][bookmark: _Toc511735560]Questions
Questions are to be submitted in writing to the RFP Coordinator no later than the date and time specified on the Solicitation Schedule, in order to allow sufficient time for the RFP Coordinator to consider the question before the proposals are due. The City prefers such questions to be through e-mail directed to the RFP Coordinator’s e-mail address. Failure to request clarification of any inadequacy, omission, or conflict will not relieve the Vendor of any responsibilities under this solicitation or any subsequent contract. It is the responsibility of the Vendor to ensure that the Vendor has received responses to questions if any are issued.
10.4. [bookmark: _Toc508088829][bookmark: _Toc508301293][bookmark: _Toc511735561]Changes to the RFP/Addenda
A change may be made by the City if, in the sole judgment of the City, the change will not compromise the objectives of the MCIS 2.0 Replacement Project. A change to this RFP will be made by formal written addendum issued by the City’s RFP Coordinator. Addenda issued by the City shall become part of this RFP and included as part of the contract. It is the responsibility of the Vendor to assure that they have received addenda if any are issued.
10.5. [bookmark: _Toc508088830][bookmark: _Toc508301294][bookmark: _Toc511735562] Bid Blog
The City Purchasing website offers a place to register for a Bid Blog related to this solicitation.  The Bid Blog (http://www.seattle.gov/city-purchasing-and-contracting/city-purchasing) will provide the Vendor automatic announcements and updates when new materials, addenda, or information is posted regarding the solicitation. 
10.6. [bookmark: _Toc508088831][bookmark: _Toc508301295][bookmark: _Toc511735563]Receiving Addenda and/or Question and Answers 
The City will make efforts to provide courtesy notices, reminders, addendums, and similar announcements directly to interested Vendors. The City makes this available on the City website and offers an associated Bid Blog: http://www.seattle.gov/city-purchasing-and-contracting/city-purchasing. Notwithstanding efforts by the City to provide such notice to known Vendors, it remains the obligation and responsibility of the Vendor to learn of any addendums, responses, or notices issued by the City. Such efforts by the City to provide notice or to make it available on the website do not relieve the Vendor from the sole obligation for learning of such material. 
Note that some third-party services decide to independently post City of Seattle solicitations on their websites as well. The City does not, however, guarantee that such services have accurately provided vendors with all the information published by the City, particularly addenda or changes to the Solicitation Schedule.
All proposals sent to the City shall be considered compliant to addenda, with or without specific confirmation from the Vendor that addenda was received and incorporated. However, the RFP Coordinator can reject the proposal if it does not reasonably appear to have incorporated addenda. The RFP Coordinator could decide that the Vendor did incorporate addenda information, or could determine that the Vendor failed to incorporate addenda and that the changes were material so that the RFP Coordinator must reject the proposal, or the RFP Coordinator may determine that the Vendor failed to incorporate addenda but that the changes were not material and therefore the proposal may continue to be accepted by the RFP Coordinator.
10.7. [bookmark: _Toc508088833][bookmark: _Toc508301297][bookmark: _Toc511735564]Proposal Delivery Instructions
10.7.1. [bookmark: _Toc511735565]General Instructions
0. Proposals must be received no later than the date and time specified on the Solicitation Schedule or as otherwise amended.
0. The proposal may be hand-delivered or must otherwise be received by the RFP Coordinator at the address provided below. Please note that delivery errors will result without careful attention to the proper address. 
1. [bookmark: _Toc507997426][bookmark: _Toc511735615]Proposal Delivery Address
	Physical Address (courier)
	Mailing Address (For U.S. Postal Service mail)

	City Purchasing and Contracting Services Div.
Seattle Municipal Tower
700 Fifth Ave Suite 4112
Seattle, WA 98104-5042
Attention: Marlon R. Franada
Re:  MCIS 2.0 Replacement Project – MUN-4301
	City Purchasing and Contracting Services Div.
Seattle Municipal Tower
P.O. Box 94687
Seattle, WA 98124-4687
Attention: Marlon R. Franada 
Re:  MCIS 2.0 Replacement Project – MUN-4301


0. Hard-copy responses should be in a sealed box or envelope clearly marked and addressed with the City Purchasing and Contracting Services Division, RFP Coordinator, RFP title, and RFP number. Submittals and their packaging (boxes or envelopes) should be clearly marked with the name and address of the Vendor. Refer to Section 11: Proposal Format and Organization for Proposal Format instructions.
0. If packages are not clearly marked, the Vendor owns all risks of the package being misplaced and not properly delivered. 
0. Fax, e-mail, flash drive, and CD copies will not be an alternative to the hard copy. If a fax, email, flash drive, or CD version is delivered to the City, the hard copy will be the only official version accepted by the City.
10.7.2. [bookmark: _Toc511735566]Late Submittal 
The Vendor has full responsibility to ensure the response arrives at the City Purchasing address by the deadline. A proposal submitted after the time fixed for receipt will not be accepted unless the lateness is waived by the City as immaterial based upon a specific fact-based review. Proposals arriving after the deadline may be returned unopened to the Vendor, or the City may accept the package and make a determination as to lateness. 
10.8. [bookmark: _Toc508088834][bookmark: _Toc508301298][bookmark: _Toc511735567]No Reading of Prices
The City does not conduct a proposal opening for RFP responses. The City requests that Vendors refrain from requesting proposal information concerning other Vendors until an intention to award is announced, as a measure to best protect the solicitation process, particularly in the event of a cancellation or re-solicitation. With this preference stated, the City shall continue to properly fulfill all public disclosure requests for such information, as required by the laws of Washington State.
10.9. [bookmark: _Toc508088835][bookmark: _Toc508301299][bookmark: _Toc511735568]Offer and Proposal Form
Vendor shall provide the response in the format required herein and on any forms provided by the City herein. Provide unit prices, if appropriate, and requested by the City, and attach pages, if needed. In the case of difference between the unit pricing and the extended price, the City shall use the unit pricing. The City may correct the extended price accordingly. Vendor shall quote prices with freight prepaid and allowed. Vendor shall quote prices Free on Board (FOB) Destination. All prices shall be in US Dollars. 
10.10. [bookmark: _Toc508088836][bookmark: _Toc508301300][bookmark: _Toc511735569]No Best and Final Offer 
The City reserves the right to make an award without further discussion of the responses submitted (i.e., there will be no best and final offer procedure associated with selecting the apparently successful Vendor). Therefore, Vendor’s proposal should be submitted on the most favorable terms that Vendor can offer.
10.11. [bookmark: _Toc508088837][bookmark: _Toc508301301][bookmark: _Toc511735570]Contract Terms and Conditions 
The contract that has been adopted for the City’s technology projects is attached and embedded on the last page of this RFP Solicitation. Vendors are responsible to review all specifications, requirements, terms and conditions, insurance requirements, and other requirements herein. To be responsive, Vendors must be prepared to enter into a contract substantially the same as the attached contract. The Vendor’s failure to execute a contract substantially the same as the attached contract may result in disqualification for future solicitations for this same or similar products/services. 
Submittal of a proposal is agreement to this condition. Vendors are to price and submit proposals to reflect all the specifications and requirements in this RFP including terms and conditions that are substantially the same as those included in this RFP.
Any specific areas of dispute with the attached Contract must be identified in the Vendor’s proposal and may, at the sole discretion of the City, be grounds for disqualification from further consideration in award of a contract.
Under no circumstances shall a Vendor submit its own standard contract terms and conditions as a response to this solicitation. Instead, the Vendor must review and identify the language in the City’s attached contract that the Vendor finds problematic, state the issue, and propose the language or contract modifications Vendor is requesting. Vendor should keep in mind, when requesting such modifications, that the City is not obligated to accept the requested areas of dispute.
The City may, for informational purposes, request the Vendor to submit its licensing and maintenance agreement with the Vendor’s proposal. However, this should not be construed as the City’s willingness to sign a licensing or maintenance agreement supplied by the Vendor. If the Vendor requires the City to consider otherwise, the Vendor is also to supply this as a requested exception to the contract and it will be considered in the same manner as other exceptions. 
The City may consider and may choose to accept some, none, or all contract modifications that the Vendor has submitted with the Vendor’s proposal. 
Nothing herein prohibits the City, at its sole option, from introducing or modifying contract terms and conditions and negotiating with the highest ranked, apparent successful Vendor to align the proposal to the City needs, within the objectives of the RFP. The City has significant and critical time frames which frame this initiative, therefore, should such negotiations with the highest ranked, apparent successful Vendor fail to reach agreement in a timely manner as deemed by the City, the City, at its sole discretion, retains the option to terminate negotiations and continue to the next-highest ranked Vendor.
10.12. [bookmark: _Toc508088838][bookmark: _Toc508301302][bookmark: _Toc511735571]Prohibition on Advance Payments
No request for early payment, down payment, or partial payment will be honored except for products or services already received. Maintenance subscriptions may be paid in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable Net 30 days after receipt and acceptance of satisfactory compliance.
10.13. [bookmark: _Toc508088839][bookmark: _Toc508301303][bookmark: _Toc511735572]Partial and Multiple Awards
Unless stated to the contrary in the SOW, the City reserves the right to name partial or multiple awards, in the best interest of the City. Vendors are to prepare proposals given the City’s right to partial or multiple awards. Further, the City may eliminate an individual line item when calculating award, in order to best meet the needs of the City, if a particular line item is not routinely available or is a cost that exceeds the City’s funds. 	
10.14. [bookmark: _Toc508088840][bookmark: _Toc508301304][bookmark: _Toc511735573]Prime Contractor
The City intends to award to the highest ranked Vendor that will assume financial and legal responsibility for the contract. Proposals that include multiple Vendors must clearly identify one Vendor as the “prime contractor” and all others as subcontractors. 
10.15. [bookmark: _Toc508088841][bookmark: _Toc508301305][bookmark: _Toc511735574]City Business Tax Revenue Consideration
Seattle Municipal Code 20.60.106 (H) authorizes that in determining the lowest and best proposal, the City shall consider the tax revenues derived by the City from its business and occupation, utility, sales and use taxes from the proposed purchase. The City’s Business and Occupation Tax rate varies according to business classification. Typically, the rate for services such as consulting and professional services is .00415%, and for retail or wholesale sales and associated services the rate is .00215%. Only Vendors that have a City Business License and have an annual gross taxable City income of $100,000 or greater are required to pay Business and Occupation Tax. The City will apply Seattle Municipal Code 20.60.106 (H) and calculate as necessary to determine the lowest price proposal.
10.16. [bookmark: _Toc508088842][bookmark: _Toc508301306][bookmark: _Toc511735575]Taxes
The City is exempt from Federal Excise Tax (Certificate of Registry #9173 0099K exempts SMC). Washington State and local sales tax will be an added line item although not considered in cost evaluations.
10.17. [bookmark: _Toc508088843][bookmark: _Toc508301307][bookmark: _Toc511735576]Interlocal Purchasing Agreements
This agreement is for information and consent only and shall not be used for evaluation. The City has entered into Interlocal Purchasing Agreements with other governmental agencies, pursuant to RCW 39.34. The Vendor agrees to sell additional items at the offer prices, terms and conditions, to other eligible governmental agencies that have such agreements with the City. The City accepts no responsibility for the payment of the purchase price by other governmental agencies. Should the Vendor require additional pricing for such purchases, the Vendor is to name such additional pricing upon proposal to the City.
10.18. [bookmark: _Toc508088844][bookmark: _Toc508301308][bookmark: _Toc511735577]Equal Benefits
Seattle Municipal Code Chapter 20.45 requires consideration of whether Vendors provide health and benefits that are the same or equivalent to the domestic partners of employees as to spouses of employees, and of their dependents and family members. The proposal includes a “Vendor Questionnaire” in Section 11: Proposal Format and Organization of this RFP which is the mandatory form on which the Vendor makes a designation about the status of such benefits. If the Vendor does not comply with Equal Benefits and does not intend to do so, the Vendor must still supply the information on the Vendor Questionnaire. Instructions are provided in the Questionnaire.
10.19. [bookmark: _Toc506199446][bookmark: _Toc508301309][bookmark: _Toc511735578]Women and Minority (WMBE) Opportunities
The City intends to provide the maximum practicable opportunity for successful participation of minority and women owned firms, given that such businesses are underrepresented. The City requires all Vendors to agree to Seattle Municipal Code Chapter 20.42, and will require proposals with meaningful subcontracting opportunities to also supply a plan for including minority and women owned firms. 
A Woman and Minority Inclusion Plan is a mandatory submittal with the RFP response, and is embedded within Appendix A Proposal Response in Section 11: Proposal Format and Organization of this RFP. The City requires all Vendors to submit an Inclusion Plan. Failure to submit a plan will result in rejection of the Vendor’s RFP response. The Inclusion Plan will be scored as part of the evaluation. The Inclusion Plan is a material part of the contract. Read the Inclusion Plan carefully; it is incorporated into the contract. At the City’s request, Vendors must furnish evidence of compliance, such as copies of agreements with WMBE subcontractors. The Inclusion Plan seeks WMBE business utilization as well as recognizes those companies or Vendors that have a unique business purpose for hiring of workers with barriers.
10.20. [bookmark: _Toc508947858][bookmark: _Toc508088845][bookmark: _Toc508301310][bookmark: _Toc511735579]Paid Sick Time and Safe Time Ordinance
The City has a Paid Sick Time and Safe Time ordinance that requires companies to provide employees who work more than 240 hours within a year inside the City, with accrued paid sick and paid safe time for use when an employee or a family member needs time off from work due to illness or a critical safety issue. The ordinance applies to employers, regardless of where they are located, with more than four full-time equivalent employees. This is in addition and additive to benefits a worker receives under prevailing wages per WAC 296-127-014(4). The City contract specialists may audit payroll records or interview workers as needed to ensure compliance to the ordinance. Vendor may review http://www.seattle.gov/laborstandards or call the Office of Labor Standards at 206.684.4500 with questions.
10.21. [bookmark: _Toc508088846][bookmark: _Toc508301311][bookmark: _Toc511735580]Insurance Requirements
Insurance requirements presented in the contract shall prevail. If formal proof of insurance is required to be submitted to the City before execution of the contract, the City will remind the highest ranked, apparent successful Vendor in the Intent to Award letter. The highest ranked, apparent successful Vendor must promptly provide such proof of insurance to the City in reply to the Intent to Award Letter. Contracts will not be executed until all required proof of insurance has been received and approved by the City.
Vendors are encouraged to immediately contact their Broker to begin preparation of the required insurance documents, in the event that the Vendor is selected as a finalist. Vendors may elect to provide the requested insurance documents within their proposal.
10.22. [bookmark: _Toc508088847][bookmark: _Toc508301312][bookmark: _Toc511735581]Effective Dates of Offer
The Vendor proposal must remain valid until the City completes award. Should any Vendor object to this condition, the Vendor must provide objection through a question and/or complaint to the RFP Coordinator prior to the proposal due date.
10.23. [bookmark: _Toc508088848][bookmark: _Toc508301313][bookmark: _Toc511735582]Proprietary Materials
Under the State of Washington’s Public Records Act (Release/Disclosure of Public Records, reference RCW Chapter 42.56), all materials received or created by the City are considered public records. These records include, but are not limited to proposal submittals, agreement documents, contract work product, or other proposal material. 
The State of Washington’s Public Records Act requires that public records be promptly disclosed by the City upon request unless that RCW or another Washington State statute specifically exempts records from disclosure. Exemptions are narrow and explicit and are listed in Washington State Law (Reference RCW 42.56 and RCW 19.108). 
Vendors must be familiar with the Washington State Public Records Act and the limits of record disclosure exemptions. For more information, visit the Washington State Legislature’s website: http://www1.leg.wa.gov/LawsAndAgencyRules. 
If the Vendor has any questions about disclosure of the records submitted with its proposal, please contact City Purchasing at (206) 684-0444. 
10.23.1. [bookmark: _Toc511735583]Marking Vendor’s Records Exempt from Disclosure (Protected, Confidential, or Proprietary)
As mentioned above, all City offices are required to promptly make public records available upon request. However, under Washington State Law some records or portions of records are considered legally exempt from disclosure and can be withheld. A list and description of records identified as exempt can be found in RCW 42.56 and RCW 19.108.
If Vendor records submitted to the City as part of the proposal or contract work products are exempt from disclosure, the Vendor can request that they not be released before notification. To do so, Vendor must complete the City’s Non-Disclosure Request Form (the Form) provided by City Purchasing as part of the Vendor Questionnaire embedded within Appendix A Proposal Response in Section 11: Proposal Format and Organization of this RFP, very clearly and specifically identify each record and the exemption(s) that may apply, and submit a copy of the records with the specified exemptions redacted (if the Vendor is awarded a City contract, the same exemption designation will carry forward to the contract records).
The City will not withhold materials from disclosure simply because the Vendor marked them with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected. Vendor shall not identify an entire page as exempt unless each sentence is within the exemption scope; instead, Vendor shall identify paragraphs or sentences that meet the specific exemption criteria cited on the Form. Only the specific records or portions of records properly listed on the Form will be protected and withheld for notice. All other records will be considered fully disclosable upon request. 
If the City receives a public disclosure request for any records specifically listed on the Form, the City will notify the Vendor in writing of the request and will postpone disclosure. While it is not a legal obligation, the City, as a courtesy, will allow the Vendor up to ten business days to file a court injunction to prevent the City from releasing the records (reference RCW 42.56.540). If the Vendor fails to obtain a court order within the ten days, the City may release the documents. 
The City will not assert an exemption from disclosure. If the Vendor believes a record(s) is exempt from disclosure the Vendor is obligated to clearly identify it as such on the Form and submit it with the solicitation. Should a public record request be submitted to City Purchasing for that record(s), the Vendor can then seek an injunction under RCW 42.56 to prevent release. By submitting a proposal document, the Vendor acknowledges this obligation; the Vendor also acknowledges that the City will have no obligation or liability to the Vendor if the records are disclosed.
10.23.2. [bookmark: _Toc508088849][bookmark: _Toc508301314][bookmark: _Toc511735584]Requesting Disclosure of Public Records
The City asks Vendors and their companies to refrain from requesting public disclosure of proposals until an intention to award is announced. This measure is intended to protect the integrity of the solicitation process particularly during the evaluation and selection process or in the event of a cancellation or re-solicitation. With this preference stated, the City will continue to be responsive to all requests for disclosure of public records as required by the laws of Washington State. If Vendors wish to make a request for records, please file a request using the City’s Public Records Request Center at http://www.seattle.gov/public-records/public-records-request-center. 
10.24. [bookmark: _Toc508088850][bookmark: _Toc508301315][bookmark: _Toc511735585]Cost of Preparing Proposals
The City will not be liable for any costs incurred by the Vendor in the preparation and presentation of proposals submitted in response to this RFP including, but not limited to, costs incurred in connection with the Vendor’s participation in demonstrations and the pre-proposal conference.
10.25. [bookmark: _Toc508088851][bookmark: _Toc508301316][bookmark: _Toc511735586]Readability
Vendors are advised that the City’s ability to evaluate proposals is dependent in part on the Vendor’s ability and willingness to submit proposals that are well ordered, detailed, comprehensive, and readable. Clarity of language and adequate, accessible documentation is essential.
10.26. [bookmark: _Toc508088852][bookmark: _Toc508301317][bookmark: _Toc511735587]Vendor Responsibility
It is the Vendor’s responsibility to examine all specifications and conditions thoroughly and comply fully with specifications and all attached terms and conditions. Vendors must comply with all Federal, State, and City laws, ordinances and rules, and meet any and all registration requirements where required for Vendors as set forth in the Washington Revised Statutes. 
10.27. [bookmark: _Toc508088853][bookmark: _Toc508301318][bookmark: _Toc511735588]Changes in Proposals
Before the proposal submittal closing date and time established for this RFP, a Vendor may make changes to its proposal provided the change is initialed and dated by the Vendor. No change to a proposal shall be made after the proposal closing date and time. 
10.28. [bookmark: _Toc508088854][bookmark: _Toc508301319][bookmark: _Toc511735589]Vendor Responsibility to Provide Full Response
It is the Vendor’s responsibility to provide a full and complete written response, which does not require interpretation or clarification by the RFP Coordinator. The Vendor is to provide all requested materials, forms, and information. The Vendor is responsible to ensure the materials are submitted properly and accurately reflect the Vendor specifications and offering. During scoring and evaluation (before interviews, if any), the City will rely upon the submitted materials and shall not accept materials from the Vendor after the RFP deadline; however, this does not limit the right of the City to consider additional information (such as references that are not provided by the Vendor but are known to the City, or past experience by the City in assessing responsibility), or to seek clarifications as needed by the City.
10.29. [bookmark: _Toc508088855][bookmark: _Toc508301320][bookmark: _Toc511735590]Errors in Proposals
Vendors are responsible for errors and omissions in their proposals. No such error or omission shall diminish the Vendor’s obligations to the City.
10.30. [bookmark: _Toc508088856][bookmark: _Toc508301321][bookmark: _Toc511735591]Withdrawal of Proposal
A proposal may be withdrawn by written request of the Vendor, before the proposal closing date and time. After the closing date and time, the proposal may be withdrawn only with permission by the City.
10.31. [bookmark: _Toc508088857][bookmark: _Toc508301322][bookmark: _Toc511735592]Rejection of Proposals, Right to Cancel
The City reserves the right to reject any or all proposals at any time with no penalty. The City also has the right to waive immaterial defects and minor irregularities in any submitted proposal.
10.32. [bookmark: _Toc508088858][bookmark: _Toc508301323][bookmark: _Toc511735593]Incorporation of RFP and Proposal in Contract
This RFP and the Vendor’s response, including all promises, warranties, commitments, and representations made in the successful proposal, shall be binding and incorporated by reference in the City’s contract with the Vendor.
10.33. [bookmark: _Toc508088859][bookmark: _Toc508301324][bookmark: _Toc511735594]Ethics Code
Vendors are responsible for being familiar with the Ethics Code: http://www.seattle.gov/ethics/etpub/et_home.htm. Embedded below is a pamphlet for Vendors, Customers and Clients. Specific questions should be addressed to the staff of the Seattle Ethics and Elections Commission at 206-684-8500. To open embedded documents, double click on the icon.


10.33.1. [bookmark: _Toc511735595]No Gifts and Gratuities 
Vendors shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work, or meals) to any City employee, volunteer, or official, if it is intended or may appear to a reasonable person to be intended to obtain or give special consideration to the Vendor. An example is giving tickets to a City employee who was on the evaluation team of a proposal the Vendor plans to submit. The definition of what a “benefit” would be is very broad and could include not only awarding a contract but also the administration of the contract or the evaluation of contract performance. The rule works both ways, as it also prohibits City employees from soliciting items of value from Vendors. Promotional items worth less than $25 may be distributed by the Vendor to City employees if the Vendor uses the items as routine and standard promotions for the business.
10.33.2. [bookmark: _Toc511735596]Involvement of Current and Former City Employees
If a Vendor has any current or former City employees, officials, or volunteers, working or assisting on solicitation of City business or on completion of an awarded contract, the Vendor must provide written notice to City Purchasing of the current or former City official, employee, or volunteer’s name. The Vendor Questionnaire in Section 11: Proposal Format and Organization of this RFP prompts the Vendor to answer that question. The Vendor must continue to update that information to City Purchasing during the full course of the contract. The Vendor is to be aware and familiar with the Ethics Code and educate Vendor workers accordingly.
10.33.3. [bookmark: _Toc511735597]Contract Workers with more than 1,000 Hours
The Ethics Code applies to Vendor company workers who perform more than 1,000 cumulative hours on any City contract during any 12-month period. Any such Vendor company employee covered by the Ethics Code must abide by the Ethics Code. The Vendor is to be aware and familiar with the Ethics Code and educate Vendor workers accordingly.
10.33.4. [bookmark: _Toc511735598]No Conflict of Interest 
Vendor (including officer, director, trustee, partner, or employee) must not have a business interest or a close family or domestic relationship with any City official, officer, or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration, or evaluating Vendor performance. The City shall make sole determination as to compliance.

	
10.33.5. [bookmark: _Toc511735599]Campaign Contributions (Initiative Measure No. 122)
Elected officials and candidates are prohibited from accepting or soliciting campaign contributions from anyone having at least $250,000 in contracts with the City in the last two years or who has paid at least $5,000 in the last 12 months to lobby the City. Please see Initiative 122 or call the Ethics Director with questions. For questions about this measure, contact: Polly Grow, Seattle Ethics and Elections, 206-615-1248 or polly.grow@seattle.gov. 
10.34. [bookmark: _Toc508088860][bookmark: _Toc508301325][bookmark: _Toc511735600]Registration into City Online Business Directory
If the Vendor has not previously completed a one-time registration into the City Online Business Directory, Vendor(s) can register at the following website: http://www.seattle.gov/html/obd. The City Online Business Directory is used by City staff to locate contract(s) and identify companies for proposal lists on future purchases. Proposals are not rejected for failure to register, however, if a Vendor is awarded a contract and has not registered, the Vendor will be required to register, or will be added into the system. Women and minority owned firms are asked to self-identify. If assistance is needed, please call 206-684-0444.  
10.35. [bookmark: _Toc508088861][bookmark: _Toc508301326][bookmark: _Toc511735601]Prohibited Contacts 
Vendors shall not interfere in any way to discourage other potential and/or prospective Vendors from proposing or considering a proposal process. Prohibited contacts include, but are not limited to, any contact, whether direct or indirect (i.e., in writing, by phone, email, or other, and by the Vendor or another person acting on behalf of the Vendor) to a likely firm or individual that may discourage or limit competition. If such activity is evidenced to the satisfaction and in sole discretion of City Purchasing Manager, the Vendor that initiates such contacts may be rejected from the process. 
11. [bookmark: _Toc508088866][bookmark: _Toc508301331][bookmark: _Toc511735602]Proposal Format and Organization
The format should follow closely that requested in this RFP.
11.1. [bookmark: _Toc508088867][bookmark: _Toc508301332][bookmark: _Toc511735603]General Instructions 
a) Number all pages sequentially. 
b) The City requires one (1) original, ten (10) copies, and one (1) Flash Drive copy of the proposal.
c) All pricing is to be in United States dollars.
d) Please double-side the proposal.
e) The City will consider supplemental brochures and materials. Vendors are invited to attach any brochures or materials that will assist the City in evaluation.
11.2. [bookmark: _Toc508088868][bookmark: _Toc508301333][bookmark: _Toc511735604]Preferred Paper and Binding 
The City requests a particular package format, to reduce paper, encourage recycled product expectations, and reduce package bulk. Bulk from binders and large packages are unwanted. Vinyl plastic products are unwanted. The City also has an environmentally-preferable purchasing commitment and seeks a package format to support the green expectations and initiatives of the City. 
a) The City seeks and prefers double-sided paper. 
b) The City seeks and prefers submittals on 100% processed chlorine free (PCF) paper, consistent with City policy and City environmental practices. Such paper is available from Keeney’s Office Supply at 425-285-0541 or Complete Office Solutions at 206-650-9195. 
c) Please do not use any plastic or vinyl binders or folders. The City prefers simple, stapled paper copies. If a binder or folder is essential due to the size of the submission, they are to be fully 100% recycled stock. Such binders are also available from Keeney’s Office Supply or Complete Office Solutions. 
11.3. [bookmark: _Toc508088869][bookmark: _Toc508301334][bookmark: _Toc511735605]Proposal Format
a) Cover letter:  Provide a cover letter indicating the person authorized to represent and obligate the Vendor for purposes of this solicitation. The cover letter shall be signed by an authorized representative of the Vendor.
b) Legal Name: Submit a certificate, copy of webpage, or other documentation from the Secretary of State in which the Vendor is incorporated that shows the Vendor’s legal name as a company.  Many companies use a “Doing Business As” name, or a nickname in their daily business.  However, the City requires the legal name of the Vendor’s company, as it is legally registered.  When preparing all forms below, use the proper company legal name. The Vendor’s company’s legal name can be verified through the State Corporation Commission in the state in which the Vendor was established, which is often located within the Secretary of State’s Office for each state:  http://www.coordinatedlegal.com/SecretaryOfState.html.
c) Minimum Qualifications: This is a mandatory submittal. Vendor shall submit the form embedded below to indicate Vendor’s compliance with the Minimum Qualifications. Vendor shall describe exactly how it achieves each minimum qualification. Determination that the Vendor has achieved all the minimum qualifications is made from this document alone and therefore the City is not obligated to check references or search other materials in the Vendor’s proposal to make this decision. To open embedded documents, double click on the icon. 


d) Reseller Certification, if applicable:  Provide proof of Vendor’s reseller certification.
e) Payment Card Industry Certifications, if applicable: Provide Attestation of Compliance. As applicable, also provide proof of (i) PA-DSS Compliance and/or (ii) PTS Compliance.  
f) Vendor Questionnaire: This is a mandatory submittal.  Vendor shall submit the Vendor Questionnaire embedded below even if the Vendor has submitted one to the City on previous solicitations or contracts. To open embedded documents, double click on the icon.


g) Proposal Response: This is a mandatory submittal.  Vendors shall use the format provided in the embedded document below: Appendix A Proposal Response. Please note that several templates within the Proposal Response are mandatory submittals, including Appendix C – Functional Requirements, Appendix D – Technical Requirements, Appendix E – Price Proposal, and Appendix F – Inclusion Plan.  Elements of this response will be scored or ranked by the Evaluation Committee. To open embedded documents, double click on the icon.


h) References: Vendor shall provide a minimum of two (2) references but no more than five (5) references in the Customer Reference form embedded below: Customer References. The City prefers references to be for a court and with scale and complexity similar to the MCIS 2.0 Replacement Project (e.g. serving a user population of 250 or more). The City may choose to contact and/or arrange site visits directly with any or all Vendor references. To open embedded documents, double click on the icon.


i) Security Response:  This is a mandatory submittal. This document will not be scored.  Vendor shall provide its response to the Security Response document embedded below.  Vendor shall complete the attached security documentation sheet for its proposed solution. This should include security diagrams and other documentation such as architecture, policies, procedures, etc. To open the embedded document, double click on the icon.


j) PCI Compliance Response:  This is a mandatory submittal. This document will not be scored.  Vendor shall provide its response in the PCI Compliance Response document embedded below.  This should include security diagrams and other documentation such as architecture, policies, procedures, etc. To open the embedded document, double click on the icon.


k) Acceptance & Exceptions to the City Contract: Vendor shall provide a one-page statement that confirms acceptance of the City contract (including Terms & Conditions), and represents complete review as needed by the Vendor. If the Vendor has a legal office that must review contract prior to signature, the Vendor must clearly confirm that such review is complete.
If Vendor desires exceptions to the City contract, Vendor shall attach a copy of the City contract that shows the alternative contract language. The Vendor must provide a printed out version within the proposal with the Vendor’s suggested new language clearly displayed in a track changes mode. The Vendor must provide the alternative language, and not simply list an exception. The Vendor may attach a narrative of why each change is to the benefit of SMC and any financial impact. Also attach any licensing or maintenance agreement supplements. 
As stated earlier in the RFP instructions, the City will not allow a Best and Final Offer. The City will review the proposed language and will thereupon either accept or reject the language. The City will then issue a contract for signature reflecting City decisions. Any exceptions or licensing and maintenance agreements that are unacceptable to the City may be grounds for rejection of the proposal. 
1. [bookmark: _Toc511735616]Submittal Checklist
	Cover Letter
	
	

	Legal Name
	
	

	Minimum Qualification 
	Mandatory
	

	Reseller Certification, if applicable
	
	

	Payment Card Industry Certification, if applicable
	
	

	Vendor Questionnaire
	Mandatory
	

	Proposal Response
	Mandatory
	Attachments: There are 25 attachments that are required to be provided in the Proposal Response. If the necessary attachments are not included or are incomplete, the City may reject the Vendor’s proposal or may require the Vendor to submit the missing information within a specified deadline.

Appendices: There 5 appendices that are in the Proposal Response.  If the following appendix is not provided or is incomplete, the City may reject the Vendor’s proposal or may require the Vendor to submit the missing information within a specified deadline:

Appendix B – Staff Experience Reference Form

The following 4 appendices are mandatory submittals: 

Appendix C – Functional Requirements;
Appendix D – Technical Requirements;
Appendix E – Price Proposal; and 
Appendix F – Inclusion Plan

	References
	
	

	Security Response
	Mandatory
	

	PCI Compliance Response
	Mandatory
	

	Acceptance & Exceptions to the City Contract
	
	


12. [bookmark: _Toc506139538][bookmark: _Toc506139708][bookmark: _Toc506139853][bookmark: _Toc506139556][bookmark: _Toc506139726][bookmark: _Toc506139871][bookmark: _Toc506139557][bookmark: _Toc506139727][bookmark: _Toc506139872][bookmark: _Toc506139558][bookmark: _Toc506139728][bookmark: _Toc506139873][bookmark: _Toc506139559][bookmark: _Toc506139729][bookmark: _Toc506139874][bookmark: _Toc506139560][bookmark: _Toc506139730][bookmark: _Toc506139875][bookmark: _Toc506139561][bookmark: _Toc506139731][bookmark: _Toc506139876][bookmark: _Toc506139568][bookmark: _Toc506139738][bookmark: _Toc506139883][bookmark: _Toc506139573][bookmark: _Toc506139743][bookmark: _Toc506139888][bookmark: _Toc506139645][bookmark: _Toc506139646][bookmark: _Toc506139576][bookmark: _Toc506139746][bookmark: _Toc506139891][bookmark: _Toc506139577][bookmark: _Toc506139747][bookmark: _Toc506139892][bookmark: scheduleofevents][bookmark: _MON_1404627486][bookmark: _MON_1404628604][bookmark: _MON_1404628699][bookmark: _MON_1393156791][bookmark: _MON_1393648875][bookmark: _MON_1393648899][bookmark: _MON_1405926510][bookmark: _MON_1393650030][bookmark: _MON_1405929106][bookmark: _MON_1405934296][bookmark: _MON_1393667475][bookmark: _MON_1405944261][bookmark: _MON_1393650386][bookmark: _MON_1393668519][bookmark: _MON_1339502843][bookmark: _MON_1302940097][bookmark: _Toc168210573][bookmark: _Toc168279201][bookmark: _Toc168281869][bookmark: _Toc168284425][bookmark: _Toc168365831][bookmark: businesscase][bookmark: taxpayeridandw9formappendix][bookmark: _Toc508088873][bookmark: _Toc508301338][bookmark: _Toc511735606]Evaluation Process 
The evaluation shall be conducted in a multi-tiered approach. Proposals must pass through each step to proceed forward to the next step. Those proposals with scores found to be outside the competitive range as determined by the evaluation team will not continue forward to the next evaluation round. 
Round 1: Opening and Content Validation Check. City Purchasing and Contracting Services will review each Vendor’s proposal for the presence of the proper number of proposal copies and required information in conformance with the content requirements of this RFP.  Absence of the required number of copies or required information may result in the proposal being deemed non-responsive and rejected.
Round 2: Minimum Qualifications and Vendor Questionnaire. City Purchasing and Contracting Services will review each Vendor’s proposal to evaluate Vendor’s responses to the Minimum Qualifications template (Section 11.3c: Proposal Format – Minimum Qualifications) and Vendor Questionnaire (Section 11.3f: Proposal Format – Vendor Questionnaire). Vendors that satisfactorily complete the Minimum Qualifications template and Vendor Questionnaire shall proceed to Round 3. 
Round 3: Proposal Evaluation.  The City’s evaluation team will evaluate proposals that successfully pass through the previous rounds.  The evaluation team will evaluate proposals using the criteria below. Responses will be evaluated, scored, and ranked. Those proposals with scores that cluster within a competitive range, in the opinion of the evaluation team, shall continue. 
[bookmark: _Toc507997428][bookmark: _Toc511735617]Round 3: Score Criteria
	[bookmark: _Hlk509487836]Scoring Component
	Maximum Points

	Organization Capability and Relevant Experience
	400

	Statement of Work and Specifications
	500

	Pricing 
	400

	Inclusion Plan
	200

	Grand Total
	1500


Round 4: Site Visit and Reference Checks. 
Site Visit(s):  At the City’s option, City staff may travel to the location of the highest ranked Vendor(s) for multiple on-site visits and/or to visit identified user site(s) to evaluate real-world use of one or more of the highest ranked Vendor(s’) respective solution(s), performance and customer service. The City may elect to visit all top ranked candidates for a site visit, or only those as needed to obtain additional understanding of the Vendor’s proposal. Such site visits will be used as a reference, on a pass/fail basis. Transportation costs for City staff shall be at City cost; City will not reimburse the Vendor for any Vendor costs associated with such visits.
References: The City may contact users of the Vendor’s product and services for references. References will be used on a pass/fail basis. A negative reference may result in rejection of the proposal as not responsible. Those Vendors receiving a failed reference may be disqualified from consideration. The City may use any former client, whether or not they have been submitted by the Vendor as references, and City may choose to serve as a reference if the City has had former work or current work performed by the Vendor. Although the City anticipates completing reference checks at this point in the process, the evaluation committee may contact the client references of the Vendors or other sources in addition to those specifically provided by the Vendor, at any time to assist the City in understanding the product.
Round 5: Demonstrations/Interviews. The City, at its sole option, may require that Vendors who remain active and competitive provide a product demonstration and oral presentation in Seattle. Should only a single Vendor remain active and eligible to provide a demonstration, the City shall retain the option to proceed with a demonstration or may waive this round. Vendors shall be provided a script and presentation outline and then be scheduled for a full demonstration. Presentations may include an overview of the Vendor’s project methodology, recommended project approach and plan, data conversion approach, introduction of the project team, and discussion of project risks. The City may also ask the Vendor to respond to specific questions. More specific instructions will be provided when finalist Vendors are announced. If the demonstration/interview score is not within the competitive range, the City may eliminate the Vendor and discontinue scoring the Vendor for purposes of award.  As stated in Table 4 below, demonstration/interview scoring will be worth a maximum of 500 points.  The City will use the combined results of demonstrations/interviews and proposal evaluations to choose the highest-ranked Vendor(s).
The Vendor shall submit to the City a list of names and company affiliations who will be attending the demonstrations/interviews. Vendors invited shall bring the assigned project manager(s) named by the Vendor in the proposal and may bring other key personnel named in the proposal. The Vendor shall not in any event bring an individual who does not work for the Vendor or for the Vendor as a subcontractor on this project without specific advance authorization by the RFP Coordinator.
1. [bookmark: _Toc507997429][bookmark: _Toc511735618]Demonstration/Interview Scoring
	[bookmark: _Hlk511330929]
	Maximum Points

	Demonstrations/Interviews
	500


Round 6: Fit and Gap. The highest ranked Vendor(s) may be asked by the City to participate in a fit and gap process, to evaluate their product with City requirements. Vendor(s) selected for the round will have access to City data, forms, business processes documentation, and additional detail of City specifications. At the City’s option, the Vendor(s) may be required to submit a revised proposal to address gaps. Vendors that participate in this round shall be reimbursed travel and per diem expenses for a team that has been approved in advance by City. The fit and gap process will be evaluated on a pass/fail basis.
Repeat of Evaluation Steps. If no Vendor is selected at the conclusion of all the steps, the City may return to any step in the process to repeat the evaluation with those proposals that were active at that step in the process. In such event, the City shall then sequentially step through all remaining steps as if conducting a new evaluation process. The City reserves the right to terminate the process if it decides no proposals meet its needs.
Points of Clarification. Throughout the evaluation process, the City reserves the right to seek clarifications from any Vendor. 
Award Criteria in the Event of a Tie. If two or more Vendors receive the same total score, the contract will be awarded to that Vendor whose response indicates the ability to provide the best overall service and benefit to the Court. 
13. [bookmark: _Toc508088874][bookmark: _Toc508301339][bookmark: _Toc511735607]Award and Contract Execution instructions 
The City RFP Coordinator intends to provide written notice of the intention to award in a timely manner and to all Vendors responding to the Solicitation. Please note, however, that there are time limits on protests to solicitation results, and Vendors have final responsibility to learn of results in sufficient time for such protests to be filed in a timely manner.  
13.1. [bookmark: _Toc511735608]Protests and Complaints
The City has rules to govern the rights and obligations of interested parties that desire to submit a complaint or protest to this RFP process. Please visit the City website at http://www.seattle.gov/city-purchasing-and-contracting/solicitation-and-selection-protest-protocols for these rules. Interested parties have the obligation to be aware of and understand these rules and to seek clarification, as necessary, from the City.
13.2. [bookmark: _Toc511735609]Limited Debriefs to Vendors
The City issues results and award decisions to all Vendors. The City provides debriefing on a limited basis for the purpose of allowing Vendors to understand how they may improve in future solicitations.
13.3. [bookmark: _Toc511735610]Instructions to the Apparently Successful Vendor(s)
The apparently successful Vendor(s) will receive an Intention to Award Letter (the Letter) from the RFP Coordinator after award decisions are made by the City. The Letter will include instructions for final submittals that are due before execution of the contract. 
If the Vendor requested exceptions, the City will review and select those the City is willing to accept. There will be no discussion on exceptions. 
After the City reviews exceptions, the City may identify proposal elements that require further discussion in order to align the proposal and contract fully with the City’s business needs before finalizing the agreement. If so, the City will initiate the discussion and the Vendor is to be prepared to respond quickly to City discussions. The City has provided no more than 15 calendar days to finalize such discussions. If mutual agreement requires more than 15 calendar days, the City may terminate negotiations, reject the Vendor and may disqualify the Vendor from future proposals for these same products/services, and continue to the next-highest ranked Vendor, at the sole discretion of the City. The City will send a final agreement package to the Vendor for signature.
Once the City has finalized and issued the contract for signature, the Vendor must execute the contract and provide all requested documents within ten (10) business days. This includes obtaining a City Business License, payment of associated taxes due, and providing proof of insurance. If the Vendor fails to execute the contract with all documents within the ten (10) day time frame, the City may cancel the award and proceed to the next-highest ranked Vendor or cancel or reissue this solicitation. 
Cancellation of an award for failure to execute the contract as attached may result in Vendor disqualification for future solicitations for this same or similar product/service.
13.4. [bookmark: _Toc511735611]Checklist of Final Submittals Prior to Award
The Vendor(s) should anticipate that the Letter will require at least the following. Vendors are encouraged to prepare these documents as soon as possible to eliminate risks of late compliance.
Ensure Seattle Business License is current and all taxes due have been paid.
Ensure the company has a current State of Washington Business License.
Supply Evidence of Insurance to City Insurance Broker (if applicable).
Special Licenses (if any).
Proof of certified reseller status (if applicable).
Payment Card Industry Certifications (if applicable).
Supply a Taxpayer Identification Number and W-9 Form. 
13.5. [bookmark: _Toc511735612]Taxpayer Identification Number and W-9
Unless the apparently successful Vendor has already submitted a fully executed Taxpayer Identification Number and Certification Request Form (W-9) to City, the apparently successful Vendor must execute and submit this form before the contract execution date. 


13.6. [bookmark: _Toc511735613]Other Documents
For convenience, the following documents have been embedded in icon form within this document. To open, simply double click on icon. 
Insurance Requirements


Contract & Terms and Conditions 


Glossary
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1. [bookmark: _Ref505173183][bookmark: _Toc508088794][bookmark: _Toc508301258]Current State Solution Architecture

MCIS 1.0 is an application ecosystem that consists of: 

Telnet application developed with Informix 4GL, accessed through a character-based interface. MCIS 1.0 also utilizes batch processing and interfaces with other systems via FTP/SFTP, APIs, web services, and data exchanges.

Generated static reports accessible via the SMC Inweb and interactive reports within the ASP.NET applications.

Numerous ASP.NET web applications that have replaced some of the 4GL application and extended its functionality.

External portal ASP.NET web applications for the public and authenticated attorneys.

An Informix database (AIX-based) that supports the MCIS 1.0 application, web applications and reporting. All data access from web applications uses stored procedures.

PaperWise document management system, integrated with several ASP.NET applications.  

On-demand reports through SQL Server Reporting Services (SSRS) and Tableau.

MCIS 1.0 has served SMC well. Users are generally satisfied with system functionality and the solution is stable. 

Table 1 below illustrates metrics that represent the current state of MCIS 1.0. As the design and requirements of MCIS 2.0 evolve, these numbers are expected to change (e.g. increase or decrease).

[bookmark: _Toc509123617]Current state (MCIS 1.0) Metrics

		Metric Name

		Total Count

		Average Complexity

		Notes



		SSRS Reports

		51

		Medium

		None



		Informix ACE Reports

		175

		Low

		Reports consist of SQL queries with minimal formatting.



		Tableau Reports

		10

		Medium

		Reports consist of data visualizations but data inputs are minimal.



		Court Forms

		79

		n/a

		Forms identified as being generated by MCIS 1.0.



		Batch Processes

		280

		Low

		Batch processes average 12 steps each.



		Data Exchanges

		17

		n/a

		None



		Core MCIS (4GL Code) - Lines of Code

		1,267,158

		n/a

		None



		Core MCIS (4GL Code) - Screens

		692

		n/a

		None



		Web Applications – Lines of code

		253,532

		n/a

		None



		Web Applications – Screens

		827

		Variable

		None



		Stored Procedures

		1,958

		Variable

		None



		Average Characters per Procedure

		21,612

		n/a

		None







[bookmark: _Ref505726828][bookmark: _Toc508277892]Figure 1 below provides an illustration of the current MCIS 1.0 solution architecture.

Current State (MCIS 1.0) Solution Architecture
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The following embedded document describes a listing of data exchanges, Appendix J: MCIS_DataExchanges. To open the embedded documents, double click on the icon.
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Appendix J MCIS DataExchanges.xlsx

MCIS_DataExchanges


			CURRENT EXCHANGES


			AGENCY			INFORMATION EXCHANGED			INPUT/OUTPUT			FREQUENCY


			1lingua (in development)			Intepreter services including scheduling			BOTH			Near-real-time


			AFTS (Notification of…)			See list in AFTS Notices Tab			BOTH			DAILY


			Harris & Harris			Scofflaw (Washington Plates Only), OVN (Out of State Plates), Payment received			BOTH			DAILY


			ATS			Red Light Traffic Camera infractions			BOTH			DAILY


			Seattle Information Technology			Worksheet, Docket, History printing			BOTH			MONDAY-SATURDAY


			Department of Neighborhoods/Treasury			Neighborhoods = Payment Stations & Treasury = Mailed in Payments			INPUT TO MCIS			MONDAY-SATURDAY


			DOL CALIFORNIA			Vehicle registration status			BOTH			MONDAY-SATURDAY


			DOL OREGON			Vehicle registration status			BOTH			MONDAY-SATURDAY


			DOL WASHINGTON			Vehicle registration status, Scofflaw, DHIP, Hold & Clears on Driver's License, Hold & Clears on Vehicle Plate Tabs			BOTH			DAILY


			IVR			Defendant enters citation, case, and time pay numbers, IVR pulls amount due from MCIS (Kubra processes payment)			BOTH 			DAILY


			King County Jail (JAMMA/SIP)			Transport List, Jail Time, Bookings, Charges			BOTH			MONDAY-SATURDAY


			Kubra			Processes payments made through IVR and from Web Payment application			BOTH			DAILY


			Office of the Admistrator of the Courts  (JIS/DISCIS/JABS)			Send case filings, updates, No Contact Order info on Criminal Cases only			BOTH			DAILY


			SeaJIS Tables (Seattle Law, SPD, SMC)			See list in SeaJIS Tables Tab			BOTH			Near-real-time


			WACIC (Information is exchanged through Access Interface)			Warrants, No Contact Orders, SODA orders, SOAP orders			BOTH			Near-real-time


			WASIS (Information is exchanged through Access Interface)			Criminal history			BOTH			Near-real-time


			Wells Fargo			Court administrative money exchange (i.e. jury checks)			OUTPUT FROM MCIS			DAILY











AFTS Notices


			Report Name			Notice Type			Notice Description


			r295014.01			01			Contested Hearing


			INSmmdd.TXT.02			02			Insurance Letters


			r429000.03			03			Time Pay Delinq Letter


			NAMEmmdd.13			13			Failure To Report as Ordered by the Judge


			r295014.23			23			Amended Notice of Infraction


			r295014.30			30			Notice of Hearing


			r295014.32			32			Criminal Summons


			r295014.35			35			Contested Hearing Notice


			r295014.36			36			New mailer type


			r295014.38			38			Pre-Hearing Sett Settlement Conference Notice


			r295014.39			39			Mitigation Hearing Notice


			r295014.41			41			Revoke Fine Hearing Notice


			r295014.46			46			Subsequent Hearing


			delinq_notices			20			Parking Delinquent postcard


			ADMAIL						Admail PDF


			r512091817						Bond - Forfeiture Letter








SeaJIS Tables


			seajis tables


			seajis_connection


			seajis_df


			seajis_df_addr


			seajis_df_addr_cmplte


			seajis_df_cmplte


			seajis_df_ids


			seajis_df_ids_cmplte


			seajis_df_nme


			seajis_df_nme_cmplte


			seajis_dispo


			seajis_dispo_cmplte


			seajis_dispo_rec


			seajis_dispo_rec_dia


			seajis_dispo_rec_vio


			seajis_dispo_to_spd


			seajis_dispo_to_spd_cmplte


			seajis_ecit_chrg			SECTOR


			seajis_ecit_doc			SECTOR


			seajis_hrng


			seajis_hrng_1031


			seajis_hrng_1101


			seajis_hrng_1102


			seajis_hrng_cmplte


			seajis_hrng_rec


			seajis_hrng_rec_1031


			seajis_hrng_rec_1101


			seajis_hrng_rec_1102


			seajis_id_frm_spd


			seajis_init_addr


			seajis_init_addr_sld


			seajis_init_chrg


			seajis_init_chrg_sld


			seajis_init_doc


			seajis_init_doc_dia


			seajis_init_doc_sld


			seajis_init_doc_sld_cmplte


			seajis_init_doc_vio


			seajis_init_offcr


			seajis_init_parker


			seajis_init_vctm


			seajis_init_wtnss


			seajis_obl


			seajis_obl_cmplte


			seajis_obl_rec


			seajis_paylock_boot_activity


			seajis_paylock_payment_activity


			seajis_scoflaw


			seajis_scoflaw_cmplte


			seajis_scoflaw_test
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Seattle Business License Application.pdf
G‘IIS City of Seattle FOR OFFICE USE ONLY

CUSTOMER Number
License & Tax Administration
700 5th Avenue, Suite 4250 OBL NR B
P.O.Box 34214 OBL NR AMT

Seattle, Washington 98124-4214
(206) 684-8484  fax (206) 684-5170
www.seattle.gov/fas/ email address tax@seattle.gov

Application for Business License Tax Certificate - 2018 Rates

Complete all required fields, compute appropriate license fees owed and make check payable to City of Seattle.
The license is for the calendar year, January through December. The Seattle business license tax certificate expires December 31.
For a business that opens July 1 or thereafter a half-year fee will charged.

PLEASE PRINT OR TYPE - COMPLETE BOTH SIDES OF THE APPLICATION

Your business will be assigned a City of Seattle CUSTOMER NUMBER. Refer to the Customer Number in any future correspondence relating to your
license. Let us know if you have previously registered. The account will be deemed a reinstatement ONLY if it has been closed for at least 12 months.

OBL NR AMT

Please provide the information in the first section if it is available. ID numbers are not required to submit this application.

State of Washington UBI # FEIN

UBI (9 numbers) Business ID (3 numbers) Location ID (4 numbers)
State of Washington Contractor # NAICS Code _  (office use only)
Email Contact Website Address

PLEASE COMPLETE ALL SECTIONS BELOW and the REVERSE SIDE OF THIS FORM PROVIDING the BUSINESS INFORMATION

Has your business previously registered with Seattle? 0 vyes LI No

TYPE OF BUSINESS (Check ONE) [ Sole Proprietor  [] Corporation L] Partnership L] LLC [ other

Is the business a non-profit organization? [ Yes [JNo (Non-profit organizations are required to be licensed and file tax returns as all other businesses.)

LEGAL NAME OF BUSINESS ENTITY

(If a sole proprietorship, please list your legal name, last name first, and include any middle initial.)

TRADE NAME or dba (doing business as)

WHAT IS THE STARTING DATE OF BUSINESS IN SEATTLE? Month Day Year

If the business was operating in Seattle before the current year, prior years' license fees, taxes, penalties and interest may be due.

Zoning Limitations - obtaining this certificate does not authorize the holder to conduct business in violation of any zoning ordinance.
The location of your business should be indicated below. You must list a physical address (a post office box or mail drop is not considered a physical address).

PHYSICAL BUSINESS LOCATION:

Address City State Zip
IS THIS LOCATION BEING ADDED AS A BRANCH ONLY TO AN EXISTING LICENSE? Yes [1 No [J

Mailing address for LICENSE & RENEWAL:
[JSAME AS ABOVE Address City State Zip

Mailing address for TAX FORMS:
[ JSAME AS ABOVE Address City State Zip

BUSINESS PHONE: - CELLULAR PHONE - FAX -

LIST OTHER BUSINESS LOCATIONS IN SEATTLE - Each BRANCH LICENSE FEE is $10.00 per year (attach a separate sheet, if needed).

TRADE NAME ADDRESS SEATTLE ZIP CODE TELEPHONE "Separate" tax reporting status?
L] Yes [ No
[Jyes [JNo

PLEASE COMPLETE THE BACK SIDE OF THE APPLICATION - ALL INFORMATION AND A SIGNATURE IS REQUIRED TO PROCESS

Form #00 1: - BLTC Application - revision 09/2016



http://www.seattle.gov/fas/

mailto:tax@seattle.gov



CITY OF SEATTLE APPLICATION FOR BUSINESS LICENSE TAX CERTIFICATE - Page 2

NATURE OF BUSINESS: Check all that apply and provide detail below. This information should be as detailed as possible.

L] Manufacturing-Extracting L] Printing & Publishing [ Tour Operator [ Wholesale [ Retail [ Service L] Transportation [] Short-Term Rental

[] Gambling Activity [] Utility Services [ ] Charging Admission for Events/Shows [ Distributing Sweetened Beverage Syrups/Concentrates [] Other
DOES YOUR BUSINESS OWN OR OPERATE PRICE SCANNING EQUIPMENT? LJYES [INO

DESCRIBE IN DETAIL THE PRINCIPAL PRODUCT(s) OR SERVICE(s) RENDERED:

NOTE: Additional licenses or endorsements may be required depending on the business activity - please see instruction sheet under requlatory licenses.

NAME(S) OF SOLE PROPRIETOR, PARTNERS, CORPORATE OFFICERS, AND RESIDENT AGENTS: List true name(s), residence address,
telephone number and date of birth of the sole proprietor or all partners or corporate officers/directors and their titles (attach a separate sheet, if needed).

NAME AND TITLE RESIDENCE ADDRESS CITY, STATE, ZIP TELEPHONE DATE OF BIRTH

TAX REPORTING STATUS - Seattle BUSINESS LICENSE TAX FORMS must be filed by every business, EVEN IF NO TAX IS DUE.
Based on the taxable revenue for your business as described below, please check one of the following reporting frequencies:
0 QUARTERLY - Estimated ANNUAL taxable revenue is expected to be $150,000 or more.

0 ANNUAL - Estimated ANNUAL taxable revenue is expected to be less than $150,000.

A Business granted ANNUAL reporting status by License & Tax Administration must file a combined tax return if there is more than one location.
If applicable, tax forms are mailed to the last known address - failure to receive the form does not preclude the requirements to file timely.

IF YOU PURCHASED THIS BUSINESS, DID YOU TAKE OVER [J THE ENTIRE BUSINESS [J ONLY A PORTION

FORMER OWNER'S NAME CURRENT ADDRESS CITY, STATE, ZIP TELEPHONE CUSTOMER NUMBER

A SIGNATURE IS REQUIRED IN ORDER TO PROCESS THE APPLICATION

As applicant, | , certify or declare under penalty of perjury under the laws of the State of Washington
that the foregoing is true and correct. All information given is subject to verification with State of Washington, Department of Revenue.

SIGNATURE DATE
PLEASE PRINT your NAME TITLE
Select appropriate fee based on estimated Seattle TAXABLE revenue: FOR OFFICE USE ONLY
Taxable revenue will be LESS than $20,000 $55.00
Taxable revenue will be $20,000 to $499,999 $110.00 Processed by

Taxable revenue will be $500,000 to $1,999,999 $480.00
Taxable revenue will be $2,000,000 to $4,999,999 $1,000.00 TaxF Mailed
Taxable revenue will be $5,000,000 or greater  $2,000.00 axrorms Miaie

For start date prior to 2017: calculate fees at $110 for the years 2015 and 2016 ($55 if
gross less than $20,000); $90 for years prior ($45 if gross less than $20,000)
IMPORTANT! If start date is July 1 or later: Pay only half of the first year's fee

Additional Seattle Locations X$1000 = $ License # Issued
TOTALDUE ...........cooovooiooeeoeoeecoeeoeeeeeeeeeeeeeeeeeeeree, $

Enforcement






		CITY OF SEATTLE

		License & Tax Administration

		700 5th Avenue, Suite 4250

		P.O. Box 34214

		Seattle, Washington 98124-4214

		The license is for the calendar year, January through December.  For a business that opens July 1 or thereafter, the half-year fee is $55.00* The Seattle business license expires December 31.

		Please provide the information in the first section if it is available.  The ID numbers are not required to obtain a City of Seattle business license.

		LEGAL NAME OF BUSINESS ENTITY

		PHYSICAL BUSINESS LOCATION:

		PLEASE COMPLETE THE BACK SIDE OF THE APPLICATION - ALL INFORMATION AND A SIGNATURE IS REQUIRED TO PROCESS

		DESCRIBE IN DETAIL THE PRINCIPAL PRODUCT(s) OR SERVICE(s) RENDERED:





		A SIGNATURE IS REQUIRED IN ORDER TO PROCESS THE APPLICATION

		As applicant, I , certify or declare under penalty of perjury under the laws of the State of Washington that the foregoing is true and correct. All information given is subject to verification with State of Washington, Department of Revenue.





		2018 Application for BLTC-rev 9-2017.pdf

		CITY OF SEATTLE

		License & Tax Administration

		700 5th Avenue, Suite 4250

		P.O. Box 34214

		Seattle, Washington 98124-4214

		The license is for the calendar year, January through December.  For a business that opens July 1 or thereafter, the half-year fee is $55.00* The Seattle business license expires December 31.

		Please provide the information in the first section if it is available.  The ID numbers are not required to obtain a City of Seattle business license.

		LEGAL NAME OF BUSINESS ENTITY

		PHYSICAL BUSINESS LOCATION:

		PLEASE COMPLETE THE BACK SIDE OF THE APPLICATION - ALL INFORMATION AND A SIGNATURE IS REQUIRED TO PROCESS

		DESCRIBE IN DETAIL THE PRINCIPAL PRODUCT(s) OR SERVICE(s) RENDERED:





		A SIGNATURE IS REQUIRED IN ORDER TO PROCESS THE APPLICATION

		As applicant, I , certify or declare under penalty of perjury under the laws of the State of Washington that the foregoing is true and correct. All information given is subject to verification with State of Washington, Department of Revenue.
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MCIS 2.0 Statement of Work.docx
SMC MCIS 2.0 Replacement Project



1. Statement of Work and Specifications

Vendor shall deliver all services necessary to implement the proposed MCIS 2.0 solution, as well as the completion of all key deliverables outlined below. See Section 11: Proposal Format and Organization for response requirements.

Vendor shall prepare all deliverables specifically for MCIS 2.0 Replacement Project context, including SMC specific configuration, business and technical practices. 

1.1. [bookmark: _Toc508088798][bookmark: _Toc508301262][bookmark: _Toc509154278]General Requirements

1.1.1. Project Delivery Model 

Vendor shall provide a complete, turnkey MCIS 2.0 solution. Vendor shall provide software licenses, configure the solution, customize as necessary and provide training. Vendor shall be responsible for the solution design, implementation and support. The City will support the implementation in close coordination with the Vendor.

1.1.2. [bookmark: _Toc508088799][bookmark: _Toc508301263][bookmark: _Toc509154279]Project Deliverable Acceptance

For each deliverable listed in this SOW, the selected Vendor shall provide a deliverable expectation document (DED) in a format mutually agreed upon between the Vendor and the City. Work performed on deliverables without a City-accepted DED is at the Vendor’s risk.

A deliverable may be submitted for final review when the Vendor, in good faith, believes all requirements for that deliverable have been met, after all City feedback on any required draft deliverables has been addressed, and if in alignment with agreed upon timings. For deliverables the City solely determines are eligible for final deliverable review, the City shall have no less than fifteen (15) full business days to either accept the deliverable or provide written deliverable feedback to the Vendor, which the Vendor shall be required to address completely and comprehensively prior to resubmission.

1.1.3. [bookmark: _Toc508088800][bookmark: _Toc508301264][bookmark: _Toc509154280]Project Management

Vendor shall provide project management services for the complete project lifecycle, working with City’s assigned Project Manager and project team. Project management services include managing Vendor staff and coordinating with the City Project Manager and staff. The City requires the following project management activities:

Confirm project goals and objectives;

Define project team roles and responsibilities (including assigned City resources), complete and maintain a resource plan;

Prepare a detailed, baselined and resource loaded project plan identifying tasks, resources, dependencies, milestones and deliverables (including deliverable submission and review activities);

Prepare a communications plan; prepare on-going status reports and conduct recurring meetings;

Prepare a baseline risk plan with mitigation plans; perform on-going risk management activities;

Prepare an issue resolution process and issue log; perform on-going issue management activities;

Prepare a quality assurance plan (including the Vendor’s deliverable acceptance approach); perform on-going quality assurance activities; and

Establish a change request/change control process; manage on-going change items.

Vendor shall, in its proposal, describe the proposed project management approach and methodology including the project management tool(s) the Vendor proposes to use.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997408][bookmark: _Toc509123618]Project Management Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Project Charter

		Description of SMC’s business needs and how the project deliverables align with those needs; serves as a tool for maintaining a common understanding of the project’s purpose and high level scope for all stakeholders.

		Once



		Project Management Plan

		Detailed description of how the project will be managed (e.g., executed, monitored, controlled); describes and provides guidance for specific activities such as management of schedule, cost, risk, staffing, change control, communications, quality, releases and deployments; describes all project management methodologies and standards to be employed; describes project metrics, including measurement methods.

		Once, then update as needed





		Project Schedule and Work Breakdown Structure (WBS)

		Detailed description of the project work plan (e.g., activities, WBS, critical path, etc.) accompanied by a detailed project schedule that adheres to project planning best practices (e.g., granular tasks, dependency and effort driven, etc.); project schedule shall be managed in MS Project.

		Once, then update weekly



		Vendor Resource Schedule

		Detailed plan for deployment and management of project resources; must be synchronized with the project schedule.

		Once, then update as needed



		Risk and Issue Management Plan

		Comprehensive plan for risk and issue management including identification, assessment, and mitigation and issue resolution processes.

		Once, then update weekly



		Risk Log and Issue Log

		List of risks and issues that may impact achievement of project objectives, schedule or budget; includes current status, level of impact, and mitigation or resolution strategy for each.

		Weekly reports



		Decision Log

		List of requested and resolved project decisions with supporting details.

		Weekly reports



		Change Control Process

		Description of the process for identifying, assessing, reporting, and escalating change requests through an agreed upon governance process between the City and Vendor.

		Once, then update as needed



		Quality Assurance Plan

		Detailed plan for assuring high quality of all deliverables and solution artifacts; includes quality assurance of software assets, deliverables and project processes.

		Once, then update as needed



		Deliverable Expectations Documents

		Description of the contents, organization and acceptance criteria for each deliverable; provided for City approval prior to development of the subject deliverable.

		Once for each deliverable



		Project Status Reports and Status Meetings

		Description of activities performed during the reporting period, activities for the next reporting period, risks and issues; quality control updates; reviewed in the weekly status meeting. Status reports shall include specific reporting metrics for design, configuration, development and testing progress. 

		Weekly





1.1.3.1. [bookmark: _Toc508088801][bookmark: _Toc508301265][bookmark: _Toc509154281]Project Plan and Schedule Management 

Vendor shall, in its proposal, provide a Gantt chart highlighting key tasks and milestones and shall provide a list of proposed resources as described in the embedded document below:





1.1.3.2. [bookmark: _Toc508088802][bookmark: _Toc508301266][bookmark: _Toc509154282]Risk and Issue Management

Risk and issue management will be a top priority for the City throughout the MCIS 2.0 Replacement Project implementation. Risks and issues are defined as follows:

Risks:  adverse events that may occur, and may affect one or more objectives, or outcomes of the project in the future.

Issues:  adverse events or circumstances that are occurring or have occurred and are currently affecting one or more objectives or outcomes of the project. Issues may or may not be related to a previously identified risk.

Vendor shall work collaboratively with the City to effectively track and manage all project issues, including measurement of the project impact for each issue and timely determination of reasonable resolution options.

Vendor shall, in its proposal, describe the proposed approach for identifying and managing risks and issues; Vendor shall provide representative examples of risks managed (with mitigation strategies) from previous projects similar to the MCIS 2.0 Replacement Project.

1.1.4. [bookmark: _Toc508088803][bookmark: _Toc508301267][bookmark: _Toc509154283]Requirements Validation and Design Specifications 

Vendor shall validate all requirements with the City. Where system components require customization, Vendor shall work collaboratively with the City to perform design activities as described in the following sections.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997409][bookmark: _Toc509123619]Requirements Validation & Design Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Validated Requirements Traceability Matrices (RTMs)

		Updated Functional and Technical RTMs with clarifications and updates as required.

		Once, then updated as needed



		Design Document

		Design specifications for reports, forms, workflows and customizations.

		Once, then updated as needed





1.1.4.1. [bookmark: _Toc508088804][bookmark: _Toc508301268][bookmark: _Toc509154284]Requirements Validation

Vendor shall work collaboratively with the City and SMC subject matter experts to conduct requirement validation activities to confirm the business needs and refine the requirements (see Appendix C and Appendix D embedded within Appendix A Proposal Response inside Section 11.3 of the RFP) to ensure clarity, completeness, fitness for purpose and testability. Vendor shall update and maintain the requirement deliverables throughout the MCIS 2.0 Replacement Project based on changes accepted by the City.

Vendor shall, in its proposal, describe the proposed approach for requirements validation.

1.1.4.2. [bookmark: _Toc508088805][bookmark: _Toc508301269][bookmark: _Toc509154285]Design 

Vendor shall prepare design specifications for MCIS 2.0 components including reports, workflows, forms and customizations. Vendor shall work collaboratively with the City to prepare design specifications. Such specifications shall be of sufficient detail to guide subsequent development activities and serve as a baseline for testing.

Vendor shall, in its proposal, describe the proposed approach to system design; Vendor shall describe anticipated customization in the proposed MCIS 2.0 solution. 

1.1.5. [bookmark: _Toc508088806][bookmark: _Toc508301270][bookmark: _Toc509154286]Configuration and Development

The City prefers the use of iterative and test driven approaches for configuring and developing MCIS 2.0 components.

Vendor shall work collaboratively with the City to prepare the solution build plan to document the approach for configuration and development. Vendor shall work collaboratively with the City to configure the solution per the approved functional and technical requirements. Vendor shall work collaboratively with the City to develop MCIS 2.0 components as specified in the approved design specifications. Vendor shall continuously integrate MCIS 2.0 components as those components are configured and developed. Vendor shall maintain a current configuration management plan throughout the project lifecycle.

Vendor shall, in its proposal, describe the proposed approach for configuration and development; Vendor shall in particular describe its proposed processes for build management (including configuration) and for tracking the backlog of activities to be completed and tracking progress against that backlog.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997410][bookmark: _Toc509123620]Configuration and DevelOpment Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Solution Build Plan

		Comprehensive plan for activities, roles, responsibilities, management, and governance of configuration, development and integration activities.

		Once, then updated as needed



		Configuration Management Plan

		Guidelines for documenting and managing change for each infrastructure and application component of MCIS 2.0; includes the initial MCIS 2.0 configuration with continuous updates provided.

		Once, then updated as needed



		Solution Artifacts

		All artifacts created as a result of the configuration and development of MCIS 2.0; includes source code, configuration files, database definitions, automated test scripts, build scripts and other software related assets.

		Once, then updated as needed



		Solution Architecture Design 

		Document covering the five major capabilities (business, information, application, technology, and security) with the objective to drive the development, achieving business needs and aligning to the City of Seattle’s Architecture

		Once, then updated as needed





1.1.6. [bookmark: _Toc508088807][bookmark: _Toc508301271][bookmark: _Toc509154287]Data Migration 

The City requires the migration of data from MCIS 1.0 to MCIS 2.0. The following table describes the data to be migrated:

[bookmark: _Toc507997411][bookmark: _Toc509123621]Data Migration Information

		Category

		Information



		Database – Size

		90GB



		Database – Total Record Count

		~500,000,000



		Database – Total Table Count

		1,110



		Database – Average Columns per Table

		~10



		Database – Years of Accumulated Data

		32 years



		Cases – Source Type

		Informix Database



		Cases – Count

		~4,500,000 cases



		Case Documents – Source Type

		Majority PDF, but varies.



		Case Documents - Quantity

		~7,000,000



		Case Documents – Total Size

		~6.5TB





The MCIS 1.0 data structure is further described in the following embedded documents:  Appendix H – MCIS 1.0 Data Dictionary and Appendix I – MCIS 1.0 Entity Relationship Diagram. To open the embedded documents, double click on the icon.









Vendor shall work collaboratively with the City to create and document mappings from source MCIS 1.0 data and documents to MCIS 2.0 equivalents. Vendor shall prepare data migration scripts including any required transformations. Accurate and complete migration of MCIS 1.0 data is critical for the City to fulfill its records management obligation for active and closed cases; Vendor shall work collaboratively with the City to thoroughly test the MCIS 2.0 data migration including performing iterative full mock data migrations. Vendor shall work collaboratively with the City to perform test data migrations as required to support all phases of overall MCIS 2.0 testing.

The City will provide further detailed documentation on MCIS 1.0 source data as requested by Vendor to prepare the Data Migration Plan. The City will conduct cleansing of MCIS 1.0 data consistent with specifications included in the Data Migration Plan. Vendor shall support the City in data cleansing activities.

Vendor shall, in its proposal, describe the proposed approach and methodology for data migration; Vendor shall describe criteria and methods used to measure the completeness and success of the data migration; Vendor shall state in its approach any scope boundaries or assumptions related to data migration and data cleansing by the City and by Vendor.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997412][bookmark: _Toc509123622] Data Migration Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Data Migration Plan

		Comprehensive description of approach to data migration including the scope of data to be migrated, MCIS 2.0 Replacement Project schedule dependencies, data cleansing considerations, exception processing and the data migration test approach.

		Once, then updated as needed



		Data Mapping

		Describes the table and field level data transformation from MCIS 1.0 (the source) to MCIS 2.0 (the target).

		Once, then updated as needed



		Data Migration Components

		Scripts or other software assets used to conduct the data migration.

		Once, then updated as needed





1.1.7. [bookmark: _Toc508088808][bookmark: _Toc508301272][bookmark: _Toc509154288]Testing 

The City requires the following test types to be utilized to assure MCIS 2.0 is delivered consistent with requirements and specifications and ultimately achieves its objectives. The Vendor may propose additional testing requirements and specifications to enhance the quality of MCIS 2.0.

[bookmark: _Toc507997413][bookmark: _Toc509123623]Required Test Types

		Test Type

		Description



		Unit Testing 

		Tests individual MCIS 2.0 application components. 





		System Testing

		Tests higher-level system components as integrated modules (including the full MCIS 2.0 solution) to ensure successful interaction of all components contained within the tested module.

Successful completion of System Testing is required prior to User Acceptance Testing.



		Interface Testing

		Tests interfaces with systems external to MCIS 2.0.

Requires the City to establish support and test logistics with external organizations interfacing with MCIS 2.0.



		Performance and Load Testing

		Tests responsiveness and stability of MCIS 2.0 under both typical and extreme workloads.

Includes load testing and stress testing.



		Disaster Recovery Testing

		Tests MCIS 2.0 conformance with business continuity objectives by testing the ability of the system to failover and/or be restored from backup.



		Security/Penetration Testing and Vulnerability Scanning

		Tests for security or privacy vulnerabilities that could result in unintended access to information or be leveraged by malicious actors to violate the integrity of the system.



		Regression Testing

		Tests for defects in unchanged components that may be introduced as a result of changes to other MCIS 2.0 components.



		User Acceptance Testing (UAT)

		Tests end-to-end business processes and intended solution function from an end-user perspective.

Performed by the City with Vendor provided support.



		Post-Deployment (“Smoke”) Testing

		Tests successful deployment and basic functionality of releases to production.





Vendor shall work collaboratively with the City to prepare the Master Test Plan. Vendor shall conduct testing as described in Table 6. The City will participate and support in testing activities. Vendor may include additional testing types in its proposal.

The City will conduct UAT with support from Vendor. The City intends to include SMC staff at all levels in the organization and representing all relevant functions and processes as participants in UAT. Vendor shall prepare UAT scripts. The City may update or extend the vendor provided UAT scripts. 

Vendor shall support the City and/or a third-party security vulnerability vendor in remediating security defects, as determined by the City.

Vendor shall be responsible for defect management – see Section 1.1.7.2 of this document for details.

Vendor shall, in its proposal, describe the proposed testing strategy; Vendor shall describe the proposed execution of testing and how it will be managed and tracked against entry and exit criteria for project phases; Vendor shall identify and describe any testing tools that will be used (e.g., automated testing); Vendor shall describe the proposed method for security/penetration and testing. 

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997414][bookmark: _Toc509123624]Testing Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Master Test Plan 

		Description of the overall strategy for MCIS 2.0 testing; includes test methods and tools, defect management and reporting approach and requirements traceability considerations. The Master Test Plan shall define defect severity levels and exit criteria for such severity levels.

		Once



		Test Cases

		An inventory of all MCIS 2.0 tests required to meet the objectives set forth in the Master Test Plan; includes instructions for test execution and expected behavior/outcomes for each test case.

		Once for each phase/release



		 Test Results

		Log of all executed test cases; includes date of execution, defects discovered and retest cycles and results.

		Once per testing cycle



		Test Progress and Defect Report

		Summary level report of testing progress and defects (categorized by severity); includes defect level and testing backlog trends.

		Weekly reports



		Penetration Test and Plan

		1. Penetration Test Plan- documents the penetration testing strategy, methodology, targets, boundaries and tools used

2. Vulnerability Assessment Report & Remediation Plan- documents findings and actionable remediation items and fix dates

3. Retest to validate fix actions

4. Letter of Attestation validating the actions above (1)-(3)

		Once, then done as needed





1.1.7.1. [bookmark: _Toc508088809][bookmark: _Toc508301273][bookmark: _Toc509154289]Test Cases

Accurate, reliable and responsive performance of MCIS 2.0 will be essential for SMC‘s operations. The City requires MCIS 2.0 test cases be designed consistent with the criticality of SMC’s mission and industry standards. Test case characteristics should include:

Alignment with higher-level test scenarios and clear traceability to requirements, design, and other appropriate system elements.

Clear identification of all preconditions required to execute the test case and all outputs required to determine pass/fail status for the test case.

Description of any required technical environment components and/or configurations necessary to execute the test case.

Clear understanding of dependencies between test cases.

Vendor shall work collaboratively with the City to develop and execute a comprehensive set of test scripts (manual and automated) across all MCIS 2.0 functions.

Vendor shall, in its proposal, describe the proposed test case development approach; Vendor shall provide an example of a test script previously used on another project similar to MCIS 2.0 Replacement Project. 

1.1.7.2. [bookmark: _Toc508088810][bookmark: _Toc508301274][bookmark: _Toc509154290]Defect Management

Vendor shall conduct all aspects of defect management and remediation. Vendor shall provide full visibility of defect identification and remediation.

Vendor shall, in its proposal, describe the proposed approach for defect tracking and remediation; Vendor shall identify and describe the proposed defect management tool. 

1.1.8. [bookmark: _Toc508088811][bookmark: _Toc508301275][bookmark: _Toc509154291]Application Deployment 

MCIS 2.0 will be a mission-critical application for SMC operations and for citizens of the City. As such production deployment of the application must be rigorously managed to minimize risks to business operations and to maintain the integrity of SMC’s data.

Vendor shall work collaboratively with the City to deploy the MCIS 2.0 application and supporting application components in each of the environments specified in the approved Infrastructure Plan deliverable. Vendor shall perform all required data initialization and data migration tasks as part of each deployment. Vendor shall prepare detailed plans for review and approval by City for each incremental deployment of MCIS 2.0 in the UAT, production and any other similar pre-production environments prior to the actual deployment. Vendor shall support the City to deploy production application components in City managed environments.

Vendor shall provide on-site production support for the primary production deployment of MCIS 2.0. Vendor shall provide on-site production support for other production deployment phases as specified in the Release and Implementation Management Plan. Vendor provided on-site support shall be in addition to on-call support provided under Software Maintenance and Support.

Vendor shall, in its proposal, describe the proposed deployment approach; Vendor shall describe any release automation tools and methods to be used as part of the deployment approach; Vendor shall describe activities to be conducted by Vendor and the City during post deployment production support period; Vendor shall describe support levels provided for on and off site support of production releases; Vendor shall provide weekly pricing for on-site production support in its Price Proposal.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997415][bookmark: _Toc509123625]Application Deployment Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Release and Implementation Management Plan

		Standard processes for the promotion and deployment of the application in all specified MCIS 2.0 technical environments; includes contingency (i.e., rollback) plans should a deployment need to be terminated or reversed.

		Once, then updated as required



		Production Cutover Plan

		Plan that prescribes required activities, responsibilities, dependencies, contingencies, and go/no-go decisions for cutovers and deployment to production; includes plans for rehearsal cutovers; includes detailed checklists for all required activities.

		Once per release



		Production Cutover Report

		Document that contains the completed production deployment checklist for the primary MCIS 2.0 production cutover; includes lessons learned from the production cutover.

		Once



		Release Notes

		Describes all changes or enhancements made to the system in a production release.

		Once for each release







1.1.9. [bookmark: _Toc508088812][bookmark: _Toc508301276][bookmark: _Toc509154292]Organizational Change Management (OCM)

MCIS 1.0 provides essential support for most SMC business processes. MCIS 1.0 further provides critical information to agencies and other entities which interact with SMC. The transition to MCIS 2.0 will introduce significant change for all impacted stakeholders. The City requires comprehensive and methodical planning to minimize disruptions to SMC operations, maximize the benefits of MCIS 2.0 innovations and ensure user adoption. The City will lead the OCM workstream and Vendor shall provide key input to the OCM processes and deliverables. 

Vendor shall work collaboratively with the City to prepare an OCM Plan. Vendor shall support City staff in the execution of the plan.

Vendor shall, in its proposal, describe its approach to OCM; Vendor shall describe lessons learned from previous implementations of applications similar in scope and purpose to MCIS 2.0 Replacement Project.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997416][bookmark: _Toc509123626]OCM Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		OCM Plan

		Detailed plan for managing organizational changes resulting from MCIS 2.0; includes stakeholder identification, business impacts, and recommendations for managing change and for communicating project benefits and planned business process impacts.

		Once, then update as needed





1.1.9.1. [bookmark: _Toc508088813][bookmark: _Toc508301277][bookmark: _Toc509154293]Training 

MCIS 2.0 will have approximately 250 end users each of whom will require training to effectively use the application. SMC will also require training for designated staff to administer, configure, extend and otherwise fully support MCIS 2.0. The City requires that training be tailored and specific to SMC’s configured MCIS 2.0. The City further requires training be presented in a relevant City of Seattle business context which includes the impact of new business processes resulting from MCIS 2.0.

Vendor shall work collaboratively with the City to prepare a comprehensive training plan for all end-users and systems administrators of MCIS 2.0. Vendor shall prepare training curriculum for each module defined in the training plan. Vendor shall deliver MCIS 2.0 training sessions as specified in the approved training plan. 

Vendor shall, in its proposal, describe the proposed training approach; Vendor shall provide assumptions (e.g., type and number of training sessions) used to determine training costs as specified in the Price Proposal – Appendix E embedded within Appendix A Proposal Response inside Section 11.3 of the RFP; Vendor shall describe training approaches used on previous projects similar to MCIS 2.0 Replacement Project and the results of such training.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc506139636][bookmark: _Toc507997417][bookmark: _Toc509123627]Training Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Training Plan and Curriculum

		Comprehensive plan describing training needs, the training approach, and prerequisites for each impacted function; includes logistic (e.g., facilities) requirements, training schedules and training evaluation methods to measure the effectiveness of MCIS 2.0 training.

		Once



		Training Materials

		Course outlines and supporting end user and systems administrator documentation; includes training scenarios and data required to support hands-on MCIS 2.0 training.

		Once, per training module



		Completion Validation Report

		Report that documents all MCIS 2.0 training sessions conducted, training attendees, training evaluation results and other relevant information available at the conclusion of training phase of the project.

		Once





1.1.9.2. [bookmark: _Toc508088814][bookmark: _Toc508301278][bookmark: _Toc509154294]Knowledge Transfer 

Continuous knowledge transfer is key to the City’s ability to independently administer, maintain and enhance MCIS 2.0 post-implementation. The City expects knowledge transfer to occur continuously throughout the project. Knowledge transfer will be deemed successful when SMC support staff is able to maintain and support MCIS 2.0 at a level that meets or exceeds target service level agreements (SLAs).

Vendor shall work collaboratively with the City to prepare the Knowledge Transfer Plan. Vendor shall facilitate direct participation of City staff working with members of the Vendor’s team to perform project tasks thereby accelerating knowledge transfer outcomes. Vendor shall develop the Knowledge Transfer Plan tailored to the MCIS 2.0 specific solution, including creation of City-specific knowledge transfer documentation, and include a process to evaluate the success of knowledge transfer using objective measures. 

Vendor shall, in its proposal, provide a detailed description of the proposed approach and methodology for knowledge transfer.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997418][bookmark: _Toc509123628]Knowledge Transfer Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Skills Inventory

		Map of skill sets required to support MCIS 2.0 with skill sets possessed currently by assigned City staff; identifies existing skill gaps.

		Once



		Knowledge Transfer Plan

		Comprehensive plan to prepare City technical staff to effectively support the MCIS 2.0.

		Once, then updated as needed



		Knowledge Transfer Progress Reports

		Current status and progress of knowledge transfer activities; includes constraints (e.g., staff availability) encountered during knowledge transfer.

		Included in Weekly Status Reports



		Knowledge Transfer Completion Validation Report

		Description of the final status of knowledge transfer as observed at the conclusion of the implementation of MCIS 2.0; identifies support areas requiring additional knowledge acquisition with supporting recommendations.

		Once 



		Standard Operating Procedures 

		Standard and recurring tasks to be followed for technical monitoring and support of MCIS 2.0; designates responsibility (Vendor or City) for each such task.

		Once, then updated for each release





1.1.10. [bookmark: _Toc508088815][bookmark: _Toc508301279][bookmark: _Toc509154295]Software Maintenance and Support

The City requires proactive maintenance of the MCIS 2.0 solution and support for resolution of issues that may occur during production MCIS 2.0 usage.

The City requires MCIS 2.0 software be maintained in a manner consistent with legal mandates, operational imperatives and technical platform currency. The City further requires that MCIS 2.0 software maintenance not disrupt court operations. The successful implementation of the maintenance and support operations is vital for the City so that business operations do not impact the community. MCIS 2.0 software maintenance and support shall be provided collaboratively by City and Vendor staff.

Vendor shall provide comprehensive services to support the City to manage and maintain the production MCIS 2.0 application software and supporting infrastructure. Vendor shall support the City to pro-actively maintain the solution for a period of five (5) years after go-live, with options to extend. Vendor shall use appropriate tools, documented procedures, protocols and control mechanisms that ensure continuous system availability and include close coordination with City technical staff. Vendor shall work collaboratively with the City to upgrade all MCIS 2.0 solution components as necessary and to ensure all production level software components remain in support from the respective component providers and are no more than two major release levels behind the most recent generally available version of the component. 

The City will provide first level support for MCIS 2.0 users. Vendor shall provide second level support for resolution of issues that may occur during production MCIS 2.0 usage. Vendor shall provide such support as specified in the Service Level Agreement (SLA).

The City and the selected Vendor shall negotiate final support levels during contract negotiations.

Vendor shall, in its proposal, describe the proposed Software Maintenance and Support approaches; Vendor shall, in its proposal, include the proposed SLA terms for MCIS 2.0 support; SLA shall include support terms required for MCIS 2.0 to sustain its mission critical role for SMC operations; SLA shall include designated response and resolution times for specific severity levels; SLA shall include overall minimum system availability levels (e.g., 99.x%); Vendor shall include SLA terms for each deployment option (e.g., on premise, software-as-a-service, etc.) if multiple deployment options are proposed; Vendor shall, in its proposal, include applicable Software Maintenance Agreement terms for any software products provided by the Vendor as part of this MCIS 2.0 Replacement Project proposal.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997419][bookmark: _Toc509123629]Software Maintenance and support Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Service Level Agreement

		Defines the level of service expected from the service provider. 

		Once



		Monthly Support Status Reports

		Provides a log of all reported vendor support incidents for the completed month and provides status of any and all maintenance activities, system changes and remediation affected. 

		Monthly



		Disaster Recovery Plan

(If Applicable)

		Documents the strategy, processes and procedures to recover IT infrastructure and data in the event of a disaster. This document is expected to align with the City’s Business Continuity Plan.

		Once, then updated as needed



		Incident Response Plan

		Documents the strategy, processes and procedures for the timely detection of and responses to the effects of an information security incident.

		Once, then updated as needed





1.2. [bookmark: _Toc508088816][bookmark: _Toc508301280][bookmark: _Toc509154296]Functional Requirements 

Vendor shall, in its proposal, provide an overview of key functional capabilities of the proposed solution and why such functionality is an optimal fit for MCIS 2.0.

Vendor shall, in its proposal, provide responses to each of the functional requirements enumerated in the Functional Requirements Traceability Matrix (RTM) provided in Appendix C embedded within Appendix A Proposal Response inside Section 11.3 of the RFP.

1.2.1. [bookmark: _Toc508088817][bookmark: _Toc508301281][bookmark: _Toc509154297]Core Business Processes

The City intends to both improve business outcomes and reduce project implementation complexity by leveraging the proposed solution’s inherent process models wherever possible as opposed to customizing the MCIS 2.0 core solution to accommodate existing SMC business processes. 

Vendor shall work collaboratively with the City to provide an MCIS 2.0 solution that supports all SMC core business processes by leveraging robust business process and workflow management. Table 13 outlines SMC’s high-level core business functions.

Vendor shall, in its proposal, describe how the proposed solution will support the functions listed in the table below; Vendor shall describe how the proposed solution will reduce dependencies on paper and generally improve business process efficiency; Vendor shall use representative use cases (up to 10 use cases) and highlight out of the box functionality where applicable to demonstrate how the proposed MCIS 2.0 solution will fulfill these core functions. 

[bookmark: _Toc507997420][bookmark: _Toc509123630]Core Court Functions

		Section and Business Area



		Manage Case:  Criminal, Infraction, Civil, Non-Traffic, Parkers



		Create Citation/Case

		Create Citation/Case focuses on the activities of creating a citation and/or a case. This capability is broad in scope and covers Criminal, Infraction, Parking and Civil cases. 

Citations are created for “parking” type tickets. Cases are created for Criminal, Infraction and Civil matters filed in the Court.



		Receipt of Payment (fine/fees, posting bail or bond)

		In criminal matters, the Court manages payments received from defendant posting bail payments for a party arrested, and/or in custody. A defendant who is placed in custody may, by Order of the Court, be allowed to have a Bail Bond Company post a bail bond at the jail to release the defendant (as opposed to cash or bank check). Whether a defendant is in custody or not, upon entry of a criminal judgment that includes a monetary penalty, payments are made to the Court. 

In non-criminal matters, a defendant may submit a payment for a citation or ticket, as payment in full or a partial payment (if partial, the defendant makes arrangements for time pay or community service for the remainder due). A defendant may also submit a payment and request a court hearing (non-criminal type cases only) at the same time. When this occurs, the Clerk schedules a hearing and applies the payment, which is held in a bail trust account until the hearing date.

In either criminal or non-criminal matters, the Court receives payments via multiple methods/sources: (1) in person, (2) mail in, (3) online (requires a fee), (4) Neighborhood Service Centers, (5) Phone-Interactive Voice Response (IVR) (6) the City Treasury, and (6) contracted collection agency.



		Payment Management

		The Court creates and manages defendant’s financial obligations using reports to determine compliance, non-compliance, overpayments, etc. The Court also researches unmatched and unidentified payments received (e.g. pay or didn’t identify what they’re attempting to pay). This may include moving funds when entered in error (i.e. wrong case, wrong fee allocation). 

If the Court receives an overpayment when a defendant pays a fine, the cashier issues a refund check to the defendant or approves a payment card chargeback. In some cases, if it can be determined the defendant owes money on another obligation, the cashier may apply an overpayment to the other obligation.

An action may occur due to compliance or non-compliance (e.g. the system automatically closes a case if paid in full, or may send a delinquent notice if not in compliance).



		Time Pay/Community Service

		A defendant may make a request to set a time payment agreement to pay his/her fines/fees due. Upon agreement of the terms, the defendant gets a copy of the agreement and the clerk enters the agreement into the case record. Agreements may be superseded by new agreements with additional fines/fees from new cases. Agreements are “closed” by clerks or by batch programs when overdue.

In lieu of fines/fees due to the Court, a defendant may request to convert dollars to hours performing community service. The Court works with local charitable and non-profit organizations who allow defendants to work for them; the defendant notifies the Court of the hours completed.

The rate of pay is equivalent to the City’s minimum wage amount. Credit for the fines/fees due is converted into community service hours completed, upon the clerk’s confirmation of completion. 



		Delinquent Tickets

		The Court may initiate the delinquency process when a defendant doesn’t respond to the Court by requesting a hearing or making a payment after receiving a citation/infraction/parking ticket, or order of the Court on a criminal conviction. The process may initiate a notice to Department of Licensing (DOL), a hearing scheduled, a warrant issued, or placing defendant in custody.



		Collections (Internal/External)

		When a defendant owes money to the Court but fails to pay, the debt may be assigned to a contracted collection agency, or multiple third-party collection agencies, to attempt collection of the fines/fees. Criminal fines/fees are sent manually; infraction fines/fees are sent electronically. The Court retains ownership of the debt and may recall an account at any time. Infractions suspending a driver’s license are routinely recalled as a relicensing policy. 



		Scofflaw 

		If a vehicle has four or more unpaid parking tickets, the debt is referred to a contracted collection agency. The vehicle’s information (i.e. license #, make, model, etc. if available) is placed on the Scofflaw List. The registered owner is notified via first class mail, or by a notice placed on the vehicle, of how to remedy the situation. If the vehicle is parked in the City, and a City Parking Enforcement Officer encounters the vehicle, a “Boot” may be placed on the vehicle. 

Note:  The boot cannot be removed until the tickets assigned to the Collection Agency are paid in full (or a payment agreement with the Collection Agency has been established) and the boot removal fee is paid. If no payment or arrangement is made within 48 hours of boot placement, the vehicle may be impounded. The vehicle owner may request a scofflaw hearing to challenge the boot/impound.



		On-Vehicle Noticing (OVN)

		The City contracts with PayLock LLC to provide License Plate Recognition (LPR) equipment used by Parking Enforcement Officers (PEOs) to identify vehicles/plates on several “hit lists”. One list consists of vehicles with three parking tickets in collections; PEOs place a “courtesy notice” on vehicles, informing the driver that one more ticket in collections will make the vehicle eligible for immobilization by a “boot” device. Another list consists of vehicles (for which the Court lacks owner information) with four or more tickets in collections; PEOs place a notice warning the driver that the vehicle will be eligible for immobilization by a “boot” device after 30 days if the tickets remain unpaid.



		Returned Checks

		When a court issued check (e.g. restitution recipient) is returned to the Court (e.g. wrong address), the clerk must research to determine if a different address or contact information can resolve the check returned issue, and if so resend or contact the party.

If the check is returned to the Court as unclaimed, or undeliverable, it may become unclaimed property when the Court has exhausted all attempts to locate the defendant, pursuant to state law.



		Warrants

		Upon order of the Court, a warrant may be issued for the arrest of a citizen. The warrant is entered directly into WACIC by court staff and placed in the court file. Once a warrant is issued, depending on what occurs on the case, it may be cancelled, served, quashed or returned. The status provides the information needed when a defendant is apprehended, appears in person at the courthouse, or turns self into the King County Jail.

The Court policy authorizes a “Warrant Sunset” procedure. When a case is in pre-conviction status, it may qualify to be administratively quashed. The Court works with the City Attorney’s Office to determine if, and when, a warrant qualifies. If it is determined a case has a warrant that qualifies for “Warrant Sunset”, the warrant is quashed, all charges on the case are dismissed, and the case is closed. 



		No Contact Orders

Note: No Contact Orders are under the Protection Order sub-category on the requirement document

		Upon order of the Court, No Contact Orders are issued between the Court and a defendant, ordering a defendant to have no contact with someone or someplace. All No Contact Orders are entered directly into WACIC by court staff and placed in the court file.

No Contact Orders include all Protection Orders issued at SMC (e.g. No Contact, Anti-Harassment, Sexual Assault, etc.). 



		Bail Exoneration (Cash Bail Refund/Bail Bond Exoneration)

		In criminal matters, if a bail bond or cash payment is posted to release a defendant from custody, a Judicial Officer determines when it is exonerated or refunded. The Bail Bond Company, or private citizen who posted the bail, is released from liability for the defendant’s appearance in court when the bail bond or cash bail payment is ordered returned by the Judicial Officer. If the defendant does not appear for the scheduled hearing, the Judicial Officer may forfeit the bail. If bail is forfeited to the Court, a Judicial Officer may reinstate the bail at a later date if the defendant appears in court. Parties may also order any cash bail held by the Court be applied to other monetary obligations owed by the defendant.

In non-criminal matters, if cash bail is held for a defendant who also requested a hearing date, a Judicial Officer determines if all or part of the payment may be applied to the citation or ticket as payment of the violation. If the Judicial Officer determines that only partial payment is due, the remainder is refunded to the Bail Bond Company, or private citizen who posted the bail. If the defendant doesn’t appear for the hearing, the posted bail money is applied to the citation or ticket, and the citation or ticket is marked as committed, and closed. 



		Appeals

		When a defendant doesn’t agree with the Judicial Officer’s decision regarding the disposition of the case, or an individual ruling of a motion, the defendant may appeal the decision to the Superior Court within the County. The Rules of Appeal of Decisions of Courts of Limited Jurisdiction (RALJ) must be followed by the defendant, and the Clerk of the Court. One rule outlines when a case is “stayed” (i.e. on hold), meaning the case “time clock” is stopped, and some case activity is on hold during the appeal process.



		Seal Case



		Per General Court Rule 15 (GR15), a Judicial Officer may, when an Order to Seal is filed, grant the sealing of a document or of an entire file -- this action may happen at any time on a filed case. When this occurs, GR15 authorizes who has access and when. Upon sealing, the Order to Seal becomes a public document; the sealed document or case is not available to the public.



		Disposition/Adjudication



		When the Judgment and Sentence is entered on a criminal matter or civil matter or an infraction, the case must reflect the outcome of all charges, the imposed conditions, and the outcome of the entire case. Some of this information is shared with internal and external stakeholders.

Dispositions entered on charges and cases is sent to the AOC, the DOL and the WSP through data exchanges.



		Garnishment



		When a party owes fees or fines, and the debt is delinquent, the Court’s collections contractor may ask the Court’s permission to file a garnishment in King Co District Court. A criminal case is assigned a case status of “GARN”, an infraction citation is assigned a citation status of “G”, as an indicator to all staff of the legal action pending, and no action is allowed on the case.

The Collection Agency sends the Court a pdf file of the legal documents (abstracts) needing signature, which when signed by a manager are returned to the Collection Agency to file at KCDC.



		Compliance (monetary)

Note:  Requirements regarding reports, notices, notifications can be found the Reports, E-Forms and Workflow sub-categories on the requirement document

		Financial Compliance clerks monitor reports and send notices to delinquent defendants. Financial Compliance clerks send status reports to the appropriate courtroom if a criminal defendant has failed to make payments or establish payment arrangements. If a Probation Officer is assigned to a defendant/case, the status report is sent to the Probation Officer to be forwarded to the courtroom after assessing the non-monetary status. Many of these processes are currently automated. 



		Manage Party/Person



		Demographic Information

		Managing information for a person’s address, address history, phone number, job location, email address, social media, etc.



		Identification Information

		Managing information about a person’s driver’s license number and state (including driver’s license numbers history), race, gender, eye color, date of birth/death, etc.



		Person Alerts/Case Flags

		Alerts may be for their safety or concerns for a person or the court staff (e.g. has an ADA need, or someone was hostile last time in the office). Alerts may be used to notify the clerk working on a case or party record that something is needed (e.g. notify a party that they must provide a current address or phone number).

Flags for a person are related to something pending in a court case file, such as an Active Warrant or Protection Order. A Flag may also be case related, such as the party on the case filed an Affidavit of Prejudice, or something on the case is about to happen, such as the 60/90-day rule to hold trial on a matter is about to expire.



		Relationships

		Parties on a case may have pre-established family relationship. When a family member is involved in a court activity, the Court may need to track other family members, as they relate to the defendant (i.e. Wife, Son, Uncle, etc.). For court cases involving Domestic Violence (RCW 10.99), the Court has an obligation to track the relationship, and subsequent protection orders between parties, when applicable.



		Interpreters

		The Court Interpreter Coordinator manages information about the individual languages spoken, interpreter name, and other information to assist with scheduling an interpreter to come to the Court and assist a customer. The interpreter interprets speech, or translates writing, to aid the customer with a court process.

The Court provides an interpreter when a customer’s first language is not English and they need assistance with communication regarding a court matter.

The Coordinator schedules interpreters to assist defendant for various reasons: in the courtroom, in custody at the jail, to meet with their attorney, when speaking with the cashier, or a customer service clerk, etc.



		Calendaring



		Calendars

		The Court manages calendars by documenting and publishing the Court’s schedule of available hours, hearing types/dates/times, as well as tracking Judicial Officers, staff, and resource availability to manage a case or group of cases for a hearing.



		Schedule Hearing/Send Notices

		Court staff schedule a case or a group of cases for a hearing or event on a specific date and time with one or more resource types including court rooms or interpreters, and may include specific court officials and/or probation staff.

Notices to the applicable parties on a case are generated when a hearing is scheduled, by way of a batch job and file sent to the Court’s print/postage contractor.



		Hearing Status

		Hearings are managed with status types, of scheduled, rescheduled, cancelled, continued, held, etc. Each status type may be counted to track caseload statistics within the Court.



		Calendar Resources

		Calendar Resources include, but are not limited to, a Judicial Officer, audio equipment, courtroom location, court staff, etc. The Court manages resource availability to schedule hearings or appointments. They may also attach a resource to a program, manage notifications, and billing.



		Impound Hearing

		Any person seeking to redeem a vehicle impounded as a result of a parking or traffic citation or under City Section 12A.10.115 has a right to a hearing before a Municipal Court Judicial Officer to contest the validity of an impoundment or the amount of removal, towing, and storage charges or administrative fee.



		Jury Management

		The Court manages potential, and actual, jurors subpoenaed for jury duty. Selection is random: from a list of voter registrations, driver registrations, and Washington State identification cards for residents of King County.

The Jury Coordinator manages the details of each juror: name, address, notification of service, coordination of when to send to a court room, and payment for service. 

The Bailiff in each court room notifies the Jury Coordinator when jurors are needed, and which are chosen to serve on a jury panel.

Upon completion of jury service, jurors are paid for their time and mileage if they drive to the courthouse. 



		Adjudication by Mail Hearing



		When a defendant makes a request for a hearing (online or through mail), the Court responds with a hearing date along with a form for requesting an Adjudication by Mail hearing. Upon receipt of a scheduled hearing from the Court, the defendant may choose to have the hearing by mail.

The defendant must submit (at least 3 days prior to the scheduled hearing date) a written statement of their explanation, and may send additional supporting documents to the Court. When an Adjudication by Mail Hearing is requested, the defendant waives the right to appeal the final decision.

Upon review of the information, the Judicial Officer makes a finding and a letter is sent to the defendant advising of the decision. 



		Kiosk Check in



		When a defendant appears for their hearing, they’re required to check in for their appointment using a kiosk set up in the waiting room.

The defendant finds their name on the kiosk computer and is prompted to verify their information (e.g. DOB, address, etc.). If the defendant makes changes to the information, the system validates it with MCIS 1.0. If any of the information they entered isn’t validated, they’re prompted to see the clerk at the desk to resolve the issue. Once they’ve completed check in, they’re added to the waiting list to speak with the Judicial Officer.

If the defendant is scheduled with an interpreter, and has successfully checked in, their name moves to the top of the list as the Court allows cases with interpreters as first priority.

All successfully checked in names appear on the kiosk monitors in the room, displaying their name, time of check in, their place in line by order of check in time, and “ready to adjudicate” as the status



		Call Reminder



		The Court uses an Interactive Voice Response (IVR) system to provide defendants with reminders for upcoming hearings. When a defendant’s case is scheduled with one of 8 hearing types, a reminder call is sent to their phone number of record 2 days prior to their scheduled hearing.

Other dedicated phone numbers in the Court also use the IVR system for incoming calls supporting Court business. The Probation Department, and Interpreter Services have a dedicated phone number. There is also a General phone number for other information.

The telephone system interacts with a caller to provide prerecorded information and direct the caller, using prompts, to information about their case. The telephone system receives payments, and provides information specific to their situation (e.g. UA Testing, make a payment, juror information, etc.).



		Manage Case Records



		Electronic Document

		Court staff stores all case related documents electronically and the record information is available to Court Staff, and the public (with the applicable rights/roles assigned) in the electronic format. Examples of documents filed electronically are photographs, narrative reports, other reports, citations, tickets, etc.

Upon filing, a clerk scans documents into an electronic format for managing and storage.



		Electronic Forms

		Some forms used in the Court are in electronic format. These forms may use case information to prepopulate specific fields on a form. Once a form is completed, the signature is collected electronically and it is saved into the court file.



		Electronic Filing

		New case filing, or other documents pertaining to an existing case, may electronically be submitted to the Court.



		Reports

		Case data within the system contains information used to create reports. Reports are used for many purposes including, but not limited to, manage activity on an individual case and/or party, prepare calendars for hearings scheduled, accounting, probation, statistical and research purposes, and many other functions within the Court.

Reports are used in all areas of the Court for internal purposes, and in some cases for external purposes.



		Non-Case Records

		The Court receives and tracks documents that are not directly related to an existing case, but are retained by the Court for various business reasons. 

Some examples are: Pro-Tem Oaths, Judge’s Schedule, Pro-Tempore Judge appointment letters, Jury Packet, Day Reporting Sign-In Sheets, Marshal Incident Report, Interpreter contact information, etc.

The documents are eligible for destruction at a point in time, per the SMC Records Retention Schedule: http://inweb/Clerk/RecordsManagement/images/Municipal_Court.pdf.



		Notes

		Notes about a person or case may need to be captured by various staff within the Court. When a note is entered, it may be “confidential” in nature (GR 31.1 Judicial Officer), or information about a person or case when there’s not a specific data field for the information.

The suggested use of note fields should be used for these types of circumstances only, not when the information should be captured in a data field needed on a report.



		Evidence/Exhibits

		The clerk tracks the type, filing party, and location of an exhibit when filed with the Court. The location of the exhibit may change when in possession of the Court, which is tracked for the duration of the case.

When an exhibit is presented to the Court, it progresses through multiple statuses such as offered, admitted, inadmissible, marked, etc. The exhibit status is tracked by the Clerk. 

When a case is presented at a motion or trial, exhibits are presented to the Court. During a motion or trial, when an exhibit is marked by the Court as admitted it is used as evidence for the case.

Upon completion of a trial, and no appeal is filed, the exhibit is managed electronically based on the Stipulation and Order for return of exhibits.



		Specialty Courts



		Veterans Treatment (VTC)

		A defendant may qualify to enter into the Veterans Treatment program. The program requires specific eligibility requirements are met prior to entry into the program. The Probation Department monitors the defendant who must attend court hearings, and comply with all conditions of sentence imposed.



		Mental Health Court (MHC)

		Mental Health Court is a dedicated court, with an assigned presiding judge, mental health professional and probation staff with mental health expertise, prosecutor and public defender. The Probation Department monitors the defendant who must attend court hearings, and comply with all conditions of sentence imposed. If the defendant is successful, the Judicial Officer gives them a signed certificate, and in some cases, may have their case dismissed.

The key issue for the MHC is whether the alleged criminal activity is related to, or caused, by mental illness. MHC defendants may have any type of charge. They may have any type of serious mental illness, be developmentally disabled, have a brain injury, or suffer from dementia. The defendant may be a first-time offender or have a lengthy record.



		Seattle Youth Traffic Court (SYTC)

		All teen drivers who “opt in” to the SYTC must meet specific eligibility requirements, and follow the procedures and recommendations of the Court. The Traffic Court is based at a law school, which manages the court process. Upon successful completion, the charged violation is dismissed.



		Needs Based Sentencing (NBS)

		Based on specific eligibility criteria (determined by the Assistant City Attorney), a defendant is given the option to plead guilty and receive a Needs Based Sentence. 

When a sentence is imposed, either as part of a negotiated plea or at the discretion of the Judge, the defendant receives a needs based assessment to provide the Judicial Officer with recommended treatment and restorative sentencing options. The defendant receives a deferred sentence and the case is ultimately dismissed upon successful completion of the conditions imposed.



		Judicial Review

		Some documents are filed with the Court that may not be related to a case. These documents however are reviewed by a Judicial Officer for information, to make a ruling, or to sign an Order electronically. Other documents are filed where the Judicial Officer must review the document in chambers (e.g. Motions, General Correspondence, and Probable Cause Statements, etc.).

Example: Search Warrant; upon review if the Judicial Officer signs the warrant, this document is filed in the Court, and a law enforcement officer is notified to serve the warrant.



		Search Warrant

		After execution and return, the search warrant is filed by number and description of the person or property to be searched. An index is maintained and available to the public by the Clerks’ Office. Reference: SMC Local Court Rule II 2.3.



		Domestic Violence Calendar

		Due to the nature of Domestic Violence (DV) cases, the Court has specific hearing types dedicated to DV cases. The Seattle City Attorney’s DV Unit provides DV Victim Advocates to assist victims during the process of a DV case, including appearing in court with the victim at court proceedings.

When a defendant is charged with a crime and the DV designation is added they’re scheduled to appear in DV Court. Upon release from custody, the Court imposes specific conditions the defendant must comply with, and in some cases are required to provide proof of compliance. These conditions may be imposed pre or post disposition of the case.

The Court Probation Office has a specialized DV Unit. The Probation Department monitors the defendant who must attend court hearings, and comply with all conditions of sentence imposed.



		Probable Cause Hearings (Saturday/Holiday)

		A Judicial Officer presides during a court session on Saturdays (or holidays) at the King County Jail. The matters heard are for defendants arrested the previous evening. The Judicial Officer makes a decision regarding probable cause for the arrest, and if a defendant is released, the conditions imposed on the defendant.



		Bailiffs



		Notifies Stakeholders (internal/external)

		The Bailiff prepares many documents during court. There are approximately 40 forms created electronically. Some case information is pulled from MCIS 1.0 to populate the documents. The parties sign them electronically and the Bailiff saves the document to the case file. Dispositional documents are prepared by attorneys then scanned into the court file. These documents are submitted electronically to other court staff and external agencies.



		Manage Court Gallery

		The Bailiff monitors, and assists the court gallery during a Court session. This includes attorneys, defendants, interpreters, jurors and witnesses.



		Incarceration Time

		The Bailiff manages information regarding a defendant’s time spent in custody. This information includes credit for time served in various jails and on alternatives to confinement, which jail facility housed the defendant, and the status of that confinement. Calculating someone’s time in custody is complex by nature as the defendant could be serving time on a variety of other jurisdictions holds. To determine how long a defendant has been in custody on a particular case requires calculations and knowledge of when and where a defendant was held.



		Arrange Defendant Transport

		Each individual Bailiff communicates with the Marshals regarding in custody defendants that are scheduled for a hearing and subsequent add-ons to the calendar for their courtroom each day.

The Bailiffs use the Electronic Jail Movement System (JAMMA), a system maintained by King County to order defendants to be transported from the King County Jail system. They also electronically prepare and submit transport orders to the Marshals, from Snohomish County, and other jails that SMC does not contract with, to ensure a defendant is transported. Transport orders are also prepared for SPD’s Jail Population Coordinator to arrange transport on the state-wide chain.



		Marshals



		In Custody Defendants

		Each Court day, the Marshals communicate with the King County (KC) Jail (or other detention facility) regarding defendants in custody that are scheduled for a hearing in the Seattle Municipal Court. The Marshals prepare a list of all defendants in custody, capturing which courtroom and time they’re scheduled to appear.



		Transport

		The Marshals oversee transporting all in custody defendants to the courtrooms they are scheduled to appear in, monitoring them in the courtroom, and returning them to the KC Jail after their hearing. All interactions/events with the defendant are tracked. In some cases, the Marshals may need to transport an inmate from a different detention facility (e.g. Snohomish County Jail) to SMC, and then return them to the other facility after their hearing.



		Building Security

		Many residents of the community enter the Municipal Court Building daily (including Court Staff). The Marshals are on duty at the building entrance to monitor the customers, and attempt to prevent threats or potentially dangerous situations from arising, or entering the building. Using a scanner for the customers’ possessions, and in some cases, a screening device on a person, the Marshals look for dangerous, or harmful devices, and if found, may confiscate items from the customer.

The Marshals patrol and monitor all areas of the Court throughout the work day. Using cameras mounted in the building, and monitors in the Control Center of the Marshals’ offices, they can ensure non-court staff are not entering secure areas of the building, and maintain a safe workplace environment for the Court Employees.



		Arrest Warrants 

		When a defendant appears at the Municipal Court, and has an active warrant for their arrest, a Marshal places the defendant in custody.

There are several circumstances when a defendant may be placed in custody by the Marshall, and there are processes and procedures in place for the Clerks to know what to do when they become aware a defendant has a warrant.

The Marshal requests the Order for Warrant when serving it on the defendant. Either a Clerk will send the warrant electronically to the Marshall, or will hand deliver it to the Marshal.



		Court Remands

		When defendants are in court, usually for violation of a court order, the judicial officer may order them into custody due to noncompliance of a previous order. The Marshall places the defendant in custody and arranges transport to the jail. 



		Probation



		Court Resource Center

		The Court Resource Center is a dedicated resource, physically operating and located within the Seattle Justice Center. The Center facilitates on-site delivery of social services and treatment programs to defendants and the community with demographic and referral information is obtained and maintained specifically to the individual.



		Custody Alternatives

		A Judicial Officer may choose an Alternative to Confinement (ATC) program for a defendant in lieu of jail. Work Crew, Day Reporting, Electronic Home Monitoring, or Community Service Hours are ATC programs. Work Crew, Day Reporting and some types of community service hours are monitored by Probation Staff. 

ATC programs can be ordered by the Court in lieu of a jail sanction, or may be imposed as an administrative sanction. In some instances, if a judge rules that an offender qualifies for a custody alternative, then he or she can reduce or eliminate jail time altogether. For repeat offenders, electronic monitoring may be administered in addition to jail time as well as a sanction and/or a condition.

The Electronic Home Monitoring (EHM) program supervises an individual's confinement to their home unless they are allowed to participate in Court authorized activities. The offender is monitored for curfew compliance through electronic surveillance. Sentinel Offender Services is a Court contracted agency, who provides the Court's Electronic Home Monitoring.

 Reference: 46.20.385 - Ignition interlock driver's license—Application—Eligibility—Cancellation—Costs—Rules, and 46.20.740 - Notation on driving record—Verification of interlock—Penalty, exception.



		Day Reporting

		There are 2 types of reporting, either pre-sentence, or post-conviction. A defendant may be referred by a Judicial Officer to report to pre-adjudication Day Reporting as a condition of release in lieu of jail or bail. Post adjudication may occur as an alternative to confinement sanction, or as an enhanced mode of supervision.

In either pre-adjudication or post-adjudication a defendant is monitored and has their potential needs assessed. The defendant may be referred to services, such as DSHS for food, or housing, and many other available services to assist with meeting individual needs. 

The program reduces jail costs, provides structure, and allows the defendant to be active in the community rather than locked in a jail cell.



		Compliance (non-monetary)

		For all services and programs offered through the Court Probation Office, probation staff oversees and manages cases to determine whether a defendant is in compliance with the non-monetary conditions imposed. (Monetary compliance is monitored by the Financial Compliance clerks.) The Probation Division manages offenders based on offender types, and /or based on classification guidelines Supervision includes assessment of offender risk, needs and compliance with court ordered probation conditions.

If a defendant fails to comply with an ordered condition, and is determined by Probation to not be in compliance, probation staff will notify court and follow appropriate protocols (each individual situation may have a different protocol to follow).



		Community Service

		The community service program is designed to allow defendants a means to repay either infraction or criminal financial obligations, or as an alternative to jail as a condition of sentence. When done through the community as a service rather than financial payment it provides a service to the public, and allows a defendant to avoid uncollectible debt.

The Community Service hours are monitored by a Clerk for compliance, and upon completion are credited to the defendant’s outstanding debt to the Court.



		Services

		SMC and Probation have created numerous programs to assist defendants in the community, some of which are listed here: GED Program, Resume Assistance, Theft Awareness class etc.

SMC also has a Court Resource Center available to defendants and to the public and offers information on housing, DSHS benefits, alcohol and drug treatment and many other services.



		Screening PR and Financial

		The Court uses Personal Recognizance (PR) Screeners to determine if a defendant qualifies for a Public Defender. Defendants are interviewed, and upon qualification are referred to the Public Defender office for attorney appointment on their legal case. Financial screeners collect data to inform decisions related to fine and fee imposition as well as eligibility for time payment plans. 

The Screeners also make determination as to a defendant’s eligibility for release from custody based on specific criteria, and to determine if a defendant is likely to return as ordered, if released from custody.



		Manage Workload

		The workload in the Probation Department is assigned to particular staff, or groups, to ensure all defendant’s needs are met, and to distribute the work amongst the appropriate staff.

Reports may be used to determine when, or how workload is changed, modified, or removed as no longer needed.



		UA Testing Management

		A phone call-in system is used by defendants to determine when they are to appear in person to submit to the UA test. The defendant is assigned a color which dictates the dates for random reporting of UAs. 

The phone line is changed by probation staff daily and each day, a new color is provided. The Defendant calls the phone number daily to learn if their assigned color is the color of the day, which means they would need to report for a UA.



		Accounting



		Day, Month, or Year-end Balancing



		At the end of each Court business day, month, and year, the Finance Division manages all court accounting activity (the time of each period is determined by the Accountant; i.e. start of day, end of day, etc.).

Reports are prepared to reconcile the funds, and determine the amount to remit to the City Treasurer.



		Restitution

		Awarding the equivalent for any loss, damage, or injury to a litigant on a case. An agreement between the parties (defendant, victim, and the Court) is established for the defendant to pay full restitution to the victim.

Upon payment from the defendant for the restitution amount, the Finance Division issues checks to the victim.



		NSF Check Processing

		If a party submits payment of a fee or fine to the court and the bank notifies the court of non-sufficient funds, the accountant reverses the payment, and in some cases may notify the party. 



		Bank Reconciliation

		Each bank account (SMC has 3) is reconciled in order to balance the court’s physical bank statement to the electronic (or paper) checking account record. All transactions are reviewed to determine the banks record of the accounts match the courts records.



		Witness/Jury Payment



		When a witness (expert, or civilian) is subpoenaed to testify in Court, they are paid for their time, and mileage. Upon receipt of an invoice, a payable record is created, and the witness is sent a check.

A juror who is answers a summons and reports for jury duty, and/or is selected to serve on a panel to determine the outcome of a trial, is paid each day for their time and mileage, or transportation cost. Upon receipt of the jurors’ information for their time, mileage or transportation cost, the Finance Division issues the juror a check. An individual juror may also waive receiving their daily payment. 



		Unclaimed Property

		Unclaimed property of more than ten dollars that is held by the Court, that remains unclaimed by the owner for more than two years after becoming payable or distributable is presumed abandoned. 

The Finance Division manages the process of escheating the unclaimed funds, by submitting the funds to the State of WA after a two-year abandonment period.

If an unidentified or unclaimed amount is less than $10, the Finance Division submits the funds to the City Treasurer.



		Research, Policy Evaluation Group (RPEG)



		Data Analytics and Reporting

		RPEG Analysts query and analyze data from MCIS 1.0. This information is reported internally to help staff make informed business decisions. This information is reported externally to promote transparency and justify resource allocations. RPEG's data analytic work consists of four categories, one-time public disclosure requests, internal analyses provided to court staff, publicly available data visualizations made available on the Court's website detailing court workload and performance, and an internal business intelligence reporting tool providing data dashboards for court management.



		Surveys

		RPEG develops and implements several survey tools to help Court Leadership gauge the effectiveness of court operations in many different areas. Examples of such tools include: a court user survey, an employee satisfaction survey and a work unit stakeholder survey.



		Legislation Tracking

		During WA State Legislative sessions, bills are tracked and reviewed for potential impact to the Court of any changes to existing, or new laws that pass during the session. 

Upon implementation of a new law, or changes to an existing law the Court must add or update the law in the systems.





The following table defines functions which support the core business functions enumerated above. 

[bookmark: _Toc509123631]Supporting COURT Functions

		Supporting Function



		[bookmark: _Toc508088818]Human Resources



		Hiring

		Part of the process to offer a job candidate employment is to run a thorough background check for verification of any criminal history. The HR Specialist researches City and other statewide court, and law enforcement records to confirm the information needed.  



		ADA

		Upon hiring a new employee with any ADA needs, the SMC HR Department complies with the needs of the new employee.  



		Training and Education

		All staff are appropriately trained for the position in the Court for which they’re hired. During employment with the Court, the HR Department tracks each individual employee’s training courses.



Managers and Supervisors coordinate specific training for individuals, and at times as a group, to ensure all staff are using current business processes.



Training is designed to educate individuals as they’re hired, and as on-going training for staff that change positions within the Court, or to improve productivity and performance. Educational materials are provided in written format in on line user guides.  



When the Court prepares to implement a new application, or makes changes to an existing application, court staff may help with testing, and in doing so are learning. Court staff are also trained when new development is complete and applications are ready for use in the Court.



		Administration

		The HR Department tracks employee performance evaluations, confidentiality agreements, policy acknowledgments, program application access (including any preconditions that exist for use), and misuse.  



		Data Exchanges (DX) 



		External DX, Real Time

		The Court exchanges data with the Washington State Patrol (WSP). The data is transmitted in real time, in the following circumstances due to the important nature of the information:

· A Judicial Officer issues a Warrant of Arrest for a person, or

· A Protection Order between two parties.



		External DX, Scheduled/Ad Hoc 

		The Court exchanges data with External Agencies throughout the life of a case. Some examples are listed below:

· WSP:  when a defendant is found guilty in Court, and sentenced by the Judicial Officer; a copy of the Judgment and Sentence is sent electronically to the WSP

· DOL:  When a defendant fails to appear (FTA) in Court, is found in non-compliance for nonpayment of a fine/fee, or other imposed conditions of sentence an FTA hold is placed on their driver record 

· AOC:  criminal case data, domestic violence protection orders, and warrants are sent electronically through a data transfer.

· Collection agency



		Internal (City) Data Exchange

		The Court exchanges data with Internal City Departments. Examples:

· Scofflaw Notice to Seattle Justice Information System (SeaJIS)

· Seattle Law Department initiates charging citations through SeaJIS into MCIS 1.0

· Seattle Police Department officer information (e.g. name, badge #, schedule, etc.) to MCIS 1.0. 



		Other Interfaces

		The Court has interface links to many internal (other City Departments), and external (outside the City) web sites for employees to view information. There are different business needs for a staff person to view information outside the Court, a few examples are listed below:

· Internal:

· Seattle City Ordinances,

· Seattle Municipal Court Rules,

· Seattle Police Reports

· External

· WA State DOL:  Driver and Automobile License Inquiry,

· AOC:  Judicial Access Browser (JABS), WA State Court Rules.

· King County Jail: Jamma MCIS 1.0 notifies KCJ which defendants need to be pulled for court

· PayLock/BootView

· Collection agency client access



		Public Portal

		Court information is available to the public through the Courts website. This is a view of basic case information, relying on rules for case type, type of user (i.e. Prosecuting Attorney vs public viewing their own criminal case) etc. Other case related information is available via the public portal, such as making a payment, and requesting a court date.



		System Information 



		Bail/Violation Table-Description 

		A table listing a code and description for each violation that may be issued within the Seattle city limits. Additional information which may be included with each violation in the table includes but is not limited to, whether the offense requires a mandatory court appearance, is reportable to the DOL, a suggested bail amount, if the offense is warrantable upon non-compliance, etc.



		User Role/Responsibilities/ Rights 

		Court Employees are granted appropriate access to perform tasks related to their job. Depending on the job responsibilities, Clerks are assigned roles within the court applications in order to perform their daily job.



Job roles are assigned specific access to an application, and specific information within the application. A role may be assigned to one or more Clerks, and each Clerk may be assigned multiple roles (e.g. Clerk 1 is assigned the Role of General Clerk, this job is in Customer Service, and the role doesn’t process ticket payments. Clerk 2 is assigned the Role of General Clerk and Accounting Clerk as she works in Customer Service, and processes court payments).



		Workflow

		Upon filing of a case, a series of events (workflow) begins. Depending on the type of case, the parties involved in the case, and their location, specific workflow on the case must occur. The departments within the Court have defined processes to follow, and tasks to complete during the life of a court case from initiation to completion.



All processes, and tasks are managed through workflows set up within each department. Each department identifies and defines the individual processes (steps) of a workflow. Workflows consist of defined and repeatable patterns of activity to provide services, or process information. Each flow may include a document, service, or task that is transferred from one step to another.



Departments work together, as workflows may process across multiple departments, and coordination of the workflow is determined to assure the process completes with accuracy, and integrity.

An example of a workflow could be:

· A defendant requests a hearing to contest a citation received,

· The Clerk receives the request, schedules a hearing, notifies the defendant, and passes the information to another Clerk who holds the citation with other cases scheduled for a hearing on the same calendar,

· On the day of hearing, the citation is passed to the Clerk working in the courtroom,

· After the hearing where the defendant is ordered to pay a fine, the Clerk enters the outcome in the case and passes the information to the Cashier, as the defendant asks to make payments, rather than pay in full,

· Once the payment agreement is set up, the Cashier passes the information to the Clerk to monitor the time payment agreement,

· If the defendant fails to pay, the Clerk passes the information to the collection agency.

· Upon payment in full with the collection agency, they pass the information to the Clerk, and the Clerk closes the case.



		Security/Audit

		Based on a Court Employee’s job, appropriate security is assigned for use with the Court computer applications. All employees are granted access based on their job within the Court. Some staff may only need “read only” access, others will need “full” access, and others may be somewhere in between to perform the duties of their job(s).





1.3. [bookmark: _Toc508301282][bookmark: _Toc509154298]Technical Requirements 

The City requires an MCIS 2.0 solution architecture deployed on a mainstream platform for which support can be reasonably expected to continue for the next 15 years or longer. The City further requires MCIS 2.0 be constructed in a manner consistent with widely accepted application development patterns and best practices. The City will consider all technical architectures and approaches that are conformant with the Technical Requirements included in this RFP.

Vendor shall, in its proposal, provide responses to each of the technical requirements enumerated in the Technical Requirements Traceability Matrix (RTM) provided in Appendix D embedded within Appendix A Proposal Response inside Section 11.3 of the RFP.

1.3.1. [bookmark: _Toc508088819][bookmark: _Toc508301283][bookmark: _Toc509154299]Application Architecture

Vendor shall work collaboratively with the City to elaborate, refine, document and deploy the application architecture as initially defined in the Vendor proposal.

Vendor shall, in its proposal, provide an initial target state application architecture diagram and narrative that describes the structure and interaction of the major MCIS 2.0 application components; Vendor shall describe how the proposed application architecture allows MCIS 2.0 to rapidly and effectively respond to future evolving business and technology needs with maximum flexibility, minimal risk, and cost; Vendor shall provide a minimum three year product roadmap for the core components of MCIS 2.0 including planned technology upgrades and planned major changes and enhancements to application functionality. 

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997421][bookmark: _Toc509123632]Application Architecture Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Application Architecture Document

		Diagrams and descriptions of the logical and physical architecture for the application layer of MCIS 2.0.

		Once, then update for each release



		Data Model and Dictionary

		The data model and all data elements; includes entity and attribute definitions and relationships, data types, validation rules, and allowable values.

		Once, then update for each phase/release





1.3.2. [bookmark: _Toc508088820][bookmark: _Toc508301284][bookmark: _Toc509154300]Infrastructure Plan

Vendor shall update and elaborate the initial Infrastructure Plan as initially provided in the Vendor proposal. In addition to updates to the aforementioned Infrastructure Plan sections, Vendor shall work collaboratively with the City to include the following in the elaborated plan:

A description of any infrastructure utilities and tools required, their release levels and specific purposes (e.g., administration, modification, testing or support of the infrastructure).

A discussion regarding the capacity and performance monitoring capabilities that will be available for the proposed infrastructure.

Vendor shall, in its proposal, provide an initial Infrastructure Plan; Vendor shall include a list (i.e., bill of materials) of all third-party hardware and software infrastructure components necessary to enable the proposed solution; Vendor shall specify infrastructure components required for each of the environments (e.g., build, test, production, etc.) proposed by the Vendor for inclusion in the MCIS 2.0 Replacement Project; Vendors shall provide model numbers and release levels as appropriate for each infrastructure component; if the Vendor is proposing a hosted solution, Vendor shall indicate whether each infrastructure component is deployed on or off premise; Vendor shall describe scalability of the proposed infrastructure.

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997422][bookmark: _Toc509123633]Application Architecture Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Infrastructure Plan

		A comprehensive description of the third-party hardware and software infrastructure components for each environment including model numbers and release levels.

		Once, then update as needed





1.3.3. [bookmark: _Toc508088821][bookmark: _Toc508301285][bookmark: _Toc509154301]Integration and Interface Architecture

The City requires the MCIS 2.0 integration architecture to employ highly flexible, extensible, and robust, best-in-class integration technologies and components that facilitate seamless integration among all existing and future systems that interface with MCIS 2.0. 

Guiding principles for MCIS 2.0 integration include:

Employ commonly accepted, well-understood, standards-based protocols wherever possible and optimal.

Open-standards are expected to be used except where Vendors demonstrate the value of using closed or proprietary standards and technologies which are more advantageous to the City, or are required for the Vendor’s specific solution.

Maximize interface modularity and reusability in a manner that helps minimize solution complexity and maintenance as well as enables efficient reuse of existing assets for new purposes.

Granularity of business functionality represented by the integrations and the functional modularity intended for cross-application use of business components.

Entry points for reuse (e.g., cross-application, cross-enterprise, with authorized external entities).

Maximize secure transfer protocols using encryption based on the data classification standards.

Must have performance and monitoring capabilities City staff can easily utilize, and must be provided as part of the integration architecture.

Vendor shall work collaboratively with the City to design, develop and implement the integrations identified in Appendix J embedded within Current State Solution Architecture inside Section 3.2 of the RFP.

Vendor shall, in its proposal, provide a detailed description of the proposed integration strategy; Vendor shall describe integration strategies deployed in previous projects similar to MCIS 2.0 Replacement Project and lessons learned from those integration deployments; Vendor shall identify any specific MCIS 2.0 interfaces which are already available out-of-the-box as part of the proposed MCIS 2.0 solution. 

Vendor shall provide the following deliverables during project execution. 

Key Deliverables

[bookmark: _Toc507997423][bookmark: _Toc509123634]Integration and Interface Key Deliverables

		Deliverable

		Deliverable Description

		Frequency



		Interface Architecture Document

		Inventory of MCIS 2.0 interfaces, description of the interface methods, supporting integration platforms, interface test methods, exception and monitoring processes.

		Once, then updated as needed



		Interface Control Documents

		Description of the interface content, frequency, triggering event, transformation, and exception processing for each interface.

		Once for each interface, then updated as needed
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[bookmark: _Toc507997425][bookmark: _Toc509123636]Vendor Key Personnel


			Role


			Description





			Project Manager


			The Project Manager is the Vendor’s primary resource responsible for the day-to-day management of the project, including coordinating all Vendor and subcontractor project resources and ensuring such resources perform efficiently, optimally and produce acceptable work product at all times. The Project Manager is the primary Vendor point-of-contact for the project.





			Functional Lead


			The Functional Lead ensures that the business and functional aspects of the delivered MCIS 2.0 solution are aligned with the project’s functional requirements and operational objectives. The Functional Lead provides court subject matter expertise to the project team. The Functional Lead is responsible for ensuring continuous updating, maintenance and organization of functional requirements and related project.





			Technical Lead


			The Technical Lead ensures that the underlying technology (architecture, hardware, software, infrastructure, etc.) of the delivered MCIS 2.0 solution is aligned with the project’s technical requirements and the City’s enterprise architecture principles. The Technical Lead ensures consistency and use of industry best practices in the realization of the MCIS 2.0 architecture. The Technical Lead is responsible for ensuring continuous updating, maintenance and organization of all technical requirements and related project documentation.





			Testing Lead


			The Testing Lead confirms that MCIS 2.0 test cases are comprehensive and that test execution is rigorous and consistent with test plan guiding principles and methods. The Testing Lead ensures traceability is maintained between requirements and testing activities. The Testing Lead prepares summary level reporting of testing activity and defect management trends. The Testing Lead is responsible for ensuring continuous updating, maintenance and organization of all testing related project documentation.





			Data Migration Lead


			The Data Migration Lead defines the strategy for migrating data from MCIS 1.0 to MCIS 2.0. The Data Migration Lead has expert knowledge of the MCIS 2.0 core data structure and is able to quickly develop a detailed working knowledge of MCIS 1.0 data structures. The Data Migration Lead works closely with the functional, technical and testing leads to ensure the data migration approach and schedule remains aligned with the overall MCIS 2.0 Replacement Project. The Data Migration Lead is responsible for ensuring continuous updating, maintenance and organization of all data migration related project documentation.





			Organizational Change Management (OCM) and Training Lead


			The OCM and Training Lead assists the City in planning for operational impacts that will result from the implementation of MCIS 2.0. The OCM and Training Lead documents the stakeholder landscape. The OCM and Training Lead ensures business impacts and training needs for each stakeholder group are identified. The OCM and Training Lead designs MCIS 2.0 training programs optimized for each stakeholder group. The OCM and Training Lead is responsible for ensuring continuous updating, maintenance and organization of all organizational change management documentation (including training documentation).
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Project Manager  The Project Manager  is   the  V endor’s primary resource responsible for the  day - to - day management of the project, including coordinating all  V endor  and subcontractor project resources and ensuring such resources perform  efficiently, optimally and produce acceptable work product at all times.  The Project Manager is  the primary Vendor point - of - contact for the  project.  



Functional Lead  The Functional Lead  ensures that the   business and functional aspects   of  the delivered MCIS 2.0 solution are aligned with the project’s functional  requirements and operational objectives. The Functional Lead provides  court subject matter expertise to the pr oject team.  The Functional Lead  is   responsible for ensuring continuous updating, maintenance and  organization of  functional requirements  and related project.  



Technical Lead  The Technical Lead  ensures that the   underlying technology  (architecture,  hardware,   software, infrastructure, etc.) of the delivered MCIS 2.0 solution  is aligned with the project’s technical requirements and the City’s  enterprise architecture principles. The Technical Lead ensures  consistency and use of industry best practices in the rea lization of the  MCIS 2.0 architecture.  The Technical Lead  is   responsible for ensuring  continuous updating, maintenance and organiz ation of all technical  requirements and  related project documentation.  



Testing Lead  The Testing Lead  confirms that MCIS 2.0 t est cases are comprehensive  and that test execution is rigorous and consistent with test plan guiding  principles and methods. The Testing Lead ensures traceability is  maintained between requirements and testing activities. The Testing Lead  prepares summary   level reporting of testing activity and defect  management trends.  The Testing Lead  is   responsible for ensuring  continuous updating, maintenance and organization of all testing related  project documentation.  
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Organizational  Change Management  (OCM)   and Training  Lead  The OCM and Training Lead assists the City in planning for operational  impacts that will result from the implementation  of MCIS 2.0. The OCM  and Training Lead documents the stakeholder landscape. The OCM and  Training Lead ensures business impacts and training needs for each  stakeholder group are identified. The OCM and Training Lead designs  MCIS 2.0 training programs optimi zed for each stakeholder group. The  OCM and Training Lead   is responsible for ensuring continuous updating,  maintenance and organization of all  organizational change management  documentation (including training documentation).  
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Data Dictionary


			Table Name			Description


			A1_CHDOC_dmnd_data_rolled_up


			A1_CS_dmnd_data_rolled_up


			ListB2


			acc_rcvd			This table is the response table which will hold the access switch messages to mcis


			acc_rqst			This table keeps track of the requests queued up to the access switch


			acc_tran			This table has only one row which keeps track of the last access transaction requested.


			acct


			acctnt_batch			Keeps track of whether the accountant's business day is open or closed


			active_dockets


			addr			Stores addresses for defendants, attorneys, and organizations


			agncy_assigned			Public defender agency assigned history table


			allcits


			alliance_a1_cases


			alliance_a1_chdocs


			alliance_client_list


			alliance_client_list_detail


			alliance_client_source


			alliance_coll_sept


			alliance_compare_a1_smc_dmnd_cases


			alliance_compare_a1_smc_dmnd_chdocs


			alliance_dmnd


			alliance_dmnd_sept


			alliance_errors


			alliance_missing_a1_dmnd_cases


			alliance_missing_a1_dmnd_chdocs


			alliance_missing_smc_dmnd_cases


			alliance_missing_smc_dmnd_chdocs


			alliance_smc_cases


			alliance_smc_chdocs


			aoi_excpt


			appl			A table to keep track of appeals


			assignment_type


			atty


			atty_orig


			audit_2 1 _coll


			audit_2 1 _summary


			audit_2 1 _timepay


			axsis_audit			Information about traffic camera tickets


			axsis_input


			axsis_input_test


			axsis_return


			axsis_sync


			b711   _errors


			bad73


			badpays


			bail_dsbsmt


			bail_payr			The person putting up bail


			batch_log


			bk_chrg			This table stores the charges associated with the bk_doc table.


			bk_doc			This table keeps information sent by the king county jail(smc notification). it is used by criminal citation entry to pre-fill the screen.


			bond			The bonds for a given obligation from a bonding company


			bond_co


			bondng_co			The bonding company table


			bsc_lu			Bsc(bisynchronous) lu(logical unit) control table for session control to dol(department of licensing) unisys 11/92 machine.


			c_acct_reas			Contains collection account status reason codes and descriptions.


			c_acct_reas_codes


			c_acct_status			Contains collection account status codes and descriptions


			c_trans_typ			Contains collection transaction type codes and descriptions.


			cancel_cd			This table stores codes and descriptions for parking cancel.


			cancel_text			A table to store cancel text information.


			CaseHistory


			cases


			caseseal_temp


			cashier_batch			To manage cashier's accounts


			ccns


			ccss_load


			chdoc			A table to record all charging information


			chdoc_annex			Supplemental chdoc information that was not in the original design


			chdoc_hhpkrs			Supplimental charging document information used by hand-held ticketing devices.


			chdoc_offcr			The intersection table between charging document and officer


			chdoc_stat			This table is designed to track data entry statistics for the entry of parking citations into mcis.


			chdoc_status			Lookup table for chdoc_status_cd


			chdoc_typ			Lookup table for chdoc_typ_cd


			chdoc_typ_cd


			chdoc_unsl


			chk			Table to store checks created by the court


			chk_acct			This table stores the check account information.


			chk_ft			This table is an intersection table between the check and financial transaction tables.


			chrg			This table contains components of a specific charge.


			chrg_disp_smry			This table stores counts of charges disposed by disposition and month. it is used to produce reports.


			chrg_dispo			Charge disposition log


			chrg_filed_smry			This table stores counts of charges filed by month. it is used to produce reports.


			chrg_hx			This table keeps a history of the chrg table


			chrg_hx_unsl


			chrg_status			Charge status codes


			chrg_unsl


			cit_sign_out			This table keeps the information about the parking citations that an officer has signed out.


			cit_status_cd			Citation status codes


			civil_appeals			Civil cases appealed


			civil_attorneys			Civil attorney contacts


			civil_case			Civil cases


			civil_case_comment_backup


			civil_casecontacts			Civil case contact intersection table


			civil_casedefendant			Civil case defendant intersection table


			civil_caseevents			Civil case event type and remarks


			civil_caseeventtype			Civil case event lookup


			civil_casestatus			Civil case status lookup


			civil_comments			Civil case comments


			civil_config			Civil web app configuration table


			civil_contactidentity			Civil contact type lookup table


			civil_contacts			List of all civil contacts


			civil_contacttype			Civil contact type lookup


			civil_decision			Civil case decision lookup


			civil_defendantattorney			Defendants civil case attorney(s)


			civil_documents			List of civil case documents filed, and their type


			civil_documentsource			Civil defendant or plaintiff document lookup


			civil_documenttype			Civil case document type lookup


			civil_exhibithearingtype			Civil case hearing exhibit type lookup


			civil_exhibits			Civil case exhibits


			civil_exhibitsource			Civil case exhibit source lookup


			civil_filetrack			Civil case file tracking


			civil_hearing			Civil case hearings


			civil_hearinglocation			Civil case hearing location lookup


			civil_hearingstatus			Civil case hearing status lookup


			civil_hearingtimes			Civil case hearing time lookup


			civil_hearingtype			Civil case hearing type lookup


			civil_judge			Civil case list of judges


			civil_schedulehistory			Civil hearing schedule sent email log


			cllctn_acct			Contains collection account info such as account status etc.


			cllctn_acct_tp			Collections accounts that are on time pay


			cllctn_pmt_tp			Payments on collections accounts that are on time pay


			cllctn_trans			Contains collection transaction info such as send, recall, and update account status transactions.


			cncurr_obl			To associate concurrent obligations.


			coll_recall


			coll_tape			This table stores the information from the collection tape that is applied to mcis with the b52.4ge program. the type 3 records are stored until smc can decide what to do with them.


			collection_baseline_account_file


			collection_baseline_case_file


			collection_baseline_chdoc_file


			collection_baseline_chrg_file


			collection_baseline_citation_file


			collection_baseline_def_ref_file


			collection_baseline_obl_file


			collection_initial_account_file


			collection_initial_citation_file


			collection_initial_hh_account_file


			collection_initial_hh_case_file


			collection_initial_hh_chdoc_file


			collection_initial_hh_chrg_file


			collection_initial_hh_citation_file


			collection_initial_hh_def_ref_file


			collection_initial_hh_obl_file


			collection_load_results


			collection_payment_tp


			collection_remit_file


			collection_scofflaw


			collection_smc_hh_sync


			collection_smc_summary


			collection_status_file


			collection_veh_contact_file


			commcrt_  1


			confirmed


			convdata


			converrs


			cor_richcookiskingofmcis			Denormalized conditions of release data for rich cook reporting


			corres			This table keeps correspondence information in mcis that are not included in notices(notc).


			corres_cd			This table keeps track of standard correspondence codes.


			corres_text			A table to store correspondence text information.


			crt2 1_adjudicationhistory


			crt2 1_caseevents


			crt2 1_config


			crt2 1_exception


			crt2 1_inprocess


			crt2 1_session


			crt2 1_session_case


			crt2 1_session_deletes


			crt2 1_session_status


			crt2 1_session_type


			crt2 1_task


			crt2 1_task_exception


			crt2 1_task_type


			crt2 1_walkin


			crt_day_off			This table holds the days that the court is off.


			crt_loc			This table is necessary to allow court departmentsto schedule hearings in more than one location at different times & indicate location description onhearing notices.


			cs			This table contains information indicating the overall status of a case and related events.


			cs_catg			This is a table to describe the type of case based on the cs_catg_cd. it currently only used for domestic violence.


			cs_df			Links cases to defendants and visa-versa


			cs_df_bk


			cs_evdnc			Each piece of evidence can be tied to more than one case.


			cs_event			A table to record case events


			cs_event_cd			A look up table for standard case events


			cs_event_rmks			This table stores case event remarks.


			cs_event_unsl


			cs_evnt_notc			Notices to create based on case events?


			cs_for_missing_df_nme


			cs_old


			cs_pr			An intersection table between the cs and pr tables. this is because one pr could cover several cases.


			cs_seal


			cs_seal_extended


			cs_seal_unsl


			cs_sealed_cases


			cs_stat_cd			Case status codes


			cs_typ_cd			Case type codes


			cs_unseal


			cs_unseal_history


			cs_unseal_orig


			cs_vctm			Victim(s) in a case


			cs_vctm_unsl


			cs_wtnss			Witnesses in a case


			cs_wtnss_unsl


			cv_df			This table holds information regarding civil defendants.


			cv_docket			This table keeps information regarding a civil docket.


			d


			daily_agency_load


			daily_agency_load_log


			daily_bal5 1 1 _summary


			daily_bal5 1 4 _summary


			daily_bal_account_org


			daily_bal_account_org_new


			daily_bal_account_org_upd


			daily_bal_adjustment_types


			daily_bal_adjustments


			daily_bal_b5    1_totals


			daily_bal_b5    4_detail


			daily_bal_b5    4_totals


			daily_bal_b81   1_totals


			daily_bal_b81  11_totals


			daily_bal_batch_process


			daily_bal_batch_process_log


			daily_bal_cs_detail


			daily_bal_ft_detail


			daily_bal_jrnl_entry_detail


			daily_bal_kubra_staging


			daily_bal_obl_detail


			daily_bal_param_inputdata


			daily_bal_r1 42a


			daily_bal_r1 42b


			daily_bal_r1 42c


			daily_bal_r5 1 1 _cashier_totals


			daily_bal_r5 1 1 _ex_alliance


			daily_bal_r5 1 1 _ex_don


			daily_bal_r5 1 1 _ex_ivr


			daily_bal_r5 1 1 _ex_treasurer


			daily_bal_r5 1 1 _single_cashier


			daily_bal_r5 1 1 c_sec1


			daily_bal_r5 1 1 c_sec2


			daily_bal_r5 1 1 c_sec3


			daily_bal_r5 1 1 c_sec4


			daily_bal_r5 1 1 c_seca


			daily_bal_r5 1 4 


			daily_bal_r5 1 4 _totals


			daily_bal_r5 1 42_summary


			daily_bal_r5 1 42_totals


			daily_bal_r5 5   


			daily_bal_r5 5   _aggregate


			daily_bal_r5 5   _deltas


			daily_bal_r5 5   _desc_changes


			daily_bal_r5 5   _detail


			daily_bal_r5 5   _diff


			daily_bal_r5 5   _month_end_total


			daily_bal_r5 5   _mthend


			daily_bal_r5 5   _new


			daily_bal_r5 5   _prev


			daily_bal_r5 5   _previous_day


			daily_bal_r5 5   _test_only


			daily_bal_r5 5   _working_mthend


			daily_bal_r5 7   


			daily_bal_r5 8   


			daily_bal_r5 8   _totals


			daily_bal_r513   


			daily_bal_r513   _detail


			daily_bal_r516   


			daily_bal_r516   _rmks


			daily_bal_r516   _view


			daily_bal_r613   


			daily_bal_r613   _acct_org


			daily_bal_r613   _data


			daily_bal_r613   _detail


			daily_bal_r81 999b_totals


			daily_bal_rcpt_detail


			daily_bal_remit_date


			daily_bal_report_account_org


			daily_bal_report_account_org_new


			daily_bal_report_actuals_journal


			daily_bal_report_actuals_r5 5   _xref


			daily_bal_report_detail


			daily_bal_report_groups


			daily_bal_report_grps


			daily_bal_report_sections


			daily_bal_reports


			daily_bal_reprocess_jobs


			daily_bal_reprocess_requests


			daily_bal_rpt5 5   


			daily_bal_rpt_je_summary


			daily_bal_trans_typ


			daily_bal_vouchers


			daily_balance


			datadictionary_columns			Mcis field names


			datadictionary_datatype			Lookup of datatypes for the data dictionary app


			datadictionary_procid_tabid			List of all mcis tables referenced by each stored procedure


			datadictionary_tables			List of mcis table names, descriptions and comments


			datarep_mem


			del_trap


			deleted_obl


			demand_tape


			dept			A table that contains the various court departments and their associated numbers.


			df			Contains the basic defendant information


			df_addr			Defendant address intersection table


			df_cnsldt_log			A table to keep track of defendant consolidations.


			df_email_addr			Defendant email address


			df_lic			This table contains a defendant's licenses.


			df_missing_df_nme


			df_nme			This table associates defendants and defendant's alias's / birthdays


			df_ref			A table for defendant's reference


			df_rmks			Links defendant to defendant remarks and stores editing information


			df_rmks_rmks			A table to store defendant remarks.


			df_ssa			This table stores the encrypted key for a name to be used by the ssa search software to accurately locate defendants


			df_ssa_a


			df_ssa_nme


			df_veh


			dfssn			Used to store defendant ssn.  - depreciated: ssns are no longer stored


			dism_reas			This table stores codes and descriptions for charge dismissals.


			disp_log			Tracks which cases have been sent to which agency (i.e. dol, oac, etc)  row size = 3 bytes


			disp_log_unsl


			disp_wrk


			disp_wrk_old


			dist			A table to store information about distribution of revenue from violations.


			dist_cd			This table is used to handle distribution of payments.


			dist_ext


			dol_hold			This table has only one row which is the next dol_hold_nr value.


			dol_hold_and_releases_dates


			dol_hold_and_releases_formatted


			dol_hold_and_releases_records


			dol_plates


			dol_req_type_ref			Dol registration hold/release activity codes


			dol_requests			Dol registration hold/release requests


			dol_veh			Holds responses from departments of motor vehicle for ca/or/wa. loaded from tape, used by batch programs only.


			dol_veh_test


			dolholds			Registration holds sent to dol?


			dolmissingfrommcis


			dolnoamountdue


			doloriginaldata


			dolreleases			Registration releases sent to dol?


			don_pay_errors			Errors in department of neighborhoods payments


			don_pmt			Department of neighborhoods payments


			drop_lst			This table manages the obl_lst table.


			dummy


			dummy1


			dummy2


			dummydummy


			dv_vctm			Domestic violence victim


			ecf_casehearingdocumentstatus


			ecf_caseheld			Shows whether a hearing has been held for a given case


			ecf_casenotes			Notes entered for a case


			ecf_caseprep			Cases that have been preped for their hearing


			ecf_documentrouting			Allows for routing of a document to a courtroom and user group


			ecf_documentroutingrecipients			A look up list of ecf user groups


			ecf_hearingnotes			Notes associated with a hearing


			ecf_homecourtroom			The default courtroom of each ecf user


			ecf_impersonate			Admin function. allows an court tech administrater to impersonate a user role for testing purposes.


			ecf_revieweddocuments


			ecf_sendtolist			A list that can be selected to send a document to a predetermined list of recipients


			ecf_sendtolistrecipient			A table to join ecf_sendtolist to ecf_sendtorecipients for a many to many relationship


			ecf_sendtolog			A history of all ecf sent to operations


			ecf_sendtorecipient			Recipients that can be used ecf for emailing or faxing of documents


			ecfcasegeneration_casenumbers			Manually maintained list of case numbers available to city law


			ecfcasegeneration_casestatus			Lookup values for case status


			ecfcasegeneration_rejectionreasons			Lookup table of reasons a case may be rejected


			ecfcasegeneration_uploads			List of documents uploaded for a case


			ecfcasegeneration_uploadstatus			Lookup table with upload status values


			ecfforms_bailiffhearingtypes			Hearing type codes the bailiff forms app will look for


			ecfforms_categorytypes			The categories that the bailiff forms data entry screen is divided into


			ecfforms_datatypes			The data types the bailiff forms app recognizes


			ecfforms_defaultdocuments			The documents that are selected automatically for each courtroom


			ecfforms_fieldtypes			All custom field types that can collect data on bailiffs data collection screen


			ecfforms_form_field			Joining table between ecfforms_fieldtypes and ecfforms_formtypes


			ecfforms_formtypes			All form types that can be created by bailiffs


			ecfforms_judgesdata			Saved conditions of release information by judges. used by bailiffs to generate form.


			ecfforms_judgesdata_archive			Saved conditions of release information by judges. moved here at the end of each business day


			ecfforms_saveddata			History of all defendants processed through the app by the bailiffs


			ecfforms_signature			A temporary holding place for a defendant signature since it is to large to pass on the query string


			ecfportal_agencies			Lookup table of values for agencies a clerk or attorney can belong to


			ecfportal_expire


			ecfportal_prose			Cases that a defendant is being represented pro se


			ecfportal_requestarchive			Request archive for portal account applicants who did not complete the process during the required timeframe.


			ecfportal_requestqueue			Active portal account requests


			ecfportal_requeststatus			Look up table of account request status


			ecfportal_uploadrejectionreasons			Lookup table for reasons a document can be rejected


			ecfportal_uploads			Documents that have been uploaded through the portal


			ecfportal_uploadstatus			Lookup table for document upload status values


			ecfportal_users			Portal users


			ecfportal_usertype			Lookup table for portal user type values


			ecfportalmailer_messages			Table used by the ecfportalmailer


			ecfreport_filetracker			Import of data from visual fox pro file tracker data


			ecfreport_filetracker_status			nformation about when file tracker data was last imported


			ecit_df_log


			ecit_errs


			ecit_load


			emp_notc_insur


			emp_notc_insur_log


			empl			List of employees who have access to mcis


			empl_dept			This table keeps codes and names of employee departments.


			empl_grp			This table stores joins between the empl and grp tables. rows in this table indicate which groups an employee belongs.


			evdnc			Contains information about evidence such as description, location, owner, and release date.


			evdnc_disp			A table to store evidence dispostion codes and descriptions.


			facility_employees			List of facilities employees who can be assigned a request


			facility_locations			Facility location lookup


			facility_request			Employee facility request submission


			facility_request_categories			Facility request category lookup


			facility_request_notes			Facility notes recorded for a request


			file_loc


			file_mgt_admail_account			Adjudication by mail case submission


			file_mgt_admail_submission			Adjudication by mail documents submitted per case submission


			file_mgt_admail_submission_deletes			Deleted adjudication by mail documents submitted per case submission


			file_mgt_call_history			Admail defendant case phone call log


			file_mgt_case_exception			Admail dashboard processed errors


			file_mgt_config			Admail dashboard process configuration timestamp


			file_mgt_exception			Admail dashboard error lookup


			file_mgt_note			Admail submission notes


			file_mgt_note_type			Admail submission note type lookup


			file_mgt_reindex


			file_mgt_reindex_type


			file_mgt_rescan			Admail list of case documents to be rescanned


			file_mgt_review_status			Admail review status lookup


			file_mgt_workflow			Admail workflow status


			file_mgt_workflow_complete			Admail workflow list of cases completed and ready for admail scheduling


			filetracker			Imported information from probation file tracker database


			final_contested


			fix_veh_contact


			fix_xcld


			fixcasetype


			fndg_cd


			fonly			This table has no rows in it. its only purpose is to provide syscolval and syscolatt entries for columns used in forms that are not part of the database.


			freq_temp


			frm_conditionsofrelease			Video arraignment conditions of release form data


			frm_conditionsofreleasecases			Video arraignment conditions of release cases


			from_aoi


			from_aoi2


			ft			This table contains information about each financial transaction the court makes.


			ft_typ			Lookup table for transaction types


			func			This table keeps a list of functions for use in security.


			func_grp			This table stores information joining functions with groups.


			func_param			This table keeps the list of functional parameters to a given function as well as its return values.


			func_source


			func_tty			This table stores tty and function foreign keys toindicate which tty's a given function can execute on.


			furlogh


			grp			This table stores a list of groups that are used in the mcis system. it is used for security.


			hl_audit


			hrng			This table contains information about hearings


			hrng_allow_cllctn


			hrng_ckin			Records the hearings set for magistrates and records a defendant's status


			hrng_ckin_mag


			hrng_intrpt			Intersection table between case_hrng and intrpt


			hrng_intrpt_annex			Hearing interpreter by phone designation


			hrng_intrpt_comment			Hearing interpreter duration information


			hrng_intrpt_history


			hrng_load			This table contains the hearing load for each shift of each department in the court. it is used to balance the case load across departments.


			hrng_offcr			An intersection table between case_hrng and officer tables


			hrng_preq			This table contains information regarding the prerequisites for scheduling a particular hearing type.


			hrng_preq_desc			This table contains a description of each hearing prerequisite code


			hrng_rdnss			Table required to store elements specifically pertaining to readiness & master calendar manipulation & reporting.


			hrng_rdnss_rmks			A table to store hearing readiness remarks.


			hrng_rmks			A table to store hearing remarks.


			hrng_rqst			A table to keep track of hearing requests.


			hrng_rqst_unsl


			hrng_schdl_excpt			This table will store all exceptions that existed when the case was scheduled, such as: officer conflicts, execeeded availablity, etc. the contents will be printed and deleted each night batch process


			hrng_smry			This table stores counts of hearings scheduled and heard by month it is used to produce reports.


			hrng_stat_cd			Hearing status codes


			hrng_tape			This table associates a tape with a hearing


			hrng_typ			This table contains the hearing type information


			hrng_typ_schdl


			hrng_unsl


			hrng_wtnss			Intersection table between case_hrng and wtnss


			id			Alternat identification table for df's/cases


			id_rcvd


			id_typ			Code and edit table for id type codes


			imp_temp


			intrpt			List of smc interpreters


			intrpt_annex			Additional smc interpreter information


			intrpt_assignment_complete			Interpreter job paid flag and job comments


			intrpt_comment			Additional smc interpreter information


			intrpt_courtrooms			Interpreter courtroom locations


			intrpt_location			Interpreter request location lookup


			intrpt_non_mcis_request			Interpreter non case and non hearing requests


			intrpt_non_mcis_request_assignment			Interpreter non case and non hearing assigned requests


			intrpt_non_mcis_request_assignment_history			Interpreter requests without a case or hearing association


			intrpt_rates			Interpreter rates lookup table


			intrpt_referrals			1lingua referrals


			intrpt_request			Interpreter case but no hearing requests


			intrpt_request_assignment			Interpreter case but no hearing request assignments


			intrpt_request_assignment_history			Interpreter request assignment history


			isis_agncy_percents


			isis_assign_status			Public defense agency referral status lookup


			isis_defendant_info_for_dpd			Public defense agency referrals updates to defendant financial eligibility


			isis_df_last_assigned


			isis_employment


			isis_expenses


			isis_income


			isis_liquid_assets


			isis_pr_dvoca_notes			Dv out of custody screen notes for judges in advance of a dvoca hearing


			isis_pr_screening			Personal recognisance indigency screening financial screen


			isis_presump_elig


			isis_screening			Indigency screening financial screen


			isis_screening_mstr


			isis_support


			isis_support_findings


			ivr_anomalies			Assessment numbers whose type cannot be determined by ivr_getassessment


			ivr_audit			Detailed information about electronic payments from web apps and ivr system.


			ivr_obl_typ_exceptions


			ivr_permitted_pc			Pcs with the necessary security hardening to run the internal payment app


			ivr_pmt			Legacy table with information about ivr and web payments


			ivr_stage			Used to verify that all trans actions that are started are also finished.


			ivr_survey			An optional survey that people can take after making a web payement


			jgmt_dsmsl_rmks			This is a table to store judgement dismissal remarks.


			jgmt_rmks			A table to store judgement remarks.


			jobq			This table keeps a list of job queue names for use in assigning a report to a job queue.


			jrnl_entry			This table stores all the journal entries.


			judicialnotes			Judges blue notes


			juror


			juror_day			To account for a juror's day


			kubra_staging


			lang			Language code and description


			lang_intrpt			Language interpreter intersection table


			lang_priority			Prefered order to display languages based on how commonly used they are


			local_prntrs			This table stores intersection information betweenthe tty and the printer tables.


			lu_sna_bsc			This table will contain 64 rows. half will be forthe sna 327 lu's, the other half for the 327bsc lu's


			magops_adjudicationhistory			History of admail adujdication findings


			magops_adjudicationscenarios			Table containing possible adjudication findings for a given case and chdoc types


			magops_admailtransferhistory			History of admail transfers from one magistrate to another


			magops_assignmenthistory			History of bulk defendant assignments to magistrates


			magops_caseevents			Detailed information about case events used by magistrates


			magops_communityserviceviolations			Violation codes that are community service eligible


			magops_courtrooms			All courtrooms, justice center and community, where informal court is held


			magops_courttypes			Types of hearings that are eligible for admail


			magops_excuse			Cases that a magistrate has been excused from


			magops_excuse_cd			Lookup table with reasons for a magistrates excusal from a case.


			magops_hearingprep			Information about preperations made for an admail hearing


			magops_hrngsubtypes			Hearing types that can be part of an admail session


			magops_inprocess			Holding table for details about an admail session that is currently being heard by a magistrate


			magops_inprocessstatus			Lookup table for magops_inprocess status


			magops_judgesnotes			Judges blue notes for informal court.


			magops_magistrates			List of empl_nr for active admail magistrates.


			magops_mandatoryfees			Display order for mandatory fees of obligations


			magops_pleahrngtyp


			magops_postadjudicationtasks			A list of tasks that must be carried out by a clerk to complete an admail session


			magops_reductionrestrictions			Warning for certain violation codes that should not have their fine reduced


			magops_specialforms			Admail sessions that need to be reviewed by a clerk before being sent out


			magops_specialforms_deletes			Archive table for magops_specialforms


			magops_standardlineup			List of magistrates that are normally scheduled on a day's line up.


			magops_todayslineup			Magistrates on the current days line up.


			magops_zzletterhistory


			magops_zzletterqueue


			magops_zzlettertypes


			mapping_history			History of when mapping table is updated


			mapping_richcookiskingofmcis			A list of geocoded citations


			master_courtroomemail			List of courtrooms and email addresses. used by master calendar app.


			master_courtrooms			Types of calendars that are heard in each courtroom


			master_hearingtypes			Types of hearings that are heard for each calendar type.


			master_priority			Contains cases that are assigned a priority number for master calendar.


			mcis_courtrooms			Detailed information about all smc courtrooms


			mcis_network_xref			Windows login to mcis login intersection table


			mcis_parms			A table with one row in it to keep values that are relatively constant(e.g. presiding judge, mcis addresss, etc.)


			mh_agency


			mh_axis_1_diag


			mh_axis_2_diag


			mh_axsis_1


			mh_case_def


			mh_charge


			mh_df_attributes


			mh_disability


			mh_eligibility


			mh_exit


			mh_exit_reason


			mh_homeless


			mh_inelig_reason


			mh_intrp_req


			mh_intrp_required


			mh_language


			mh_opt_out_reason


			mh_other_agncy


			mh_prog_entry


			mh_race


			mh_referal_agncy


			mh_refered_to


			mh_referral_reason


			mh_referral_source


			mh_resident


			mh_sexual_minority


			mh_st_ment_health


			mh_state_priority


			mh_substance


			mh_veteran


			monitor_rmk			A table to add remarks about obligation compliance monitoring


			monitor_rmks_rmks			A table to store monitor obligation remarks.


			motion			Ties motion to case event and requestor, and gives status


			motion_rmks			A table to store motion remarks.


			munict_evdnc_loc			Public safety building and justice center lookup table


			nco			This table contains information on written no contact order obligations.


			new_viol


			notc			This table keeps a record of every notice that is sent out from mcis.


			notc_done


			notc_fix


			notc_scrub


			notc_typ


			notc_unsl


			notc_unsl_old


			nuke_disp


			nxt_cs			This table contains one row which has the last used non-criminal case number.


			oac_lu			Oac's sna (system network architecture) lu (logical unit) control table for session control to oac's ibm machine


			obl			This table contains information about a defendant's obligations


			obl_annex			Contains obligation information not in the original design


			obl_audit


			obl_end_reas			A table that contains all the reasons for ending an obligation


			obl_extension_acct			Obligation extention events done through the time pay web application


			obl_extensions			Individual obligation extentions done through the time pay web application


			obl_lst			This table is used in a program to make a list of obligations to apply payments.


			obl_lst_backup


			obl_rev


			obl_rmks			A table to store obligation descriptions.


			obl_status			A table that defines the types of obligations


			obl_test


			obl_typ


			obl_typ_hrng_std			This table keeps info regardiing ordering hearing standard.


			obl_typ_miti_std			A table used to select and order mitigation obligation types.


			obl_typ_wrnt_reas			This table is used to associate obligation types to warrant reasons.


			obl_unsl


			obl_unsl_old


			off_duty			This table contains codes and descriptions for off duty reasons for officers.


			offcr			This table contains an officer's name, status, and shift.


			offcr_days_off			A table to keep a list of officers days off.


			offcr_days_rgf


			offcr_furlough


			offcr_in			Officer information


			offcr_info


			offcr_temp


			offcr_tmp


			onboard_3 _day_noticeable


			onboard_cntrl


			onboard_courtesy


			onboard_list


			onboard_notice_detail


			onboard_owner


			onboard_owner_new


			onboard_paylocknoticeactivity


			onboard_test


			onboard_time_pays


			onboard_todays_scoflaw


			org


			ori


			ori_log


			override_rel


			paid_its


			parkers


			parkers_staging_count


			parkerserr


			parkersup			Parkers upload table


			parkersup_save


			plea_cd


			plea_change


			policereport_log


			pr			Personal recognizance screens


			pr_address_type			Personal recognizance screen address type lookup


			pr_condtn_desc			A table to store personal recogncizance condition descriptions.


			pr_probablecause			Personal recognizance probable cause finding


			pr_probablecause_bk


			pr_probablecausecharges			Personal recognizance probable cause inidivual charge finding


			pr_ref			This intersection table keeps track of which defendant references were used for a personal recognizance.


			pr_screening			Personal recognizance screen


			pr_screening_determination_cd			Personal recognizance indigency determination lookup


			pr_scrn_smc_prob_level


			pr_source_of_income			Pr income source codes


			pr_unsl


			prgrm_org


			prgrm_typ			Program type codes


			prk_cancel			A table to keep track of parking cancel notices.


			prk_pmt			This is a temporary table that holds information from the agency that collects parking ticket monies(currently afts).


			prntr			This table keeps a list of mcis printers and the attributes of the printer.


			prob_act_status			Probation activity status lookup table


			prob_activity			Probation defendant activities


			prob_activity_currently_recieving			Probation dshs activity benefits defendant is currently receiving


			prob_activity_freq			Probation activity frequency lookup


			prob_activity_name			Probation activity lookup table


			prob_agency			Probation agency, associated with one or many activities


			prob_agency_function			Probation activity agency intersection table


			prob_appointment			Probation defendant appointment table


			prob_assessment_level			Probation assessment level values table


			prob_assessment_type			Probation assessment type lookup table


			prob_assigned_color			Probation drug testing frequency/color lookup table


			prob_classification_levels			Probation classification level lookup table


			prob_cnsler_work_units			Probation work unit counselor intersection table


			prob_compliant_status			Probation monitoring event compliance status lookup table


			prob_comunication_type			Probation monitoring event communication type lookup table


			prob_contact_party			Probation monitoring event contact type lookup table


			prob_cs			A table to store probation information for a case. only 5 to 1% of cases will be assciated with a case.


			prob_currently_recieving			Probation dshs activity benefits currently receiving lookup table


			prob_dashboard_hrngs_acknowledged			Probation dashboard acknowlged hearing reminders


			prob_df_alerts			Probation counselor dashboard alerts


			prob_df_answers			Probation defendant assessment questioin and answer intersection table


			prob_df_assign_history			Probation defendant counselor reassignment history table


			prob_df_classification			Probation defendant classification level assessments


			prob_df_empl_status			Probation defendant employment status lookup table


			prob_df_marital_status			Probatoin defendant marital status lookup table


			prob_df_status			Probation defendant status lookup table


			prob_dummy


			prob_employers


			prob_event			Probation defendant activity monitoring event intersection table


			prob_ivr_answers			Probation defendant ivr monitoring event


			prob_ivr_input


			prob_letter_abstain_violation			Probation defendant abstain violoation letter


			prob_letter_administrative_sanctions			Probation defendant abstain violation letter


			prob_letter_day_reporting_status			Probation defendant day reporting status letter


			prob_letter_day_reporting_violation			Probation defendant day reporting abstain violoation letter


			prob_letter_dismissal			Probation defendant dimissal report


			prob_letter_dismissal_notice			Probation defendant dismissal notice


			prob_letter_general			Probation defendant general letter


			prob_letter_missed_appointment			Probation defendant missed appointment letter


			prob_letter_new_appointment			Probation defendant new appointment letter


			prob_letter_order_to_close			Probation defendant order to close probation


			prob_letter_presentence


			prob_letter_review			Probation defendant review report


			prob_letter_review_cs			Probation defendant review report current situation


			prob_letter_status_report			Probation defendant status report


			prob_letter_status_report_cs			Probation defendant status report current situation


			prob_letter_two_year_dp_notice			Probation defendant 2 year dp notice report


			prob_letter_types			Probation defendant letter type list


			prob_letter_violation			Probation defendant violation letter


			prob_letter_violation_notice			Probation defendant violation notice


			prob_letter_warrant_request			Probation defendant bench warrant request


			prob_marked_cases			Probation defendant letter to case number association


			prob_marked_conditions			Probation defendant letter violations marked


			prob_military_serv			Probation defendant military service type lookup table


			prob_notes			Probation defendant notes


			prob_obl_act			Probation defendant activity associated obligations


			prob_obl_types			Probation defendant obligation types


			prob_revocation_status			Probation defendant close probation period revocation status lookup table


			prob_risk_answers			Probation defendant risk assessment answers and their score values


			prob_risk_questions			Probation defendant risk assessment questions


			prob_risk_results			Probation defendant risk assessment results


			prob_sentencing_judge


			prob_support			Probation defendant support type lookup table


			prob_tasks			Probation counselor dashboard task items


			prob_termination_reas			Probation defendant termination reason lookup table


			prob_work_crew_term_reas			Probation defendant work crew activity termination reason lookup table


			prob_work_units			Probation counselor work units


			prob_xref_comm_type


			prob_xref_contact_party


			probation_2 16


			probation_case			Probation list of cases imported into seatrac web app


			probation_case_status			Probation defendant case lookup table


			probation_cnsler			Probation counselor table


			probation_cnsler_roles			Probation counselor role lookup table


			probation_df			Probation defendant table


			probation_df_dayreporting_activity_close			Probation defendant day reporting activity closures


			probation_df_dayreporting_alerts			Probation defendant day reporting counselor and defendant alert notes


			probation_df_dayreporting_close_reasons			Probation defendant day reporting activity close type lookup table


			probation_df_dayreporting_reporting_history			Probation defendant day reporting change in reporting status history


			probation_df_dayreporting_reporting_history_defendants			Probation defendant day reporting reporting history


			probation_df_dayreporting_status			Probation defendant day reporting current reporting status


			probation_df_dayreporting_status_history			Probation defendant day reporting change in reporting status history


			probation_df_drug_test_status			Probation defendant drug testing activity monitoring event test status lookup table


			probation_df_drug_tests			Probation defendant drug tests


			probation_df_scheduled_sign_ins			Probation defendant scheduled sign-ins


			probation_df_sign_in_override_types			Probation defendant scheduled sign-in override lookup table


			probation_df_sign_in_overrides			Probation defendant scheduled sign-in overrides


			probation_df_sign_in_template			Probation defendant sign-in template


			probation_df_sign_ins			Probation defendant sign-ins


			probation_df_termination			Probation defendant termination of probation period


			probation_oliver


			procback_history			Stores a backup copy of all stored procedures.


			public_dfns			Public defense agencies


			purge_cntrl


			purge_save_chdocs


			pwupload_batch			History of when pw upload batches have been run


			pwupload_history			Details about each pw upload batch


			pwupload_sources			List of pw upload batches types and where the documents can be found


			r5 5   _account_cd


			r5 5   _test_rpt


			r5 5   b_account_cd


			r613   _account_cd


			r613   _acct_map


			rcpt			Holds receipt information.


			rcpt_mthd			Payment type codes for receipts


			rcpt_nme_addr			This table keeps information about a receipts name name and address if needed.


			rcpt_rmks			This table keeps any remarks made about a receipt.


			rcpt_scrb


			rcpt_scrb2


			rcpt_unsl


			re_add_war


			referral


			referral_agency


			referral_agency_log


			referral_agency_process


			referral_agency_process_rec


			referral_case_agency


			referral_case_emaillog


			reg_owner


			related_cs_nr


			related_css			A table that keeps a serial number to allow cases to be tied together


			rep			This table stores information regarding reports.


			rep_jobq			This table keeps information linking reports with job queues.


			rep_prntr			This table keeps instersection information about which reports are allowed to run to on which printers.


			rep_rgrp			This table keeps information linking reports with report groups.


			rest_dmge			A table to enter restitution damage for an obligation.


			rest_smry			This table stores restitution balances by status (e.g. 3-45-6 days overdue) by month. it is used to produce reports.


			rest_status			This table stores information regarding restitution codes.


			rgf


			rgrp			Stores list of report groups.


			rl_dup


			rpt_typ


			rpt_typ_detail


			rpt_typ_detail_new


			rptcurrentowedbyticketdata


			rptProbGetclassificationlevels


			rvne_smry			This table stores revenue transaction totals by account code by month. it is used to produce reports.


			save_purged_chdoc


			save_purged_chdocs_confirmed


			save_purged_chdocs_confirmed2


			save_purged_chdocs_with_date


			save_purged_chdocs_with_date_bak


			save_purged_ft


			save_purged_rcpt


			scofcoll


			scofflaw_cntrl


			scofflaw_info


			scofflaw_infotest


			scofflaw_owner


			scofflaw_save


			scofflaw_time_pays


			scofflaw_work


			scofflaw_worktest


			scofflaw_xcld_reas


			scofftemp


			scofftemp1


			scofftemp2


			scrub_bonds


			scrub_obl


			seajis_connection


			seajis_df


			seajis_df_addr


			seajis_df_addr_cmplte


			seajis_df_cmplte


			seajis_df_ids


			seajis_df_ids_cmplte


			seajis_df_nme


			seajis_df_nme_cmplte


			seajis_dispo


			seajis_dispo_cmplte


			seajis_dispo_rec


			seajis_dispo_rec_dia


			seajis_dispo_rec_vio


			seajis_dispo_to_spd


			seajis_dispo_to_spd_cmplte


			seajis_ecit_chrg


			seajis_ecit_doc


			seajis_hrng


			seajis_hrng_1 31


			seajis_hrng_11 1


			seajis_hrng_11 2


			seajis_hrng_cmplte


			seajis_hrng_rec


			seajis_hrng_rec_1 31


			seajis_hrng_rec_11 1


			seajis_hrng_rec_11 2


			seajis_id_frm_spd


			seajis_init_addr


			seajis_init_addr_sld


			seajis_init_chrg


			seajis_init_chrg_sld


			seajis_init_doc


			seajis_init_doc_dia


			seajis_init_doc_sld


			seajis_init_doc_sld_cmplte


			seajis_init_doc_vio


			seajis_init_offcr


			seajis_init_parker


			seajis_init_vctm


			seajis_init_wtnss


			seajis_obl


			seajis_obl_cmplte


			seajis_obl_rec


			seajis_paylock_boot_activity


			seajis_paylock_payment_activity


			seajis_scoflaw


			seajis_scoflaw_cmplte


			seajis_scoflaw_test


			seal_case


			seal_chdoc


			seal_chrg


			seal_chrg_hx


			seal_cs


			seal_cs_df


			seal_df_nme


			seal_history


			seal_status


			seal_unseal


			sec44_ft_temp


			sec44_temp


			service_plan_fix


			service_temp


			shft			The shifts available


			slidefaultparkers


			slimaginfractions


			slimaginfractionsfirstqtr2 11


			slimaginfractionssecondqtr2 11


			slimagparkers


			slimagparkersfirstqtr2 11


			slimagparkerssecondqtr2 11


			sliprobationfee


			sliprobationfeefirstqtr2 11


			sliprobationfeesecondqtr2 11


			slirev_defaultparkers


			slirev_goals


			slirev_infractions


			slirev_parkers


			slirev_probation


			slirev_revenue


			slirev_revenuetype


			slirev_traffic


			smc_aoi


			smcmailer_log			Probation email case document log


			smcphone_ivr_exceptions			Call reminder exception log


			sna_lu			Sna(system network architecture) lu(logical unit) control table for session control to the king co. ibm machine.


			soda


			ssa_dups


			st_typ			This table stores street types.


			state			A table to keep track of state codes and names.


			summary_aca_nda_data


			summit_xref


			sysmenuitems


			sysmenus


			tape


			tbl_r5 1 42_sec1


			tbl_r5 1 42_sec2


			tbl_r5 1 42_sec3


			tbl_r5 1 42_sec3a


			tbl_rcpts_sec3


			tblcaseloadctrl


			tblcurrentowedbytickettypecr


			tblcurrentowedbytickettypein


			tblcurrentowedbytickettypepk


			tblcurrentowedbytickettypetc


			tblexcluded_viol_cd_3 8   


			tblheldmonthlyjurycases


			tbljurycaseloadcounts


			tblmonthlycaseloadreport


			tblpreviousbytickettypecr


			tblpreviousbytickettypein


			tblpreviousbytickettypepk


			tblpreviousbytickettypetc


			tblr5 5   _detailed_data


			tblr5 5   _rolledup_data


			tblrollupowedbytickettypepk


			tblscheduledcaseload


			tblstagingwocasescr


			tblstagingwocasesin


			tblstagingwocasespk


			tblworkingcrdataset


			tblworkingindataset


			tblworkingpkdataset


			tblworkingtcdataset


			tblworkingtcdataset2


			temp_notc


			temp_r516   


			temp_to_delete


			temp_to_delete1


			temp_to_delete1_morea


			temp_to_delete1_moreb


			temp_to_delete2


			temp_to_delete2a


			temp_to_delete2b


			temp_to_delete33


			temp_to_delete33a


			temp_to_delete3c


			temp_to_delete3d


			temp_to_delete3more


			tempa111


			ten_year_audit


			test_22 


			test_cmd


			test_cs


			test_event


			test_rep


			timepay_def_add_ctrl			Time pay new defendant create log


			timepay_obl_typ_priorities			Time pay obligation pay down priority table


			tmp_3 _day


			tmp_613   _account


			tmp_Alliance_missing_a1_dmnd_chdocs


			tmp_a 2_charg_record


			tmp_a 3_obligation_record


			tmp_a 4_def_ref


			tmp_aa_record


			tmp_aaa


			tmp_ab_record


			tmp_ac_record


			tmp_account_record


			tmp_add


			tmp_add_these


			tmp_all_contested


			tmp_all_cs


			tmp_all_outofstate


			tmp_all_wa


			tmp_asgn_offcr


			tmp_c2


			tmp_cases_by_date


			tmp_chdoc


			tmp_chdoc_a 1_record


			tmp_chdoc_discrepancy


			tmp_chdoc_hhpkrs


			tmp_chdoc_only_hhpkrs


			tmp_chdoc_orphans


			tmp_chk


			tmp_chk_ft


			tmp_chrg


			tmp_cit


			tmp_cllctn_acct


			tmp_cllctn_trans


			tmp_collection_baseline_account_file


			tmp_combine


			tmp_community_service


			tmp_contested_exception_addr


			tmp_contested_exception_hrng_typ


			tmp_contested_no_future_hrng


			tmp_counts


			tmp_criminal_only


			tmp_cs_wrnts_locate


			tmp_days_off


			tmp_detailed_r5 5   _data


			tmp_ft


			tmp_harris_account_file


			tmp_hrng


			tmp_hwinfo


			tmp_ivr_cs


			tmp_ivr_kubra


			tmp_ivr_mcis


			tmp_ivr_rpt


			tmp_ivr_totals


			tmp_jrnl_entry


			tmp_max_date


			tmp_mcis_uptime


			tmp_missing_chdocs


			tmp_monitor_rmk


			tmp_monitor_rmks_rmks


			tmp_non_criminal_only


			tmp_non_insurance_users


			tmp_notc


			tmp_obl


			tmp_obl_rmks


			tmp_paid_amts


			tmp_plates


			tmp_prk_cancel


			tmp_rcpt


			tmp_rcpt_rmks


			tmp_seajis_df


			tmp_seajis_df_cmplte


			tmp_test


			tmp_tmp_citations


			tmp_typ_cd


			tmp_upd_Alliance_compare


			tmp_veh


			tmp_veh_cntct_lst


			tmp_veh_contact


			tmp_weekly


			tp_acct			This table allows certain fine obligations flagged eligible for time pay to be grouped together and monitored as one obligation


			tp_acct_unsl


			tp_acct_web			Time pay accounts created using the web app


			tp_anal			A table to keep time pay analysis information.


			tp_event_notifications


			tp_pastduecases			Past due cases not in collections


			tp_pastduecases_job			Past due cases nightly job history


			tp_pastduecitations			Past due citations not in collections


			tp_pastduecitations_job			Past due citations nightly job history


			tp_rcpt			Receipts created using the time pay web app


			tp_rmks			Allow the ability to keep a history of time pay remarks.


			tp_rmks_rmks			This is a table to store time pay remarks records.


			tp_smry			This table stores time payment balances by status (e.g. 3-6-9 days overdue, etc) by month. it will be used to produce reports.


			tp_status			Time pay descriptions based upon a time pay code


			tstit


			ttt_unmatch


			tty			This table keeps a list of information regarding a tty.


			upd_hrng


			user_msg			User message table containing all user messages displayed to the user.


			vctm			This table contains information about victims


			vctm_ssa


			veh			This table contains information about vehicles as contained on charging documents. there can be multiple rows with the same plate and state if chdocs have diff descriptions for the plate&state


			veh_cntct_lst


			veh_contact			This table keeps track of contacts with a vehicle (e.g. registered owner, bought/sold, and renters).


			veh_mk			A table to store standard ncic codes used to describe vehicle makes.


			viol			Violation codes


			viol_catg			Violation category codes


			viol_typ			Violation type codes


			warrants


			worksite_temp


			wrnt			This table contains information about cases in warrant status


			wrnt_clrn_typ


			wrnt_email_notification


			wrnt_reas


			wrnt_rmks			A table to store warrant remarks


			wrnt_rmks_rmks			A table to store warrant remarks.


			wrnt_rstrc_rmks			This table stores warrant restriction remarks.


			wrnt_typ


			wrnt_unsl


			wrnt_unsl_old


			wrnt_wrnt_reas			An intersection table between the warrant and warrant reason tables since a warrant can have more than one reason that it was issued.


			wrnt_wrnt_rmks			An intersection table between the wrnt and wrnt_rmks tables. a warrant remark can be associated with more than one warrant.


			wrnts_sunset_pending


			wrnts_sunseted			Warrants sunsetted/quashed using the warrant sunset web app


			wsp_audit


			wsp_matched


			wtnss			This table has name and address link for a witness


			x


			zweb_app_settings			Generic web app settings table
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SMC MCIS 2.0 Replacement Project



 



 



1



 



 



1.



 



Statement of Work and Specifications



 



Vendor 



shall



 



deliver all services necessary to implement the proposed 



MCIS 2.0 



solution, as well as the 



completion of all 



k



ey 



d



eliverables outlined below. See 



Section 



11



: Proposal Format and Organization



 



for 



response requirements



.



 



Vendor shall prepare all deliverables specifically for MCIS 2.0 Replacement Project context, including SMC 



specific configuration, business and technical practices. 



 



1.1.



 



General Requirements



 



1.1.1.



 



Project Delivery Model 



 



Vendor shall prov



ide a complete, turnkey MCIS 2.0 solution. Vendor shall provide software licenses, 



configure the solution, customize as necessary and provide training. Vendor shall 



be responsible for the 



solution design, implementation and support



. The City will support t



he implementation in close coordination 



with the Vendor.



 



1.1.2.



 



Project Deliverable Acceptance



 



For each deliverable



 



listed in this SOW



, the selected 



Vendor shall 



provide a deliverable expecta



tion 



document (DED) in a format mutually agreed upon between the Vendor 



and the City



. Work performed on 



deliverables without a 



City



-



accepted DED is at the 



Vendor’s risk.



 



A deliverable may be submitted for final review when the 



Vendo



r, in good faith, believes all requirements 



for that deliverable have been met, after all 



City 



f



eedback on any required draft deliverables has been 



addressed, and if in alignm



ent with agreed upon timings. 



For deliverables 



the City



 



solely determines are 



eligible for final deliverable review, 



the City



 



shall 



have no less than fifteen (15) full business 



days to either



 



accept the deliverable or provide written deliverable feedback to the 



Vendor



, which the 



Vendor



 



shall be 



required to address completely and comprehensively prior to resubmission.



 



1.1.3.



 



Project Management



 



Vendor shall provide project management 



serv



ices 



for the 



complete project lifecycle



, working with 



City



’s 



assigned Project Manager and



 



project



 



team



.



 



Project management services



 



include managing 



Vendor 



staff and coordinating with the City Project Manager and staff



.



 



The City requires t



he following 



project 



management 



activities



:



 



·



 



Confirm project goals and objectives



;



 



·



 



Define project team roles and responsibilities (including assigned City resources), complete and 



maintain a resource plan



;



 



·



 



Prepare a detailed, baselined and resource loaded project plan i



dentifying tasks, resources, 



dependencies, milestones and deliverables (including deliverable submission and review 



activities)



;



 



·



 



Prepare a communications plan; prepare on



-



going status reports and conduct recurring meetings



;



 



·



 



Prepare a baseline risk plan 



with mitigation plans; perform on



-



going risk management activities



;



 



·



 



Prepare an issue resolution process and issue log; perform on



-



going issue management activities



;



 



·



 



Prepare a quality assurance plan



 



(including the Vendor’s deliverable acceptance approach)



; 



perform on



-



going quality assurance activities



; and



 



·



 



Establish a change request/change control process; manage on



-



going change items



.



 



Vendor shall, in its proposal, describe the proposed project management approach and methodology 



including the project manag



ement tool(s) the Vendor proposes to use.



 






SMC MCIS 2.0 Replacement Project     1     1.   Statement of Work and Specifications   Vendor  shall   deliver all services necessary to implement the proposed  MCIS 2.0  solution, as well as the  completion of all  k ey  d eliverables outlined below. See  Section  11 : Proposal Format and Organization   for  response requirements .   Vendor shall prepare all deliverables specifically for MCIS 2.0 Replacement Project context, including SMC  specific configuration, business and technical practices.    1.1.   General Requirements   1.1.1.   Project Delivery Model    Vendor shall prov ide a complete, turnkey MCIS 2.0 solution. Vendor shall provide software licenses,  configure the solution, customize as necessary and provide training. Vendor shall  be responsible for the  solution design, implementation and support . The City will support t he implementation in close coordination  with the Vendor.   1.1.2.   Project Deliverable Acceptance   For each deliverable   listed in this SOW , the selected  Vendor shall  provide a deliverable expecta tion  document (DED) in a format mutually agreed upon between the Vendor  and the City . Work performed on  deliverables without a  City - accepted DED is at the  Vendor’s risk.   A deliverable may be submitted for final review when the  Vendo r, in good faith, believes all requirements  for that deliverable have been met, after all  City  f eedback on any required draft deliverables has been  addressed, and if in alignm ent with agreed upon timings.  For deliverables  the City   solely determines are  eligible for final deliverable review,  the City   shall  have no less than fifteen (15) full business  days to either   accept the deliverable or provide written deliverable feedback to the  Vendor , which the  Vendor   shall be  required to address completely and comprehensively prior to resubmission.   1.1.3.   Project Management   Vendor shall provide project management  serv ices  for the  complete project lifecycle , working with  City ’s  assigned Project Manager and   project   team .   Project management services   include managing  Vendor  staff and coordinating with the City Project Manager and staff .   The City requires t he following  project  management  activities :      Confirm project goals and objectives ;      Define project team roles and responsibilities (including assigned City resources), complete and  maintain a resource plan ;      Prepare a detailed, baselined and resource loaded project plan i dentifying tasks, resources,  dependencies, milestones and deliverables (including deliverable submission and review  activities) ;      Prepare a communications plan; prepare on - going status reports and conduct recurring meetings ;      Prepare a baseline risk plan  with mitigation plans; perform on - going risk management activities ;      Prepare an issue resolution process and issue log; perform on - going issue management activities ;      Prepare a quality assurance plan   (including the Vendor’s deliverable acceptance approach) ;  perform on - going quality assurance activities ; and      Establish a change request/change control process; manage on - going change items .   Vendor shall, in its proposal, describe the proposed project management approach and methodology  including the project manag ement tool(s) the Vendor proposes to use.  
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THE SEATTLE ETHICS & ELECTIONS COMMISSION

The SEEC is a seven-member, independent panel
of citizen volunteers. The Commission and its staff
are responsible for administering the City of Seattle
Ethics, Elections, and Whistleblower Protection
Codes. Three Commissioners are appointed by the
Mayor, three by the City Council, and the seventh
by the other six. They are confirmed by the City
Council and serve overlapping three-year terms.

The Commission is supported by a staff of six
employees who provide training, investigate
complaints, and issue advisory opinions.

TRAINING AND INFORMATION

Ethics training and brochures are available by
request. Information is also available at the
Commission website: http:/www.seattle.gov/ethics/.

CoMMISSION MEETINGS

You are invited to attend any Commission meeting.
Meetings are usually the first Wednesday of the
month in the Seattle Municipal Tower.

Copies of the meeting agenda, including time and
location, are in our office and on our Internet web
site under Commission/Agendas & Minutes. You
can also call 206-684-8500 for meeting times and
locations.

This brochure highlights portions of the Seattle
Ethics Code, SMC 4.16. The complete law is on the
City Clerk’s Seattle Municipal Code (SMC) web site,
http://clerk.ci.seattle.wa.us/~public/code1.htm.
Copies are also available in the SEEC office.

ETHICS COMPLAINTS AND CONSEQUENCES

Anyone who feels a City officer or employee has
violated the Ethics Code may complain to the Ethics
and Elections Commission. Commission staff will
investigate whether there is a Code violation.

If it is found that an employee or official violated the
City’s Ethics Code, the Commission may fine that
person up to $5,000 per violation plus costs and
restitution. The Commission may also recommend
disciplinary action, including suspension or discharge.

A complaint may be dismissed if there is no violation
of the Code or if the violation is minor and inadvertent
or has already been remedied.

ADVICE

City employees and officers may seek advice on
whether a planned action or activity raises issues
under the City’s Ethics Code.

@) city Of Seattle
ETHICS AND ELECTIONS COMMISSION

Seattle Municipal Tower
700 Fifth Avenue, Suite 4010

Mon - Fri: 8am - 5pm
Tel: 206-684-8500 Fax: 206-684-8590
E-mail: ethicsandelections@seattle.gov
Postal mail: PO Box 94729, Seattle, WA 98124-4729

Internet: http://www.seattle.gov/ethics/
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@ City of Seattle

An Explanation

of the
City of Seattle’s
Ethical Standards
for

Contractors, Vendors,
Customers and Clients

This pamphlet is intended to help you understand
the conduct expected of City employees, elected
officials, and members of City boards and
commissions under the Seattle Ethics Code.

SEATTLE ETHICS AND ELECTIONS
COMMISSION

Your advocate for fair, open, and honest government.





An Explanation

The City of Seattle’s
Ethical Standards

Contractors, vendors, customers, and clients:
We appreciate doing business with

you and hope that you find this
information helpful.

The Code of Ethics
Seattle Municipal Code (SMC) 4.16

The Seattle Ethics Code was created to inspire
public trust in City government and ensure that
City officers and employees are “independent,
impartial, and responsible to the people.”
The law is administered by an independent
commission of citizen volunteers.

The Code sets ethical standards about work
activities, business relationships, and the use
of City resources that apply to all City employees,
elected officials, and members of most City
boards and commissions.

This brochure highlights areas of the Code that
pertain to contractors, vendors, and regulated

parties, and also to customers and clients. It is
one of our efforts to increase awareness of the
Code and to help you better understand what

employees can and cannot do.

If you would like more information or have

questions, please call us at 206-684-8500

or visit our web site:
http://www.seattle.gov/ethics/

This brochure is a general summary of the

Seattle Ethics Code. If you have questions

or would like advice on a specific issue,

please contact Commission staff.
206-684-8500

HIGHLIGHTS

THANKING CITY EMPLOYEES

The best way to thank a City employee is to
write a letter of praise to the employee’s
supervisor. City employees may not accept
gifts, loans or other things of value in
appreciation for their work or services.

Example: Employees responsible

for purchasing cannot receive

gifts or premiums for the City

orders they place.
Employees may accept promotional items or
items such as flowers or candy to share with co-
workers or the public, as long as they are valued
at $25 or less. However, the Commission limits
the value of such items to $50 from a single
source in a calendar year.

SOLICITING ITEMS
City employees may not ask people with whom
they do City business to donate items, whether
for personal, charitable, or other purposes.
Example: Inspectors may not ask businesses
they inspect for donations of meeting spaces
or supplies.
No FREE MEALS
Employees may not accept free meals from
people with whom they do City business, or from
people who wish to do business with the City.
Example: An employee who is
meeting with a vendor or client
for lunch cannot have the lunch
paid for by the vendor or client.

REFRESHMENTS AT MEETINGS
Employees may accept basic refreshments—
such as coffee, tea, soft drinks, doughnuts, or
cookies—when attending meetings in your office.

USE oF CITY FACILITIES AND RESOURCES
City employees cannot use City
resources for non-City purposes.
City property, including City paid
time, vehicles, and equipment, may
only be used for a City purpose.

CONFLICT OF INTEREST
Employees may not take part in City business
where they, or an immediate family member,
have a financial or private interest. Employees
also may not take part in City business where
they would appear to have a conflict of interest.

Example: City employees must withdraw from
a vendor selection process if one of the
competitors is the employee’s spouse or
domestic partner, or if a competitor has been
the employee’s business partner or client
within the last twelve months.
ADVERTISING
Employees cannot use their positions for
anyone’s private gain or use City resources
for a non-City purpose. Therefore, they cannot
hand out or post advertising materials.

INVITATIONS TO SEMINARS & CONFERENCES
> City employees may attend
°m = o educational programs paid for by
City vendors or potential vendors
only under limited conditions. Neither the City
nor the employee can accept reimbursement for
expenses incurred that are not allowable under
the City's Travel Policies and Procedures. In all
cases, the event must serve a City purpose
Example: An employee may not attend a
conference at your expense unless you are
required by contract to provide training or
education to City employees, or the employee
is directed by his or her supervisor to attend.
Reimbursement for travel or lodging must be
made to the City, not to the individual.

AFTER LEAVING CITY EMPLOYMENT
Employees must wait one year after leaving
the City before they can (i) assist others in
proceedings involving their former agency, (ii)
assist or represent others on matters in which
they were officially involved, or (iii) compete for
contracts when they helped determine the scope
of work or the process for selecting a contractor.

Example: For one year, former employees
may not assist their new employers in seeking
permits from the City department they left.
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SMC MCIS 2.0 Replacement Project




MINIMUM QUALIFICATIONS

Please describe exactly how the Vendor achieves each minimum qualification. The determination that the Vendor has achieved all the minimum qualifications is made from this document or a document with the same information.


		Item #

		Minimum Qualification

		Describe how the Vendor meets the minimum qualification.



		1

		Vendor project manager must have managed a project of similar size to the MCIS 2.0 project.

		



		2

		Vendor Functional Lead must have a minimum of five (5) years’ experience working with courts. 

		



		3

		Vendor must have completed a minimum of two (2) projects for a public-sector entity.

		



		4

		The core of the proposed MCIS 2.0 solution must be currently in successful production use and have been in production use for a minimum of two (2) years at two (2) clients of the Vendor.

		





1
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City of Seattle Vendor Questionnaire   

Page 6 of 6

Vendor’s Name: ______________________________________________________________


City of Seattle Vendor Questionnaire



		Please have an officer or person eligible to represent the Vendor firm fill out this form.  Submittal of this Vendor Questionnaire with your bid or proposal is an attestation that the information in this Vendor Questionnaire and within your submittal documents are true and valid. Provide prompt notice to the City if, at any time prior to contract award, any facts need to be corrected.







INSTRUCTIONS:  This is a mandatory form.  Submit this form with your response. Provide information to the extent information is available.  If your response is incomplete or requires further description, the City may request additional information within a specified deadline, or may determine the missing information is immaterial.   



		Vendor Information



		Vendor’s Legal Name 

		     



		“Doing Business Name” (dba) if applicable

		     



		Mailing Address 

		     



		Contact Person and Title 

		     



		Contact Person’s Phone Number

		     



		Contact Person’s Fax Number

		     



		Contact Person’s E-Mail Address

		     



		Dun & Bradstreet number (if available)

		     



		Identify the City and State of your company headquarters

		     







		Vendor Billing Contact Person:  Identify the person who will prepare and manage your invoices. This helps the City contract manager offer instructions that ensure your invoices are promptly paid.



		Person and Title 

		     



		Person’s Phone Number

		     



		Person’s Fax Number

		     



		Person’s E-Mail Address

		     







		Vendor Registration with City of Seattle



		Verify your firm is registered into the City’s Online Business Directory at www.seattle.gov/obd and that your Taxpayer ID number and WMBE status are accurate. For help, call 206-684-0383.

		Yes  |_|        No   |_|   





		Most companies must hold a Seattle Business License (if you have a facility/office in Seattle, conduct sales visits to Seattle, deliver products in your own trucks, or perform on-site work in Seattle).  If you fall within that category, will you immediately seek a business license no later than your notice of award and ensure all city taxes are paid current? 

		Yes |_|              No|_|     









		Ownership

		.



		Is your firm a sole proprietorship, partnership, corporation, limited liability company, subsidiary, parent, holding company, or affiliate of another firm? If yes, identify type and name of principal(s).

		   Yes |_|       No|_|   

   



		What year was your firm, under the present ownership configuration, founded?

		     



		How many years has your firm been in continuous operation without interruption?

		     



		What year did your firm begin providing, on a continuous basis, the types of services or products that are required from this solicitation?

		     







		Financial Resources and Responsibility

		Specify yes or no.  





		Within the previous five years has your firm been the debtor of a bankruptcy?

		     



		Is your firm in the process of or in negotiations toward being sold?

		     



		Has your firm been debarred or found non-responsible for contracting with any local, state, or federal governmental agency within the past 5 years?

		     



		Within the previous five years has a governmental or private entity terminated your firm’s contract prior to contract completion for failed performance?

		     



		Within the previous five years has your firm used any subcontractor to perform work on a government contract when that subcontractor had been debarred by a governmental agency?

		     







		Social Equity compliance

		Specify yes or no.  



		Within the previous ten years has your firm been found to have violated any local, state, or federal anti-discrimination laws or regulations, whether they be local, state, or federal?

		      



		Does your firm comply – to the extent required - with the following City of Seattle Labor Standards requirements from Seattle Municipal Code Chapter 14:



1) City Paid and Sick Time labor standards, providing paid sick and safe time to eligible employees? Most employers must provide employees who have work hours in Seattle, with accrued paid sick and safe time. Payment of prevailing wages does not ensure compliance (SMC 14.16).

2) Minimum Wage labor standards which set wages for employees working within city limits (SMC 14.19).

3) Wage Theft labor standards which establish basic requirements for payment of wages and tips for employees working within city limits, including providing various payment documentation to employees (SMC 14.20).



If “No” please provide an explanation of the circumstances. The City may audit payroll records or interview workers to ensure compliance. For more information regarding these requirements, see Municipal Code Chapter 14or http://www.seattle.gov/laborstandards, or call the Office of Labor Standards at 206.684.4500. 

		     



		 Has your firm ever been found by the City or any government agency, to have underpaid your employees (this includes instances where you may have provided the restitution to make the worker whole)?

		      

 



		Does Vendor anticipate hiring a subcontractor or new employees to perform the work required under this contract?  IF YES, attach the mandatory Inclusion Plan.   Obtain the form by clicking on the following link http://www.seattle.gov/city-purchasing-and-contracting/social-equity/wmbe and choosing the Purchasing WMBE Inclusion Plan under the WMBE Inclusion Plans menu.  



		      









		Disputes

		Specify yes or no.  





		Within the previous five years has your firm been the defendant in court on a matter related to: payment to subcontractors or contract work performance?

		     



		Does your firm have outstanding judgments pending against it?

		     



		Within the previous five years, was your firm assessed liquidated damages on a contract?

		     



		Is your firm presently involved in a dispute (including litigation) regarding its right to provide the product or service being requested by the City for this contract, including but not limited to notice of and/or in litigation about patent infringement for the product and/or service that your firm is offering to the City?

		     







		Miscellaneous 

		Specify yes or no. 

 



		Within the previous five years, has your firm or any of its owners, partners, or officers, been assessed penalties or found to have violated any laws, rules, or regulations enforced or administered by a government entity?  This does not include owners of stock in your firm if your firm is a publicly traded corporation.  

		     



		Within the past ten years, has any owner, principal, or officer who will perform any of the work for the City been convicted of a crime? 

		     



		If a license is required to perform, within the previous ten years has your firm or any principal, officer or employee who will perform work for the City had a license suspended by a licensing agency or been found to have violated licensing laws?



		     



		If hazardous materials are within the work to be performed, has any principal, officer or employee who will perform work for the City had violations of improper disposal of such materials or violations of associated laws, rules or regulations in the previous five years? 

		     



		Is there any other information the City should be aware of regarding your financial, criminal or legal history that has bearing on the work that the City is considering you to perform?  For example: conviction or civil judgement rendering against the firm for commission of fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a federal, state or local government contract or subcontract; violation of federal or state antitrust or similar statutes, relating to the submission of offers; or commission of embezzlement, theft, forgery, bribery, falsification or destruction of records, making false statements, tax evasion, or receiving stolen property, any present indictment for, or otherwise criminally or civilly charged by a government entity.



		     



		Vendor has not paid, nor will pay, federal appropriated funds (including profit or fee received under a covered federal transaction), to any person for influencing or attempting to influence an officer or employee of any agency, a Member of Congress, an officer or employee of Congress, or an employee of a Member of Congress on his or her behalf in connection with this solicitation. If the Offeror has engaged in any lobbying activities, the Offeror shall notify the City of Seattle and complete and submit, with its offer, OMB standard form LLL, Disclosure of Lobbying Activities.



		     



		Vendor has not, directly or indirectly, entered into any agreement, participated in any collusion, or otherwise taken any action in restraint of competitive pricing in the preparation and submission of its Offer;



		     







		Involvement by Current and Former City Employees

		Specify yes or no. 





		Are any of your company officers or employees a current or former City of Seattle employee or volunteer?  If yes, identify the employee name.  Advise the employee of their duty to comply with City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16. 

		     





		Will any of your vendor employees work more than 1,000 hours (per rolling 12 months) within a City contract, combining the hours for work under this contract and any other?  If so, specify the worker name.  Advise the worker of their duty to comply with the City of Seattle’s Code of Ethics, Seattle Municipal Code Chapter 4.16

		     



		Does Vendor (including officer, director, employee, trustee, or partner) have a business interest or a close family or domestic relationship with any City official, officer or employee who was, is, or will be involved in selection, negotiation, drafting, signing, administration or evaluation of the Vendor performance?  

		     







		Business History

		Specify yes or no. 

 



		In the last five years, has your firm held other contracts with public agencies to provide similar products or services in a size and scope similar to that required by the City of Seattle?

		     



		Provide and/or attach a sampling of contracts you have held in the past five years, sufficient for the City to understand the depth and breadth of your experience, with a particular emphasis on contracts with public agencies.   The City may use this to assess your capability and experience at this particular type of product provision or service work.  Specify the name/contact that can serve as a reference for each.

· If you have many such contracts, you can provide a brief summary. 

· If you are a subsidiary of a national firm, summarize the contracts that represent your local office.   











		     



		Proposal Expiration

		



		The Vendor understands that Offers are valid until the City awards a Vendor Contract or rejects all offers.  









		Emergency Contact Information

Certain contract products or services may be valuable during a 24-hour emergency. If you have alternative contact information for emergency response during non-business hours, please provide below.  



		Contact Name

		     



		Emergency Phone Number

		     



		Back-up Emergency Phone Number

		     



		If your company has locations outside Seattle that can be called upon in an emergency for these products or services, please list:

		     












City Non Disclosure Request 



If you believe any statements or items you submit to the City as part of this bid/response are exempt from disclosure under the Washington Public Records Act, RCW Chapter 42.56, you must identify and list them below and provide the City with a copy of your bid/response with those portions redacted. Should the City receive a public records request for your bid/response, the City will first release the redacted version of the proposal to the requester. Requesters may accept the redacted proposal or decide to challenge all or some of the exemptions applied by the vendor. If the requestor challenges the exemptions, the City provides you with notice and up to ten days to seek an injunction to prevent the release of the challenged portion of the record.  This notice is a courtesy and not a legal obligation. Only records properly listed on this form and redacted will be protected and withheld for notice. All other records will be considered fully disclosable upon request. 



The City will not withhold information or provide notice simply because your document is marked with a document header or footer, page stamp, or a generic statement that a document is non-disclosable, exempt, confidential, proprietary, or protected.  You must very clearly and specifically identify each statement or item and the corresponding RCW exemption that applies.  You may not identify the entire page, unless the entire page is within the exemption scope. 





|_|    I do not request any information be withheld.



|_|    I request the following specific information be withheld.  I understand that all other information will be considered public information.  For each statement or item you intend to withhold, you must fill out every box below.  You should not require an entire page withheld; only request the specific portion subject to the exemption. 



		Document Page: 

Specify the page number on which the material is located within your submittal package

		Statement:

Repeat the text you request to be held as confidential, or attach a redacted version. 

		RCW Exemption:  

Specify the RCW exemption including the subheading



		



		

		



		



		

		



		



		

		









For this request to be valid, you must specify the RCW provision or other State or Federal law that designates the documents as exempt from disclosure.  Please refer to Chapter 42.56 of the Revised Code of Washington for the exemptions.  






Equal Benefits Compliance Declaration



Please declare one (1) option from the list below that describes the Contractor’s intent to comply with Seattle Municipal Code Chapter 20.45 should you win the contract. 

Equal Benefits applies to any contractor location in the United States where substantive contract work is being performed (work directly related in a substantial way to the contract scope and deliverables). 



[bookmark: Check5]|_|	Option A The Contractor makes, or intends to make before contract execution, all benefits available on an equal basis to its employees with spouses and its employees with domestic partners, and to the spouses and the domestic partners of employees, in every location within the United States where substantial work on contract will be performed.  



[bookmark: Check6]|_|	Option B The Contractor does not make benefits available to either the spouses or the domestic partners of its employees.



[bookmark: Check7]|_|	Option C The Contractor has no employees.



[bookmark: Check8]|_|	Option D Collective Bargaining Delay.  Benefits are available on an equal basis to non-union workers, but union workers are subject to a collective bargaining agreement that does not provide equal benefits.



[bookmark: Check9]|_|	Option E Open Enrollment Delay. The first open enrollment period for implementing Equal Benefits is not available until after contract execution



|_|	Option F Cash Equivalent Payment. The Contractor intends to provide a cash equivalent payment to eligible employees in lieu of making benefits available.



|_|	No United States Presence The Contractor does not perform substantial work for the contract in any United State location.



|_|	Non-Compliant The Contractor does not comply and does not intend to comply, and refuses all options provided above.



Equal Benefits Instructions

Seattle Municipal Code Chapter 20.45 (SMC 20.45) requires companies executing a City contract to provide health and benefits that are the same or equivalent to domestic partners of employees as to spouses of employees, and of their dependents and family members.  

1. Carefully fill out the Equal Benefits Declaration. It is essential to your standing in the evaluation process, so it is important to understand and complete the declaration properly. 

2. The Buyer or Coordinator for the solicitation can answer many questions.  However, you may call the general office at 206-684-0444.  Call before you submit your bid to ensure you’ve filled out the form correctly.  

3. "Domestic Partner" is any person who is party to a same-sex marriage that is legally recognized in the place of jurisdiction of the marriage, or as a Domestic Partner with the employer or with a government registry established by state or local law. If the employer does not have a registration system and does not intend to implement one, the City of Seattle has a registration system as an option: http://www.seattle.gov/leg/clerk/dpr.htm

The City will review your responses and make a final determination.  If the information you supply is conflicting or not clearly supported by the documentation that the City receives, the City may reject your entire submittal (bid or proposal) or may seek clarification to ensure the City properly classifies your compliance.  

Companies that select “Non Compliant” will be rejected, unless there is no competitor that is compliant, responsive and responsible.  The City may also find a Bidder “Non Compliant” upon inspection of their program. Be prepared with documentation to support your declaration. All contracts awarded by the City may be audited for equal benefits compliance. Non-compliance may result in the rejection of a bid or proposal, or termination of the contract.



FAS Revised 6/8/2017
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[bookmark: _Toc511728721][bookmark: _Toc254607908]Response Template Instructions

1. Vendor shall follow the below instructions when using this template. Failure to follow the below instructions may lead to a reduced evaluation score or non-responsive determination at the sole discretion of City.

Make only entries where indicated in the template

· Multiple types of fields are used in the template (e.g., text, dropdown)

· Text fields support multiple types of content (e.g., text, diagrams, images, tables)

· Vendor may use any type of content supported by fields provided at its discretion

Portions of the response are subject to page limits where indicated

· Page limits only apply to the portion of the response immediately following the specified page limit, not to the entire section. If a page limit is not indicated, there is no page limit for that portion of the response

· Images and other non-text content added by Vendor count towards page limitations

· Content may not be incorporated by hyperlink except where expressly requested by City

All questions shall be answered directly and clearly in the space provided (e.g., answers like “the response to this is question is provided within the response to another section” are not permitted)

Vendor is asked to tailor its response to the City and limit use of marketing collateral or high level generic information

Excessive use of marketing collateral or high level generic information (e.g., product fact sheets, basic descriptions of features) may reduce the Vendor’s evaluation score or potentially lead to a non-responsive determination

2. Vendor shall confirm that all required documents are attached and labeled as directed by checking the checkboxes in the Attachment Checklist contained herein.







[bookmark: _Toc511728722]Executive Summary

Vendor shall provide an executive summary for the proposal that includes the Vendor’s understanding of the project objectives and scope.

Five (5) pages maximum

Click here to enter text.

[bookmark: _Toc511728723]Organizational Capability and Relevant Experience

[bookmark: _Toc511728724]Vendor Background and Operations

Vendor shall provide information on company history and background including current ownership, year founded, and number of years the firm has been providing, on a continuous basis, the types of services or products that are included in its proposal. Vendor shall provide a list of any mergers and acquisitions currently under consideration. Vendor shall provide a list of any current or pending investigations or lawsuits, filed by previous, current or potential clients that might impend Vendor’s current operations. Vendor shall provide an overview of its organization and demonstrate in the submitted proposal, the degree to which the organization is capable of successfully completing a project of the scale and complexity of MCIS 2.0. Vendors are required to provide this information below in Table 1. 

Additionally, provide a response for each of the questions below:

How many years has the company been engaged in implementing software systems similar in size to the Seattle Municipal Court? 

Please describe implementation projects most comparable to the solution being proposed to the City. 

Please provide a brief company history and overview. 



Click here to enter text.



Attachments Required

Attachment 1-Company Organization Chart

The most recent organization chart shall be included with the proposal and labeled as indicated.

Attachment 2-List of Investigations or Lawsuits

A list of all current and/or pending investigations and/or lawsuits, shall be included with the proposal and labeled as indicated.

[bookmark: _Toc511312864][bookmark: _Toc511728752]Company Organization

		Company Organization Requirement

		Response

		

		



		How many employees does the company have associated with the core MCIS 2.0 application component(s)?

		United States

		Enter # here		Employees



		

		Pacific Northwest WA, OR, ID, AK:

		Enter # here		Employees



		

		Outside the US:

		Enter # here		Employees



		How many employees are associated with these types of products/systems does the company have in each of the following categories?

		Customer Support:               

		Enter # here		Employees



		

		Installation & Training:          

		Enter # here		Employees



		

		Product Development:           

		Enter # here		Employees



		

		Sales, Marketing:            

		Enter # here		Employees



		Average annual staff turnover rate for employees in key staff positions.

		Click here to enter #.		



		Location of office that will serve as the primary contact during implementation.

		Click here to enter text.

		Does the company have any user group support organizations? 



		Choose an item.



Title of Organization:

Click here to enter text.





		Identify the closest meeting location to the Seattle area.

		Click here to enter text.



[bookmark: _Toc511309242][bookmark: _Toc511728725]Financials

Vendor shall explain the current and anticipated financial state of its organization. Vendor shall also submit a copy of its certified financial statements with its proposal for each of the last five (5) years (2013-2017). Vendor shall submit such financial statements for each subcontractor included in the Vendor’s proposal. 

[bookmark: _Toc511728753]Company Financials

		Financial Requirement

		Response

		



		What was the Company’s annual gross revenue during the last three fiscal years?

		FY 2015

		Click here to enter text.

		

		FY 2016      

		Click here to enter text.

		

		FY 2017      

		Click here to enter text.

		What was the percentage of gross revenues invested in research and development?

		Click here to enter text.%  



		What was the average annual company sales volume for software systems similar to MCIS 2.0 for the previous three (3) fiscal years?

		Click here to enter text.%



		What percentage of gross revenues does the sales volume for software systems similar to MCIS 2.0 represent?

		Click here to enter text.%



		Attach a copy of the Company’s audited financial statements for last two years. If the financial statements are not provided, the company shall at least provide a letter signed by an independent third-party certified public accountant (CPA) that provides a synopsis of assets, liabilities, and equities. 

		Attachment 3: Financial Statements

(see Attachment checklist contained herein)





		Vendor may provide Dun & Bradstreet “Business Information Report” in addition to financial statements.

		Attachment 4: Dun & Bradstreet “Business Information Report”

(see Attachment checklist contained herein)







Attachments Required

● Attachment 3-Financial Statements

● Attachment 4-Dun & Bradstreet “Business Information Report”

These attachments shall be included with the proposal and labeled as indicated.

[bookmark: _Toc511309244][bookmark: _Toc511728726]Prime Contractor 

If the proposal includes hardware, software and services from a third party, the Company shall act as prime contractor for procurement of all proposed products and services. Prime contractor shall be the sole point of contact for contractual issues including payment of any and all charges resulting from the purchase of the proposed hardware, software, and services. Prime contractor shall take responsibility for demonstration, delivery, installation, and acceptance testing of all items proposed. Prime contractor shall also provide maintenance, warranty and ensure third-party warranties are extended to City.

Additionally, provide a response for the question below:

Will Vendor utilize Subcontractors? If “yes”, attach a clear description of how the Vendor, as the prime contractor, will direct work of all subcontractors to ensure the quality and timeliness of work performed by the Company and all subcontractors. 

Attachment Required (if subcontractors are utilized)

Attachment 5-Subcontractor Management Approach

The attachment shall be included with the proposal and labeled as indicated.

If Vendor is utilizing subcontractors (or third-party vendors), Vendor shall also complete Table 3.

[bookmark: _Toc511312867][bookmark: _Toc511728754]Subcontractor Services

		Subcontractor Name





		Number of previous projects with this Subcontractor

		Description of MCIS 2.0 Services or Products Proposed 



		Click here to enter text.



		Click here to enter text.		Click here to enter text.

		Click here to enter text.



		Click here to enter text.		Click here to enter text.

		Click here to enter text.



		Click here to enter text.		Click here to enter text.



[bookmark: _Toc511309246][bookmark: _Toc511728727]Prime – No Subcontracting

For Vendors offering a solution provided as a prime vendor with no subcontractors, describe whether any component within the product offering has been previously owned by another company. For example, if the company purchased a jury management system from another company and then integrated it with the prime software application, divulge the jury management software’s ownership history. 

Click here to enter text.

[bookmark: _Toc511728728]Project Staffing

[bookmark: _Toc511728729]Organization Models

Vendor shall, in its proposal, describe organizational models the Vendor has used in previous projects similar to MCIS 2.0 Replacement Project and how experiences with those models influences the proposed MCIS 2.0 project organization model.

Click here to enter text.

Vendor shall include in its proposal a detailed project organization chart, clearly depicting roles and accountability. The organizational chart must include City, Vendor, and subcontractor staff. The organization chart should align with the MCIS 2.0 Replacement Project high-level project governance structure embedded below:



 

Attachment Required

Attachment 6-Project Organization Chart

The proposed project organization chart shall be included with the proposal and labeled as indicated.

[bookmark: _Toc511309250][bookmark: _Toc511728730]Vendor Project Staffing

The City requires the Vendor to provide staff with requisite skills and experience working on projects with scope and complexity similar to or greater than the MCIS 2.0 Replacement Project.  The City reserves the right to review and approve all proposed Vendor project staff appointments before and during the project.

Vendor shall, in its proposal, complete the Vendor Staff Experience Reference Form for each Vendor Key Personnel role.  The Vendor Staff Experience Form and Vendor Key Personnel descriptions are each embedded below:





[bookmark: _MON_1585473700][bookmark: _MON_1585073850]  

Vendor shall, in its proposal, provide a resume and three (3) references for each proposed key person. Vendor shall, in its proposal, affirm its intent to make available the proposed individuals for any project start date up to a minimum of 90 days after the estimated contract award date. 

Vendor may optionally complete the Staff Experience Reference Form for other (i.e., non-key) proposed project staff. 

Vendor shall, in its proposal, describe its available resource capacity and process for provisioning additional staff in the event a Vendor team member must be replaced or project staffing needs otherwise change.  

Click here to enter text.





[bookmark: _Toc509493554][bookmark: _Toc509496525][bookmark: _Toc509493555][bookmark: _Toc509496526][bookmark: _Toc509493556][bookmark: _Toc509496527][bookmark: _Toc509493557][bookmark: _Toc509496528][bookmark: _Toc509493558][bookmark: _Toc509496529][bookmark: _Toc511728731]Statement of Work and Specifications

[bookmark: _Toc511728732]General Requirements

[bookmark: _Toc511728733]Project Delivery Model

No response required.

[bookmark: _Toc511728734]Project Deliverable Acceptance

No response required.

[bookmark: _Toc511728735]Project Management

Vendor shall, in its proposal, describe the proposed project management approach and methodology including the project management tool(s) the Vendor proposes to use.

Click here to enter text.

Attachment Required

Attachment 7-Status Report 

An actual status report from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated.

Project Plan and Schedule Management

Vendor shall, in its proposal, provide a Gantt chart highlighting key tasks and milestones and shall provide a list of proposed resources as described in the document embedded below:





Click here to enter text.

 Attachment Required

Attachment 8-Gantt Chart

A Gantt Chart highlighting key tasks and milestones for MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated.

Risk and Issue Management

Vendor shall, in its proposal, describe the proposed approach for identifying and managing risks and issues; Vendor shall provide representative examples of risks managed (with mitigation strategies) from previous projects similar to the MCIS 2.0 Replacement Project.

Click here to enter text.



Attachment Required

Attachment 9-Risk Management Examples

Include actual samples of risks managed (with mitigation strategies) from a prior project similar to MCIS 2.0 Replacement Project with the proposal and labeled as indicated.

[bookmark: _Toc511309257][bookmark: _Toc511728736]Requirements Validation and Design Specifications

No response required.

Requirements Validation

Vendor shall, in its proposal, describe the proposed approach for requirements validation.

Click here to enter text.

Design

Vendor shall, in its proposal, describe the proposed approach to system design; Vendor shall describe anticipated customization in the proposed MCIS 2.0 solution.

Click here to enter text.

Attachment Required

Attachment 10-Design Document 

An actual design document from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated. 

[bookmark: _Toc511309259][bookmark: _Toc511728737]Configuration and Development

Vendor shall, in its proposal, describe the proposed approach for configuration and development; Vendor shall in particular describe its proposed processes for build management (including configuration) and for tracking the backlog of activities to be completed and tracking progress against that backlog.

Click here to enter text.

Attachment Required

Attachment 11-Solution Build Plan 

An actual solution build plan from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated. 

[bookmark: _Toc511309261][bookmark: _Toc511728738]Data Migration

Vendor shall, in its proposal, describe the proposed approach and methodology for data migration; Vendor shall describe criteria and methods used to measure the completeness and success of the data migration; Vendor shall state in its approach any scope boundaries or assumptions related to data migration and data cleansing by the City and by Vendor.

Click here to enter text.

Attachment Required

Attachment 12-Data Migration Plan 

An actual data migration plan from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated. 

[bookmark: _Toc511309263][bookmark: _Toc511728739]Testing

Vendor shall, in its proposal, describe the proposed testing strategy; Vendor shall describe the proposed execution of testing and how it will be managed and tracked against entry and exit criteria for project phases; Vendor shall identify and describe any testing tools that will be used (e.g., automated testing); Vendor shall describe the proposed method for security/penetration testing and vulnerability scanning. 

Click here to enter text.

Attachment Required

Attachment 13-Master Test Plan 

An actual master test plan from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated. 

Test Cases

Vendor shall, in its proposal, describe the proposed test case development approach; Vendor shall provide an example of a test script previously used on another project similar to MCIS 2.0 Replacement Project.

Click here to enter text.

Attachment Required

Attachment 14-Test Case 

An actual sample of test cases from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated. 

Defect Management

Vendor shall, in its proposal, describe the proposed approach for defect tracking and remediation; Vendor shall identify and describe the proposed defect management tool.

Click here to enter text.

[bookmark: _Toc511309265][bookmark: _Toc511728740]Application Deployment

Vendor shall, in its proposal, describe the proposed deployment approach; Vendor shall describe any release automation tools and methods to be used as part of the deployment approach; Vendor shall describe activities to be conducted by Vendor and the City during post deployment production support period; Vendor shall describe support levels provided for on and off site support of production releases; Vendor shall provide weekly pricing for on-site production support in its Price Proposal. 

Click here to enter text.

Attachments Required

 ● Attachment 15-Release and Implementation Management Plan 

● Attachment 16-Production Cutover Plan 

An actual release and implementation management plan and a production cutover plan from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated. 

[bookmark: _Toc511309267][bookmark: _Toc511728741]Organizational Change Management (OCM)

Vendor shall, in its proposal, describe its approach to OCM; Vendor shall describe lessons learned from previous implementations of applications similar in scope and purpose to MCIS 2.0 Replacement Project.

Click here to enter text.

Attachment Required

Attachment 17-Organizational Change Management Plan

An actual organizational change management plan from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated.

Training

Vendor shall, in its proposal, describe the proposed training approach; Vendor shall provide assumptions (e.g., type and number of training sessions) used to determine training costs as specified in the Price Proposal –Appendix E; Vendor shall describe training approaches used on previous projects similar to MCIS 2.0 Replacement Project and the results of such training.

Click here to enter text.

Attachments Required

● Attachment 18-Training Plan and Curriculum

● Attachment 19-Training Material Samples

An actual training plan and samples of training materials from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated.

Knowledge Transfer

Vendor shall, in its proposal, provide a detailed description of the proposed approach and methodology for knowledge transfer.

Click here to enter text.

Attachment Required

Attachment 20-Knowledge Transfer Plan

An actual knowledge transfer plan from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated.

[bookmark: _Toc511309269][bookmark: _Toc511728742]Software Maintenance and Support

Vendor shall, in its proposal, describe the proposed Software Maintenance and Support approaches.

Vendor shall, in its proposal, include the proposed SLA terms for MCIS 2.0 support; SLA shall include support terms required for MCIS 2.0 to sustain its mission critical role for SMC operations; SLA shall include designated response and resolution times for specific severity levels; SLA shall include overall minimum system availability levels (e.g., 99.x%); Vendor shall include SLA terms for each deployment option (e.g., on premise, software-as-a-service, etc.) if multiple deployment options are proposed.

Vendor shall, in its proposal, include applicable Software Maintenance Agreement terms for any software products provided by the Vendor as part of this MCIS 2.0 Replacement Project proposal.

Click here to enter text.

Attachment Required

Attachment 21-Service Level Agreement

An actual SLA from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated.

Attachment 22-Monthly Support Status Reports

An actual monthly technical support status report that provides system performance data from a prior project similar to MCIS 2.0 Replacement Project must be included with the proposal and labeled as indicated above.

[bookmark: _Toc511309271][bookmark: _Toc511728743]Functional Requirements

Vendor shall, in its proposal, provide an overview of key functional capabilities of the proposed solution and why such functionality is an optimal fit for MCIS 2.0.

Vendor shall, in its proposal, provide responses to each of the functional requirements enumerated in the Functional Requirements Traceability Matrix (RTM) provided in Appendix C embedded below:





[bookmark: _Hlk511223733]APPENDIX C IS A MANDATORY SUBMITTAL

Vendor to provide response in noted attachment.

[bookmark: _Toc511728744]Core Business Processes

Vendor shall, in its proposal, describe how the proposed solution will support the functions listed in the RFP Statement of Work Table 13; Vendor shall describe how the proposed solution will reduce dependencies on paper and generally improve business process efficiency; Vendor shall use representative use cases (up to 10 use cases) and highlight out of the box functionality where applicable to demonstrate how the proposed MCIS 2.0 solution will fulfill these core court functions.

Click here to enter text.

 

[bookmark: _Toc511728745]Technical Requirements

Vendor shall, in its proposal, provide responses to each of the technical requirements enumerated in the Technical Requirements Traceability Matrix (RTM) provided in Appendix D embedded below:





APPENDIX D IS A MANDATORY SUBMITTAL

Vendor to provide response in noted attachment.

[bookmark: _Toc511309275][bookmark: _Toc511309276][bookmark: _Toc511309277][bookmark: _Toc511309278][bookmark: _Toc511728746]Application Architecture

Vendor shall, in its proposal, provide an initial target state application architecture diagram and narrative that describes the structure and interaction of the major MCIS 2.0 application components; Vendor shall describe how the proposed application architecture allows MCIS 2.0 to rapidly and effectively respond to future evolving business and technology needs with maximum flexibility, minimal risk, and cost; Vendor shall provide a minimum three year product roadmap for the core components of the MCIS 2.0 application including planned technology upgrades and planned major changes and enhancements to application functionality. 

Click here to enter text.

Attachments Required

● Attachment 23-Application Architecture Document

The proposed initial MCIS 2.0 architecture definition shall be included with the proposal and labeled as indicated.

● Attachment 24-Data Model and Dictionary

An actual data model and dictionary from a prior project similar to MCIS 2.0 Replacement Project shall be included with the proposal and labeled as indicated.

[bookmark: _Toc511309280][bookmark: _Toc511728747]Infrastructure Plan

Vendor shall, in its proposal, provide an initial Infrastructure Plan; Vendor shall include a list (i.e., bill of materials) of all third-party hardware and software infrastructure components necessary to enable the proposed solution; Vendor shall specify infrastructure components required for each of the environments (e.g., build, test, production, etc.) proposed by the Vendor for inclusion in the MCIS 2.0 Replacement Project; Vendors shall provide model numbers and release levels as appropriate for each infrastructure component; if the Vendor is proposing a hosted solution, Vendor shall indicate whether each infrastructure component is deployed on or off premise; Vendor shall describe scalability of the proposed infrastructure.

Vendor to provide response in noted attachment.



Attachments Required

Attachment 25-Infrastructure Plan

The proposed MCIS 2.0 infrastructure plan shall be included with the proposal and labeled as indicated.

[bookmark: _Toc511309282][bookmark: _Toc511728748]Integration and Interface Architecture

Vendor shall, in its proposal, provide a detailed description of the proposed integration strategy; Vendor shall describe integration strategies deployed in previous projects similar to MCIS 2.0 Replacement Project and lessons learned from those integration deployments; Vendor shall identify any specific MCIS 2.0 interfaces which are already available out-of-the-box as part of the proposed MCIS 2.0 solution. 



[bookmark: _Toc511728749]Price Proposal

Vendor shall provide separate pricing proposals for software as a service (SaaS), on premise, or hosted solutions, if proposed, in Appendix E embedded below:





APPENDIX E IS A MANDATORY SUBMITTAL



[bookmark: _Toc511728750]Inclusion Plan

Vendor shall, in its proposal, submit a Woman and Minority Inclusion plan using Appendix F embedded below:





APPENDIX F IS A MANDATORY SUBMITTAL

[bookmark: _GoBack]

[bookmark: _Toc509496550][bookmark: _Toc509493578][bookmark: _Toc509496551][bookmark: _Toc509493579][bookmark: _Toc509496552][bookmark: _Toc509493580][bookmark: _Toc509496553][bookmark: _Toc509493581][bookmark: _Toc509496554][bookmark: _Toc509493582][bookmark: _Toc509496555][bookmark: _Toc509493583][bookmark: _Toc509496556][bookmark: _Toc509493584][bookmark: _Toc509496557][bookmark: _Toc509493585][bookmark: _Toc509496558][bookmark: _Toc509493586][bookmark: _Toc509496559][bookmark: _Toc509493587][bookmark: _Toc509496560][bookmark: _Toc509493588][bookmark: _Toc509496561][bookmark: _Toc509493589][bookmark: _Toc509496562][bookmark: _Toc509493590][bookmark: _Toc509496563][bookmark: _Toc509493591][bookmark: _Toc509496564][bookmark: _Toc509493592][bookmark: _Toc509496565][bookmark: _Toc509493593][bookmark: _Toc509496566][bookmark: _Toc509493594][bookmark: _Toc509496567][bookmark: _Toc511309287][bookmark: _Toc511309288][bookmark: _Toc511309289][bookmark: _Toc511309290][bookmark: _Toc511309291][bookmark: _Toc511309293][bookmark: _Toc511309295][bookmark: _Toc511309297][bookmark: _Toc511309299][bookmark: _Toc511309301][bookmark: _Toc511309303][bookmark: _Toc511309305][bookmark: _Toc511309307][bookmark: _Toc511309309][bookmark: _Toc511309311][bookmark: _Toc511309313][bookmark: _Toc511309315][bookmark: _Toc511309317][bookmark: _Toc511728751]Attachment/Appendix Checklist

		Response Section / Attachment Name

		Check if Attached



		2.0 Organizational Capabilities and Relevant Experience

		



		Attachment 1-Company Organization Chart

		☐

		Attachment 2-List of Investigations or Lawsuits

		☐

		Attachment 3-Financial Statements

		☐

		Attachment 4-Dun & Bradstreet “Business Information Report”

		☐

		Attachment 5-Subcontractor Management

		☐

		Attachment 6-Project Organization Chart

		☐

		Appendix B-Staff Experience Reference Form

		☐

		3.0 Statement of Work and Specifications

		



		Attachment 7-Status Report 

		☐

		Attachment 8-Gantt Chart

		☐

		Attachment 9-Risk Management Examples

		☐

		Attachment 10-Design Document 

		☐

		Attachment 11-Solution Build Plan 

		☐

		Attachment 12-Data Migration Plan 

		☐

		Attachment 13-Master Test Plan 

		☐

		Attachment 14-Test Case 

		☐

		Attachment 15-Release and Implementation Management Plan 

		☐

		Attachment 16-Production Cutover Plan 

		☐

		Attachment 17-Organizational Change Management Plan

		☐

		Attachment 18-Training Plan and Curriculum

		☐

		Attachment 19-Training Material Samples

		☐

		Attachment 20-Knowledge Transfer Plan

		☐

		Attachment 21-Service Level Agreement 

		☐

		Attachment 22-Monthly Support Status Report 

		☐

		Appendix C-Functional Requirements (Mandatory Submittal) 

		☐

		Appendix D-Technical Requirements (Mandatory Submittal)

		☐

		Attachment 23- Application Architecture Document

		☐

		Attachment 24-Data Model and Dictionary

		☐

		Attachment 25-Infrastructure Plan

		☐

		4.0 Price Proposal

		



		Appendix E-Price Proposal (Mandatory Submittal)

		☐ 



		5.0 Inclusion Plan

		



		Appendix F-Inclusion Plan (Mandatory Submittal)

		☐
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[bookmark: _Toc508277893]High-Level MCIS 2.0 Replacement Project Governance





[image: ] 


[bookmark: _Toc506139644][bookmark: _Toc507997424][bookmark: _Toc509123635]MCIS 2.0 Replacement Project Governance Roles 


			Entity


			Responsibilities





			MCIS 2.0 Executive Project Sponsor


			The Executive Sponsor is the authorizing person with the delegated funding and approval authority. This role ensures that project objectives are well defined, achievable, and aligned with agency objectives and strategic direction. This person is the executive decision-maker of the project at the highest level. This role is responsible for leadership and advocacy for ongoing funding within the legislative review process. The Presiding Judge fulfills this role.





			MCIS 2.0 Stakeholders


			Key stakeholders include representatives from functional areas impacted by the MCIS 2.0 Replacement Project and are represented by the Project Steering Committee. 





			MCIS 2.0 Project Co-Sponsors


			The Project Co-Sponsors have overall strategy and execution responsibility for the project, and provide guidance and support for tactical implementation activities. The Project Co-Sponsors are responsible for project scope, schedule, budget and quality, and works closely with the Program Manager to monitor the project’s progress. The Court Administrator and Seattle IT – Director of Strategic Planning fulfill this role. Although the Project Co-Sponsors are responsible for a successful project implementation, many duties have been delegated to the Program Manager and Project Management Team to ensure the project is adequately managed and executed.





			Executive Steering Committee (ESC)


			The ESC provides enterprise-level strategic direction, communicates unified expectations, addresses significant risks, and is accountable for securing the resources necessary along with budget oversight, for the project.





			Project Steering Committee (PSC)


			The PSC provides external and internal cross-division input and oversight of issues that arise during the project that require policy decisions, or issues that have an operational impact, and identifies which resources will execute project tasks. PSC also ensures project decisions and operational impacts are passed along to their administrator (ESC member), division management team, and to lower level management and staff.





			Program Manager


			The Program Manager is responsible for the implementation approach and directing work of the Project Management Team. The Program Manager is responsible for stakeholder engagement, long-range planning, oversight of the planning and scheduling of implementation work, reporting progress, identifying and managing project risks, managing project resources, and directing project communications.





			Project Management Team (PMT)


			The PMT currently consists of one Program Manager, one Project Manager – Data Migration, one Organizational Change Manager, three Senior Business Analysts and one Project Coordinator. The PMT is responsible for implementation of the project within the agreed-upon scope, budget, and delivery parameters. 





			Quality Assurance Group


			The City has contracted with a third party vendor to provide external quality oversight services. This vendor is responsible for external independent oversight to ensure that appropriate organizational structures, processes, and tools are present and working effectively and efficiently toward successful project completion. This vendor works directly and meets regularly with both the Project Co-Sponsors and Program Manager to provide input and oversight. 
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delegated funding and approval 




authority. This role ensures 




that project objectives are well defined, achievable, and aligned 




with agency objectives and strategic direction. This person is 




the executive decision




-




maker of the project at the highest level. 




This role is responsible for lea




dership and advocacy for 




ongoing funding within the legislative review process. The 




Presiding Judge fulfills this role.
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The Project Co
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for tactical implementation activities. The Project Co
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Sponsors 




are responsible for project scope, 




schedule, budget and quality, 




and works closely with the Program Manager to monitor the 




project’s progress. The




 




Court Administrator and Seattle IT 




–




 




Director of Strategic Planning fulfill this role. Although the 




Project Co




-




Sponsors are responsible for a successful project 
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			Role


			Description





			Project Manager


			The Project Manager is the Vendor’s primary resource responsible for the day-to-day management of the project, including coordinating all Vendor and subcontractor project resources and ensuring such resources perform efficiently, optimally and produce acceptable work product at all times. The Project Manager is the primary Vendor point-of-contact for the project.





			Functional Lead


			The Functional Lead ensures that the business and functional aspects of the delivered MCIS 2.0 solution are aligned with the project’s functional requirements and operational objectives. The Functional Lead provides court subject matter expertise to the project team. The Functional Lead is responsible for ensuring continuous updating, maintenance and organization of functional requirements and related project.





			Technical Lead


			The Technical Lead ensures that the underlying technology (architecture, hardware, software, infrastructure, etc.) of the delivered MCIS 2.0 solution is aligned with the project’s technical requirements and the City’s enterprise architecture principles. The Technical Lead ensures consistency and use of industry best practices in the realization of the MCIS 2.0 architecture. The Technical Lead is responsible for ensuring continuous updating, maintenance and organization of all technical requirements and related project documentation.





			Testing Lead


			The Testing Lead confirms that MCIS 2.0 test cases are comprehensive and that test execution is rigorous and consistent with test plan guiding principles and methods. The Testing Lead ensures traceability is maintained between requirements and testing activities. The Testing Lead prepares summary level reporting of testing activity and defect management trends. The Testing Lead is responsible for ensuring continuous updating, maintenance and organization of all testing related project documentation.





			Data Migration Lead


			The Data Migration Lead defines the strategy for migrating data from MCIS 1.0 to MCIS 2.0. The Data Migration Lead has expert knowledge of the MCIS 2.0 core data structure and is able to quickly develop a detailed working knowledge of MCIS 1.0 data structures. The Data Migration Lead works closely with the functional, technical and testing leads to ensure the data migration approach and schedule remains aligned with the overall MCIS 2.0 Replacement Project. The Data Migration Lead is responsible for ensuring continuous updating, maintenance and organization of all data migration related project documentation.





			Organizational Change Management (OCM) and Training Lead


			The OCM and Training Lead assists the City in planning for operational impacts that will result from the implementation of MCIS 2.0. The OCM and Training Lead documents the stakeholder landscape. The OCM and Training Lead ensures business impacts and training needs for each stakeholder group are identified. The OCM and Training Lead designs MCIS 2.0 training programs optimized for each stakeholder group. The OCM and Training Lead is responsible for ensuring continuous updating, maintenance and organization of all organizational change management documentation (including training documentation).
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The Functional Lead 




is




 




responsible for ensuring continuous updating, maintenance and 




organization of 




functional requirements 




and related project.
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ensures that the




 




underlying technology 




(architecture, 




hardware,




 




software, infrastructure, etc.) of the delivered MCIS 2.0 solution 




is aligned with the project’s technical requirements and the City’s 




enterprise architecture principles. The Technical Lead ensures 




consistency and use of industry best practices in the rea




lization of the 




MCIS 2.0 architecture. 




The Technical Lead 




is




 




responsible for ensuring 




continuous updating, maintenance and organiz




ation of all technical 




requirements and 
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Testing Lead




 




The Testing Lead 




confirms that MCIS 2.0 t




est cases are comprehensive 




and that test execution is rigorous and consistent with test plan guiding 




principles and methods. The Testing Lead ensures traceability is 




maintained between requirements and testing activities. The Testing Lead 




prepares summary




 




level reporting of testing activity and defect 




management trends. 




The Testing Lead 




is




 




responsible for ensuring 




continuous updating, maintenance and organization of all testing related 




project documentation.




 




Data Migration Lead




 




The Data Migration Lead def




ines the strategy for migrating data from 




MCIS 1.0 to MCIS 2.0. The Data Migration Lead has expert knowledge of 




the MCIS 2.0 core data structure and is able to quickly develop a detailed 




working knowledge of MCIS 1.0 data structures. The Data Migration Lea
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works closely with the functional, technical and testing leads to ensure the 




data migration approach and schedule remains aligned with the overall 




MCIS 2.0 Replacement Project. The Data Migration




 




Lead 




is




 




responsible 




for ensuring continuous updating, main




tenance and organization of all 




data migration




 




related project documentation.
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The OCM and Training Lead assists the City in planning for operational 




impacts that will result from the implementation 




of MCIS 2.0. The OCM 




and Training Lead documents the stakeholder landscape. The OCM and 




Training Lead ensures business impacts and training needs for each 




stakeholder group are identified. The OCM and Training Lead designs 




MCIS 2.0 training programs optimi




zed for each stakeholder group. The 




OCM and Training Lead




 




is responsible for ensuring continuous updating, 




maintenance and organization of all 




organizational change management 




documentation (including training documentation).
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i. Instructions











															Seattle Municipal Court


															MCIS 2.0 Project


															Functional Requirements


															Instructions





						Vendor shall complete and submit this Requirements Matrix with their proposal response.
Note:  
1.  Vendor must address all requirements listed in this Requirements Matrix.
2.  Vendor must provide an explanation for each requirement under the Explanation column: Each row of Column L must have an explanation of WHY the option was selected and HOW the solution will address this requirement. 
3. For all requirements that indicate configuration or customization, Vendor must mark the requirement with a level of complexity (H,M,L) and provide an explanation of WHY under the Explanation column.
4. Vendor must indicate for each requirement under the Available by Demonstration column (Y, N) if that requirement will be demonstrable during the demo phase of this project. Provide details under the Explanation column.

For each requirement, Vendor must indicate which of the following seven (7) options will be used to meet the requirement:

1. Out of the  Box (O) - Mark this column with an (O) to indicate that the solution meets this requirement out-of-the-box (OOTB) with no configuration or customization required. If the requirement is NOT out of the box, mark the requirement with the appropriate option 2 through 7.
2.  Configuration (Y, N) 
Definition: Configuration uses the built-in flexibility of the software to modify things such as fields, drop down lists, buttons, colors, etc. without changing, modifying, or rewriting software code and is forward compatible with future product releases.
Instructions: Mark this column with a (Y)es to indicate that the requirement is met by the proposed solution through configuration of the OOTB solution or (N)one to indicate it does NOT required configuration of the OOTB solution. Provide an explanation of why it requires configuration and  describe the proposed approach to meet the requirement.
3. Configuration Complexity (H,M,L) - Use this column to indicate the level of complexity for the configuration required to meet the requirement. See the definitions for (H)igh, (M)edium and (L)ow in the column at left. Provide an explanation of WHY in the Explanation column.
4.   Customization (Y, N)
Definition: Customization requires altering or modifying the product's software code and components, or requires the devopment of new software code and components.
Instructions: Use this column to indicate that the requirement is met by the proposed solution through product customization and/or custom developed code.  Provide an explanation of WHY the requirement requires customization and/or custom code and describe HOW the proposed solution will address this requirement.
5. Customization Complexity (H,M,L) - Use this column to indicate the level of complexity for the customization required to meet the requirement. See the definitions for (H)igh, (M)edium and (L)ow in the column at left. Provide an explanation of WHY under the Explanation column.
6.  Future Product Release (Y, N) - Use this column to indicate that the requirement will be met in a future product release.  Provide projected release date and version number (if available) under the Explanation column.
7.  Integration with 3rd Party Product (Y, N) - Use this column to indicate that the requirement can only be met through the use and integration with a 3rd party product or solution.  Identify the proposed 3rd party product under the Explanation column.  
																																													Configuration Complexity Definitions:
a. High: Significantly increases project scope and/or cost; requires vendor resources to modify; may not be forward compatible with future releases 

b. Medium: Increases project scope and/or cost, requires vendor resources to modify; is forward compatible with future releases

c. Low: little to no impact on project scope and/or cost, can be modified by City staff with the appropriate skills, is forward compatible with future releases

Customization Complexity Definitions:
 a. High:  Significant increase in project scope and/or cost; requires major alterations or modification to existing code, or requires custom code; no guarantee that customizations are forward compatible with future releases; costly to maintain over time.

 b. Medium: Increases the project scope and/or cost; requires alternations or modifications to existing code by the vendor during implementation and to ensure compatibility for future releases; costly to maintain over time.

 c. Low: Little to no impact on project scope and/or costs, City staff, with the appropriate skills, could make modifications to ensure compatibility for future releases; less costly to maintain over time.
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1. Manage Case (MC)





			1. Manage Case (MC)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			MC-001			The system must provide the ability to initiate a case (e.g. pre-file) prior to receiving charging documents (e.g. receipt payment or request for a hearing before case is filed).			Create Citation/Case


			MC-002			The system must provide the ability to automatically and manually assign a case type and sub-type at case initiation (e.g. most severe charge added, first charge added, user select, etc.).			Create Citation/Case


			MC-003			The system must provide the ability to manually add a case individually or in a batch at any point in a 24 hour cycle.			Create Citation/Case


			MC-004			The system must provide the ability to copy certain case or party data when creating multiple new cases (e.g. same filing date, violation, license plate, etc.) with ability to edit copied data.			Create Citation/Case


			MC-005			The system must provide the ability to present case and party data from a previously entered case when creating a new case, with the option to select some or all of the presented data for the new case (e.g. same license plate, party address, Vehicle Identification Number (VIN), etc.).			Create Citation/Case


			MC-006			The system must provide the ability to accept electronically filed new case filings at any point in 24 hour cycle, with ability to capture timestamp of the filing.			Create Citation/Case


			MC-007			The system must provide the ability to automatically populate all data fields on an electronically filed case/citation.			Create Citation/Case


			MC-008			The system must provide the ability to capture all electronic ticket data from various sources (e.g. Statewide Electronic Collision and Ticket Online Records [SECTOR], American Traffic Soluctions [ATS], etc.).			Create Citation/Case


			MC-009			The system must provide the ability to generate an indicator/report when an e-filing is submitted with incomplete required fields and redirect the e-filing to the charging authority.			Create Citation/Case


			MC-010			The system must provide the ability to automatically and manually search for and connect/link a pre-filed case to a new filing or existing case if determined to be a match (e.g. person pays prior to the filing of the citation and once the citation is filed the system must be able to match up the payment to the citation).			Create Citation/Case 


			MC-011			The system must provide the ability to manually or automatically connect/link pre-file notes to a new filing or existing case if determined to be a match.			Create Citation/Case


			MC-012			The system must provide the ability to automatically validate the case filed date and the initiating document(s) filed on the case are the same date.			Create Citation/Case


			MC-013			The system must provide the ability to automatically and manually add, edit, and delete vehicle details, and maintain history.			Create Citation/Case 


			MC-014			The system must provide the ability to capture and manage out of state vehicle registration records (i.e. data field for license plate number and issuing State or Province).			Create Citation/Case


			MC-015			The system must provide the ability to add multiple criminal and non-criminal charge type laws on the same case.			Create Citation/Case


			MC-016			The system must provide the ability to require user to select charge(s) and additional attributes (e.g. modifiers, enhancements, etc.) from configured values when adding a charge, with ability to display frequently entered charges.			Create Citation/Case


			MC-017			The system must provide the ability for multiple search and filter options in the Bail Table when adding or modifying any charge on a case, display law/ordinance details (e.g. definition) and allow user to select from results.			Create Citation/Case 


			MC-018			The system must provide the ability to add one or more charges on a case with ability to modify, and delete charges from filing through charge disposition and require a reason for modifications and deletions.			Create Citation/Case 


			MC-019			The system must provide the ability to automatically and manually add a count number to each primary charge, and when primary charges are amended or deleted have the ability to re-use count number (primary charges should be in a running numerical order, if 3 charges are filed and one is deleted and another added, primary charges should be 1, 2, 3 not 1, 2, 4), and maintain history.			Create Citation/Case 


			MC-020			The system must provide the ability to add multiple laws/ordinances for one charge count, indicating a primary charge, with ability to add additional charges which may be modifiers or enhancements to a charge (e.g. additional statutes, special allegations are added as a "child" to the charge).			Create Citation/Case 


			MC-021			The system must provide the ability to automatically and manually add, edit, and delete multiple dates on a case (e.g. violation date(s), issue date, filing date, etc.), and allow dates to be the same or different.
			Create Citation/Case


			MC-022			The system must provide the ability to automatically populate, and manually enter multiple violation dates on one case or per charge (e.g. specific date(s), date range or "on or about").			Create Citation/Case


			MC-023			The system must provide the ability to automatically and manually add, edit, and delete charge/violation location information for each violation.  			Create Citation/Case


			MC-024			The system must provide the ability to automatically and manually add, edit, delete the proper Seattle Municipal Court (SMC) Violation Code based upon MPH over the limit and zone entered (e.g. 40 MPH in a 30 MPH Zone should display SMC11.52.04006U Speed 6-10 MPH > Limit 40 & Under Zone).			Create Citation/Case


			MC-025			The system must provide the ability to automatically and manually add, edit, delete speed violations based upon MPH over the limit and zone (e.g. Speeding, 40 MPH in a 30 MPH Zone would display10 MPH over the limit).			Create Citation/Case


			MC-026			The system must provide the ability to auto populate and manually enter test type (e.g. breath, blood, refusal, etc.) and results for Blood Alcohol Content (BAC) and/or (Tetrahydrocannabinol (THC) in separate data fields, during life of the case and at case disposition (e.g. defendant charged with BAC of .24 at filing, but pleads to BAC of .08; both records should be maintained separately) with ability to amend information, and maintain history.
			Create Citation/Case


			MC-027			The system must provide the ability to automatically and manually add, edit, and delete one or more Process Control Number (PCN) and arrest dates per case, and maintain history.			Create Citation/Case


			MC-028			The system must provide the ability to automatically and manually add, edit, and delete one or more cross reference numbers, (e.g. case and/or referral numbers from other jurisdictions, Law Enforcement Agency [LEA] Report number, etc.), and maintain history.			Create Citation/Case


			MC-029			The system must provide the ability to relate unlimited number of cases, capture the related case number, and provide a link from case to case (e.g. Superior Court Appeal Case Number, or case number of a case received on a change of venue). 			Create Citation/Case


			MC-030			The system must provide the ability to automatically create a potential case accounts receivable (PAR) as part of the case initiation process, through the point of creating a billed Accounts Receivable (A/R) by using the bail/penalty amount of the charge, or the penality amount on the citation (based on business rules), additional attributes (e.g. if accident indicated, add accident fee), and defined business rules for the case type (e.g. for an infraction case type, use the date of violation in conjunction with the law or local ordinance listed in the bail table, and create the potential accounts receivable on a case, etc.) with ability to preview sub total calculations and make corrections prior to committing. 
			Create Citation/Case


			MC-031			The system must provide the ability to automatically and manually indicate when an officer marks "citation to be mailed to violator" on the charging document and allow for the indicator to be editable.			Create Citation/Case


			MC-032			The system must provide the ability to record the printing date of the mailed Notice of Infraction.			Create Citation/Case 


			MC-033			The system must provide the ability to accept or reject case (court case or probation case) transfers.			Create Citation/Case


			MC-034			The system must provide the ability to prevent a duplicate case filing.			Create Citation/Case


			MC-035			The system must provide the ability to prevent entry of traffic and non-traffic charges on a case (e.g. infraction non-traffic and infraction traffic, criminal non-traffic and criminal traffic, infraction traffic and parking, etc.). 			Create Citation/Case


			MC-036			The system must provide the ability to identify the impound dispute type (e.g. validity of impound, validity of fees, both).			Create Citation/Case 


			MC-037			The system must provide the ability to identify when penalties must increase for 2nd and 3rd non criminal offenses (e.g. 1st time charged penalty is $100, 2nd time penalty is $125).			Create Citation/Case 


			MC-038			The system must provide the ability to allow any party associated with a case to have a bail/bond posted against said party.			Bail Exoneration


			MC-039			The system must provide the ability to process bail and surety bond on all case types (e.g. Criminal, Infraction, Parking, Protection Order) at any point during case life. 			Bail Exoneration


			MC-040			The system must provide the ability to add, edit, (e.g. adjust, reverse, etc.) and delete one or more bail/bonds (e.g. dates, status/disposition, party, bond company, bond number, amount, type [performance, appeal, appearance], posting type [cash bail, unsecured cash bail, bail bond], etc.) and maintain history.			Bail Exoneration


			MC-041			The system must provide the ability to automatically and manually, in full or in part, apply bail to existing case A/R, transfer to any other case, forfeit, reverse, refund and maintain history.			Bail Exoneration


			MC-042			The system must provide the ability to link bond forfeiture payments to the original bond posting.			Bail Exoneration


			MC-043			The system must provide the ability to require action on a forfeited bond at a hearing.   			Bail Exoneration


			MC-044			The system must provide the ability to reinstate previously forfeited bail or bonds and must require a reason for the reinstatement (e.g. Judicial Order, Consent of Bondsman, etc.). 			Bail Exoneration


			MC-045			The system must provide the ability to indicate a bond in forfeiture status has been paid, in part or in full. 			Bail Exoneration


			MC-046			The system must provide the ability to display all bail/bond details and history (e.g. receipt date and receipt number, total ordered amount of bail/bond, amount of bail/bond posted, forfeiture ordered, payment posted towards forfeiture, exonerated amount, forfeitures currently marked payable, forfeited bail posted, refunded, reinstated, transferred and applied to A/R, etc.) and maintain history.  			Bail Exoneration


			MC-047			The system must provide the ability to hold a payment during the e-Filing process, until a filing is accepted.  			Receipt of Payment


			MC-048			The system must provide the ability to select specific case(s) or individual case A/R(s) to apply payment (e.g. defendant is on time pay for 2 restitution recepients, and is scheduled to pay a certain amount each month to both A/R's, however choses to pay a different amount this month). 			Receipt of Payment


			MC-049			The system must provide the ability to select a case participant as payor and populate their information on the accounting screens. 			Receipt of Payment


			MC-050			The system must provide the ability to store information (e.g. name, address, telephone number, email, etc.) of a payer on a non-case transaction with the ability to add payer as case participant (e.g. Defendant’s mother posts bail; mother’s contact info should be obtained for bail refund). 			Receipt of Payment


			MC-051			The system must provide the ability to search for and select a non-case participant and auto populate their information on the accounting screen associating a payment. (e.g. collection agency sends in check for multiple cases/defendants.) 
 			Receipt of Payment


			MC-052			The system must provide the ability for payment via various electronic methods (e.g. credit/debit, ACH [Automated Clearing House], etc.). 			Receipt of Payment


			MC-053			The system must provide the ability to process payments using multiple payment types in one or more transactions, (e.g. cash, check, money order, credit/debit card, eCheck, other ePayments, PayPal, bail and surety bond, etc.). 			Receipt of Payment


			MC-054			The system must provide the ability to receipt non-case related payments, and require payer information when known (e.g. copy fees, passport fees, payment received with no case information, etc.), and maintain history. 			Receipt of Payment


			MC-055			The system must provide the ability to receipt payment in part, in full, or an overage, and calculate the difference (e.g. change due, overage placed in trust, etc.).			Receipt of Payment


			MC-056			The system must provide the ability to batch receipt (e.g. multiple case numbers, one rental car company with parking tickets).			Receipt of Payment


			MC-057			The system must provide the ability to proportionally apply monies to fines and fees once priority payments are satisfied. (e.g. apply towards restitution until paid in full, then apply payments on fines based on a configured percentage.). 			Receipt of Payment


			MC-058			The system must provide the ability to automatically post payments into the case trust account if a future hearing is scheduled.			Receipt of Payment


			MC-059			The system must provide the ability to receipt a payment and hold funds in trust on the case (e.g. receipt a restitution payment prior to adding a restitution recipient party on the case, etc.).			Receipt of Payment


			MC-060			The system must provide the ability to link the original transaction with reversal transaction. 			Receipt of Payment


			MC-061			The system must provide the ability to display all outstanding case balances for identified person when receipting results in an overpayment and provide options for applying the monies (e.g. automatically using default payment priorities, manually apply to a specific case, etc.). 			Receipt of Payment


			MC-062			The system must provide the ability to maintain historical data on noncase related monies (e.g. posting, modification, payables, etc.).			Receipt of Payment


			MC-063			The system must provide the ability to issue one receipt for multiple transactions and multiple payment methods made across cases/case types (e.g. payment of criminal fine, and payment of infraction fine for same party in one transaction, party pays 50% in cash and 50% by check; only one receipt will generate). 			Receipt of Payment


			MC-064			The system must provide the ability for multiple cut-offs during an accounting period (e.g. cashier works in main courthouse and then opens a 2nd cash drawer working in the jail, total is in same journal business day, with 2 drawers to balance in total for the day).			Receipt of Payment


			MC-065			The system must provide the ability to cut-off an individual user or batch users during an accounting period.			Receipt of Payment


			MC-066			The system must provide the ability to record trust account activities separate from other case accounting activities.			Payment Management


			MC-067			The system must provide the ability to automatically and manually search for and connect/link, with option to apply, a trust payment or unidentified money on a pre-filed case to a new filing or existing case if determined to be a match (e.g. defendant pays fine prior to ticket filing, illegible case number on check, hold until validated, etc.).			Payment Management


			MC-068			The system must provide the ability to automatically and manually redistribute payment priorities when adjustments to A/R are made. 			Payment Management


			MC-069			The system must provide the ability for one or more restitution A/R's, with one or more recipients per case (e.g. Safeway $100, John Smith $200).			Payment Management


			MC-070			The system must provide the ability to link trust account activities and all other case accounting activity together. 			Payment Management


			MC-071			The system must provide the ability to create A/R for party types other than the defendant, and ability to keep them separate within the case (e.g. bond fee, copy fee, etc.). 			Payment Management


			MC-072			The system must provide the ability to reassign a payable to a different payee requiring a reason, (e.g. original payee is husband, changed to wife's name) and maintain history. 			Payment Management


			MC-073			The system must provide the ability to edit (waive/adjust/reverse), and delete existing receivables, payables and trust funds, track details (e.g. payment method, reason, amount, date, transaction number, etc.) and maintain history.			Payment Management


			MC-074			The system must provide the ability to suspend and track accounting activites including details, (e.g. reason, end/review date, etc.) allow for automatic and manual release, and maintain history.			Payment Management


			MC-075			The system must provide the ability to create payable if an adjustment creates an overage, or overpayment meets threshold amount, based on defined business rules.			Payment Management


			MC-076			The system must provide the ability to preview disbursement information (e.g. case #, payable type, total, payee name and address, holds, etc.), edit, and release pending payables individually or in a batch.
			Payment Management


			MC-077			The system must provide the ability to edit payee record from the payable screen until disbursement. 			Payment Management


			MC-078			The system must provide the ability to remove a consolidated payee. 			Payment Management


			MC-079			The system must provide the ability to automatically and manually add, edit, and remove a hold on a payable and include dates, reason, (e.g. known bad address, hold payment until address verified, etc.) and maintain history.			Payment Management


			MC-080			The system must provide the ability to consolidate multiple case payables on re-occuring or a single disbursement and include a reason (e.g. party has multiple cases with refunds and one check is generated,  2 cases have Safeway as the payee, etc.).  
			Payment Management


			MC-081			The system must provide the ability to process payables and disbursements using multiple methods (e.g. write check, electronic transfer, etc.).			Payment Management


			MC-082			The system must provide the ability to generate payables (checks or electronic disbursements) individually or in a batch, on demand or scheduled, including total dollar amount and payee.			Payment Management


			MC-083			The system must provide the ability to automatically and manually reverse and transfer payments between cases or obligations on a case, adjusting accounts receivable on each case accordingly.			Payment Management


			MC-084			The system must provide the ability to reverse payments receipted together in the same transaction (e.g. one check receipted across multiple cases) or in part (e.g. one cash payment crosses 4 different cases, defendant changes his mind, only wants 3 cases paid, refund partial, etc.).			Payment Management


			MC-085			The system must provide the ability to automatically and manually modify/adjust an account balance, when an alternative program was completed by defendant, in lieu of payment.			Payment Management


			MC-086			The system must provide the ability to refund payment for a rejected filing. 			Payment Management


			MC-087			The system must have the ability to perform Electronic Funds Transfer (EFT) when check is scanned.			Payment Management


			MC-088			The system must provide the ability to display account detail history at the case and party level of obligation/condition (e.g. added, modified, description, amounts imposed, payments, balance, waivers/suspensions applied, adjustments applied, dates, complied status, disbursements, etc.).			Payment Management


			MC-089			The system must provide the ability to automatically and manually add, edit and delete (includes distinguishing credits from debits) one or more accounts receivable on a case, (e.g. adjust amount when payment received, change fee type from one to another, payment reversal auto adjusts fee to prior amount, charge amended prior to disposition, auto add when specific case condition is added, etc.) and maintain history.			Payment Management


			MC-090			The system must provide the ability to add, edit, and delete one or more protection orders (e.g. no contact, temporary, reissuance of a temporary, permanent, etc.) including various attributes (e.g. dates, parties protected/restrained, status, etc.), with ability to display summary and detailed view on case and person, and maintain the history.			Protection Orders


			MC-091			The system must provide the ability to automatically and manually add, edit, and delete one or more warrants including various attributes (e.g. charge(s), type, warrant status [e.g. order, issue, cancel, quash, etc.], with reason [e.g. failed to appear/pay/comply, cancelled prior to printing as defendant appeared, recall if printed/transmitted, etc.], multiple dates [e.g. order, issue, cancel], total bail amount [e.g. cash only, specific dollar amount, no bail, etc.], service information, etc.) on any party/participant, with ability to display summary and detailed view on case and person, and maintain history. 
			Warrants


			MC-092			The system must provide the ability to easily display a verification address certification was filed prior to warrant being ordered based on business rules.			Warrants


			MC-093			The system must provide the ability to automatically and manually issue, cancel, delay, adjudicate, or reissue a Failure to Appear (FTA) on person or vehicle at anytime, including the same business day of issuance, including a reason, and maintain history. 

			Delinquent Tickets


			MC-094			The system must provide the ability to track Department of Licensing (DOL) owner information exceptions when DOL returns exception messages to the Court during the delinquent ticket process  (e.g. registered owner request sent to DOL and DOL returns "no record", no address information on file with DOL, etc.).			Delinquent Tickets


			MC-095			The system must provide the ability to automatically and manually add, edit, and delete time payment plans and their attributes for a defendant with one or more case types and one or more cases (e.g. start/end date, first payment, amount, due date, case and A/R priority, frequency, add additional case to existing plan, recalulate terms, etc.) and maintain history.			Time Pay/Community Service


			MC-096			The system must provide the ability to calculate, based on parameters entered, the final payment amount and due date.			Time Pay/Community Service


			MC-097			The system must provide the ability to override payment plan priority and apply payment to selected cases and selected fines/fees. 			Time Pay/Community Service


			MC-098			The system must provide the ability to add, edit, and delete reoccurring automatic payments, including payment information, (e.g. date, method, account, etc.) and options for frequency (e.g. weekly, monthly, lump sum, etc.).			Time Pay/Community Service


			MC-099			The system must provide the ability to select cases for collections processes individually or in a batch (e.g. start cases in the beginning or middle of the delinquent collections process, generate, or regenerate collection notices,  cancel or remove case obligations from collection processing, reinstate or resume collection processing, etc.).			Collections


			MC-100			The system must provide the ability to automatically and manually assign cases eligible for collections to a third party agency(s) (i.e. SMC contracts with 2 collection agencies, will need to identify which cases go to agency "A", Agency "B", and which are kept in house).			Collections


			MC-101			The system must provide the ability to add, edit, and delete collection status details (e.g. dates, current and past due amount, amount paid to date, name/ID of users making changes to assignment and dates of any updates to collections status or balance, etc.) and maintain history. 			Collections


			MC-102			The system must provide the ability to automatically and manually add, edit, and delete Probable Cause (PC) determination and Judicial Officer on each charge (e.g. found, not found, waived, etc.), including the date, and maintain history.			Disposition


			MC-103			The system must provide the ability to add, edit, and delete a Plea on each charge (e.g. Guilty, Guilty, Alford, Not Guilty, etc.). 			Disposition


			MC-104			The system must provide the ability to add, edit, and delete one or more amendments of a charge and additional charges (e.g. modifiers or enhancements to primary charges, etc.), and require a reason.			Disposition


			MC-105			The system must provide the ability to add, edit, and delete one or more dispositions and findings on each primary charge, secondary charge, and amended charges (e.g. special allegation, modifications, etc.) at a time, including details (date, judge, reason if required, etc.), and maintain history. 			Disposition


			MC-106			The system must provide the ability to automatically and manually add, edit, and delete a judgment(s) on any case type (e.g. criminal, civil, parking, etc.), including attributes (e.g. type, creditor, debtor, fine/fee type, and amount, dates, interest, status, due dates, Judge, etc.).			Disposition


			MC-107			The system must provide the ability to add, edit, and delete sentence information on a case or charge(s) including details (e.g. judge, type, date, jurisdiction, conditions, fines/fees, jail time, etc.) and maintain history. 			Disposition


			MC-108			The system must provide the ability to automatically and manually add, edit, delete each charge jurisdiction dates and case jurisdiction dates, and the reason, including applying business rules for when jurisdiction is tolled (e.g. Jurisdiction tolls when a warrant is issued after charge disposition, etc.), allow ability to override, and maintain history.
			Disposition


			MC-109			The system must provide the ability to calculate and display the interval between the date of sentencing and the end of jurisdiction. 			Disposition


			MC-110			The system must provide the ability to add, edit, and delete conditions (individually and in a batch) including details (e.g. date added, due date, status, judge, charge, amount, comments, suspended time/dollars, etc.), allow multiple entries of the same condition, and maintain history.  			Disposition


			MC-111			The system must provide the ability to add, edit, and delete alternative programs approved in lieu of financial obligations or jail time and include details (e.g. allowed hours, due date, etc.) and maintain history. 			Disposition


			MC-112			The system must provide the ability to allow a case to have multiple obligations with the same or different due dates.			Disposition


			MC-113			The system must provide the ability to add, edit, and delete free form text conditions and/or select configured conditions of sentence and impose any fees/fines associated with those conditions (including any standard fees for the RCW to impose).			Disposition


			MC-114			The system must provide the ability to add, edit, and delete sanctions details (e.g. type, imposed, held until further order of the court, date, etc.). 			Disposition


			MC-115			The system must provide the ability to re-open cases.			Disposition


			MC-116			The system must provide the ability to automatically and manually add (when no potential or billed A/R exists), edit, and delete fines, fees, and costs on a case Accounts Receivable (A/R), with ability to preview sub total calculations and make corrections prior to committing.
			Disposition


			MC-117			The system must provide the ability to add, edit, and delete one or more appeals on a case and their attributes (e.g. including reason and disposition on a case, dates, status, disposition, etc.) and maintain history.			Appeals


			MC-118			The system must provide the ability to add, edit, and delete appeal period timeframes on a case (e.g. trial verdict date plus 30 days equals last date eligible to file notice of appeal, etc.).			Appeals


			MC-119			The system must provide the ability to process appeal stay status individually or in a batch.			Appeals


			MC-120			The system must provide the ability to electronically transfer all media files (e.g.audio/video files, etc.) associated with an appeal to the Appellate Court (King County Superior Court in most cases).			Appeals


			MC-121			The system must provide the ability to display appeal indicators on all screens when case has an active appeal.			Appeals


			MC-122			The system must provide the ability to seal and unseal cases and individual documents.			Seal Case


			MC-123			The system must provide the ability to search the database using various types of search options and case or pre filed case data elements, (e.g. weighted/unweighted, case number, case type, vehicle VIN or plate number,  warrant #, NCO #, etc.), with ability to save search preferences.			GENERAL


			MC-124			The system must provide the ability to search for  other case(s) and party(s) from within a case or party to select and view with the ability to return to originating case/party.  			GENERAL


			MC-125			The system must provide the ability to automatically and manually add, edit, and delete case statuses and reason, including effective/end dates, and maintain history. 			GENERAL


			MC-126			The system must provide the ability to automatically and manually add, edit, and delete case disposition including effective/end dates, and maintain history.			GENERAL


			MC-127			The system must provide the ability to display the case status on all screens.			GENERAL


			MC-128			The system must provide the ability to automatically and manually add, edit, delete docket entries, and maintain history.			GENERAL


			MC-129			The system must provide the ability to add comments to auto-generated, and manually entered docket entries.			GENERAL


			MC-130			The system must provide the ability to enter free form text docket entries.			GENERAL


			MC-131			The system must provide the ability to automatically and manually edit the case type or case sub-type of a case (e.g. charge count CT starts the case and the charge is amended to IT, a Gross Misdemeanor is amended to a Misdemeanor, etc.) and maintain history.			GENERAL


			MC-132			The system must provide the ability to display the individual default penalty/bail amount for all charges on a case and display the total penalty/bail on the case (e.g. detail, summary, charges screen, financials, etc).			GENERAL


			MC-133			The system must provide the ability to display all charge(s) information including severity, amended charges, additional statutes, enhancements, special allegations with the primary charge count on any display where charge counts on a case display (e.g. criminal history, person history, and search results etc.).			GENERAL


			MC-134			The system must provide the ability to automatically and manually add, edit, and delete a party's public defense eligibility screening status, including dates (e.g. screened: yes/no/refused result: yes/no/pending/waived), and representation status (e.g. if yes:  appointed/retained/pro se/not represented) on a case, and maintain history.
 			GENERAL


			MC-135			The system must provide the ability to display attorney name and law firm/agency/employer on a case.			GENERAL


			MC-136			The system must provide the ability to maintain all vehicle violation history for each vehicle record, with ability to display (and filter/sort), and create reports of the information.			GENERAL


			MC-137			The system must provide the ability to display details of an existing vehicle, and vehicle license information from DOL, (in a compare type view) for the same vehicle, to allow a user to chose individual details before populating fields in the system.
			GENERAL


			MC-138			The system must provide the ability to compare vehicle records to determine most current owner based on the "date of purchase" date from DOL for a current ticket, and existing owner information on a previous ticket and overwrite DOL info with current info entered by a user.			GENERAL


			MC-139			The system must provide the ability to record when speedy trial cure period is used on a case.			GENERAL


			MC-140			The system must provide the ability to add, edit, and delete the speedy trial date/time, prominently display, and maintain history.			GENERAL


			MC-141			The system must provide the ability to assign a case to a specific Judicial Officer.			GENERAL


			MC-142			The system must provide the ability to add, edit, and delete one or more Judicial Officer conflicts/recusals, including start and end dates, on a specific case (e.g. Judicial Officer has a conflict with the type of case, not a conflict with any of the parties).			GENERAL


			MC-143			The system must provide the ability to add, edit and delete groups, assign a group to a Judicial Officer, and automatically or manually schedule the hearings for all cases in a group together.			GENERAL


			MC-144			The system must provide the ability to document the location of the physical file.			GENERAL


			MC-145			The system must provide the ability display both bail/bond agency and its surety company when bail is posted (e.g. bond posted in January has one surety company,  bonding company changes surety in June, each bond should show the surety associated during the respective time period.). 			GENERAL
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			2. Manage Person (MP)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			MP-001			The system must provide the ability to search the person database using various types of search options and data elements (e.g. weighted/unweighted, soundex, name/business name, partial name, party type [defendant, attorney, bonding compancy], etc.), with ability to save search preferences.			Identification Information


			MP-002			The system must provide the ability to add, edit, and delete other types of “entity” records (e.g. collection agencies, banks, bail/bond companies, electronic home monitoring [EHM] providers), for use as participants on cases.			Identification Information


			MP-003			The system must provide the ability to enforce rules for additions and updates to person data in accordance with the statewide person business rules.
			Identification Information


			MP-004			The system must provide the ability to add, edit, and delete a person record, including all person data elements, and maintain history (e.g. name type [True, also known as {AKA}, doing business as {DBA}], formally known as {FKA}, address, [address type, county, state, zip, country] phone number(s), secondary contact [grandma name and phone] driver's license number, Federal Bureau of Investigation [FBI] Number, Department of Corrections [DOC] Number, etc.).			Identification Information


			MP-005			The system must provide the ability to simultaneously display with the option to select the individual person data elements from both existing person record and WA State DOL record, including the last updated date available for each field from each system.			Identification Information


			MP-006			The system must provide the ability to automatically assign a unique identifier for each person/participant record (e.g. defendant, victim, bonding company, etc.).			Identification Information


			MP-007			The system must provide the ability to add, edit, and delete a person's gender (e.g. male, female, unknown, etc.).			Identification Information


			MP-008			The system must provide the ability to add, edit, and delete a person's race and ethnicity.  			Identification Information


			MP-009			The system must provide the ability to add, edit, and delete a business name, and designate the record as a business when used on a case and be searchable (e.g. vehicle is owned by Allstate Insurance Company, the vehicle was cited for a vehicle violation).			Identification Information


			MP-010			The system must provide the ability to add, edit, and delete multiple driver's licenses including their attributes (type, issuing state/provience, issue/expiration date, etc.) and maintain history.			Identification Information


			MP-011			The system must provide the ability to automatically and manually add, edit, and delete a person's date of death, information source and date (e.g. Department of Health).			Identification Information


			MP-012			The system must provide the ability to automatically and manually attach photos, the source of photo (e.g. jail, DOL, etc.) and the date to person records.			Identification Information


			MP-013			The system must provide the ability to use barcode scanning of person identification.			Identification Information


			MP-014			The system must provide the ability to validate addresses, with ability to override (e.g. validate with external agency, United States Postal Service [USPS], etc.).			Demographic Information


			MP-015			The system must provide the ability to add, edit, remove, or delete a party or participant from a case at any time, including dates indicating when the action occurred, and tracking all history (e.g. party is a victim and a restitution recipient on the case). 			Demographic Information


			MP-016			The system must provide the ability to batch add, and batch remove participant(s) to/from multiple cases, (e.g. Attorney files a Notice of Appearance/Withdraw for more than one case number, Victim added to multiple cases, etc.).			Demographic Information


			MP-017			The system must provide the ability for one party to have multiple roles on case (e.g. the Victim on a case is also the Restitution Recipient).			Demographic Information


			MP-018			The system must provide the ability to add, edit, and delete a reason and source for any updated/changed address, maintain history, including begin, and end effective dates (e.g. Reason: Insufficient Address Source: Post Office, Reason:  Current Address  Source:  DOL).  			Demographic Information


			MP-019			The system must provide the ability to add, edit and delete social media contact information on a party record. (e.g. Facebook user name, Twitter user name, etc.), and maintain history.  			Demographic Information


			MP-020			The system must provide the ability to add, edit, and delete LEA Officer information, (e.g. name, agency, unique badge number, begin/end effective dates, etc.) and maintain history.			Demographic Information


			MP-021			The system must provide the ability to maintain the officer party information attached to cases when badge numbers are changed (e.g. officer retires, his badge number is reassigned to a new officer, therefore existing cases for the retired officer should retain his/her information).			Demographic Information


			MP-022			The system must provide the ability to add, edit, and delete a reason, source, and user updating, when editing a party's connection to a vehicle violation (e.g. driver is not registered owner however takes responsibility for ticket, updated by Clerk Susie), and maintain history.			Demographic Information


			MP-023			The system must provide the ability to select the responsible party if other than the registered owner (e.g. a rental car company is the registered owner but the renter is the responsible party).			Demographic Information


			MP-024			The system must provide the ability to automatically and manually add, edit, and delete party(s) information (e.g. name, address, dates, etc.) related to vehicle violations (e.g. allow for one or more of each: defendant, registered owner, responsible party, renter, etc.), and maintain history.			Demographic Information


			MP-025			The system must provide the ability to identify cases with court employee conflicts and warn the user when scheduling the case with Judicial Officers. 
			Demographic Information


			MP-026			The system must provide the ability to automatically and manually add, edit, and delete custody information on the person record (e.g. King County Jail [KCJ], SCORE Jail, EHM, etc.).			Person Alerts/Case Flags


			MP-027			The system must provide the ability to add, edit, and delete the relationships between all parties on an individual case, across one or more cases, and provide the ability to connect parties in a person relationship, and maintain history of all relationships (e.g. in Case relationship person A and person B’s relationship is ex-spouse to each other, and person C is child to both, thereby making person A and person B a parent to person C; in Person relationship person C resides with person A).			Relationships


			MP-028			The system must provide the ability to add, edit, and delete co-defendant(s) information on cases (e.g. name, case #, etc.) and provide a link to the co-defendant(s) cases.			Relationships


			MP-029			The system must provide the ability to link parties/participants to one or more other parties on a case (e.g. a defendant on a case has 2 or more Attorneys representing them on their case).			Relationships


			MP-030			The system must provide the ability to automatically and manually add, edit, and delete interpreter assignments (e.g. date, time, hearing type, location, status, case number, hours worked, rate(s) of pay, pay period, etc.).			Interpreters


			MP-031			The system must provide the ability to assign an interpreter to one or more cases for the same time period. 			Interpreters


			MP-032			The system must provide the ability to notify (e.g. e-mail, text, mail, message on portal, etc.) scheduled interpreters of hearings or appointments. 			Interpreters


			MP-033			The system must provide the ability for interpreters to receive and manage assignment requests via a web portal (e.g. accepting/rejecting, cancelling, etc.). 			Interpreters


			MP-034			The system must provide the ability to identify when an interpreter request has not been filled. 			Interpreters


			MP-035			The system must provide the ability to use the same person record in court and probation cases.			GENERAL


			MP-036			The system must provide the ability to add any type of case to a person record (e.g. criminal case, vehicle violation, speeding citation, etc.).			GENERAL


			MP-037			The system must provide the ability to add, edit, and delete linking other names for a party, and display all name types and names on the person record including begin/end effective dates (e.g. True Name:  John Doe, AKA name:  John Smith).  			GENERAL


			MP-038			The system must provide the ability to maintain all case history for a party/person, including any linked names (e.g. AKA, DBA, etc.) with ability to display, filter/sort, and create reports of the information.			GENERAL


			MP-039			The system must provide the ability to unlink and retain individual person record and case history information when linking with another person, with ability restore person record and case history of each record previously combined when unlinked.			GENERAL


			MP-040			The system must provide the ability to access/display other cases a party has in the system from another case (i.e. ability to see the cases without leaving the case to search in the system).			GENERAL


			MP-041			The system must provide the ability for a party to opt into auto reminders (e.g. interactive voice response [IVR], text, email, phone call, etc.) for scheduled hearings, activities, and payments. 			GENERAL


			MP-042			The system must provide the ability to automatically and manually delete a person/participant record when the case the record is attached to is no longer active (open) and retention is met.
			GENERAL
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			3. Manage Records (MR)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			MR-001			The system must provide the ability to configure, add, edit, and delete forms/templates with start and end dates, in multiple languages, for use in all modules of the system (e.g. case manager, probation, financial, jury manager, public portal, etc.), using conditional logic to meet all business area needs (e.g. calendaring, delinquency, warrants, appeals, interpreter, jury, exhibits, financial, probation, defendant forms, etc.),  auto-populating system data, rules to auto generate one or more forms/orders/documents based on specific action, or a form generates a subsequent form (e.g. Magistrate enters disposition on a "hearing by mail" case which auto creates a letter to defendant advising of decision, a Judgment and Sentence [J&S] with jail time and probation auto generates an Order of Committment and Probation Referral, information on 3 cases calendared for same defendant auto populates on one form).
			Electronic Forms


			MR-002			The system must provide the ability to create forms using conditional logic  (e.g. system automatically selects all cases for defendant in the session and allows user to deselect one or more, select a radio button and/or checkbox option(s), the option is designed to print specific information based on option(s) selected,  one form requires another form, based on data elements [e.g. violation date, effective date of the law, etc.] the system presents user with correct version of the form, etc.).			Electronic Forms


			MR-003			The system must provide the ability to configure form/template required/optional fill points, and their functions (e.g. calculate data in trial date field and populate due date field, clerk in courtroom creates worksheet and system populates user on the form, total fine amount on J&S using individual amounts, calculate jail time using 365/320, etc.).			Electronic Forms


			MR-004			The system must provide the ability to automatically populate case information from one or more cases for a defendant in a session/calendar on a form, with the ability to edit prior to printing/saving. 			Electronic Forms


			MR-005			The system must provide the ability to add and edit additional text into pre populated data fields on forms/templates, including ability for multiple users to update the same document prior to commiting to the system (e.g. a user starts a form and saves as draft to finish later; a user starts a form saving as draft and sends to another user to update, finalize and save the form). 			Electronic Forms


			MR-006			The system must provide the ability to review and approve auto populated details from a generated form to the accounts receivable (e.g. financial, conditions, warrant fees, etc.). 			Electronic Forms


			MR-007			The system must provide the ability for information from system generated forms/orders, to automatically populate system data fields (e.g. sentencing condition(s) on an order auto populates case condition(s), warrant fee on an issued warrant creates a receivable on the case etc.). 			Electronic Forms


			MR-008			The system must provide the ability to generate forms automatically (e.g. scheduled, triggered, etc.) and manually (e.g. on demand, in a batch, etc.) and chose to either send to party(s) at one or more physical or electronic addresses, or indicate a party won't receive a notice (e.g. party 1 receives a notice of hearing to physical address, and email address, party 2 is marked to not receive notice), in all modules of the system (e.g. case manager, probation, financial, jury manager etc.).			Electronic Forms


			MR-009			The system must provide the ability to configure business rules to auto redact information contained on forms.			Electronic Forms


			MR-010			The system must provide the ability to select one or more forms to create at one time.			Electronic Forms


			MR-011			The system must provide the ability for parties (e.g. Prosecutor, Public Defender, general public, external system, etc.) to submit filings (e.g. documents, new cases, search warrants, etc.) electronically individually, or in bulk (e.g. multiple new filings uploaded from SECTOR, multiple Notice of Appearance from Public Defender, etc.).			Electronic Filing


			MR-012			The system must provide the ability for electronically filed cases to be created automatically in the system at any point in a 24 hour cycle. 
			Electronic Filing


			MR-013			The system must provide the ability to reply to the e-filer (e.g. accept, reject, etc.) and include attachments (e.g. conformed copy).			Electronic Filing


			MR-014			The system must provide the ability to automatically and manually reject an e-filed case or document, require a rejection reason, allow optional free form text, and send a message to the e-filer.			Electronic Filing


			MR-015			The system must provide the ability to store a rejected document (even at case initiation), record the rejection reason and free text comments, and provide ability to search for and retrieve rejected documents/reason.			Electronic Filing


			MR-016			The system must provide the ability to retain a case number for rejected case filings, and allow filer to refile using the same case number.			Electronic Filing


			MR-017			The system must provide the ability to add (e.g. attach, e-file, upload, scan, fax [e.g. smart fax, fax capture, etc.], adobe plug-in, external file transfer, saved system generated form, barcode or scripts, etc.) a document individually, or in batches to one or more areas of the system (e.g. Court Case, Non Case Record, Probation case, Jury Management, Party, Work Queues/Tasks, etc.), and capture system date/time, and user ID.			Electronic Document


			MR-018			The system must provide the ability to accept multiple file formats (e.g. .PDF, .TIFF, .JPG, .GIF, etc).			Electronic Document


			MR-019			The system must provide the ability to, based on file format, within a scanned document to delete a page, insert a new page, or reject a whole document.
			Electronic Document


			MR-020			The system must provide the ability to preview and make adjustments to characteristics (not content) of scanned document (e.g. orientation, size, resolution, color vs. black-and-white characteristics, etc.), and validate before the image is accepted.			Electronic Document


			MR-021			The system must provide the ability to automatically and manually determine the document type, security, and description when adding a document to the system (e.g. attach, e-file, upload, scan, fax [e.g. smart fax, fax capture, etc.], adobe plug-in, external file transfer, system generated, etc.).			Electronic Document


			MR-022			The system must provide the ability schedule when changes to predefined scanning settings take effect.			Electronic Document


			MR-023			The system must provide the ability to skip processing of a document in a batch. 			Electronic Document


			MR-024			The system must provide the ability to sort scanned documents (e.g. batch number, batch date/time, user, document type/name, etc.).			Electronic Document


			MR-025			The system must provide the ability to populate data fields from information on scanned documents with the ability to preview and allow override (e.g. citation lists City location of arrest as Seattle 90% of the time, however 10% is another city, or officer entered information in wrong field). 			Electronic Document


			MR-026			The system must provide the ability to add, edit or delete a comment or signature to an electronically stored document.			Electronic Document


			MR-027			The system must provide the ability to add, edit, and delete Filed Date/Time Stamp to electronically stored documents.			Electronic Document


			MR-028			The system must provide the ability to edit documents (e.g. annotate, strike-through, redact, add free form text, etc.). 			Electronic Document


			MR-029			The system must provide the ability to indicate when viewing/printing a specific order(s) if it's not the most recent order on file.			Electronic Document


			MR-030			The system must provide the ability to copy a filed document, allow user to edit it and when committed/executed, system changes form title to include “amended (name of document)” saving as amended (name of document) to the same case with new filing date.			Electronic Document


			MR-031			The system must provide the ability to copy and modify electronically stored documents (e.g. providing a conformed copy to filer, copy an existing order and update necessary information for the new order, etc.).			Electronic Document


			MR-032			The system must provide the ability to move and/or copy one or more electronically stored documents from a case to one or more cases at a time.			Electronic Document


			MR-033			The system must provide the ability to store all electronically stored documents (including system generated) filed on a case file as secure and unchangeable documents (e.g. a document is created using case information, reviewed by parties, if necessary, signed by parties and Judicial Officers if necessary, accepted as a filed document, and saved into the case). 			Electronic Document


			MR-034			The system must provide the ability to link and unlink electronically stored documents to one or more areas in the system (e.g. link to a docket entry, hearing, probation notes log, task, financial activities, accounting, probation screening, etc.) and when linked ability to access the document from where it is linked. 			Electronic Document


			MR-035			The system must provide the ability to print, re-print, and export in all modules of the system (e.g. case manager, probation, financial, jury manager, etc.), documents individually, or in a batch and send via postal mail, or electronically (e.g. email, fax, FTP, etc.) with ability to use distribution lists (e.g. print document for defendant signature, upload appeal documents to Superior Court, transfer transcript of case, distribute conditions of release form, probation referral, assessment/screening, print order to provide to party, etc.).			Electronic Document


			MR-036			The system must provide the ability to select one or more case documents for attachment to electronic transmission (e.g. distribution list, fax and email, etc.), and maintain send/receive history. 			Electronic Document


			MR-037			The system must provide the ability to download electronically stored documents to a designated location, such as a desktop or network folder.			Electronic Document


			MR-038			The system must provide the ability to delete an electronically stored document and associated comments.			Electronic Document


			MR-039			The system must provide the ability to automatically and manually change the security type of documents (e.g. when search warrant is served change security type from confidential to public.) 			Electronic Document


			MR-040			The system must provide the ability to generate detailed (e.g. ad hoc, canned, custom, etc.) reports including exception reports, using multiple parameters and any data in system (e.g. Case Management, Jury Management, Administrative, Party, Probation, Calendar, Hearings, Interpreter, etc.) with ability to name/save parameters selected.			Reports


			MR-041			The system must provide the ability to generate detailed (e.g. ad hoc, canned, custom, etc.) accounting reports including exception reports, using multiple parameters and any data in the system, detailing accounting activities (e.g. Adjustments [includes distinguishing credits from debits],  Audits, Ledger, End of Day/Month/Year, Unclaimed Property, Restitution, Check Register, Vendor Receipting, etc.).			Reports


			MR-042			The system must provide the ability to generate detailed (e.g. ad hoc, canned, custom, etc.) Security and Rights/Roles reports including exception reports, using multiple parameters and any data in system (e.g. Active User List, Authorization, User Profile Rights/Roles, Rights/Roles assignees, etc.).			Reports


			MR-043			The system must provide the ability to generate audit reports of user activity and/or case actions (e.g. user doesn't have rights to view a Search Warrant case, user viewed information on a family member's case, deleted cases, etc.). 			Reports


			MR-044			The system must provide the ability to generate detailed (e.g. ad hoc, canned, custom, etc.) Document Management System reports including exception reports, using multiple parameters and any data in system (e.g. scanned by user and the date, barcode; e-filing, import/export by date, etc.). 			Reports


			MR-045			The system must provide the ability to schedule using multiple scheduling parameters or run on demand any report (e.g. ad hoc, canned, custom, etc.).  			Reports


			MR-046			The system must provide the ability to generate or convert a report to multiple formats (e.g. excel, csv, pdf, etc.).			Reports


			MR-047			The system must provide the ability to distribute reports in multiple ways (e.g. e-mail, data transfer, fax from system, etc.).			Reports


			MR-048			The system must provide the ability to select a named/saved report to re-run, modify parameters and re-run, or modify parameters and name/save revision as a new report and rerun.			Reports


			MR-049			The system must provide the ability to use a third party ad hoc report tool (e.g. Tableau, etc.).			Reports


			MR-050			The system must provide the ability to display search results and generate a report of results on demand (e.g. case finiancial history, defendant case history, abstract driving record [ADR], etc.).			Reports


			MR-051			The system must provide the ability to secure certain notes as private and non-disclosable (e.g. Judge Notes) on case and non case records. 			Notes


			MR-052			The system must provide the ability to add, edit, and delete notes (e.g. Judge notes, Bailiff, Clerk, Party, Case, Financial, Hearing, Custody Status, etc.) on the party (e.g. defendant, victim, etc.) and case (court case, probation case, non-case records, pre-file, etc.), and maintain history.			Notes


			MR-053			The system must provide the ability to access case/party details when entering Judge Notes and Document Comments on the case/party record in the same system instance (i.e. not needing to open mulitple screens to view the case while entering notes).			Notes


			MR-054			The system must provide the ability to search notes (e.g. Judge Notes, Hearing notes, etc.).			Notes


			MR-055			The system must provide the ability to automatically (from specific case data) and manually add a memo/comment on payable, with ability to modify prior to issuance/printing the check.			Notes


			MR-056			The system must provide the ability to add, edit, and delete comments associated with certain actions/entries/processes (e.g. processing warrant, entering a no contact order, receipting restitution payment, adding a hold comment on a payable, etc.) with the option to print and/or option to include in docket/register.			Notes


			MR-057			The system must provide the ability to document and track all exhibits and their attributes (e.g. type, filed by, date filed, storage location, etc.) adding free form text comments when necessary with ability to view, using sort and filter capability on case, or cases (Note: the same exhibit may be filed on multiple cases).
 
			Evidence/Exhibits


			MR-058			The system must provide the ability automatically or manually add, edit or delete exhibit number(s) and maintain history.      			Evidence/Exhibits


			MR-059			The system must provide the ability for an exhibit to retain its number throughout the life of the case (e.g. motion hearing uses exhibits 1 through 5, and then a trial is set; all exhibits used at the Motion hearing are also used during trial, the exhibit number wouldn't change, but the case must reflect the exhibit was used during both hearings in the courtroom).			Evidence/Exhibits


			MR-060			The system must provide the ability to automatically and manually add, edit, or delete status for each exhibit (e.g. exhibit filed, marked, admitted, returned [include party returned to], withdrawn, destroyed, etc. on 01/01/2018), and maintain history.			Evidence/Exhibits


			MR-061			The system must provide the abliity to view all exhibit details (e.g. case number, date, status, etc.) in the system with the ability to filter, sort, and print results (e.g. filter/sort by eligibility for destruction, exhibit status, case status, etc.).			Evidence/Exhibits


			MR-062			The system must provide the ability to add, edit, and delete a non-case filing, with a unique identifier, and ability to add additional information (e.g. filing date, documents, status, notes, public record, etc.).			Non Case Records
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			4. Calendaring (CA)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			CA-001			The system must provide the ability to create an unlimited number of sessions/calendars and assign attributes (e.g.dates, Judges, hearing types allowed, number of cases/hearings allowed, location, equipment, etc.).			Calendars


			CA-002			The system must provide the ability to set calendar/session capacity by hearing type with ability to override.			Calendars


			CA-003			The system must provide the ability to configure calendars/sessions for single day occurances and multiple days for recurring calendars/sessions.			Calendars


			CA-004			The system must provide the ability for certain case/party data elements to be scheduled in certain sessions.			Calendars


			CA-005			The system must provide the ability to override hearing type configuration details.			Calendars


			CA-006			The system must provide the ability to link to the calendar of scheduled appointments in the probation case from a defendant’s court case.			Calendars


			CA-007			The system must provide the ability to configure a hearing header and display the hearing header on the docket.			Calendars


			CA-008			The system must provide the ability to export calendars, sessions, and individual resource schedules in various formats (e.g. Word, PDF, Excel, etc.).			Calendars


			CA-009			The system must provide the ability to allow for various search, filter, and sort options for scheduling, preparing or displaying calendars/sessions, (e.g. Officer availability, hearing type, violation code, party, etc.).			Calendars


			CA-010			The system must provide the ability to manage a session flow by indicating a party's status (e.g. present, not present, etc.) and add comments.			Calendars


			CA-011			The system must provide the ability to select some or all  Judicial Officer calendars or courtroom schedules to view at a summary or detail level on one screen (e.g. see all Judges court schedules on one screen, see 7 of 10 courtroom schedules on one screen, etc.) with ability to sort/filter and export.			Calendars


			CA-012			The system must provide the ability to retain history of calendars/session details including hearings held.			Calendars


			CA-013			The system must provide the ability to copy calendars/sessions and allow modifications to be saved.  			Calendars


			CA-014			The system must provide the ability to allow users to store favorite or frequently used calendars/sessions for later use. 			Calendars


			CA-015			The system must provide the ability to require a specific resource type for calendars/sessions and scheduled hearings (e.g. listening device, projector, Americans with Disability Act [ADA] needs, etc.).			Calendar Resources


			CA-016			The system must provide the ability to add, edit and delete resources for calendars/sessions and scheduled hearings (e.g. Judge, Pro Tem, Clerk, Bailiff, City Attorney, projector, courtroom, listening devices, etc.).			Calendar Resources


			CA-017			The system must provide the ability to indicate a required resource has not been assigned to a calendar/session and scheduled hearing. 			Calendar Resources


			CA-018			The system must provide the ability to display both the Pro-Tem name and assigned Judicial Officer name in the calendar when a Pro-Tem is used. 			Calendar Resources


			CA-019			The system must provide the ability to track Judicial Officers availability/schedule (e.g. meetings, conferences, in chambers, out of office, etc.).			Calendar Resources


			CA-020			The system must provide the ability to create and display a resource, equipment and location schedule, including unavailabilty (e.g. Judge needed to review a search warrant, see a resource schedule, TV needed, etc.).			Calendar Resources


			CA-021			The system must provide the ability to track, and report Judicial Officer time spent on cases (e.g. in court, research in chambers, etc.).			Calendar Resources


			CA-022			The system must provide the ability to connect to local court personnel calendars (e.g. MS Outlook).			Calendar Resources


			CA-023			The system must provide the ability to schedule and reschedule a hearing date(s) individually and in a batch in multiple areas of the system (e.g. from case, in a session, batch processing, from work queue, etc.), and once scheduled viewable from wherever hearings are viewed. 			Schedule Hearing/Send Notices


			CA-024			The system must provide the ability to schedule and reschedule multiple active hearings on a case(s) to any date in the future. (e.g. same day/walk-in into the calendar/session, walk-in did not get calendared/added, hearings marked held, while processing realize needs to be added/marked as held; hearing set 5 days in future, etc.). 			Schedule Hearing/Send Notices


			CA-025			The system must provide the ability to require a minimum of one party on the case to set a hearing.			Schedule Hearing/Send Notices


			CA-026			The system must provide the ability to display future hearing dates for a selected party (e.g. when scheduling, on the party record, etc.). 			Schedule Hearing/Send Notices


			CA-027			The system must provide the ability to generate a warning when a case/defendant set on calendar/session has a scheduled conflict.  			Schedule Hearing/Send Notices


			CA-028			The system must provide the ability to automatically and manually add, edit, and delete hearings (e.g. change hearing type, cancel, auto schedule, etc.), and maintain history.			Schedule Hearing/Send Notices


			CA-029			The system must provide the ability to generate a warning/alert to court user when scheduled court dates limit is approaching during the batch scheduling process.			Schedule Hearing/Send Notices


			CA-030			The system must provide the ability to display suggested hearing dates based upon created calendar/sessions and search criteria. 			Schedule Hearing/Send Notices


			CA-031			The system must provide the ability to display capacity of calendar/session (e.g. total number of cases, number of hearing types by individual capacity limit) in search results or when viewing a calendar/session. 			Schedule Hearing/Send Notices


			CA-032			The system must provide the ability to select a hearing date and time when scheduling a single hearing and batch hearings.			Schedule Hearing/Send Notices


			CA-033			The system must provide the ability to override configuration of calendars/sessions.			Schedule Hearing/Send Notices


			CA-034			The system must provide the ability to indicate a scheduled hearing doesn't meet the calendar/session settings and include the reason.			Schedule Hearing/Send Notices


			CA-035			The system must provide the ability for parties (e.g. defendant, witness, interpreter, attorney, etc.) to check-in electronically (e.g. kiosk, phone app, signature pad, text, etc.) displaying in real time for Judicial Officers, Court Staff, Attorneys, and the public to view (e.g. on the case, calendar, on a reader board, etc.). 			Magistrate Kiosk Check In


			CA-036			The system must provide the ability to automatically and manually add, edit, and delete additional details of a hearing event, (e.g. status/interim status, parties present, bail/bond info, conditions, auto-capture date, audio recording start/end time [calculating and documenting duration time], hearing type, etc.).			Hearing Status


			CA-037			The system must provide the ability to add and result additional hearings for one or more cases when processing hearing outcomes.			Hearing Status


			CA-038			The system must provide the ability to manage juror records as a separate party type, and based on rules, revent a juror record from use as a litigant on a case.			Jury Management


			CA-039			The system must provide the ability to require specific data elements to create a juror profile (e.g. name, address, etc.). 			Jury Management


			CA-040			The system must provide the ability to automatically add individual juror profile, including a unique number, using information on the Jury Source List from King County when a matching profile isn't found.			Jury Management


			CA-041			The system must provide the ability to run a party match job when the Jury Source List from King County is uploaded, and when a match is found update the juror profile.			Jury Management


			CA-042			The system must provide the ability to create work queues for use in Jury Management. 			Jury Management


			CA-043			The system must provide the ability to view all electronic juror summons responses.			Jury Management


			CA-044			The system must provide the ability to electronically (juror online), or manually (SMC staff) add, edit and delete juror summons response electronically, including updating their personal information.			Jury Management


			CA-045			The system must provide the ability to cancel a jury summons. 			Jury Management


			CA-046			The system must provide the ability to designate a specific date for a potential jury pool to appear for service.			Jury Management


			CA-047			The system must provide the ability to document a potential juror's status for an assignment to a potential jury pool (e.g. not eligible, excused, continued, etc.).			Jury Management


			CA-048			The system must provide the ability to document a juror is currently serving or has served as a juror.			Jury Management


			CA-049			The system must provide the ability to create a jury pool(s) and assign a unique identification numbers to each pool(s).			Jury Management


			CA-050			The system must provide the ability to electronically/manually create a jury packet, which includes a list of the jurors for a jury pool, and a summary sheet on each juror.			Jury Management


			CA-051			The system must provide the ability to assign a case number to a jury pool.			Jury Management


			CA-052			The system must provide the ability to update the potential jury pool (e.g. add additional jurors to the potential jury pool and mail additional summons notices, etc.).			Jury Management


			CA-053			The system must provide the ability to associate multiple unique juror numbers with a specific case.			Jury Management


			CA-054			The system must provide the ability to create a unique number for each jury panel and assign the number to juror profiles.			Jury Management


			CA-055			The system must provide the ability to designate a jury panel to an individual case and/or specific courtroom.			Jury Management


			CA-056			The system must provide the ability to record/document juror fee waivers.			Jury Management


			CA-057			The system must provide the ability to capture start and end date of jury service time periods for each individual juror, including total number of days served.			Jury Management


			CA-058			The system must provide the ability to record daily juror attendance. 			Jury Management


			CA-059			The system must provide the ability to generate a report of juror account pay information (e.g. including but not limited to name, days served, transportation information, etc.).			Jury Management
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			5. Probation (PR)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			PR-001			The system must provide the ability to link pre screening information to a specific court case(s).			Screening


			PR-002			The system must provide the ability to create probation cases automatically and manually using the court case data (e.g. defendant name, case number, case type, attorney name, referring judge, charges/local law number, disposition date, conditions, condition imposition date, condition compliance status, case jurisdiction length, specialty court [e.g. mental health, veteran treatment], duration of probation, etc.). 			Manage Workload


			PR-003			The system must provide the ability to automatically assign and reassign probation cases to an individual(s) or unit(s) within the probation department based on business rules.			Manage Workload


			PR-004			The system must provide the ability to override default probation officer assignment.			Manage Workload


			PR-005			The system must provide the ability to manually assign and reassign probation cases to an individual(s) or unit(s) within the probation department individually or in a batch.			Manage Workload


			PR-006			The system must provide the ability to notify all assigned Probation Officer(s) and unit(s) when a new probation case is initiated (new or existing defendant).			Manage Workload


			PR-007			The system must provide the ability to display assigned probation officer or unit on the court case and probation case.			Manage Workload


			PR-008			The system must provide the ability to view caseload/assignments through multiple criteria (e.g. Assigned Probation Officer, Unit,  Obligation Type, Supervision Level, etc.).			Manage Workload


			PR-009			The system must provide the ability to merge probation cases based on the person's unique identifying number.			Manage Workload


			PR-010			The system must provide the ability to batch update certain information on probation case(s).			Manage Workload


			PR-011			The system must provide the ability to add, and modify activity and appointment status (e.g. appeared, canceled with reason, rescheduled with reason, failed to appear, etc.). 			Manage Workload


			PR-012			The system must provide the ability to warn user when scheduling client Probation appointments and a conflicting court hearing/probation appointment exists.			Manage Workload


			PR-013			The system must provide the ability to enter comments on an activity and appointment. 			Manage Workload


			PR-014			The system must provide the ability to automatically and manually schedule, reschedule, and cancel probation appointment (e.g. times/dates, duration, type of appointment, etc.), and maintain history. 			Manage Workload


			PR-015			The system must provide the ability to add, edit, and delete an action plan for a probation client, and maintain history.			Manage Workload


			PR-016			The system must provide the ability to apply an action plan to multiple active cases for probation client.			Manage Workload


			PR-017			The system must provide the ability to configure which probation notifications a court case receives.			Manage Workload


			PR-018			The system must provide the ability to save and delete alerts.			Manage Workload


			PR-019			The system must provide the ability to search the probation case Notes Log.			Manage Workload


			PR-020			The system must provide the ability to create individual or recurring probation calendars associated with programs.			Services


			PR-021			The system must provide the ability to configure probation calendar events limits with the ability to override the maximum limit. 			Services


			PR-022			The system must provide the ability to schedule participants (e.g. guest speaker, trainer, facilitator, etc.) and resources needed to program calendars.			Services


			PR-023			The system must provide the ability to automatically and manually schedule a single case or multiple cases at once, on a program calendar event.			Services


			PR-024			The system must provide the ability for staff or self-registered clients to reschedule a program event.			Services


			PR-025			The system must provide the ability to filter a list of service providers when searching to add to a probation case (e.g. sort by address to only see providers in Seattle, service type, etc.). 			Services


			PR-026			The system must provide the ability to associate Treatment Provider Agencies with a defendant's probation case.			Services


			PR-027			The system must provide the ability to send confidential designated documents to treatment providers.			Services


			PR-028			The system must provide the ability to use various tool/systems for monitoring probation requirements (e.g. use electronic methods for EHM, electronic sign in for community service, etc.).			Compliance


			PR-029			The system must provide the ability to add, edit, and delete multiple dates/frequency of expected participation per conditions on case (e.g. 2 Random UA's per week, complete evaluation by due date, etc.).			Compliance


			PR-030			The system must provide the ability for probation staff to document recommended case conditions.			Compliance


			PR-031			The system must provide the ability to add, edit, and delete specific data elements for each probation case condition (e.g. status, due dates, frequency, etc.). 			Compliance


			PR-032			The system must provide the ability to track status of alternative programs for a defendant (e.g. referred, scheduled, active, completed, etc.).			Compliance


			PR-033			The system must provide the ability to document which sentencing condition is related to an alternative program (e.g. Condition is Jail Sentence, alternative program is EHM, etc.).			Compliance


			PR-034			The system must provide the ability to add, edit, and delete the findings and sanctions of each non-compliance allegation in the probation case.			Compliance


			PR-035			The system must provide the ability to document attendance for probation program participants.			Compliance


			PR-036			The system must provide the ability to display future probation activities and appointment dates for a probation client. 			Compliance


			PR-037			The system must provide the ability to prevent probation case closure when conditions remain unresolved.			Compliance


			PR-038			The system must provide the ability to add, edit, and delete substance use testing results with ability to record date(s), and maintain history.			UA Testing Management


			PR-039			The system must provide the ability to create and manage Probation Records outside or separately from the court case with the ability to link the party and case records together.			GENERAL


			PR-040			The system must provide the ability to generate probation case file numbers upon creation of a probation case.			GENERAL


			PR-041			The system must provide the ability to add, edit, and delete the referral type of a probation case (e.g. Domestic Violence [DV], Mental Health [MH], Driving Under the Influence [DUI], Needs Based, etc.). 
			GENERAL


			PR-042			The system must provide the ability to add, modify, and remove participants to probation cases, and maintain history. 			GENERAL


			PR-043			The system must provide the ability to indicate one probation person record has multiple court cases referred to Probation. 			GENERAL


			PR-044			The system must provide the ability to display specific court case information from the probation case (e.g. case flags, [e.g. warrant, no contact order, etc.] case status, jurisdiction end date, DV indicator, etc.).			GENERAL


			PR-045			The system must provide the ability to automatically set the probation supervision start date based on the court case referral date.			GENERAL


			PR-046			The system must provide the ability to automatically set the probation supervision end date based on the court case condition end date (probation condition).  If no end date in the court case, use the jurisdiction end date.			GENERAL


			PR-047			The system must provide the ability to add, edit, and delete supervision levels on the probation party, and maintain history.			GENERAL


			PR-048			The system must provide the ability to process assessments and evaluations.			GENERAL


			PR-049			The system must provide the ability to pre-populate assessment form with specific data on file for a client from a prior completed assessment.     			GENERAL


			PR-050			The system must provide the ability to use business rules or configuration to determine which data elements from prior assessments are used for a new assessment, with ability to modify (e.g. prior offenses, age of first conviction, etc.).			GENERAL


			PR-051			The system must provide the ablility to preview answers, scored results, and classification with ability to modify the assessment prior to completion (score and classification should recalcuate based on modified answers).			GENERAL


			PR-052			The system must provide the ability to override classification during preview of assessment prior to completion. 			GENERAL


			PR-053			The system must provide the ability to require a reason when overriding assessment classification during preview and allow for free form text.			GENERAL


			PR-054			The system must provide the ability to calculate and store assessment score and classification at completion of assessment.			GENERAL


			PR-055			The system must provide the ability to maintain assessment history, including score and classification.			GENERAL


			PR-056			The system must provide the ability to generate an auto entry in probation case Notes Log when assessment is completed.			GENERAL


			PR-057			The system must provide the ability to link the completed assessment to the auto generated Notes Log entry.			GENERAL


			PR-058			The system must provide the ability to add, edit, and delete, and view a detailed chronological (current info first) Notes Log, including automatic Notes Log, capturing user and date of user.			GENERAL


			PR-059			The system must provide the ability to select and enter one or more standardized Notes at a time. 			GENERAL


			PR-060			The system must provide the ability for Notes Log to remain open while navigating into other parts of the Probation Module.			GENERAL


			PR-061			The system must provide the ability to auto generate an entry into the Notes Log for specific actions, including when items are rescheduled and their outcome (e.g. Activities, Appointments, auto-generated message when e-mail sent, document committed to Electronic Case File, etc.). 			GENERAL


			PR-062			The system must provide the ability to calendar probation activities and appointments separate from the court case calendar.			GENERAL


			PR-063			The system must provide the ability to allow for various search, filter and sort options for scheduling, preparing or displaying probation calendar activities and appointments (e.g. probation officer name, appointment date/date range, appointment status, appointment type, defendant name, etc.).			GENERAL


			PR-064			The system must provide the ability to create, modify and delete an entire probation calendar for a unit and an individual probation officer. 			GENERAL


			PR-065			The system must provide the ability to schedule/assign staffing resources to probation calendar/program events.			GENERAL


			PR-066			The system must provide the ability to notify staff resources when assigned to a probation calendar/program events.			GENERAL


			PR-067			The system must provide the ability to indicate probation officer unavailability time on the probation calendar.			GENERAL


			PR-068			The system must provide the ability to create and display probation staffing schedules, including unavailabilty (e.g. staff assigned to probation calendar/program events, staff availabilty for probation appointments, etc.).			GENERAL


			PR-069			The system must provide the ability to display details for the probation activity and appointment on the probation calendar (e.g. activity/appointment type, status, defendant, case number, etc.). 
			GENERAL


			PR-070			The system must provide the ability to uniquely identify (e.g. color designations, bolding, asterisk, etc.) certain probation case/calendar items (e.g. calendar activities and appointments, statuses, etc.).			GENERAL


			PR-071			The system must provide the ability to flag/indicate or exclude/suspend probation activity, and appointments when the court case status has changed (e.g. warrant, appeal, etc.).    			GENERAL


			PR-072			The system must provide the ability to reset future probation activity/appointment alerts when the court case status has changed (e.g. warrant served or appeal concluded and case reassigned to active probation, etc.).			GENERAL


			PR-073			The system must provide the ability to display a probation client summary of activity (e.g. cases, alerts, obligations, Notes Log [both auto-generated and free-text], dates and information on documents filed, calendar appointments, auto entries, etc.). 			GENERAL


			PR-074			The system must provide the ability to create, maintain, and make available a detailed chronological record (audit trail) of all automatic and manual actions from initial referral to closure (including reinstatement actions) on the probation case.			GENERAL


			PR-075			The system must provide the ability to close a probation case, including a date and a reason.  			GENERAL
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			6. Accounting (AC)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			AC-001			The system must provide the ability to manage restitution accounts receivable separate from accounts receivable fees/fines on a case.			Restitution


			AC-002			The system must provide the ability to assign a restitution type to a restitution recipient party record (e.g. type = Company, Party record = Allstate Insurance, etc.).			Restitution


			AC-003			The system must provide the ability to require a restitution recipients/payees be a party to a case before making restitution trust amounts payable to the party. 			Restitution


			AC-004			The system must provide the ability to set the payment amount(s) per restitution recipient party with ability to modify (e.g. victim 1 total restitution is $100, and ordered payment per month amount is $25; victim 2 total of restitution is $200, and ordered payment per month amount is $50, etc.).			Restitution


			AC-005			The system must provide the ability to prioritize restitution payment parties, as to who is paid first, second, etc.			Restitution


			AC-006			The system must provide the ability to automatically create restitution payable when money is receipted for a restitution A/R.			Restitution


			AC-007			The system must provide the ability to maintain and display the history of any and all restitution activities for a case.			Restitution


			AC-008			The system must provide the ability to issue payment to a party who may or may not be a party on the case (e.g. witness at trial is a party on a case, interpreter present in court is not a party on the case, etc.). 			Witness/Jury Payment


			AC-009			The system must provide the ability to process one or more NSF payments (case or non case related) singularly and in a batch (e.g. reverse transaction amount from check register and a case A/R, add non-sufficient funds [NSF] fee, add a unique cross reference number(s) for Treasury, etc.).			NSF Check


			AC-010			The system must provide the ability to calculate the time cycle for unclaimed restitution and unclaimed property (e.g. receipt date plus 2 years). 			Unclaimed Property


			AC-011			The system must provide the ability to exclude items from excheatment and require a reason. 			Unclaimed Property


			AC-012			The system must provide the ability to electronically transfer funds and/or issue a check along with the final detailed escheat report of unclaimed property to the State Department of Revenue.			Unclaimed Property


			AC-013			The system must provide the ability to electronically transfer funds along with the final detailed escheat report of unclaimed restitution to the City Treasurer.			Unclaimed Property


			AC-014			The system must provide the ability to automatically clear the unclaimed property payable from the case when the escheat process is complete.			Unclaimed Property


			AC-015			The system must provide the ability for one or more cashiers to receipt funds and for their funds to be separate and totaled individually. 			Day/Month/Year End Balancing


			AC-016			The system must provide the ability to apply monies receipted to the individual A/R type and automatically post it against ledger accounts associated with any Budgeting Accounting and Reporting System [BARS] account number(s) or BARS account number(s) sub accounts.			Day/Month/Year End Balancing


			AC-017			The system must provide the ability to track applied payments to each BARS account number(s) within each remittance.  			Day/Month/Year End Balancing


			AC-018			The system must provide the ability to record individual journal event entries of accounting activities by case, with ability to display individual case information (e.g. dates, amounts, transaction types, and unique voucher numbers, etc.).			Day/Month/Year End Balancing


			AC-019			The system must provide the ability to compare actual cash drawer contents to the system calculation based on the day’s receipts, including both amounts and item counts. 			Day/Month/Year End Balancing


			AC-020			The system must provide the ability to automatically assign a unique batch number to each cashier’s batch (SMC uses employee number as part of the cashier batch number). 			Day/Month/Year End Balancing


			AC-021			The system must provide the ability to display on demand current batch details for one or more cashiers (e.g. batch number, batch amount, payment methods, cashier name/ID, all receipt information, batches not the result of receipting, etc.). 			Day/Month/Year End Balancing


			AC-022			The system must provide the ability to record “empty” batches. An empty batch could contain adjustments or bail bond actions that do not actually result in a change in the court’s bank balance.			Day/Month/Year End Balancing


			AC-023			The system must provide the ability to preview all batches available for deposit, including individual cashier totals, and total of all batches. 			Day/Month/Year End Balancing


			AC-024			The system must provide the ability to record overages and shortages on cashier batches. 			Day/Month/Year End Balancing


			AC-025			The system must provide the ability to group all financial transactions by payment type (e.g. cash, check, credit card, etc.).			Day/Month/Year End Balancing


			AC-026			The system must provide the ability to select one more batches for deposit and calculate the total amount of the selected batches available for deposit.
			Day/Month/Year End Balancing


			AC-027			The system must provide the ability to select the bank account for a deposit (e.g. general, bail trust, restitution, etc.) and automatically add the deposit amount to the check register.			Day/Month/Year End Balancing


			AC-028			The system must provide the ability to separate physical from electronic deposits and prepare separate bank deposit statements.			Day/Month/Year End Balancing


			AC-029			The system must provide the ability to display and record batch details when processing end of day receipt totals (e.g. batch number, batch amount, payment methods, cashier name/ID, all receipt information, cut off date, court jurisdiction name, any over/short amounts and jurisdiction where recorded, etc.). 			Day/Month/Year End Balancing


			AC-030			The system must provide the ability to process revenue for transmittal to the city treasurer. The process involves distributing each payment collected into the configured payment category (e.g. Judicial Information System [JIS] Fee, Crime Victim Fee, etc.), and remitting funds (i.e. write check, electronic fund transfer [EFT], etc.) and generate the corresponding reports to the designated authorities (e.g. State, City, County, etc.).			Day/Month/Year End Balancing


			AC-031			The system must provide the ability to display financial transactions totals and/or itemized details for a time period for one or more users (e.g. case #, obligations, JIS fee total, Criminal Fines, etc.).			Day/Month/Year End Balancing


			AC-032			The system must provide the ability to reverse a deposit (e.g. accountant is notified by bank a check was counterfeit, insufficient funds, etc.). 			Day/Month/Year End Balancing


			AC-033			The system must provide the ability to display the current statement balance minus outstanding checks and outstanding deposits for a statement. 			Bank Reconciliation


			AC-034			The system must provide the ability to calculate and display the difference between the physical statement balance and the check register current balance for the bank account. 			Bank Reconciliation


			AC-035			The system must provide the ability to manage the monthly bank account reconciliation process for multiple accounts while viewing running totals (e.g. indicate item as cleared or outstanding, NSF, adjustment items, deposits, etc.). 			Bank Reconciliation


			AC-036			The system must provide the ability to generate a bank reconciliation statement that assists in balancing a statement, or serves as a record for balanced reconciliation. 			Bank Reconciliation


			AC-037			The system must provide the ability to display historical bank reconciliation details using date ranges.			Bank Reconciliation


			AC-038			The system must provide the ability to add, edit, and delete account information for multiple bank accounts (e.g. bank name/code, description, address, phone number(s), routing number, account number, account open/close date, account status, etc.).
			GENERAL


			AC-039			The system must provide the ability to automatically and manually add, edit, and delete check register entries (e.g. checks, EFT, reconciliation, adjustments [includes distinguishing credits from debits], check number, posting date, status [issued, cleared, voided, unvoided, stopped, damaged], deposits [e.g. transaction #, amount, etc.] bank statement details, outstanding items, NSF's, etc.) and maintain history.			GENERAL


			AC-040			The system must provide the ability to default to a bank account for a specified transaction(s). 			GENERAL


			AC-041			The system must provide the ability to stop payment, void, and unvoid payments and disbursements.			GENERAL


			AC-042			The system must provide the ability to add, edit, and delete a status on payments and disbursements (e.g. issued, cleared, voided, unvoided, stopped, damaged, etc.).			GENERAL


			AC-043			The system must provide the ability to search financial/accounting activities using various types of search options and data elements, (e.g. weighted/unweighted, transactions, check register information, etc.), with ability to save search preferences.			GENERAL


			AC-044			The system must provide the ability to conduct financial activities while other financial processes are in progress (e.g. can continue to receipt payment for a new cut-off period while balancing end of day/month/year, reconciling check register, etc.).			GENERAL


			AC-045			The system must provide the ability to auto calculate interest (e.g. fines, fees, restitution, etc.).			GENERAL


			AC-046			The system must provide the ability to add, edit, and delete city contract information (e.g. name of city, contact person, address, jurisdiction, calculate revenue retention percentage and create related journal entries, etc.). 			GENERAL


			AC-047			The system must provide the ability to view money held not allocated to a recipient (e.g. restitution money, unidentified, overpayment, etc.). 			GENERAL


			AC-048			The system must provide the ability to add, edit, and delete BARS account number(s) and BARS sub account number(s) (e.g. description, start/end date, cross-references and effective dates, etc.) and maintain history. 			GENERAL


			AC-049			The system must provide the ability to associate a (BARS) account number(s) to one or more accounts receivable type (e.g. Accident Fee, Traffic Infraction Fee, Victim Impact Panel Fee, etc.).			GENERAL


			AC-050			The system must provide the ability to associate a BARS sub account to one or more BARS account number(s).			GENERAL


			AC-051			The system must provide the ability associate  BARS account number(s) to one or more sub accounts.			GENERAL


			AC-052			The system must provide the ability to associate local BARS account number(s) to sub-BARS account number(s).			GENERAL


			AC-053			The system must provide the ability to cross-reference state accounting codes (BARS account number(s) and sub-account code) required by the State Auditor’s Office, in order to customize remittance summary where both accounting codes are shown. (This must be the default if local codes are not used).			GENERAL


			AC-054			The system must provide the ability to cross-reference state accounting codes (BARS account number(s)and sub-account code) to local accounting codes in order to customize remittance summary report where both codes are shown. 			GENERAL






































































































































































































































7. Specialized (SP)





			7. Specialized (SP)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			SP-001			The system must provide the ability to manage and track matters for judicial review (e.g. due dates, statuses, priorities, etc.).			Judicial Review


			SP-002			The system must provide the ability for Judicial Officers to respond to filed search warrants through multiple methods (e.g. paper response, electronic, etc.).			Search Warrants


			SP-003			The system must provide the ability to add, edit, and delete specialty court data elements, retain information when a case is removed from a specialty court and maintain history. 			Mental Health Court



			SP-004			The system must provide the ability to automatically and manually assign cases (e.g. DV related charge = DV caseload, Review hearings = Review caseload, Mental Health related charge = MH, etc.), and reassign an entire caseload in one transaction with the ability to exclude case(s) if judge retains jurisdiction.  			GENERAL


			SP-005			The system must provide the ability to manage Judicial Officer assignments (e.g. search warrant assignment, jail assignment, other rotations, etc.). 			GENERAL


			SP-006			The system must provide the ability to automatically and manually record the deciding Judicial Officer (e.g. Judicial Officer who signed the order, Judicial Officer who approved/denied a motion, Judicial Officer who presided over a hearing, etc.).			GENERAL


			SP-007			The system must provide the ability to add, edit, and delete one or more Judicial Officer party and/or attorney conflicts, including start and end dates  (e.g. the party is the Judicial Officer's neighbor, Judicial Officer used to practice law in the same law firm as current attorney,etc.).			GENERAL


			SP-008			The system must provide the ability to add, edit, and delete the details of a log of a custody status check of facilities SMC contracts with or King County facility (e.g. date, a list specific facilities, an "Other" with free form text to add facilities not listed, all have an "in" and "out" selection with a comment field, etc.).  			Manage Court Gallery


			SP-009			The system must provide the ability to add, edit, delete a chronological confinement log per charge (e.g. date and number of jail days imposed/suspended from sentence/revocation, booking reason [self- committed, bonding company surrendered, judge ordered, etc.], facility/report date, type of confinement [jail, work release, EHM, community service in lieu of jail time, etc.] and start/end dates, temporary release start/end dates, concurrent/consecutive, credit for time served, notes, etc.) and tally each time served, display remaining balance, and maintain the history.			Incarceration Time


			SP-010			The system must provide the ability to auto generate a flag when a person is booked into custody, and remove when person is released from any SMC contracted jail.			Incarceration Time


			SP-011			The system must provide the ability to add, edit, delete in-custody details on the defendant (e.g. cell #, transport officer name, attorney name and time of visit, etc.).			In Custody Defendants


			SP-012			The system must provide the ability to track which defendant has or has not been seen by their attorney while in custody and maintain the history. 			In Custody Defendants


			SP-013			The system must provide the ability to add, edit, and delete items confiscated, including attributes about the item (e.g. type, owner, status [confiscated, returned, etc.], date, etc.).			Building Security


			SP-014			The system must provide the ability to add, edit and delete, reportable activity log(s) (e.g. number of arrests, number of people screened and their gender, cell check and time, equipment tracking, etc.), and maintain history. 			Building Security


			SP-015			The system must provide the ability for an individual user and an external application to access the database to query and extract data.			Data Analytics/Reporting


			SP-016			The system must provide the ability to integrate with voice activated systems (e.g. Dragon Speak) and visual aid programs/adjustments (e.g. adjustments to screen colors/fonts, etc.) for possible accommodations allowing employees to perform essential job duties using the system.			ADA




































































































































































































































































































































































8. Public Portal (PP)





			8. Public Portal (PP)


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			PP-001			The system must provide the ability to configure what case types, case, and party information is viewable online, and what activities a verified/registered user can perform (e.g. adjudication by mail, complete/upload on-line form/template, view or submit documents, attorneys and interpreters view assigned cases, Justice Partners view/print warrants and protection orders, treatment provider files report, pay fine in full and request FTA adjudication, self-register for class, request deferred finding, view status of e-filed information, request to subpoena officer, associate and disassociate cases with their e-filing account, etc.), and maintain history.
			Public Portal


			PP-002			The system must provide the ability to designate required and optional information via e-filing (e.g. case type, payment amount, documents, etc.).			Public Portal


			PP-003			The system must provide the ability to configure rules for electronically filed cases and forms/documents via the Public Online Access (e.g. allowed case types and required fields, documents/payments required by case type, forms available based on user, allowed documents, etc.).			Public Portal


			PP-004			The system must provide the ability to allow a calendar/session to be available for public view via SMC website, and searchable based on calendar attributes. 			Public Portal


			PP-005			The system must provide the ablility to configure search criteria available in the public portal (e.g. case number, name, vehicle license number, etc.).			Public Portal


			PP-006			The system must provide the ability for users to select a profile type to self-register and manage their individual user accounts, including editing account information (e.g. name, phone, email, address, notification options, etc.) and maintain history.			Public Portal


			PP-007			The system must provide the ability to validate online login.			Public Portal


			PP-008			The system must provide the ability for online payments based on defined rules (e.g. require case number, multiple cases in one transaction, don't store credit card number, etc.).			Public Portal


			PP-009			The system must provide the ability to configure rules for the self-scheduling component via the public online access method (e.g. court dates, times, case types, hearing types, the maximum future date allowed, when not allowed, interpreter, language, ADA accomodations requested, must provide case # and contact information, require a reason when rescheduling, may reschdule a hearing up to "X" times prior to expiration of speedy trial and not w/in "X" number of days or less prior to scheduled hearing date, etc.). 			Public Portal


			PP-010			The system must provide the ability to default the self-schedule reminder setting.			Public Portal


			PP-011			The system must provide the ability to configure reply messages for use in the public portal (e.g. confirmation with case number, rejected with reason, etc.) with ability to include attachments.			Public Portal


			PP-012			The system must provide the ability to allow for a party during self-scheduling to indicate preferred method of reminders if selected.			Public Portal


			PP-013			The system must provide the ability to present online help in multiple languages for public access users, with ability to add local court information.			Public Portal


			PP-014			The system must provide the ability to post messages on the web portal (disclaimer notice, court closure dates, etc.).			Public Portal


			PP-015			The system must provide the ability to add links to external web sites on the public portal.			Public Portal














































































































































































































































































































































































































9. System Info (SY)





			9. System Info (SY)


			Req #			Requirement Description


Author: Author:
Changed “shall” to “must” so mandatory language is uniform throughout.			Requirement Sub-Category			(O)ut of the Box 			Configuration provided within the COTS  (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Available by Demonstration (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			SY-001			The system must provide the ability to configure internal and external user roles, and rights within the role, at the screen and field level to view, add, edit, and delete information by case type, party type, system module, and the public portal (e.g. configuration tables, reports, receipting, documents, parties, notes [case, party, chamber], charges, case, reverse, void, etc.) with ability to override alerts and defaulted data.			Roles/Responsibilities


			SY-002			The system must provide the ability to add, edit, and delete user profile information (e.g. name, identifying number(s), phone number, user role, permissions, etc.) and maintain history.			Roles/Responsibilities


			SY-003			The system must provide the ability to suspend, restore, or terminate users in real time.			Roles/Responsibilities


			SY-004			The system must provide the ability to delete a case record, requiring a deletion reason keeping an audit record of the case.			Roles/Responsibilities


			SY-005			The system must provide the ability to configure event entries to control access to the event, with indicators visible to user (e.g. Event is Sealed, display minimally configured information, and Sealed indicator).			Roles/Responsibilities


			SY-006			The system must provide the ability to set document security based on document attributes or actions (e.g. type, order to seal, party on document, etc.).			Security/Audit


			SY-007			The system must provide the ability to record document activity (e.g. date generated, e-mail sent date(s), recipient(s), scanned date, assigned to workflow/queue date(s), and retrieval from workflow/queue date(s), etc.) including user ID, and maintain history. 			Security/Audit


			SY-008			The system must provide the ability to prevent documents in the repository from being edited or modified except by authorized users (i.e. Judicial annotations or change to resolution or orientation at the indexing phase). 			Security/Audit


			SY-009			The system must provide the ability to prevent accidental deletion of documents (e.g. system warns user prior to process, deleted documents in queue for supervisor to review, etc.).			Security/Audit


			SY-010			The system must provide the ability for a system administrator to manually reset a password for a user.  			Security/Audit


			SY-011			The system must provide the ability for users to reset own password based on business rules, including automated reset functionality (e.g. user selects reset password link, e-mail account on file receives temporary password).			Security/Audit


			SY-012			The system must provide the ability to determine internal and external security level/access, for an individual user, and/or group. 			Security/Audit


			SY-013			The system must provide the ability to record start and end dates of security permissions associated with an individual or groups. 			Security/Audit


			SY-014			The system must provide the ability to automatically terminate registered users based on business rules (e.g. reminder to renew registration, user has an end date and does not pay or meet re-registration requirements, etc.). 			Security/Audit


			SY-015			The system must provide the ability to copy a user's security settings to another user.			Security/Audit


			SY-016			The system must provide the ability to track and report on permissions (e.g.capturing all persons with a specific security permission, all active users and their authorized security level, etc.). 			Security/Audit


			SY-017			The system must provide the ability to create and store electronic signatures or acknowledgment(s). 			Security/Audit


			SY-018			The system must provide the ability to define security rules on use of stored electronic signatures (e.g. which forms, who can use, password protected, etc.) in accordance with state statute, ordinance and/or local rule.			Security/Audit


			SY-019			The system must provide the ability to use multiple types of electronic signatures (e.g. via PIN and via signature pad, etc.), within multiple areas of the system (e.g. court case, probation, jury, etc.) to affix a signature to one or more documents, until documents are saved, or a new signature is captured (e.g. defendant has multiple documents to sign, signs one time and signature applies to all documents, etc.).			Security/Audit


			SY-020			The system must provide the ability to overlay a stored signature on a document or form/notice.			Security/Audit


			SY-021			The system must provide the ability to track users’ casher ID on non-case related monies for tracking purposes (e.g. the cashier ID may be the employee ID). 			Security/Audit


			SY-022			The system must provide the ability to document and retain all, or determine specific data to retain in case, probation, party, financial, and public portal activity, logging user date/time (e.g. receipting fines/fees, deleted cases, screens accessed by user, modifications to specific data, all case activity for one case, and for multiple cases, registered portal user pays fine, etc.) with ability to generate a report, and maintain history.			Security/Audit


			SY-023			The system must provide the ability for work queue and task management functionality (e.g. 24/7 access/view, filter/sort, escalation rules, automatic e-mailing, progressing items through steps, display volume/aging, printing, review status, indexing, access case/party to perform actions, etc.).			Workflow


			SY-024			The system must provide the ability to configure work queues, in all modules, for individual or user groups based on mulitple factors, including but not limited to document type, case type, barcode and be able to automatically and manually assign a document to the appropriate work queue.			Workflow


			SY-025			The system must provide the ability automatically trigger workflow, work queue, task, and notification (internal/external)  based on business rules or allow users to manually trigger a work queue, task, and notification (e.g. interpreter requested, AdMail/hearing requested, document [e.g. scanned, e-filed, or system generated, etc.] for review/editing/signature/filing, new case assigned to Probation, case with a certain type of flag scheduled for hearing, report listing cases needing action, overdue payments, no response auto FTA/Pre-Collect, rejected cases from DOL to work for resubmission, attorney no longer in an eligible status, etc.).			Workflow


			SY-026			The system must provide the ability for electronically filed citations to auto trigger document image to print queue, when an officer marked 'citation to be mailed to violator' on the charging document.			Workflow


			SY-027			The system must provide the ability to display notification of and prioritize messages/tasks (e.g. if Probation needs a warrant and party is in the building versus an information only message).			Workflow


			SY-028			The system must provide the ability to prominently display the number of hearings in  a queue waiting to be reviewed or heard (e.g. hearings for Magistrate Adjudication). 			Workflow


			SY-029			The system must provide the ability to determine if an item is in a workflow, work queue, task, and notification process and if so identify which step.			Workflow


			SY-030			The system must provide the ability to scan and read barcodes.			Workflow


			SY-031			The system must provide the ability to automatically or manually configure laws/ordinances and their attributes (e.g. law number, description, start/end dates, BARS number, case type, Warrant/FTA/Disposition  eligibility, maximum jail time, maximum fine/fee, degree, severity, risk score, charging/non-charging/enhancement indicator, RCW cross-reference, etc.), add comments when modified and maintain history.			Bail Table


			SY-032			The system must provide the ability to allow the same law/ordinance number to exist in the Bail Table multiple times using effective dates (start and end dates) to validate the correct law/ordinance to use on a case based on the violation date.			Bail Table


			SY-033			The system must provide the ability to configure business rules when charge disposition details are sent to DOL (e.g. guilty entered on traffic charge, person age 18-20 years old found guilty of a charge involving drugs, etc.). 			Bail Table


			SY-034			The system must provide the ability for multiple search (including a wildcard search) and filter options in the Bail Table, display law/ordinance details (e.g. definition) and allow user to select from results.			Bail Table


			SY-035			The system must provide the ability to configure court and probation case types, (e.g. Criminal: traffic/non-traffic, Infraction: traffic/non-traffic, Vehicle Related Violations, Civil, Administrative Case Types, search warrants/oaths, etc.) including the attributes (e.g. allowed party types, allowed number of parties,allowed case sub-type(s), fee or no fee, LEA; required documents; required or conditional fields; eligibility for collections, FTA, bankruptcy; security etc.).			GENERAL


			SY-036			The system must provide the ability to configure multiple case sub-type categories (e.g. criminal sub types: gross misdemeanor, misdemeanor, traffic, non-traffic, Veteran/Drug/Mental health court etc., civil sub types: impound/tow, Protection order, etc.).  
			GENERAL


			SY-037			The system must provide the ability to configure case number format by case types (e.g. criminal, traffic, vehicle violation, search warrant, etc.), sub type (DV, Red Light, Wire Tap, etc.) allowing alpha, numeric, special characters.			GENERAL


			SY-038			The System must provide the ability to automatically and manually assign a case number based on business rule. 			GENERAL


			SY-039			The system must provide the ability for a business rule to control automatic compliance with case number formatting (e.g. system allows 12 character case number, 9 characters entered by user; system fills in zeros where appropriate to fill remaining 3 character spaces). 			GENERAL


			SY-040			The system must provide the ability to prevent entry of duplicate case numbers by case type.			GENERAL


			SY-041			The system must provide the ability to configure an unlimited number of party types (connection codes), each with various configuration attributes including case type/party connection combinations on a case (e.g. a Criminal case must have a Defendant Party, and may have additional party connection types, such as Attorney, Victim, Restitution Recipient, Witness, and a Civil case uses a "Civil" person).			GENERAL


			SY-042			The system must provide the ability to configure vehicle and plate types including the attributes (e.g. model, year, color, style, temporary plate, disabled plate, etc.).			GENERAL


			SY-043			The system must provide the ability to configure warrant data elements including attributes (e.g. status, bail types, expiration dates, warrant priority, number of active warrants allowed at at time, case type/warrant eligibility,  reason; issuance, cancellation, return, etc.).			GENERAL


			SY-044			The system must provide the ability to configure protection order data elements including attributes (e.g. type, status, decision etc.) and maintain history. 			GENERAL


			SY-045			The system must provide the ability to configure types and results of breath and blood tests for use on cases with specific charges.			GENERAL


			SY-046			The system must provide the ability to configure confinement details, attributes (booking reasons, facilities, types of confinement, etc.), and tally rules (when and what to count towards or against total).			GENERAL


			SY-047			The system must provide the ability to configure caseload and group assignments (e.g. DV related charge = DV caseload, Mental Health related charge = MHC, etc.) including rotation, number of cases per assignment, adjust caseload based on a count of "active" cases (e.g. 3 cases resolved, 10 cases go to warrant, 13 more cases may be assigned). 			GENERAL


			SY-048			The system must provide the ability to configure data fields/attributes for interpreter assignment (e.g. date,  time, language, interpreter assigned, hearing type, location, status, etc). 			GENERAL


			SY-049			The system must provide the ability to configure exhibit tracking, including, but not limited to:  status, storage location, type, automatic events, etc.			GENERAL


			SY-050			The system must provide the ability to configure jurisdiction records.			GENERAL


			SY-051			The system must provide the ability to automatically assign case status (e.g. pending, active, new, etc.) upon case initiation.			GENERAL


			SY-052			The system must provide the ability to configure rules defining when a case status(es) is automatically modified.			GENERAL


			SY-053			The system must provide the ability to configure rules (business) to automatically default, and update representation status of a party on a case (e.g. when attorney representation status is "appointed", and attorney is removed/withdrawn, the representation status should automatically change to "not represented", or when a waiver of counsel is filed, attorney status automatically changes to "pro se").			GENERAL


			SY-054			The system must provide the ability to configure business rules to change a charge(s) severity based upon combination of primary and secondary laws charges (e.g. Assault 4th is a Gross Misdemeanor, adding the Attempt, changes the charge to a Misdemeanor).			GENERAL


			SY-055			The system must provide the ability to automatically or manually delay a specified activity from occuring, when another activity occurs on the same case. (e.g. Delaying the issuance of an FTA hold at DOL while case is pending between disposition and sentence). 			GENERAL


			SY-056			The system must provide the ability to automatically close cases, based on defined rules (e.g. all conditions have been met, charge disposition entered, and A/R equal to zero).			GENERAL


			SY-057			The system must provide the ability to configure person data elements, (e.g. name, DOB, eye/hair color, gender, race, ethnicity, language, interpreter required, etc.) including required data vs not required data by case type, (e.g. identify Defendant Person records differently than anyone not charged with a crime).			GENERAL


			SY-058			The system must provide the ability to configure person information edit reason types (e.g. reasons include “notified by person,” “notified by postal service,” etc.). 			GENERAL


			SY-059			The system must provide the ability to configure address types (e.g. residence, mailing, undeliverable, etc.), and address formats (e.g. standard, non-standard, foreign, etc.).			GENERAL


			SY-060			The system must provide the ability to configure notification methods (e.g. IVR, text, email, phone call, etc.) and timeframes for parties (e.g. opt into electronic notifications, text reminder messages if payment has not been received prior to due date, e-mail of next hearing, etc.). 			GENERAL


			SY-061			The system must provide the ability to configure parameters used to determine the filing date (e.g. current date if filed during normal business hours, and to the next business day if filed after normal business hours, etc.). 			GENERAL


			SY-062			The system must provide the ability to configure speedy trial parameters and auto calculation rules (e.g. 60/90 days from arraignment based on custody status, actions on the case start/stop the clock,  actions on the case re-start the clock, etc.).			GENERAL


			SY-063			The system must provide the ability to configure or auto calculate due dates and timespans (e.g response due, request a hearing by, payment due by, condition review by, arraignment date to trial setting, infraction filing to FTA/FTR etc.).			GENERAL


			SY-064			The system must provide the ability to define date parameters, or automatically calculate numeric totals based on business rule (e.g. a temporary order or a reissuance order must expire no more than 14 days from date of issue, confinement date totals, total accounts receivable, total bail amount, total judgment fine/fee type, and amount, etc.). 			GENERAL


			SY-065			The system must provide the ability to configure automatic watermark(s) information (e.g. time stamp, case number, etc.).			GENERAL


			SY-066			The system must provide the ability to configure barcodes for document identification (e.g. barcodes could be labels printed, built into the form).			GENERAL


			SY-067			The system must provide the ability to configure documents and their attributes (e.g. type, name, legal filing, document security defaults, allowed document security types, workflow, effective dates, etc.). 			GENERAL


			SY-068			The system must provide the ability to configure parameters to reject documents (e.g. file type and/or size deemed unacceptable, invalid case number). 			GENERAL


			SY-069			The system must provide the ability to create multiple, editable profiles/folders containing a list of commonly used forms to select from (one master form available in different folders) with ability to search with option to add additional form for one time use.  			GENERAL


			SY-070			The system must provide the ability to configure docket entries, including the attributes (status, due dates), and functionality (auto updates case status) based on case type, hearing type, and action taken on a case, in all modules of the system (e.g. case manager, probation, financial, jury manager, etc.). 			GENERAL


			SY-071			The system must provide the ability to configure auto generated docket entries (e.g. hearings are scheduled/rescheduled, cancelled or resulted, warrant is issued, DOL FTA/FTR released and reason, etc.), and include comments (e.g. receipt comment, warrant comment, etc.).			GENERAL


			SY-072			The system must provide the ability to configure judicial officer findings for decisions/requests (e.g. defense motion recall warrant, plaintiff motion for material wieness warrant, judge's own decision to cancel accounts from collections, etc.)    			GENERAL


			SY-073			The system must provide the ability to configure hearing types, including the attributes (e.g. estimated hearing length, case type, Judicial Officer type required, interpreter required, mandatory appearance, etc.). 			GENERAL


			SY-074			The system must provide the ability to configure hearing outcomes (e.g. held, not held, defense continued, prosecution continued, court continued, other, etc.) 			GENERAL


			SY-075			The system must provide the ability to configure business rules defining the maximum number of days from filing to when a hearing is scheduled (e.g. arraignment for a DUI must be set within 14 days of filing, etc.).  			GENERAL


			SY-076			The system must provide the ability to automatically and manually request an interpreter when a hearing (court case), or an appointment, (probation case, other) is scheduled and the party record indicates an interpreter is required.			GENERAL


			SY-077			The system must provide the ability to configure rules to automatically cancel hearings (e.g. if case is paid in full after hearing was set, etc.).			GENERAL


			SY-078			The system must provide the ability to configure specific case information to automatically populate into the probation case file, including auto updates when modified or deleted.			GENERAL


			SY-079			The system must provide the ability to configure probation case assignment by individual and entire unit. 			GENERAL


			SY-080			The system must provide the ability to configure probation supervision levels and supervision level standards (e.g. level 1 reports monthly).			GENERAL


			SY-081			The system must provide the ability to configure probation activity, appointment and communication types (e.g. Intake Appointment, Random UA, In Person Appointment, Community Service, Day Reporting) including attributes (e.g. status, duration, frequency, etc.) with ability to override default value.			GENERAL


			SY-082			The system must provide the ability to configure assessment types (e.g. risk, needs based, PR screening, Public Defense Screening, Financial Screening, etc.).			GENERAL


			SY-083			The system must provide the ability to configure sections within each assessment type.			GENERAL


			SY-084			The system must provide the ability to set up and maintain multiple question and answer types within an assessment (e.g. pre set value, yes/no).			GENERAL


			SY-085			The system must provide the ability to determine which assessments require scoring elements and ability to configure scoring rules (some assessments require formulas to auto calcuate results).			GENERAL


			SY-086			The system must provide the ability to configure assessment outcomes based upon assessment type and responses.			GENERAL


			SY-087			The system must provide the ability to create business rules for assessment tool use.			GENERAL


			SY-088			The system must provide the ability to configure specific probation case information to automatically populate into the court case file, including auto updates when added, modified or deleted.			GENERAL


			SY-089			The system must provide the ability to configure probation case closure reasons (e.g. Successfully Completed, Revoked, Deceased, etc.).			GENERAL


			SY-090			The system must provide the ability to configure court and probation conditions (e.g. alcohol information school, treatment, victim's panel etc.) including attributes (e.g. due date/review date, fees, length, reporting frequency, status: completed, waived, excused, etc.) .			GENERAL


			SY-091			The system must provide the ability to configure and maintain multiple case dispositions, and statuses, which may be 2 separate fields (e.g. closed, on appeal, transferred, etc.). 			GENERAL


			SY-092			The system must provide the ability to configure a deferred/suspended sentence process (require entry of deferred or suspended jail time and fines/fees, automatically adjust related A/R to zero if deferred, automatically re-impose original A/R if deferral/suspension is revoked, etc.). 			GENERAL


			SY-093			The system must provide the ability to configure dismissal reason types which are used in conjunction with dispostion types of Dismissed (e.g. dismissed by court motion, dismissed by prosecutor motion). 			GENERAL


			SY-094			The system must provide the ability to configure charge plea, charge disposition and charge finding (which may be 3 separate fields), including rules of when and what case types are included for use (e.g. if disposition equals "Deferred Finding", case type must be infraction.  If disposition isn't allowed, based on configuration, the system must present the user with an error message, other disposition type examples are "committed", "guilty", "dismissed", etc.).			GENERAL


			SY-095			The system must provide the ability to automatically enter a finding on charges of infraction type case (e.g. committed, paid, etc.) when a defined business rule has been met (e.g. fine paid in full, time to request hearing is passed, and no deferral is entered).  			GENERAL


			SY-096			The system must provide the ability to configure judgments and their attributes (e.g. types, status, fine/fee types, disposition, etc.).			GENERAL


			SY-097			The system must provide the ability to configure sentence (e.g. Standard Sentence, Deferred Sentence, and Suspended Sentence, etc.).   			GENERAL


			SY-098			The system must provide the ability for automatic functions based on indication of dismissal or discharge of bankruptcy (e.g. notify collection agency of any change in eligibility for collections; if case was previously in collections). 			GENERAL


			SY-099			The system must provide the ability, based on disposition entered, to default the potential A/R amount, with ability to override.			GENERAL


			SY-100			The system must provide the ability to configure data fields to manage FTA processes (e.g. order, delay, issue, adjudicate and cancel, issue/cancellation reasons, etc.). 			GENERAL


			SY-101			The system must provide the ability to define one or more delinquent cases/FTA processes  (e.g. case selection, exempt cases, issuance of FTA, adding/removing fees, adjudicating FTA, notifications, removals, holds etc.), including automatically adjudicating a FTA when payment in full is received on a case.			GENERAL


			SY-102			The system must provide the ability when creating an account receivable, to view, add, and edit data from originating case (e.g. Case Type, Obligor Name, Case Number, Collections Status, Charge RCW, Charge number, Adjustment Types, Obligation Type, Time Pay information, etc.).			GENERAL


			SY-103			The system must provide the ability to process one or more waived fee amounts within one case, in one transaction. 			GENERAL


			SY-104			The system must provide the ability to configure rules to automatically trigger process when partial payment is receipted on a case (e.g. notify payor/defendant, schedule next payment due).			GENERAL


			SY-105			The system must provide the ability to configure business rules to automatically adjust existing accounts receivables (e.g. adjust accounts receivable when charges are dismissed, re-impose fees if a Deferred Finding is changed to Committed, etc.).			GENERAL


			SY-106			The system must provide the ability to configure parameters of standards for time-payment plans (e.g. payment due date(s), standard payment amount(s) (or % of balance owing), payment frequency, service fee (one time or on-going), etc.). 			GENERAL


			SY-107			The system must provide the ability to configure collections eligibility criteria/profiles (e.g. case type, RCW/Local Law code, jurisdiction, FTA status, warrant status, bankruptcy status, hearing status, case conditions, amount of balance due, balance type, [restitution vs. fines] balance age, etc.). 			GENERAL


			SY-108			The system must provide the ability to configure business rules defining the Collection processes (e.g. select case, assign to Collection Agency [using one or more agencies, or in house], notify the defendant, exclude cases based on bankruptcy indication, automatically default/change collection status, allowed obligation types, assign a case with a defaulted time payment plan to collections, etc.).			GENERAL


			SY-109			The system must provide the ability to configure rules to automatically exonerate all non-forfeited bonds on the case (e.g. upon entry of Order and Judgment on Sentence, all outstanding bail/bond exonerated).			GENERAL


			SY-110			The system must provide the ability to configure note types (e.g. Judge, Bailiff, Clerk, Party, Case, Financial, Hearing, Custody Status, etc.) for party, court case, probation case, non-case records, pre-file and where the note type is added and viewed (e.g. hearing notes on the hearing, Judges notes on any screen, etc.)  and details (e.g. mark as private).			GENERAL


			SY-111			The system must provide the ability to store an uploaded document into the notes (e.g. Judge Notes, Hearing notes, etc.), and allow for annotations. 			GENERAL


			SY-112			The system must provide the ability to copy/paste in the notes (e.g. Judge Notes, Hearing notes, etc.) and allow for annotations. 			GENERAL


			SY-113			The system must provide the ability to configure unlimited standardized Notes Log for selection and use by probation officers. (e.g. UA test administered, In Person Reporting; Comm Service Hours Entered, etc.).			GENERAL


			SY-114			The system must provide the ability to use business rules, and configuration to determine alerts and alert priority on the court case, party, probation case, accounting, calendaring, public portal, etc. (e.g case with a MH flag/indicator should get an alert when scheduling an intake hearing, penalty amount entered is lower than mandatory minimum, affidavit or conflict when scheduling a hearing, a defendant age is under 18, sealed case not viewable by a public user, issuing a check without a check number, alert user when deleting a document that includes comments, etc.).			GENERAL


			SY-115			The system must provide the ability to automatically and manually add, edit and delete configured flags/indicators based on defined rules, including but not limited to where flags/indicators appear on the party, case, or on all cases for a party (based on rules), additional details such as comments, or reason for removal (e.g. DV indicated when DV charge added, vehicle owner is a rental car company, vehicle sold/stolen status, a warrant event automatically adds a warrant, display flag on parties involved on a warrant or no contact order, and cases have a flag to indicate specialty court [e.g. mental health, veteran's treatment, etc.] it is assigned to, etc. ), and maintain history.			GENERAL


			SY-116			The system must provide the ability to configure providers/vendors data elements (e.g. status, type,  license, etc.). 			GENERAL


			SY-117			The system must provide the ability to configure resouces including their attributes  (e.g. interpreter [name, language spoken, address, rates of pay, etc], courtroom, court staff, Pro Tem [preferred calendar, completed training, status, hire date, etc.], equipment, etc.). 			GENERAL


			SY-118			The system must provide the ability to associate a bond company and their surety company with the ability to add, edit or delete and maintain history.			GENERAL


			SY-119			The system must provide the ability to configure profile/description of programs and on-site services available (e.g. name, location, contact, etc).			GENERAL


			SY-120			The system must provide the ability to configure Budgeting Accounting Reporting System (BARS) account number(s).  BARS account number(s) are used to identify general ledger accounts.  Example: Current BARS account number(s) format from State Auditor’s Office is 000.00.01.			GENERAL


			SY-121			The system must provide the ability to configure trust account types.			GENERAL


			SY-122			The system must provide the ability to configure A/R (obligation) types, including the attributes (e.g. eligibility for collections, eligible to waive, FTA fees, case types, law number, payment methods, BARS number, etc.).			GENERAL


			SY-123			The system must provide the ability to configure tables of assessments, fines, fees, costs/cost fee types, and the formula to allocate/split/recalculate the fees in conjunction with BARS account, BARS sub accounts, law violations, and/or cost fee type.   			GENERAL


			SY-124			The system must provide the ability to configure bail/bond types (e.g. performance, appeal, appearance, etc.)  including the attributes (e.g. posting type, disposition, status, requiring one or more surety entities, etc.).			GENERAL


			SY-125			The system must provide the ability to configure restitution types (e.g. individual person, insurance company).			GENERAL


			SY-126			The system must provide the ability to configure accounts payable data elements (e.g. payment eligible, hold, reviewed/ready for release, released, etc.).			GENERAL


			SY-127			The system must provide the ability to configure payable hold reasons (e.g. validate address, insufficient bank funds, pre-paid, etc.), including the attributes (e.g. default length, reason, etc.). 			GENERAL


			SY-128			The system must provide the ability to configure parameters (e.g. daily rate of pay and mileage), to automatically calculate reimbursement amount, for Witness, Juror, etc.			GENERAL


			SY-129			The system must provide the ability to configure overpayment amount thresholds (e.g. an overpayment of $9.50 is kept, overpayment of $11 is refunded) and where to apply overpayments kept.			GENERAL


			SY-130			The system must provide the ability to configure default setting of payment priorities for case obligations (e.g. restitution paid first).			GENERAL


			SY-131			The system must provide the ability to configure escheat data elements (e.g. dates, exclusion reasons, etc). 			GENERAL


			SY-132			The system must provide the ability to establish the number of days from the check issue date when an uncashed check should be considered stale and inelgible for payment.			GENERAL


			SY-133			The system must provide the ability to define/control refund payment method based on initial payment type (e.g. cash taken in on a past transaction would result in a refund check. Credit card payment would result in a refund to the credit card originally used). 			GENERAL


			SY-134			The system must provide the ability to configure financial adjustment type reasons (e.g. Write Off, Court Order, Clerical Error). 			GENERAL


			SY-135			The system must provide the ability to run automated write-off procedure, based on defined business rules (e.g. aged accounts).			GENERAL


			SY-136			The system must provide the ability to create and receipt receivables/payables for all case types (e.g. same accounting “screen” for parking, infraction, criminal and civil cases, pre-file, etc.).  			GENERAL


			SY-137			The system must provide the ability to configure rules for capturing information, and activities of trust account payments, (e.g. date applied, payor details, comments and case information, etc.). 			GENERAL


			SY-138			The system must provide the ability to assign a unique number to each financial transaction (e.g. reversal, receipt, trust payment, bail posting, etc.).			GENERAL


			SY-139			The system must provide the ability to configure business rules on appeal processes (e.g. time period to file appeal, filing due dates, etc.).			GENERAL


			SY-140			The system must provide the ability to suspend some or all activities based upon appeal stay status.			GENERAL


			SY-141			The system must provide the ability to determine when removal of an appeal stay status occurs, and then immediately restart the automatic case processes, based on defined business rules.			GENERAL


			SY-142			The system must provide the ability to configure the sort and filter options (case, probation, financial, jury, etc.) on any sortable/filterable screens.			GENERAL


			SY-143			The system must provide the ability to set and/or save sort and filter prefences (e.g. case, probation, financial, jury, etc.) on any sortable/filterable screens and allow for the saved preference to follow the user to other computers.			GENERAL


			SY-144			The system must provide the ability to configure case/party details to display in search results (e.g. case number, type, status, file date, party name, AKA, party type on case, etc.).			GENERAL


			SY-145			The system must provide the ability to define one or more criteria parameters for potential party matches (e.g. criteria for searching for a party could be different than searching for a party to add to a case).  			GENERAL


			SY-146			The system must provide the ability to return potential party matches for selection based on criteria set depending on system/user action (e.g. search for a party to add to a case versus search for a party to find cases).			GENERAL


			SY-147			The system must provide the ability for a search with no results to trigger another search (e.g. searching for a license plate in the system returns no results; must then search DOL records). 			GENERAL


			SY-148			The system must provide the ability to configure parties on a case as the default party for a specific action, with option to change to another party on the case (e.g. issue warrant, hearing notice, collection notice delinquent payment notice, etc.).			GENERAL


			SY-149			The system must provide the ability to set default values on different fields in the system (e.g. jurisdication, filing date of a new case  defaults to current date, charge disposition defaults as finding entered, when refunding, default payor to party that paid original amount, etc.), and allow user to modify.			GENERAL


			SY-150			The system must provide the ability to configure the default rate of conversion for conditions (e.g. 1 hour of community service = $16.00 towards A/R, 8 hours community service = 1 day credit for jail., etc.).			GENERAL


			SY-151			The system must provide the ability for the court to determine and display critical information needed to make informed decisions on one screen or with limited navigation (obligations, charges, documents, party details).			GENERAL


			SY-152			The system must provide the ability for the court to configure default display of information (chronological order, alphabetical, active entries first, etc.). 			GENERAL


			SY-153			The system must provide the ability for the court to configure what information shows when viewing case, party, and vehicle history (e.g. case number, case type, case status, party name and connection, AKA's, violation information, filing date, attorney, probation officer, financial, future hearings, warrants, NCO's, etc.).			GENERAL


			SY-154			The system must provide the ability to display the case number and Defendant Name throughout the screens/tabs in a case, and any pop-up windows displaying case specific information.			GENERAL


			SY-155			The system must provide the ability to configure where to display the user, date, and time stamp as part of the entry for certain information (e.g. Judge Notes, Document Comments, Events, Warrants, etc.).			GENERAL


			SY-156			The system must provide the ability to determine where hearing details display. 			GENERAL


			SY-157			The system must provide the ability to configure the case/party information to display in the court session (e.g.  violation/charges and description, hearing type, warrant info, Interpreter required, capacity count by hearing type, etc).			GENERAL


			SY-158			The system must provide the ability to display due dates on the case. 			GENERAL


			SY-159			The system must provide the ability for the same information to display and function consistently across the system (monetary fields should all look the same, buttons/labels should be called the same, text in notes field should wrap, notes should be editable, etc).			GENERAL


			SY-160			The system must provide the ability to determine all required, optional, and conditional fields throughout the system (e.g. by case type, on a no contact order, by party type, on a warrant, when receipting, adding charges, etc.).			GENERAL


			SY-161			The system must provide the ability to determine length and parsing options of data fields.			GENERAL


			SY-162			The system must provide the ability to add future data elements. 			GENERAL


			SY-163			The system must provide the ability to maintain configured tables of data, (e.g. start/end dates, description, etc.) and maintain history.			GENERAL


			SY-164			The system must provide the ability to edit or delete any data entered.			GENERAL


			SY-165			The system must provide the ability to configure multiple retention schedules for cases, person records, accounting, documents, probation case, etc.			GENERAL


			SY-166			The system must provide the ability for spell check, control-find, auto-sum, etc.			GENERAL


			SY-167			The system must provide the ability to enter data in batch mode, and apply to multiple cases (e.g. docket applied to 25 cases at one time, Judge Notes are applied to selected defendant cases, etc.) simultaneously.			GENERAL


			SY-168			The system must provide the ability integrate with audio recording software (e.g. FTR, etc.) and imbed recordings into the case file, and link to the recording for playback.			GENERAL


			SY-169			The system must provide the ability to integrate with an audio recording system functionality, and ability to copy and export of audio recordings to other formats (e.g. CD recording, mpeg, mp3, wav). 			GENERAL


			SY-170			The system must provide the ability to utilize check scanning equipment.			GENERAL


			SY-171			The system must provide the ability to use any screen capture tool.			GENERAL


			SY-172			The system must provide the ability to set predefined scanning settings (e.g. paper size, double sided, color scheme, page layout, etc.). 			GENERAL


			SY-173			The system must provide the ability to search, view, print, and maintain history of business rules.			GENERAL
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															Instructions





						Offeror shall complete and submit this Requirements Matrix with their proposal response.
Note:  
1.  Vendor must address all requirements listed in this Requirements Matrix.
2.  Vendor must provide an explanation for each requirement under the Explanation column: Each row of the Explanation column must have an explanation of WHY the option was selected and HOW the solution will address this requirement. 
3. For all requirements that indicate configuration or customization, Vendor must mark the requirement with a level of complexity (H,M,L) and provide an explanation of WHY under the Explanation column.
4. The Technical (TR) tab has three options: (M)andatory, (H)ighly Desirable, and (O)ptional. (M)andatory denotes capabilities that must be met at time of proposal. (H)ighly Desirable denotes capabilities which the Court would strongly prefer to be part of the new system. (O)ptional denotes capabilities which may be useful for future Court needs.  

For each requirement, Vendor must indicate which of the following seven (7) options will be used to meet the requirement:

1. Out of the  Box (O) - Mark this column with an (O) to indicate that the solution meets this requirement out-of-the-box (OOTB) with no configuration or customization required. If the requirement is NOT out of the box, mark the requirement with the appropriate option 2 through 7.
2.  Configuration (Y, N) 
Definition: Configuration uses the built-in flexibility of the software to modify things such as fields, drop down lists, buttons, colors, etc. without changing, modifying, or rewriting software code and is forward compatible with future product releases.
Instructions: Mark this column with a (Y)es to indicate that the requirement is met by the proposed solution through configuration of the OOTB solution or (N)one  to indicate it does NOT required configuration of the OOTB solution. Provide an explanation of why it requires configuration and  describe the proposed approach to meet the requirement.
3. Configuration Complexity (H,M,L) - Use this column to indicate the level of complexity for the configuration required to meet the requirement. See the definitions for (H)igh, (M)edium and (L)ow in the column at left. Provide an explanation of WHY in the Explanation column.
4.   Customization (Y, N)
Definition: Customization requires altering or modifying the product's software code, or requires custom developed code.
Instructions: Use this column to indicate that the requirement is met by the proposed solution through product customization and/or custom developed code.  Provide an explanation of WHY the requirement requires customization and/or custom code and describe HOW the proposed solution will address this requirement.
5. Customization Complexity (H,M,L) - Use this column to indicate the level of complexity for the customization required to meet the requirement. See the definitions for (H)igh, (M)edium and (L)ow in the column at left. Provide an explanation of WHY under the Explanation column.
6.  Future Product Release (Y, N) - Use this column to indicate that the requirement will be met in a future product release.  Provide projected release date and version number (if available) under the Explanation column.
7.  Integration with 3rd Party Product (Y, N) - Use this column to indicate that the requirement can only be met through the use and integration with a 3rd party product or solution.  Identify the proposed 3rd party product under the Explanation column.



																																													Configuration Complexity Definitions:
a. High: Significantly increases project scope and/or cost; requires vendor resources to modify; may not be forward compatible with future releases 

b. Medium: Increases project scope and/or cost, requires vendor resources to modify; is forward compatible with future releases

c. Low: little to no impact on project scope and/or cost, can be modified by City staff with the appropriate skills, is forward compatible with future releases

Customization Complexity Definitions:
 a. High:  Significant increase  project scope and/or cost; requires major alterations or modification to existing code, or requires custom code; no guarantee that customizations are forward compatible with future releases; costly to maintain over time.

 b. Medium: Increases the project scope and/or cost; requires alternations or modifications to existing code by the vendor during implementation and to ensure compatibility for future releases; costly to maintain over time.

 c. Low: Little to no impact on project scope and/or costs, City staff, with the appropriate skills, could make modifications to ensure compatibility for future releases; less costly to maintain over time.
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1. Technical (TR)





			1. Technical Requirements


			Req #			Requirement Description			Requirement Sub-Category			(M)andatory or (H)ighly Desirable or (O)ptional			(O)ut of the Box			Configuration provided within the COTS (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			TR-001			The system must be capable of serving 500 concurrent users without degradation in transaction response time.			Performance			M


			TR-002			Screen refreshes must occur in under 3 seconds unless the refresh is processing a complex data pull. 

(e.g. A complex query would represent a database query that exceeds 100,000 records or pulls from multiple data sources with complex business logic.)			Performance			H


			TR-003			The application must startup within 20 seconds.

(e.g. The login page should be fully loaded within time given.)			Performance			H


			TR-004			The system must be capable of scaling up and down computing resources (e.g. CPU, Memory, Storage, etc) without hardware adjustment.			Capacity and Scalability			H


			TR-005			The system must be capable of spinning up and down additional virtual environments within one business day.			Capacity and Scalability			H


			TR-006			The system must have sufficient computing resources (e.g. CPU, Memory, Storage, etc) to meet expected resource demands over the next 5 years. 

(e.g. Hardware should account for an expected 10% growth per year in computing resource usage.)			Capacity and Scalability			M


			TR-007			The system is capable of scaling up and down computing resources automatically based on system needs.			Capacity and Scalability			O


			TR-008			The system must be available for use 99.7% of the time during business hours. 			Availability			M


			TR-009			The system will allow for regularly scheduled maintenance.			Availability			M


			TR-010			The system must have high availability for its production environment. 

(e.g. This entails meeting the 99.7% uptime requirement by having automatic hardware and software failover within a mirrored production environment setup. Cost may change the priority level.)			Availability			H


			TR-011			The system cannot be down for more than 30 minutes consecutively during business hours and 4 hours for non-business hours.			Availability			M


			TR-012			The system must have transaction processing that only allows complete transactions, whether the transactions complete fully or completely fail due to component failure or data concurrency issues.  			Integrity			M


			TR-013			The system must have the ability to limit data input to acceptable values.

(e.g. Can be done through things like drop down lists, field format requirements, etc.)			Integrity			M


			TR-014			The system must provide alert monitoring and audit capabilities around system integrity. 			Exception Handling & Logging			H


			TR-015			The system must provide extensive logging capabilities for all major system components. 

(e.g. Hardware, event, software logging, and etc.)			Exception Handling & Logging			M


			TR-016			The system must provide the option to log transactions by user.			Exception Handling & Logging			H


			TR-017			The system must be compatible with the following web browsers (IE9+, Microsoft Edge, Chrome, Safari, and Firefox).			User Interface / Usability			H


			TR-018			System is designed to utilize touch screen capability.			User Interface / Usability			O


			TR-019			The system must provide an online public access method.

(e.g. Public access should provide the following capabilities: extensive configurability, authentication, document import/export, financial transactions, role based access, extensibility through custom code, and email \ text notifications.)			User Interface / Usability			M


			TR-020			The system must provide all public access information in multiple languages. Examples: Forms, directions, documents, and any available display details.			User Interface / Usability			H


			TR-021			The system must provide a mechanism to publish\consume data updates in near-real time			User Interface / Usability			H


			TR-022			The system screens must be configurable with the ability to customize.

(e.g. Example: The ability to add additional modules or adjust application code to enhance the product without the need to interact with the vendor.)			User Interface / Usability			H


			TR-023			The system supports mobile integration.			User Interface / Usability			O


			TR-024			The system must support the use of web services, text, email, fax, sFTP, and direct database integration between external systems.			Interoperability			M


			TR-025			The vendor must provide a feedback process that allows SMC to submit and track issues related to new releases, specialized deployment activities and/or instructions, including but not limited to deployment rollback criteria and instructions.			Maintainability			H


			TR-026			The system must be supported by vendor technical support\enhancement services 24/7/365 via multiple methods. Examples: Email, live chat, telephone, etc. 			Maintainability			M


			TR-027			SMC will handle hardware governance.			Maintainability			O


			TR-028			The vendor must conform to a service level agreement for support and enhancement requests as specified by SMC.			Maintainability			M


			TR-029			The system must have a data backup/recovery plan that provides for point-in-time restoration of data.			Disaster Recovery			M


			TR-030			The system must be fully recoverable to a point in time snapshot in the event of a hardware failure within 4 hours.

(e.g. If high availability has not been selected and manual failover/recovery is required.)			Disaster Recovery			M


			TR-031			The system must have mirrored production architecture at two independently located data center sites.			Disaster Recovery			H


			TR-032			The system must have automated processes for system recovery after an unscheduled shutdown. 			Disaster Recovery			H


			TR-033			The system must support the ability to create and maintain a data replication environment.			Database			H


			TR-034			The system must provide the ability for direct data integration with the database via API calls and SQL queries. 			Database			H


			TR-035			The system must provide DDL level control to the database layer.			Database			H


			TR-036			The system must be able to interface with 3rd party Business Intelligence (BI) Tools.			Reporting			H


			TR-037			The system must allow for reporting technology (e.g. Tableau, SSRS) to access system data.			Reporting			M


			TR-038			The system must support 128-bit encryption or greater and TLS 1.1 or greater for data in transit. 			Security			M


			TR-039			For critical data communication between the SMC and external systems, the solution must support certificate-based authentication using a standard Public Key Infrastructure for channel and data.			Security			M


			TR-040			For access control, the solution must comply with user data management (e.g. a third party Lightweight Directory Access Protocol (LDAP) security structure), including the City-standard Active Directory.			Security			M


			TR-041			The system will meet Payment Card Industry Data Security Standard (PCI DSS) requirements.

(e.g. If payments are handled in application.)			Security			M


			TR-042			The system meets regulatory protected /privacy information requirements to be HIPAA compliant.			Security			O


			TR-043			The system must ensure that Session Management best practices are addressed including session expiration limits.			Security			M


			TR-044			The system must be based on user roles with access privileges and authorization to different functional attributes. 			Security			M


			TR-045			The system must be able to provide field level security applied to various user roles throughout the application.			Security			H


			TR-046			The system must provide a document repository with a high level of security that utilizes role based authorities. 			Security			M


			TR-047			The system must go through a standard web application vulnerability test, such as OWASP (www.owasp.org), to be reviewed by SMC.

(e.g. Critical vulnerabilities, as seen by SMC, will need to be addressed as part of the implementation.)			Security			M


			TR-048			The system supports SAML 2.0 protocols.			Security			O
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2. Integration (IR)





			2. Integration Requirements


			Req #			Requirement Description			Requirement Sub-Category			(O)ut of the Box			Configuration provided within the COTS (Y/N)			Configuration Complexity (H,M,L)			Customization (Y/N)			Customization Complexity
(H,M,L)			Integration /w 3rd Party Product (Y/N)			Future Product Release (Y/N)			Response Explanation and Comments


For each requirement provide an explanation of WHY the option was selected and describe HOW the proposed solution will address the requirement


			IR-001			The system must provide the ability to electronically accept new case filings, and selected documents, using rules for filing date, and automatically create the case, populating case and person data, with ability to update person upon confirmation of existing person, or adding new person record. 			External DX, Real Time


			IR-002			The system must provide the ability through a data exchange to send and receive (with ability for real time) information from the Department of Licensing of WA, OR, and CA (e.g. place and remove holds on DOL person driving record, and vehicle license records, send dispositions, including DUI specific data,  and requests for FTA/FTR and FTP holds, or removals on driving records and vehicle records, record corrections, veh sold/stolen status, etc.), providing rejection or exception reports.                                                                  			External DX, Real Time


			IR-003			The system must provide the ability to send and receive case and person data (e.g. name, case number, Warrant, No Contact Order, Attorney Referral, etc.) and send/receive/review messages (e.g. person info conflicts, warrant and no contact order statuses, service information, exceptions, etc.), with external entities (e.g. Washington State Criminal Information Center (WACIC) AOC, Seattle Law Dept., King County Jail/Office of Public Defense, etc.) and save transmittal messages to the case.			External DX, Real Time


			IR-004			The system shall provide the ability to electronically (e.g. fax, FTP, etc.) send and receive warrant messages to the appropriate law enforcement agency (e.g. issued warrant, recalled warrant, etc.).			External DX, Real Time


			IR-005			The system shall provide the ability to receive electronic notification of warrant service from an external justice partner system.			External DX, Real Time


			IR-006			The system must provide the ability to search and verify whether a defendant is in the custody of any jail in any WA detention facility using Nationwide Justice Exchange, and check DOC facilities; if a defendant is in custody, the system shall alert the user.			External DX, Real Time


			IR-007			The system shall provide the ability to search and display out of state DOL driver records, and vehicle registration records.			External DX, Real Time


			IR-008			The system shall provide the ability to redirect a payor when unable to pay through court portal (e.g. account in collections, redirect defendant to collection agency, payor unable to provide ticket number, redirect user to customer service, etc.).			External DX, Real Time


			IR-009			The system must provide the ability through a data exchange to send criminal case dispositions (including PCN information), and updates to previously sent dispositions, to external justice partners (e.g. AOC, SPD, WSP Criminal History Division, etc.).			External DX, Real Time


			IR-010			The system must provide the ability to electronically transfer escheated funds to Department of Revenue, or other local jurisdiction.			External DX, Real Time


			IR-011			The system shall provide the ability to configure where data elements received through interfaces are entered (e.g. date-of-death report received from DOH or DOL). 			External DX, Scheduled, Ad hoc


			IR-012			The system shall provide the ability to configure local business rules to trigger automatic process flows when vendor reports are received (e.g. send report to a work queue, report from collection agency updates case with payment information, etc.).			External DX, Scheduled, Ad hoc


			IR-013			The system shall provide the ability to electronically search, send, and receive case and person information to the US Bankruptcy Court (e.g. search person for current address, send case accounting detail for a person filing Chapter 13 bankruptcy status, etc.). 			External DX, Scheduled, Ad hoc


			IR-014			The system shall provide the ability to electronically send and receive case file information, and fees to external courts (e.g. Certified copy of Notice of Appeal sent to King County Superior Court, Notice of Remand received from King County Superior Court, Change of Venue Order sends case to King County District Court, etc.), with ability to certify documents sent, providing confirmation of receipt.			External DX, Scheduled, Ad hoc


			IR-015			The system must provide the ability to interface with an entity or 3rd party agencies (e.g. AFTS, IVR, collection agency, etc.)  to send and receive data individually or in a batch, via spreadsheet import, FTP or data exchange (e.g. bankruptcy status update, receipt payments with report matching deposit made by vendor, exception reports,etc). 
			External DX, Scheduled, Ad hoc


			IR-016			The system must provide the ability to automatically send notification of vacated, expunged, or sealed records to justice partners.			External DX, Scheduled, Ad hoc


			IR-017			The system shall provide the ability to accept electronic import of potential juror information. 			External DX, Scheduled, Ad hoc


			IR-018			The system shall provide the ability to upload, and receive updated certified and registered interpreter records, and their status from the AOC Interpreter database.			External DX, Scheduled, Ad hoc


			IR-019			The system must provide the ability to upload new and updated attorney, LLLT, and Rule 9 records (e.g. name, address, license number/status, start/end dates, etc.) from the WA State Bar Association (WSBA).			External DX, Scheduled, Ad hoc


			IR-020			The system must provide the ability to reverse electronic payments (EFT).			External DX, Scheduled, Ad hoc


			IR-021			The system must provide the ability to electronically transfer overpayments and refunds. 			External DX, Scheduled, Ad hoc


			IR-022			The system must provide the ability to send and receive payment files, and reports of payment, with external entities (e.g. KUBRA, Summit, Dept. of Neighborhoods, etc.).			External DX, Scheduled, Ad hoc


			IR-023			The system must provide the ability to perform data validation for the completeness of the data exported for People Soft 9.2 System (Summit).			Internal (City) Data Exchange


			IR-024			The system must provide the ability to export accounting data in an uploadable format to an external system (e.g. City of Seattle's financial management system (SUMMIT) or its successor). 			Internal (City) Data Exchange


			IR-025			The system must provide the ability to link to SeaTrac (existing SMC Probation System), if not an integrated system, and/or toggle between modules (e.g. probation, financial, court case , etc.).			Other Interfaces


			IR-026			The system shall provide the ability to interface to external websites/database to search party and case information, with ability to select specific data to populate the system (e.g. Dept. of Defense, Dept. of Corrections, DSHS, Dept. of Licensing, Vine Link [Victim Info & Notification], Legal Resources [Seattle Municipal Code, WA State RCW, WA State AOC, etc.].  			Other Interfaces


			IR-027			The system shall provide the ability through an interface to search and display Department of Licensing driver and vehicle registration records displaying complete violation history.			Other Interfaces


			IR-028			The system must provide the ability to interface with DOL Firearms Division to view license status, and perform record searches.			Other Interfaces


			IR-029			The system must provide the ability to interface with DOL Bail Bond Company Division to perform company record searches, and receive license status.			Other Interfaces


			IR-030			The system must provide the ability to interface with WSP to view Interlock Provider records, including status, and perform record searches.			Other Interfaces


			IR-031			The system shall provide the ability to interface with the existing Seattle Police Department viewer of police incident report.			Other Interfaces


			IR-032			The system shall provide the ability to access party person record to send an auto reminder (e.g. IVR, text, email, phone call, etc.) for scheduled hearings, activities, and payments.			Other Interfaces


			IR-033			The system must provide the ability to view all statewide (including SMC) protection type orders, and details of each order.			Other Interfaces


			IR-034			The system shall provide the ability, from a person/case record, to select an external system and automatically populate person/case information in search fields (e.g. DOL, JABS, etc).			Other Interfaces


			IR-035			The system must provide the ability to interface with address validation tools to verify all mailing addresses including county.			Other Interfaces
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Instructions


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Instructions





			INSTRUCTIONS


			1.			This Microsoft (MS) Excel Workbook contains separate worksheets designed to provide an understanding of the pricing model proposed by the Vendor. Use of this model is essential to the MCIS 2.0 Replacement Project proposal evaluation. It is mandatory that all Vendors use this model in preparing their pricing response to this RFP.


			2.			The worksheet tab labeled "Pricing Summary" contains a summarized total of the pricing components outlined in this workbook.


			3.			The worksheet tab labeled "Deliverables" will be filled out with proposed deliverables. The final deliverables and payment points will be negotiated during contract negotiations. Where necessary, add additional deliverables identified in the RFP response in the rows labeled "Other (Please specify)".


			4.			In the worksheet tab labeled "HW-SW"  Vendor shall specify all required software and hardware products required to deliver the proposed MCIS 2.0 solution. Vendor shall quote prices with freight or other additional charges included.


			5.			In the worksheet tab labeled "Appl Deployment Support" (Application Deployment Pricing-Support), Vendor shall provide weekly price for onsite application deployment support.


			6.			In the worksheet labeled "Ongoing Support", Vendor shall provide annual costs for ongoing support of the MCIS 2.0, exclusive of product specific support costs included in the HW-SW worksheet.


			7.			In the worksheet labeled "Rate Card", Vendor shall provide hourly rates for proposed project personnel. These rates would be used for services contracted beyond the scope specified in this RFP. 


			8.			In the worksheet labeled "Assumptions", Vendor shall capture any assumptions specific to this Pricing workbook.
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Pricing Summary


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Pricing Summary Worksheet 





			Pricing Component			Total Costs


			Deliverable Pricing			$0


			HW/SW Pricing			$0


			Total Initial Cost			$0





			On-Site Application Deployment Support


			Weekly Onsite Support			$0





			Annual HW/SW Maintenance 


			Yearly Maintenance 			$0





			Annual Ongoing Support


			Year 1			$0


			Year 2			$0


			Year 3			$0


			Year 4			$0


			Year 5 			$0





			Total Five (5) Year Cost of Ownership			$   - 0
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Deliverables 


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Deliverables Pricing Worksheet





			Deliverable Name*			Price			Year Completed




































































			Total			$   - 0





			*The City and Vendor shall negotiate the payment schedule.  The City, at its sole option, may include holdbacks and/or other risk mitigation considerations in the payment schedule.                                            
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HW-SW


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Hardware/Software Pricing Worksheet





			HW / SW			Category			Component			Model Number			Quantity			Unit Price			Extended Price			Annual Maintenance Price (Extended)


			Hardware


						 Server Hardware												$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


						Other (Please Specify)												$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


						Other (Please Specify)												$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		Hardware Totals:			$   - 0


			Software


						Application Software (Please Specify)												$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


						Infrastructure Software (Please Specify)												$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


						Other (Please Specify)												$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -


																		$   -			$   -			$   -





																		Software Totals:			$   - 0





																		Hardware and Software Totals			$   - 0





																					Hardware and Software Extended Maintenace Annual Total			$   - 0
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Appl Deployment Support


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Application Deployment Costs - Weekly Onsite Support





			Onsite Support			Weekly Price


			Weekly pricing for onsite application deployment support			$   -
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Ongoing Support


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Ongoing Costs: Post-Full Implementation Solution Management and Support Plan





			Ongoing Support Costs (not including HW/SW support costs shown on HW/SW Pricing tab)


			Support Year			Annual Price			


			Year 1 - Post-Full Implementation Solution Management and Support			$   -			


			Year 2 - Post-Full Implementation Solution Management and Support			$   -			


			Year 3 - Post-Full Implementation Solution Management and Support			$   -			


			Year 4 - Post-Full Implementation Solution Management and Support			$   -			


			Year 5 - Post-Full Implementation Solution Management and Support			$   -			
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Rate Card


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Supplemental Services Rate Card





			#			Vendor Resource Title			Description of Roles/Responsibilities			Proposed Hourly Rates


												On-Site			Off-Site


			1									$   -			$   -


			2									$   -			$   -


			3									$   -			$   -


			4									$   -			$   -


			5									$   -			$   -


			6									$   -			$   -


			7									$   -			$   -


			8									$   -			$   -


			9									$   -			$   -


			10									$   -			$   -


			11									$   -			$   -


			12									$   -			$   -


			13									$   -			$   -


			14									$   -			$   -


			15									$   -			$   -


			16									$   -			$   -


			17									$   -			$   -


			18									$   -			$   -


			19									$   -			$   -


			20									$   -			$   -


			21									$   -			$   -


			22									$   -			$   -


			23									$   -			$   -


			24									$   -			$   -


			25									$   -			$   -


			26									$   -			$   -


			27									$   -			$   -


			28									$   -			$   -


			29									$   -			$   -


			30									$   -			$   -


			31									$   -			$   -


			32									$   -			$   -


			33									$   -			$   -


			34									$   -			$   -


			35									$   -			$   -


			36									$   -			$   -


			37									$   -			$   -


			38									$   -			$   -


			39									$   -			$   -


			40									$   -			$   -


			41									$   -			$   -


			42									$   -			$   -


			43									$   -			$   -


			44									$   -			$   -


			45									$   -			$   -


			46									$   -			$   -


			47									$   -			$   -


			48									$   -			$   -


			49									$   -			$   -


			50									$   -			$   -


			51									$   -			$   -


			52									$   -			$   -


			53									$   -			$   -


			54									$   -			$   -


			55									$   -			$   -


			56									$   -			$   -


			57									$   -			$   -


			58									$   -			$   -
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Assumptions


			Vendor Name


			MCIS 2.0 Replacement Project Pricing


			Assumptions





			#			Vendor shall state any assumptions that are not included in the Management Response but were used to determine pricing captured in this workbook.   Insert additional lines if necessary.


			1


			2


			3


			4


			5


			6


			7


			8


			9


			10


			11


			12


			13


			14


			15


			16


			17


			18
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references


						Category						Recurrence


						Cloud-SaaS						Monthly


						Cloud-PaaS						Quarterly


						Cloud-IaaS						Annually


						Cloud-Other


						Hosting


						Other


						Year 1


						Year 2


						Year 3


						Year 4


						Year 5
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City of Seattle



Inclusion Plan






			Solicitation Number & Title:


			





			Your Company Name:


			     








Bidders must complete and submit this form with their RFP response. Carefully read the attached instructions.


For questions, call Miguel Beltran, 206-684-4525 Miguel.Beltran@seattle.gov


The RFP instructions for this project identify how many points this Inclusion Plan is given during RFP evaluation.  


Aspirational Women/Minority Business Enterprise (WMBE) Goals


Propose WMBE utilization goals in the spaces below. These goals represent WMBE utilization the Bidder intends to achieve during contract performance. The goals should represent a realistic and achievable commitment. WMBE Bidders may indicate your self-performance as well as work you intend to subcontract to other WMBE firms. See page 4 for instructions. These goals do not need to match, and are not expected to match WMBE Guarantees.


			Project Goals


			





			Specify the percentage participation by woman owned firms.  


			%





			Specify the percentage participation by minority owned firms.


			%





			TOTAL


			%








Strategies


Describe strategies you intend to use to achieve the aspirational WMBE utilization for this contract. This may include such strategies as negotiated award to a WMBE firm in lieu of competitive subcontract bids, using WMBE as a tiebreaker per RCW 35.22.650, strategies for self-performance and subcontracting, providing mobilization payments, and offering rapid invoice payments. 


Past Performance



As evidence of your good faith intentions to achieve the WMBE aspirational goals you provide on page 1, describe your past performance on contracts with similar work. The City may review your past performance on previous City contracts. Your response should concentrate on achievement when your effort was voluntary (i.e. goals were not mandatory such as a federally-funded DBE requirement), or where you exceeded the regulatory minimum requirement. 


WMBE Guarantees


This section gives the option to guarantee utilization of certain WMBE firms as evidence of good faith efforts. If you choose to list WMBE firms, you guarantee to the City and WMBE firm they will be used. Provide the percentage of total contract value that you guarantee. Please see instructions on page 5.


			WMBE Business Name


			Percent of Contract





			     


			     





			     


			     





			     


			     





			     


			     





			     


			     








			     


			     





			


			     








Diverse Employment


If you have a mission or program uniquely committed to hiring workers with employment barriers, veterans, disabled, the chronically unemployed or low income individuals, or woman and minority (if they are underutilized in your profession such as. construction trades), please describe. The City expects a substantive and highly integrated program, instead of a standard EEO or Affirmative Action policy 


Describe how this mission or commitment would translate directly into placement of such workers to perform the scope of work for this City contract opportunity.



 Inclusion Plan Instructions


WMBE firms include any self-identified or state-certified firm that is at least 51% woman or minority owned (per SMC 20.42). The following may assist bidders:  https://wald1.seattle.gov/dea/registration/ and http://www.omwbe.wa.gov/certification/certification_directory.shtml). A WMBE does not need to be self-identified and registered within the City’s on-line business registration at time of bid, but must do so before contract execution. 


1. When the City places the Inclusion Plan into the solicitation requirements, the “Bidder” must complete and submit this WMBE Inclusion Plan as part of the RFP response. If the form is not completed and submitted as part of the response, the bid will be considered non-responsive.


2. The RFP provides the evaluation scoring matrix, which includes how many points this Inclusion Plan will be given in RFP evaluation. Notes below provide you the context of how points will be considered. The Plan will be evaluated by the City based upon the strength of the good faith efforts to utilize WMBE-owned firms


3. A Prime (i.e. the Bidder, Vendor, the company submitting the proposal) who self-identifies (or is state certified) as a WMBE firm, must complete this form even if it intends to self-perform. 


4. If you are a WMBE Prime and chose to self-perform elements that are eligible for subcontracting (i.e. work that is discretionary, which a prime may chose to self-perform or subcontract) , you may include your self-performance as part of your aspirational goal, and may name your self-performance for such discretionary work within your Guaranteed WMBE utilization. 



5. All work identified in the Plan to be performed by a WMBE firm must be a commercially useful function for the contract scope.



6. The City may discuss the Plan with the apparent successful bidder before incorporating into the contract; the Plan may be amended by mutual consent.



7. For phased work, (for example, an IT project), provide responses as thorough as possible given the scope known. If future phases require, the City will review the Plan for mutually-agreed upon updates.


Aspirational WMBE Goals (Page 1)



8. These goals are a serious commitment the Prime (i.e. Bidder or Proposer) can reasonably and realistically achieve given good faith efforts. 


9. These aspirational goals, good faith efforts, progress reports, and collaboration with the City are material to the contract. 


10. The Bidder is to provide an Aspirational Goal that is achievable. Failure to achieve the goal itself is not a material breach, but substantial variance below the Aspirational goal volunteered by the Bidder may measure failed good faith efforts, to establish a reasonable goal and/or build an appropriate effort to achieve the aspirational goal.


11. The Aspirational Goal percentage applies to the entire contract cost. If change to the contract requires a modification to the percentage, then the City and Prime will discuss whether a greater or lesser goal is appropriate and modify the Plan.



12. The bidder should enter a total WMBE goal on page 1 where indicated. The City seeks a separate percentage WBE and MBE goal. If the bidder does not provide such goals separately and only gives a total, then the City may seek the two separate percentages after bid opening and rely upon the total for scoring. If the Bidder provides a WBE and MBE goal, but does not total the percentage, the City shall total those percentages to become the total. 


WMBE Guarantee (Page 2)



13. The Prime has the option to list WMBE firms with whom the Prime commits to contract. This does not need, and is not expected, to equal your aspirational goal on page 1. You may have WMBE firms you can commit at time of bid, but may have other opportunities you are not yet prepared to guarantee. 



14. A WMBE Guarantee should be secured with the WMBE firm in advance of listing on the form. The City does not require a signed contract in place with the WMBE.


15. Changes to named WMBE Guarantees:   



a.         A named firm includes any WMBE named in the Inclusion Plan with whom the Bidder would Contract if awarded the Contract.  



b.         Any such WMBE that the Prime wishes to substitute during the course of the project must have City Buyer consent through a change order and a demonstrated “good cause.” “Good cause” shall include the following:



1. Failure of the WMBE to execute a written contract after a reasonable period of time.



2. Bankruptcy of the WMBE.



3. Failure of the WMBE to provide the required bond.



4. The WMBE is unable to perform the work because they are debarred, not properly licensed, or in some other way is ineligible to work.



5. Failure of the WMBE to comply with a requirement of law applicable to subcontracting.



6. The death or disability of the WMBE (if the WMBE is an individual)



7. Dissolution of the WMBE (if the WMBE is a corporation or partnership).



8. If there is a series of failures by the WMBE to perform in accordance with previous contracts.



9. Failure or refusal of the WMBE to perform the work.



c.         If the Prime is making a change to a named WMBE Subcontractor, then the Prime shall use good faith efforts to recruit another WMBE to do the Work. 



Diverse Employment (Page 3)



a. Corporate EEO policies and affirmative action policies are not indicative of a unique employment mission.



b. A response is not required, if you have no such program within your company and/or you do not have a unique mission as part of your business purpose.
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[Replace this with Vendor firm name.]	SMC MCIS 2.0 Replacement Project

	Customer References
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[bookmark: _GoBack]RFP MUN-4301 



MCIS 2.0 Replacement Project

Customer References



Submitted by:

Click here to enter text.

















SMC MCIS 2.0 Replacement Project 



[bookmark: _Toc505333672][bookmark: _Toc254607908]Response Template Instructions

Vendor shall provide five (5) references that meet the requirements set forth in the RFP using the format provided in this template (starting on the next page).  All information requested is required.  Failure to provide the requested information may lead to a reduced evaluation score or non-responsive determination at the sole discretion of the City.






[bookmark: _Toc505333677]Customer Reference 1

		Vendor Customer Reference 1



		Organization Name

		Click here to enter text.

		Organization Type

		Click here to enter text.

		Organization Web Site

		Click here to enter text.

		Organization Address

		Click here to enter text.

		Contact Name

		Click here to enter text.

		Contact Job Title

		Click here to enter text.

		Contact Phone Number

		Click here to enter text.

		Contact E-Mail Address

		Click here to enter text.

		Project Information



		Project Name

		Click here to enter text.

		Project Status

		Click here to enter text.

		Project Start Date

		Click here to enter text.

		Project End Date (Actual or Projected)

		Click here to enter text.

		Vendor’s Contract Original Value

		Click here to enter text.

		Number of Contract Modifications

		Click here to enter text.

		Vendor’s Contract Current/Final Value

		Click here to enter text.

		Provide a description of the project below (e.g., project objectives, tasks and activities your firm was contracted to perform, subcontractors used).



Click here to enter text.







[bookmark: _Toc254607919]




[bookmark: _Toc505331249]Customer Reference 2

		Vendor Customer Reference 2



		Organization Name

		Click here to enter text.

		Organization Type

		Click here to enter text.

		Organization Web Site

		Click here to enter text.

		Organization Address

		Click here to enter text.

		Contact Name

		Click here to enter text.

		Contact Job Title

		Click here to enter text.

		Contact Phone Number

		Click here to enter text.

		Contact E-Mail Address

		Click here to enter text.

		Project Information



		Project Name

		Click here to enter text.

		Project Status

		Click here to enter text.

		Project Start Date

		Click here to enter text.

		Project End Date (Actual or Projected)

		Click here to enter text.

		Vendor’s Contract Original Value

		Click here to enter text.

		Number of Contract Modifications

		Click here to enter text.

		Vendor’s Contract Current/Final Value

		Click here to enter text.

		Provide a description of the project below (e.g., project objectives, tasks and activities your firm was contracted to perform, subcontractors used).



Click here to enter text.









[bookmark: _Toc505331250]


Customer Reference 3

		Vendor Customer Reference 3



		Organization Name

		Click here to enter text.

		Organization Type

		Click here to enter text.

		Organization Web Site

		Click here to enter text.

		Organization Address

		Click here to enter text.

		Contact Name

		Click here to enter text.

		Contact Job Title

		Click here to enter text.

		Contact Phone Number

		Click here to enter text.

		Contact E-Mail Address

		Click here to enter text.

		Project Information



		Project Name

		Click here to enter text.

		Project Status

		Click here to enter text.

		Project Start Date

		Click here to enter text.

		Project End Date (Actual or Projected)

		Click here to enter text.

		Vendor’s Contract Original Value

		Click here to enter text.

		Number of Contract Modifications

		Click here to enter text.

		Vendor’s Contract Current/Final Value

		Click here to enter text.

		Provide a description of the project below (e.g., project objectives, tasks and activities your firm was contracted to perform, subcontractors used).



Click here to enter text.









[bookmark: _Toc505331251]


Customer Reference 4

		Vendor Customer Reference 4



		Organization Name

		Click here to enter text.

		Organization Type

		Click here to enter text.

		Organization Web Site

		Click here to enter text.

		Organization Address

		Click here to enter text.

		Contact Name

		Click here to enter text.

		Contact Job Title

		Click here to enter text.

		Contact Phone Number

		Click here to enter text.

		Contact E-Mail Address

		Click here to enter text.

		Project Information



		Project Name

		Click here to enter text.

		Project Status

		Click here to enter text.

		Project Start Date

		Click here to enter text.

		Project End Date (Actual or Projected)

		Click here to enter text.

		Vendor’s Contract Original Value

		Click here to enter text.

		Number of Contract Modifications

		Click here to enter text.

		Vendor’s Contract Current/Final Value

		Click here to enter text.

		Provide a description of the project below (e.g., project objectives, tasks and activities your firm was contracted to perform, subcontractors used).



Click here to enter text.









[bookmark: _Toc505331252]


Customer Reference 5

		Vendor Customer Reference 5



		Organization Name

		Click here to enter text.

		Organization Type

		Click here to enter text.

		Organization Web Site

		Click here to enter text.

		Organization Address

		Click here to enter text.

		Contact Name

		Click here to enter text.

		Contact Job Title

		Click here to enter text.

		Contact Phone Number

		Click here to enter text.

		Contact E-Mail Address

		Click here to enter text.

		Project Information



		Project Name

		Click here to enter text.

		Project Status

		Click here to enter text.

		Project Start Date

		Click here to enter text.

		Project End Date (Actual or Projected)

		Click here to enter text.

		Vendor’s Contract Original Value

		Click here to enter text.

		Number of Contract Modifications

		Click here to enter text.

		Vendor’s Contract Current/Final Value

		Click here to enter text.

		Provide a description of the project below (e.g., project objectives, tasks and activities your firm was contracted to perform, subcontractors used).



Click here to enter text.
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MCIS 2.0 Security Response.docx
2	City of Seattle



City of Seattle Security Response	

	3

[bookmark: _Toc142107254][bookmark: _Toc353359682]Vendor’s Name:

Security Response

Please respond in the space following the questions below. Please expand on any “Yes/No” answers with a paragraph or two of explanation. Fields provided may be expanded.

		1. Please provide and/or describe your IT governance, information security, compliance, privacy, and/or risk management organization, strategy, and policies/procedures.  Include a description of applicable organization/personnel responsible for security, risk, compliance, and privacy (e.g., roles/responsibilities, number of dedicated employees, qualifications/background, etc.).



		2. Do you have an individual designated with the responsibility for information security, such as a Chief Information Security Officer? If so, please provide full name with job title and/or role.



		3. Do you have an individual designated with the responsibility for privacy, such as a Chief Privacy Officer? If so, please provide full name with job title and/or role.



		4. What applicable certifications, registrations, and/or qualified assessments are current and you maintain for the proposed systems and services, such as: 

- ISO/IEC accreditation/certification (e.g., ISO/IEC 27001, others)

- Service Organization Control (SOC) 2, Type 2

- CJIS
- Other: (please explain)

For each of the above, please note which proposed products/services are included/covered and how such compliance is assured/validated, such by qualified third party. 

If not currently compliant or if unable to achieve compliance, please explain.



		5. Do you have information security policies, procedures, and standards formally established, documented, implemented, and periodically reviewed and approved by an appropriately designated individual or group?



		6. Do you have system, service, and/or data integrity and availability policies, procedures, and standards formally established and periodically reviewed, updated, and approved by an appropriately designated individual or group?



		Please indicate the applicable security, system, service, and/or data integrity and availability policies, procedures, and standards established and in place, such as:



A. Assigning responsibility and accountability for system and information security; system development, changes, and maintenance; and availability and data integrity

B. Ensuring the identification of and compliance with applicable legal and regulatory requirements, internal and external commitments, service level agreements, and other requirements and expectations

C. Identifying, documenting, communicating, and enforcing the system availability, service level agreement, and related security requirements of customers and stakeholders

D. Classifying data based on its criticality and sensitivity and that classification is used to define protection requirements, access rights, and access restrictions, and retention and destruction requirements

E. Assessing risks, threats, and vulnerabilities on a periodic basis

F. Identifying, documenting, and implementing the security requirements of authorized users (such as least-privileged and role-based access)

G. Adding new users, modifying the access levels of existing users, and promptly revoking user access when no longer needed or appropriate

H. Providing training, education, awareness, and other resources to support information security and related policies

I. Preventing, detecting, and responding to unauthorized activity and access, tampering, or disruption

J. Identifying, mitigating, and responding to real or suspected security breaches, policy violations, and other incidents

K. Addressing how reports, complaints, and requests relating to system availability and related security issues are resolved

L. Testing, evaluating, authorizing, and communicating changes before implementation

M. Ensuring systems are developed and maintained and validated as being secure (secure development practices, security and penetration testing, etc.)

N. Handling of exceptions and situations not specifically addressed in its system availability, data integrity, and related security policies

O. Monitoring system performance and capacity to achieve customer commitments or other agreements regarding service and availability

P. Recovering and continuing service in accordance with documented customer commitments or other agreements

Q. Requirements of third parties that reflect the requirements the vendor is subject to





		7. How is physical security ensured, such as for personnel/visitor facilities access, designated rooms for servers, etc.?



		8. Please explain your methodology for conducting manual and automated system security and vulnerability assessments and penetration tests, to include who performs the testing, what tools/methods are used, what is tested, and how often. 



		9. Have you had your system/services security tested by an objective, certified  third party using a suitable standard, such as OWASP, which tests against 10 top common web application vulnerabilities (cross-site scripting, SQL injection, etc.; see (www.owasp.org).  Please briefly provide any relevant explanation of test results and remedial action.   A copy of your test results must be provided within the Mandatory Technical Requirements section.   



		10. What software development security standards does your organization adhere to?  What does your secure development program consist of?



		11. Please describe your incident response and breach notification stance applicable to your proposed solution. Are you willing and able to notify the City within 24 hours of being made aware of a real or suspected security incident?



		12. Are vendor third parties contractually obligated to maintain security controls? How is compliance verified?



		13. If you use any third party service providers in the development and/or maintenance of the proposed solution, please specify the parties by name and applicable service(s) provided.



		14. How do you ensure your third party service providers (and any applicable third parties they use) adhere to policy and contractual requirements and expectations, including those that could affect your proposed solution to the City?



		15. Are vendor third parties periodically audited for compliance with security obligations? Are those audit results available for review by the City?



		16. Did the your last system security and vulnerability assessments and/or penetration tests result in any medium- or high-risk security vulnerabilities identified? If any, have the specific findings been appropriately addressed?



		17. As part of your proposed solution, will you be including a manual and automated system security and vulnerability assessments and penetration tests?



		18. Please describe how the City's data will be accessed and safeguarded before, during, and after implementation (e.g., who can access it and why, how such access is enabled and controlled, etc.). Are there different levels of access within your organization?  Are those accesses logged and periodically reviewed?



		19. How do your employees gain access to City systems and data? Are there different levels of access?  Is such activity logged and periodically reviewed for appropriateness?



		20. How do you restrict your personnel and any applicable third parties from printing, saving, copying, and/or disseminating City data?



		21. Please provide a summary of all electronic components included as part of your proposal to enable and facilitate the operation of your proposed solution, such as all software, services, downloadable content, and licenses.



		22. Please provide a summary of all physical components included as part of your proposal to enable and facilitate the operation of your proposed solution, such as: all hardware, devices, removable hard drives and media, sound cards, mixers, servers, monitors, USB devices, back-up/replication systems, DVD burners, CDs, physical security and/or anti-tampering safeguards, and operation manuals.



		23. Please describe how your proposed solution, data center, and associated systems and data are to be hosted and maintained, including physical location.



		24. Does any part of your proposed solution require or allow any external connectivity, such as to enable any integrations, batch processing, services, or to perform troubleshooting or support from a remote location?



		25. Do the systems involved in your proposed solution use encryption when processing, in transit, and at rest? What methods, algorithms, and key sizes are used?  Who owns and controls the keys?



		26. Please describe the system/user access, password, authentication, security configuration available to be configured and enforced by your proposed system and solution.



		27. Does the system support role based access control?



		28. Does the system use Active Directory for Authentication?



		29. Does the application automatically log off inactive users?



		30. Does the application limit access by user role?



		31. Do or will all user interfaces require, at minimum, a unique user ID and strong password? If so, please describe, also noting any password strength requirements, password reset/recovery procedures, account locking after a set number of failed authentication attempts, etc.



		32. Will the products, systems, and services be delivered and maintained free of defects?
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Vendor’s Name:



 



Security



 



Response



 



Please respond in the space following the questions below. 



Please expand on any “Yes/No” answers 



with a paragraph or two of explanation.



 



Fields provided may be expanded.



 



1.



 



Please provide and/or describe your IT governance, information security, compliance, 



privacy, and/or risk management organization, strategy, and policies/procedures.  Include a 



description of applicable organization/person



nel responsible for security, risk, compliance, 



and privacy (e.g., roles/responsibilities, number of dedicated employees, 



qualifications/background, etc.).



 



2.



 



Do you have an individual designated with the responsibility for information security, such 



as a Ch



ief Information Security Officer? If so, please provide full name with job title and/or 



role.



 



3.



 



Do you have an individual designated with the responsibility for privacy, such as a Chief 



Privacy Officer? If so, please provide full name with job title and/or 



role.



 



4.



 



What applicable certifications, registrations, and/or qualified assessments are current and 



you maintain for the proposed systems and services, such as: 



 



 



-



 



ISO/IEC accreditation/certification (e.g., ISO/IEC 27001



, others



)



 



 



-



 



Service Organization Co



ntrol (SOC) 2, Type 2



 



 



-



 



CJIS



 



-



 



Other: (



please explain



)



 



 



For each of the above, please note which proposed products/services are included/covered 



and how such compliance is assured/validated, such by qualified third party. 



 



 



If not currently compliant or i



f unable to achieve compliance, please explain.



 



5.



 



Do you have information security policies, procedures, and standards formally established, 



documented, implemented, and periodically reviewed and approved by an appropriately 



designated individual or group?



 



6.



 



Do you have system, service, and/or data integrity and availability policies, procedures, and 



standards formally established and periodically reviewed, updated, and approved by an 



appropriately designated individual or group?



 






City of Seattle   Security  Response       1   Vendor’s Name:   Security   Response   Please respond in the space following the questions below.  Please expand on any “Yes/No” answers  with a paragraph or two of explanation.   Fields provided may be expanded.  


1.   Please provide and/or describe your IT governance, information security, compliance,  privacy, and/or risk management organization, strategy, and policies/procedures.  Include a  description of applicable organization/person nel responsible for security, risk, compliance,  and privacy (e.g., roles/responsibilities, number of dedicated employees,  qualifications/background, etc.).  


2.   Do you have an individual designated with the responsibility for information security, such  as a Ch ief Information Security Officer? If so, please provide full name with job title and/or  role.  


3.   Do you have an individual designated with the responsibility for privacy, such as a Chief  Privacy Officer? If so, please provide full name with job title and/or  role.  


4.   What applicable certifications, registrations, and/or qualified assessments are current and  you maintain for the proposed systems and services, such as:      -   ISO/IEC accreditation/certification (e.g., ISO/IEC 27001 , others )     -   Service Organization Co ntrol (SOC) 2, Type 2     -   CJIS   -   Other: ( please explain )     For each of the above, please note which proposed products/services are included/covered  and how such compliance is assured/validated, such by qualified third party.      If not currently compliant or i f unable to achieve compliance, please explain.  


5.   Do you have information security policies, procedures, and standards formally established,  documented, implemented, and periodically reviewed and approved by an appropriately  designated individual or group?  


6.   Do you have system, service, and/or data integrity and availability policies, procedures, and  standards formally established and periodically reviewed, updated, and approved by an  appropriately designated individual or group?  
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MCIS 2.0 PCI Compliance Response 

Vendor Name: 						

Instructions: Please describe how the Vendor achieves each requirement.  If a requirement does not apply, please state “N/A” and provide a response that explains why the requirement is not applicable. 

		Architecture & Interface Requirement

		Solution

		Vendor Response



		1. The application must use an n-tier architecture (multiple server layers – Web server, Application server, Db).

		All

		



		2. The application must be designed to use one of the following:

a. A pass-through URL redirect to a processors website to collect CHD

b. A URL hosted on a city website that redirects to a processors website to collect CHD

c. An API to be installed on a City Application server

i. The API method captures card holder data before sending to the payment processor and requires approval of an exception to the Payment Card Standard

		All

		



		3. The application must use one of the following types of authentication:

a. Forms authentication (PAM, ASP.NET, etc.)

b. Windows Native Authentication

		On Premise

		



		4. The application must log all user interactions.

		All

		



		5. The application must not use any shared accounts, i.e., all users must have unique user IDs.

		All

		



		6. The application must run with privileges less than local, domain, or enterprise administrator for Windows or Root for Unix/Linux.

		On Premise

		



		7. The application must not store CHD or any kind, even if encrypted.

		All

		



		8. Vendor must state any other client requirements for document access and manipulation.

		All

		










		Security Architecture Requirement

		Solution

		Vendor Response



		1. Vendor must supply attestation or certification that the system has been tested for common web application security vulnerabilities (Open Web Application Security Project (OWASP) Top Ten vulnerabilities) and has been found to be free of significant security defects. 

		All

		



		2. System supports 128-bit encryption or greater and TLS 1.1 or greater for data in transit. 

		All

		



		3. System masks the presentation of sensitive data as determined by the City based on user security. 

		All

		



		4. The systems must be able to operate on a system that has had the Center For Internet Security’s (CIS) OS/Device benchmark security applied to it prior to installation of the software supporting the payment system.  

		On Premise

		



		5. All devices must write logs in Syslog format and be made available to be aggregate with the City’s log archive.  

		On Premise

		



		6. Vender must certify that the hardware and software is PCI Compliant “as deployed”. 

		All

		



		7. Hardware must be physically secured with PCI Compliant access controls applied. 

		All

		



		8. The system must function on the City’s hardened network infrastructure (Switches, routers and firewalls hardened with CIS benchmarks). 

		On Premise

		



		9. The vendor must use the City’s access controls to support the system.  

		On Premise

		










		Authentication Requirements

		Solution

		Vendor Response



		1. The underlying operating system must use the City’s Active Directory infrastructure for authentication and authorization.

		On Premise

		



		2. The ability for the systems to natively use multifactor authentication is desirable.

		All

		



		3. Applications must be able to support complex passwords (three out of four authentication characteristics such as Upper case, Lower case, numbers, and special characters) greater than 7 characters in length.

		All

		







		City of Seattle Standards

		Solution

		Vendor Response



		1. Desktop OS supported is Windows 7 64 bit and be implemented with current hardening configurations, including regularly updated anti-virus and operating system patches to meet PCI expectancies.

		On Premise

		



		2. Nutanix Virtual Computing Platform/VMWare ESXi 5.5; installed with the City’s hardened GPOs and regularly updated anti-virus and critical operating system patches.  If server hardware is required, use X86 Dell.

		On Premise

		



		3. Microsoft Server 2012 R2

		On Premise

		



		4. Microsoft SQL Server 2012 SP2

		On Premise

		



		5. Linus OS is Redhat on Dell

		On Premise

		



		6. Database is Oracle 12c

		On Premise

		



		7. Browser is Internet Explorer 11

		On Premise

		



		8. Vendor provides customer support 8am - 6pm PST/PDT

		On Premise

		



		9. Vendor must provide a copy of their current Maintenance Agreement.

		On Premise

		










		Other Requirements

		Solution

		Vendor Response



		1. Service providers must protect cardholder data as specified by the PCI DSS, if processing or storing payment card data on behalf of City of Seattle.

		SaaS/Hosted

		



		2. Acknowledge ownership of cardholder data. The vendor will also be required to acknowledge that such data can ONLY be used for assisting VISA or the acquiring Bank in completing a transaction, supporting a loyalty program, providing fraud control services, or for uses specifically required by law.

		SaaS/Hosted

		



		3. Allow for audits by card brand entities in the event of a cardholder data compromise.

		SaaS/Hosted

		



		4. Payment Application Data Security Standard (PA-DSS) Compliance – Payment applications shall be PA-DSS validated by a Payment Application Qualified Security Assessor (PA - QSA) and be verified on Payment Card Industry Security Standards Council’s (PCI SSC) list of PA-DSS validated payment application. Provide copy of or a link to PCI SSC’s list of Vendor’s or subcontractor’s PA-DSS validated payment application.  

		On Premise

		



		5. PIN Transaction Security (PTS) Devices – Point of Sale (POS) devices and Encrypting PIN Pads (EPPs) used in Kiosks and attended POS devices must be listed on the approved PCI PTS Approved Device List with the version number of security requirements that it was tested against. Provide a copy of Vendor’s or subcontractor’s compliance.  

		All

		



		6. Service providers must have and provide to the City a current Attestation of Compliance (AOC) and provide AOC renewals annually.

		SaaS/Hosted

		



		7. If payment processing services are being provided under this contract, provide the associated service providers current PCI Attestation of Compliance (AOC).

		SaaS/Hosted

		



		8. Vendor must agree to a collaborative technical and security design to meet PCI and City Security Standards.

		On Premise

		



		9. Vendors must use secure development processes in alignment with PCI-DSS and OWASP Secure Coding Principles.

		All

		



		10. Implementation must be fully documented, and any changes reviewed with CM and accompanied by updated documentation.

		On Premise

		



		11. The City reserves the right to do external scans.  The vendor must mitigate vulnerabilities is a reasonable timeframe.

		SaaS/Hosted

		



		12. The City may conduct security assessments annually or as needed to evaluate vulnerabilities.  

		SaaS/Hosted

		



		13. Vendors/service providers must report any known or suspected compromise of City data to the City of Seattle CTO/CISO within 24 hours of identification.

		All

		



		14. Notify the City within five (5) days of discovery whenever new security vulnerabilities. are identified and provide relevant security patches within 30 days of release.

		All

		



		15. 24X7 phone support and NBD on-site support.  

		On Premise

		



		16. If the PCI compliance status of an application, device or service provider changes during the contract period, the Vendor will notify the City within 7 days or loss of compliant status.

		

		



		17. The vendor must mitigate vulnerabilities within 30 days of identification of a vulnerability.

		All

		



		18. Provide appropriate business continuity such that the services provided by the vendor will be available in the event of a major disruption or failure.

		SaaS/Hosted

		



		19. Ensure continued security of cardholder data during and after contract terminations (SLA).

		SaaS/Hosted

		



		20. Define service level requirements for both normal operations and contingency operations. (SLA)

		All

		



		21. Reporting and Monitoring: require the SP to institute system passwords access controls, encryption, computerized event logs. File integrity and integrity checks, etc….(SLA).

		SaaS/Hosted

		



		22. Notification of work performed to department for capturing in City Change Management?

		On Premise

		



		23. Vendor personnel must have required background checks and PCI Security Standards Training?

		All
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Vendor Name: 



 



 



 



 



 



 



 



Instructions: 



Please describe how the Vendor achieves each requirement



.  



If a requirement does not apply, please state “N/A” and provide a response that 



explains why the requirement is not applicable.



 



 



Architecture & Interface 



Requirement



 



Solution



 



Vendor Response



 



1.



 



The application must use an n



-



tier architecture (multiple server 



layers 



–



 



Web server, Application server, Db)



.



 



All



 



 



2.



 



The application must be designed to use one of the following:



 



a.



 



A 



pass



-



through URL redirect to a processors website to 



collect CHD



 



b.



 



A URL hosted on a city website that redirects to a 



processors website to collect CHD



 



c.



 



An API to be installed on a City Application server



 



i.



 



The API method captures card holder data 



before sendin



g to the payment processor and 



requires approval of an exception to the 



Payment Card Standard



 



All



 



 



3.



 



The application must use one of the following type



s



 



of 



authentication:



 



a.



 



Forms authentication (PAM, ASP.NET, etc.)



 



b.



 



Windows Native Authentication



 



On Premise



 



 



4.



 



The application must log all user interactions



.



 



All



 



 



5.



 



The application must not use any shared accounts, i.e.



,



 



all users 



must have unique user IDs



.



 



All



 



 



6.



 



The application must run with privileges less than local, domain



,



 



or enterprise administrator for Windows or Root for Unix/Linux.



 



On Premise



 



 



7.



 



The application must not store CHD or any kind, even if 



encrypted.



 



All



 



 



8.



 



Vendor must state any other client requirements for document 



access and manipulation



.



 



All



 



 



 



 



 






MCIS 2.0  PCI  Compliance Response     1   MCIS 2.0  P CI  Compliance   Response     Vendor Name:                Instructions:  Please describe how the Vendor achieves each requirement .   If a requirement does not apply, please state “N/A” and provide a response that  explains why the requirement is not applicable.    


Architecture & Interface  Requirement  Solution  Vendor Response  


1.   The application must use an n - tier architecture (multiple server  layers  –   Web server, Application server, Db) .  All   


2.   The application must be designed to use one of the following:   a.   A  pass - through URL redirect to a processors website to  collect CHD   b.   A URL hosted on a city website that redirects to a  processors website to collect CHD   c.   An API to be installed on a City Application server   i.   The API method captures card holder data  before sendin g to the payment processor and  requires approval of an exception to the  Payment Card Standard  All   


3.   The application must use one of the following type s   of  authentication:   a.   Forms authentication (PAM, ASP.NET, etc.)   b.   Windows Native Authentication  On Premise   


4.   The application must log all user interactions .  All   


5.   The application must not use any shared accounts, i.e. ,   all users  must have unique user IDs .  All   


6.   The application must run with privileges less than local, domain ,   or enterprise administrator for Windows or Root for Unix/Linux.  On Premise   


7.   The application must not store CHD or any kind, even if  encrypted.  All   


8.   Vendor must state any other client requirements for document  access and manipulation .  All   
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Department of the Treasury
Internal Revenue Service

Request for Taxpayer
Identification Number and Certification

Give Form to the
requester. Do not
send to the IRS.

1 Name (as shown on your income tax return). Name is required on this line; do not leave this line blank.

2 Business name/disregarded entity name, if different from above

|:| Individual/sole proprietor or |:| C Corporation

single-member LLC

the tax classification of the single-member owner.
|:| Other (see instructions) »

Print or type

3 Check appropriate box for federal tax classification; check only one of the following seven boxes:
|:| S Corporation

|:| Limited liability company. Enter the tax classification (C=C corporation, S=S corporation, P=partnership) »
Note. For a single-member LLC that is disregarded, do not check LLC; check the appropriate box in the line above for

4 Exemptions (codes apply only to
certain entities, not individuals; see
instructions on page 3):

Exempt payee code (if any)

|:| Partnership |:| Trust/estate

Exemption from FATCA reporting
code (if any)

(Applies to accounts maintained outside the U.S.)

5 Address (number, street, and apt. or suite no.)

Requester’s name and address (optional)

6 City, state, and ZIP code

See Specific Instructions on page 2.

7 List account number(s) here (optional)

Taxpayer Identification Number (TIN)

Enter your TIN in the appropriate box. The TIN provided must match the name given on line 1 to avoid
backup withholding. For individuals, this is generally your social security number (SSN). However, for a
resident alien, sole proprietor, or disregarded entity, see the Part | instructions on page 3. For other - -
entities, it is your employer identification number (EIN). If you do not have a number, see How to get a

TIN on page 3.

Note. If the account is in more than one name, see the instructions for line 1 and the chart on page 4 for | Employer identification number

guidelines on whose number to enter.

| Social security number

or

Part i Certification

Under penalties of perjury, | certify that:

1. The number shown on this form is my correct taxpayer identification number (or | am waiting for a number to be issued to me); and

2. | am not subject to backup withholding because: (a) | am exempt from backup withholding, or (b) | have not been notified by the Internal Revenue
Service (IRS) that | am subject to backup withholding as a result of a failure to report all interest or dividends, or (c) the IRS has notified me that | am

no longer subject to backup withholding; and

3. Iam a U.S. citizen or other U.S. person (defined below); and

4. The FATCA code(s) entered on this form (if any) indicating that | am exempt from FATCA reporting is correct.

Certification instructions. You must cross out item 2 above if you have been notified by the IRS that you are currently subject to backup withholding
because you have failed to report all interest and dividends on your tax return. For real estate transactions, item 2 does not apply. For mortgage
interest paid, acquisition or abandonment of secured property, cancellation of debt, contributions to an individual retirement arrangement (IRA), and
generally, payments other than interest and dividends, you are not required to sign the certification, but you must provide your correct TIN. See the

instructions on page 3.

Slgn Signature of
Here U.S. person >

Date >

General Instructions

Section references are to the Internal Revenue Code unless otherwise noted.

Future developments. Information about developments affecting Form W-9 (such
as legislation enacted after we release it) is at www.irs.gov/fw9.

Purpose of Form

An individual or entity (Form W-9 requester) who is required to file an information
return with the IRS must obtain your correct taxpayer identification number (TIN)
which may be your social security number (SSN), individual taxpayer identification
number (ITIN), adoption taxpayer identification number (ATIN), or employer
identification number (EIN), to report on an information return the amount paid to
you, or other amount reportable on an information return. Examples of information
returns include, but are not limited to, the following:

e Form 1099-INT (interest earned or paid)
e Form 1099-DIV (dividends, including those from stocks or mutual funds)
® Form 1099-MISC (various types of income, prizes, awards, or gross proceeds)

® Form 1099-B (stock or mutual fund sales and certain other transactions by
brokers)

* Form 1099-S (proceeds from real estate transactions)
® Form 1099-K (merchant card and third party network transactions)

* Form 1098 (home mortgage interest), 1098-E (student loan interest), 1098-T
(tuition)
® Form 1099-C (canceled debt)
* Form 1099-A (acquisition or abandonment of secured property)

Use Form W-9 only if you are a U.S. person (including a resident alien), to
provide your correct TIN.

If you do not return Form W-9 to the requester with a TIN, you might be subject
to backup withholding. See What is backup withholding? on page 2.

By signing the filled-out form, you:

1. Certify that the TIN you are giving is correct (or you are waiting for a number
to be issued),

2. Certify that you are not subject to backup withholding, or

3. Claim exemption from backup withholding if you are a U.S. exempt payee. If
applicable, you are also certifying that as a U.S. person, your allocable share of
any partnership income from a U.S. trade or business is not subject to the
withholding tax on foreign partners' share of effectively connected income, and

4. Certify that FATCA code(s) entered on this form (if any) indicating that you are
exempt from the FATCA reporting, is correct. See What is FATCA reporting? on
page 2 for further information.

Cat. No. 10231X
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Note. If you are a U.S. person and a requester gives you a form other than Form
W-9 to request your TIN, you must use the requester’s form if it is substantially
similar to this Form W-9.

Definition of a U.S. person. For federal tax purposes, you are considered a U.S.
person if you are:

¢ An individual who is a U.S. citizen or U.S. resident alien;

* A partnership, corporation, company, or association created or organized in the
United States or under the laws of the United States;

* An estate (other than a foreign estate); or
* A domestic trust (as defined in Regulations section 301.7701-7).

Special rules for partnerships. Partnerships that conduct a trade or business in
the United States are generally required to pay a withholding tax under section
1446 on any foreign partners’ share of effectively connected taxable income from
such business. Further, in certain cases where a Form W-9 has not been received,
the rules under section 1446 require a partnership to presume that a partner is a
foreign person, and pay the section 1446 withholding tax. Therefore, if you are a
U.S. person that is a partner in a partnership conducting a trade or business in the
United States, provide Form W-9 to the partnership to establish your U.S. status
and avoid section 1446 withholding on your share of partnership income.

In the cases below, the following person must give Form W-9 to the partnership
for purposes of establishing its U.S. status and avoiding withholding on its
allocable share of net income from the partnership conducting a trade or business
in the United States:

¢ In the case of a disregarded entity with a U.S. owner, the U.S. owner of the
disregarded entity and not the entity;

¢ In the case of a grantor trust with a U.S. grantor or other U.S. owner, generally,
the U.S. grantor or other U.S. owner of the grantor trust and not the trust; and

¢ In the case of a U.S. trust (other than a grantor trust), the U.S. trust (other than a
grantor trust) and not the beneficiaries of the trust.

Foreign person. If you are a foreign person or the U.S. branch of a foreign bank
that has elected to be treated as a U.S. person, do not use Form W-9. Instead, use
the appropriate Form W-8 or Form 8233 (see Publication 515, Withholding of Tax
on Nonresident Aliens and Foreign Entities).

Nonresident alien who becomes a resident alien. Generally, only a nonresident
alien individual may use the terms of a tax treaty to reduce or eliminate U.S. tax on
certain types of income. However, most tax treaties contain a provision known as
a “saving clause.” Exceptions specified in the saving clause may permit an
exemption from tax to continue for certain types of income even after the payee
has otherwise become a U.S. resident alien for tax purposes.

If you are a U.S. resident alien who is relying on an exception contained in the
saving clause of a tax treaty to claim an exemption from U.S. tax on certain types
of income, you must attach a statement to Form W-9 that specifies the following
five items:

1. The treaty country. Generally, this must be the same treaty under which you
claimed exemption from tax as a nonresident alien.

2. The treaty article addressing the income.

3. The article number (or location) in the tax treaty that contains the saving
clause and its exceptions.

4. The type and amount of income that qualifies for the exemption from tax.

5. Sufficient facts to justify the exemption from tax under the terms of the treaty
article.

Example. Article 20 of the U.S.-China income tax treaty allows an exemption
from tax for scholarship income received by a Chinese student temporarily present
in the United States. Under U.S. law, this student will become a resident alien for
tax purposes if his or her stay in the United States exceeds 5 calendar years.
However, paragraph 2 of the first Protocol to the U.S.-China treaty (dated April 30,
1984) allows the provisions of Article 20 to continue to apply even after the
Chinese student becomes a resident alien of the United States. A Chinese student
who qualifies for this exception (under paragraph 2 of the first protocol) and is
relying on this exception to claim an exemption from tax on his or her scholarship
or fellowship income would attach to Form W-9 a statement that includes the
information described above to support that exemption.

If you are a nonresident alien or a foreign entity, give the requester the
appropriate completed Form W-8 or Form 8233.

Backup Withholding

What is backup withholding? Persons making certain payments to you must
under certain conditions withhold and pay to the IRS 28% of such payments. This
is called “backup withholding.” Payments that may be subject to backup
withholding include interest, tax-exempt interest, dividends, broker and barter
exchange transactions, rents, royalties, nonemployee pay, payments made in
settlement of payment card and third party network transactions, and certain
payments from fishing boat operators. Real estate transactions are not subject to
backup withholding.

You will not be subject to backup withholding on payments you receive if you
give the requester your correct TIN, make the proper certifications, and report all
your taxable interest and dividends on your tax return.

Payments you receive will be subject to backup withholding if:
1. You do not furnish your TIN to the requester,

2. You do not certify your TIN when required (see the Part Il instructions on page
3 for details),

3. The IRS tells the requester that you furnished an incorrect TIN,

4. The IRS tells you that you are subject to backup withholding because you did
not report all your interest and dividends on your tax return (for reportable interest
and dividends only), or

5. You do not certify to the requester that you are not subject to backup
withholding under 4 above (for reportable interest and dividend accounts opened
after 1983 only).

Certain payees and payments are exempt from backup withholding. See Exempt
payee code on page 3 and the separate Instructions for the Requester of Form
W-9 for more information.

Also see Special rules for partnerships above.

What is FATCA reporting?

The Foreign Account Tax Compliance Act (FATCA) requires a participating foreign
financial institution to report all United States account holders that are specified
United States persons. Certain payees are exempt from FATCA reporting. See
Exemption from FATCA reporting code on page 3 and the Instructions for the
Requester of Form W-9 for more information.

Updating Your Information

You must provide updated information to any person to whom you claimed to be
an exempt payee if you are no longer an exempt payee and anticipate receiving
reportable payments in the future from this person. For example, you may need to
provide updated information if you are a C corporation that elects to be an S
corporation, or if you no longer are tax exempt. In addition, you must furnish a new
Form W-9 if the name or TIN changes for the account; for example, if the grantor
of a grantor trust dies.

Penalties

Failure to furnish TIN. If you fail to furnish your correct TIN to a requester, you are
subject to a penalty of $50 for each such failure unless your failure is due to
reasonable cause and not to willful neglect.

Civil penalty for false information with respect to withholding. If you make a
false statement with no reasonable basis that results in no backup withholding,
you are subject to a $500 penalty.

Criminal penalty for falsifying information. Willfully falsifying certifications or
affirmations may subject you to criminal penalties including fines and/or
imprisonment.

Misuse of TINs. If the requester discloses or uses TINs in violation of federal law,
the requester may be subject to civil and criminal penalties.

Specific Instructions

Line 1

You must enter one of the following on this line; do not leave this line blank. The
name should match the name on your tax return.

If this Form W-9 is for a joint account, list first, and then circle, the name of the
person or entity whose number you entered in Part | of Form W-9.

a. Individual. Generally, enter the name shown on your tax return. If you have
changed your last name without informing the Social Security Administration (SSA)
of the name change, enter your first name, the last name as shown on your social
security card, and your new last name.

Note. ITIN applicant: Enter your individual name as it was entered on your Form
W-7 application, line 1a. This should also be the same as the name you entered on
the Form 1040/1040A/1040EZ you filed with your application.

b. Sole proprietor or single-member LLC. Enter your individual name as
shown on your 1040/1040A/1040EZ on line 1. You may enter your business, trade,
or “doing business as” (DBA) name on line 2.

c. Partnership, LLC that is not a single-member LLC, C Corporation, or S
Corporation. Enter the entity's name as shown on the entity's tax return on line 1
and any business, trade, or DBA name on line 2.

d. Other entities. Enter your name as shown on required U.S. federal tax
documents on line 1. This name should match the name shown on the charter or
other legal document creating the entity. You may enter any business, trade, or
DBA name on line 2.

e. Disregarded entity. For U.S. federal tax purposes, an entity that is
disregarded as an entity separate from its owner is treated as a “disregarded
entity.” See Regulations section 301.7701-2(c)(2)(iii). Enter the owner's name on
line 1. The name of the entity entered on line 1 should never be a disregarded
entity. The name on line 1 should be the name shown on the income tax return on
which the income should be reported. For example, if a foreign LLC that is treated
as a disregarded entity for U.S. federal tax purposes has a single owner that is a
U.S. person, the U.S. owner's name is required to be provided on line 1. If the
direct owner of the entity is also a disregarded entity, enter the first owner that is
not disregarded for federal tax purposes. Enter the disregarded entity's name on
line 2, “Business name/disregarded entity name.” If the owner of the disregarded
entity is a foreign person, the owner must complete an appropriate Form W-8
instead of a Form W-9. This is the case even if the foreign person has a U.S. TIN.
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Line 2

If you have a business name, trade name, DBA name, or disregarded entity name,
you may enter it on line 2.

Line 3

Check the appropriate box in line 3 for the U.S. federal tax classification of the
person whose name is entered on line 1. Check only one box in line 3.

Limited Liability Company (LLC). If the name on line 1 is an LLC treated as a
partnership for U.S. federal tax purposes, check the “Limited Liability Company”
box and enter “P” in the space provided. If the LLC has filed Form 8832 or 2553 to
be taxed as a corporation, check the “Limited Liability Company” box and in the
space provided enter “C” for C corporation or “S” for S corporation. If it is a
single-member LLC that is a disregarded entity, do not check the “Limited Liability
Company” box; instead check the first box in line 3 “Individual/sole proprietor or
single-member LLC.”

Line 4, Exemptions

If you are exempt from backup withholding and/or FATCA reporting, enter in the
appropriate space in line 4 any code(s) that may apply to you.

Exempt payee code.

¢ Generally, individuals (including sole proprietors) are not exempt from backup
withholding.

¢ Except as provided below, corporations are exempt from backup withholding
for certain payments, including interest and dividends.

e Corporations are not exempt from backup withholding for payments made in
settlement of payment card or third party network transactions.

e Corporations are not exempt from backup withholding with respect to attorneys'
fees or gross proceeds paid to attorneys, and corporations that provide medical or
health care services are not exempt with respect to payments reportable on Form
1099-MISC.

The following codes identify payees that are exempt from backup withholding.
Enter the appropriate code in the space in line 4.

1—An organization exempt from tax under section 501(a), any IRA, or a
custodial account under section 403(b)(7) if the account satisfies the requirements
of section 401(f)(2)

2—The United States or any of its agencies or instrumentalities

3—A state, the District of Columbia, a U.S. commonwealth or possession, or
any of their political subdivisions or instrumentalities

4—A foreign government or any of its political subdivisions, agencies, or
instrumentalities

5—A corporation

6—A dealer in securities or commodities required to register in the United
States, the District of Columbia, or a U.S. commonwealth or possession

7 —A futures commission merchant registered with the Commodity Futures
Trading Commission

8—A real estate investment trust

9—An entity registered at all times during the tax year under the Investment
Company Act of 1940

10—A common trust fund operated by a bank under section 584(a)
11—A financial institution

12—A middleman known in the investment community as a nominee or
custodian

13—A trust exempt from tax under section 664 or described in section 4947

The following chart shows types of payments that may be exempt from backup
withholding. The chart applies to the exempt payees listed above, 1 through 13.

IF the payment is for ... THEN the payment is exempt for . ..

Interest and dividend payments All exempt payees except

for 7

Broker transactions Exempt payees 1 through 4 and 6
through 11 and all C corporations. S
corporations must not enter an exempt
payee code because they are exempt
only for sales of noncovered securities

acquired prior to 2012.

Barter exchange transactions and
patronage dividends

Exempt payees 1 through 4

Payments over $600 required to be
reported and direct sales over $5,000

Generally, exempt payees

' | 1 through 5°

Payments made in settlement of
payment card or third party network
transactions

Exempt payees 1 through 4

' See Form 1099-MISC, Miscellaneous Income, and its instructions.

*However, the following payments made to a corporation and reportable on Form
1099-MISC are not exempt from backup withholding: medical and health care
payments, attorneys' fees, gross proceeds paid to an attorney reportable under
section 6045(f), and payments for services paid by a federal executive agency.

Exemption from FATCA reporting code. The following codes identify payees
that are exempt from reporting under FATCA. These codes apply to persons
submitting this form for accounts maintained outside of the United States by
certain foreign financial institutions. Therefore, if you are only submitting this form
for an account you hold in the United States, you may leave this field blank.
Consult with the person requesting this form if you are uncertain if the financial
institution is subject to these requirements. A requester may indicate that a code is
not required by providing you with a Form W-9 with “Not Applicable” (or any
similar indication) written or printed on the line for a FATCA exemption code.

A—An organization exempt from tax under section 501(a) or any individual
retirement plan as defined in section 7701(a)(37)

B—The United States or any of its agencies or instrumentalities

C—A state, the District of Columbia, a U.S. commonwealth or possession, or
any of their political subdivisions or instrumentalities

D—A corporation the stock of which is regularly traded on one or more
established securities markets, as described in Regulations section
1.1472-1(c)(1)(i)

E—A corporation that is a member of the same expanded affiliated group as a
corporation described in Regulations section 1.1472-1(c)(1)(i)

F—A dealer in securities, commodities, or derivative financial instruments
(including notional principal contracts, futures, forwards, and options) that is
registered as such under the laws of the United States or any state

G—A real estate investment trust

H—A regulated investment company as defined in section 851 or an entity
registered at all times during the tax year under the Investment Company Act of
1940

|—A common trust fund as defined in section 584(a)

J—A bank as defined in section 581

K—A broker

L—A trust exempt from tax under section 664 or described in section 4947(a)(1)
M—A tax exempt trust under a section 403(b) plan or section 457(g) plan

Note. You may wish to consult with the financial institution requesting this form to
determine whether the FATCA code and/or exempt payee code should be
completed.

Line 5

Enter your address (number, street, and apartment or suite number). This is where
the requester of this Form W-9 will mail your information returns.

Line 6

Enter your city, state, and ZIP code.

Part I. Taxpayer Identification Number (TIN)

Enter your TIN in the appropriate box. If you are a resident alien and you do not
have and are not eligible to get an SSN, your TIN is your IRS individual taxpayer
identification number (ITIN). Enter it in the social security number box. If you do not
have an ITIN, see How to get a TIN below.

If you are a sole proprietor and you have an EIN, you may enter either your SSN
or EIN. However, the IRS prefers that you use your SSN.

If you are a single-member LLC that is disregarded as an entity separate from its
owner (see Limited Liability Company (LLC) on this page), enter the owner’s SSN
(or EIN, if the owner has one). Do not enter the disregarded entity’s EIN. If the LLC
is classified as a corporation or partnership, enter the entity’s EIN.

Note. See the chart on page 4 for further clarification of name and TIN
combinations.

How to get a TIN. If you do not have a TIN, apply for one immediately. To apply
for an SSN, get Form SS-5, Application for a Social Security Card, from your local
SSA office or get this form online at www.ssa.gov. You may also get this form by
calling 1-800-772-1213. Use Form W-7, Application for IRS Individual Taxpayer
Identification Number, to apply for an ITIN, or Form SS-4, Application for Employer
Identification Number, to apply for an EIN. You can apply for an EIN online by
accessing the IRS website at www.irs.gov/businesses and clicking on Employer
Identification Number (EIN) under Starting a Business. You can get Forms W-7 and
SS-4 from the IRS by visiting IRS.gov or by calling 1-800-TAX-FORM
(1-800-829-3676).

If you are asked to complete Form W-9 but do not have a TIN, apply for a TIN
and write “Applied For” in the space for the TIN, sign and date the form, and give it
to the requester. For interest and dividend payments, and certain payments made
with respect to readily tradable instruments, generally you will have 60 days to get
a TIN and give it to the requester before you are subject to backup withholding on
payments. The 60-day rule does not apply to other types of payments. You will be
subject to backup withholding on all such payments until you provide your TIN to
the requester.

Note. Entering “Applied For” means that you have already applied for a TIN or that
you intend to apply for one soon.

Caution: A disregarded U.S. entity that has a foreign owner must use the
appropriate Form W-8.
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Part Il. Certification

To establish to the withholding agent that you are a U.S. person, or resident alien,
sign Form W-9. You may be requested to sign by the withholding agent even if
items 1, 4, or 5 below indicate otherwise.

For a joint account, only the person whose TIN is shown in Part | should sign
(when required). In the case of a disregarded entity, the person identified on line 1
must sign. Exempt payees, see Exempt payee code earlier.

Signature requirements. Complete the certification as indicated in items 1
through 5 below.

1. Interest, dividend, and barter exchange accounts opened before 1984
and broker accounts considered active during 1983. You must give your
correct TIN, but you do not have to sign the certification.

2. Interest, dividend, broker, and barter exchange accounts opened after
1983 and broker accounts considered inactive during 1983. You must sign the
certification or backup withholding will apply. If you are subject to backup
withholding and you are merely providing your correct TIN to the requester, you
must cross out item 2 in the certification before signing the form.

3. Real estate transactions. You must sign the certification. You may cross out
item 2 of the certification.

4. Other payments. You must give your correct TIN, but you do not have to sign
the certification unless you have been notified that you have previously given an
incorrect TIN. “Other payments” include payments made in the course of the
requester’s trade or business for rents, royalties, goods (other than bills for
merchandise), medical and health care services (including payments to
corporations), payments to a nonemployee for services, payments made in
settlement of payment card and third party network transactions, payments to
certain fishing boat crew members and fishermen, and gross proceeds paid to
attorneys (including payments to corporations).

5. Mortgage interest paid by you, acquisition or abandonment of secured
property, cancellation of debt, qualified tuition program payments (under
section 529), IRA, Coverdell ESA, Archer MSA or HSA contributions or
distributions, and pension distributions. You must give your correct TIN, but you
do not have to sign the certification.

What Name and Number To Give the Requester

For this type of account: Give name and SSN of:

1. Individual The individual
2. Two or more individuals (joint The actual owner of the account or,
account) if combined funds, the first

individual on the account'

3. Custodian account of a minor
(Uniform Gift to Minors Act)

4. a. The usual revocable savings
trust (grantor is also trustee)
b. So-called trust account that is
not a legal or valid trust under
state law

5. Sole proprietorship or disregarded
entity owned by an individual

6. Grantor trust filing under Optional
Form 1099 Filing Method 1 (see
Regulations section 1.671-4(b)(2)(i)
(A)

The minor’
The grantor-trustee’

The actual owner'

The owner’

The grantor*

3You must show your individual name and you may also enter your business or DBA name on
the “Business name/disregarded entity” name line. You may use either your SSN or EIN (if you
have one), but the IRS encourages you to use your SSN.

4 List first and circle the name of the trust, estate, or pension trust. (Do not furnish the TIN of the
personal representative or trustee unless the legal entity itself is not designated in the account
title.) Also see Special rules for partnerships on page 2.

*Note. Grantor also must provide a Form W-9 to trustee of trust.

Note. If no name is circled when more than one name is listed, the number will be

considered to be that of the first name listed.

Secure Your Tax Records from Identity Theft

Identity theft occurs when someone uses your personal information such as your
name, SSN, or other identifying information, without your permission, to commit
fraud or other crimes. An identity thief may use your SSN to get a job or may file a
tax return using your SSN to receive a refund.

To reduce your risk:
¢ Protect your SSN,
® Ensure your employer is protecting your SSN, and
* Be careful when choosing a tax preparer.

If your tax records are affected by identity theft and you receive a notice from
the IRS, respond right away to the name and phone number printed on the IRS
notice or letter.

If your tax records are not currently affected by identity theft but you think you
are at risk due to a lost or stolen purse or wallet, questionable credit card activity
or credit report, contact the IRS Identity Theft Hotline at 1-800-908-4490 or submit
Form 14039.

For more information, see Publication 4535, Identity Theft Prevention and Victim
Assistance.

Victims of identity theft who are experiencing economic harm or a system
problem, or are seeking help in resolving tax problems that have not been resolved
through normal channels, may be eligible for Taxpayer Advocate Service (TAS)
assistance. You can reach TAS by calling the TAS toll-free case intake line at
1-877-777-4778 or TTY/TDD 1-800-829-4059.

Protect yourself from suspicious emails or phishing schemes. Phishing is the
creation and use of email and websites designed to mimic legitimate business
emails and websites. The most common act is sending an email to a user falsely
claiming to be an established legitimate enterprise in an attempt to scam the user
into surrendering private information that will be used for identity theft.

The IRS does not initiate contacts with taxpayers via emails. Also, the IRS does
not request personal detailed information through email or ask taxpayers for the
PIN numbers, passwords, or similar secret access information for their credit card,
bank, or other financial accounts.

If you receive an unsolicited email claiming to be from the IRS, forward this
message to phishing@irs.gov. You may also report misuse of the IRS name, logo,
or other IRS property to the Treasury Inspector General for Tax Administration
(TIGTA) at 1-800-366-4484. You can forward suspicious emails to the Federal
Trade Commission at: spam@uce.gov or contact them at www.ftc.gov/idtheft or
1-877-IDTHEFT (1-877-438-4338).

Visit IRS.gov to learn more about identity theft and how to reduce your risk.

For this type of account: Give name and EIN of:

7. Disregarded entity not owned by an | The owner
individual

. A valid trust, estate, or pension trust | Legal entity’

© ®

Corporation or LLC electing
corporate status on Form 8832 or
Form 2553

10. Association, club, religious,
charitable, educational, or other tax-
exempt organization

11. Partnership or multi-member LLC
12. A broker or registered nominee

The corporation

The organization

The partnership
The broker or nominee

13. Account with the Department of
Agriculture in the name of a public
entity (such as a state or local
government, school district, or
prison) that receives agricultural
program payments

14. Grantor trust filing under the Form
1041 Filing Method or the Optional
Form 1099 Filing Method 2 (see
Regulations section 1.671-4(b)(2)(i)
B)

! List first and circle the name of the person whose number you furnish. If only one personon a
joint account has an SSN, that person’s number must be furnished.

The public entity

The trust

? Gircle the minor’s name and furnish the minor's SSN.

Privacy Act Notice

Section 6109 of the Internal Revenue Code requires you to provide your correct
TIN to persons (including federal agencies) who are required to file information
returns with the IRS to report interest, dividends, or certain other income paid to
you; mortgage interest you paid; the acquisition or abandonment of secured
property; the cancellation of debt; or contributions you made to an IRA, Archer
MSA, or HSA. The person collecting this form uses the information on the form to
file information returns with the IRS, reporting the above information. Routine uses
of this information include giving it to the Department of Justice for civil and
criminal litigation and to cities, states, the District of Columbia, and U.S.
commonwealths and possessions for use in administering their laws. The
information also may be disclosed to other countries under a treaty, to federal and
state agencies to enforce civil and criminal laws, or to federal law enforcement and
intelligence agencies to combat terrorism. You must provide your TIN whether or
not you are required to file a tax return. Under section 3406, payers must generally
withhold a percentage of taxable interest, dividend, and certain other payments to
a payee who does not give a TIN to the payer. Certain penalties may also apply for
providing false or fraudulent information.
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INSURANCE REQUIREMENTS AND TRANSMITTAL FORM
\ § CITY PURCHASING REF:

I City of Seattle Attachment

This Insurance Requirements and Transmittal Form shall serve as an attachment and/or exhibit form
to the (“Contract”), and shall be interpreted and applied together as a single contractual instrument
between the City of Seattle (“City”) and (“Vendor”).

VENDOR: SEND THIS FORM TO YOUR INSURANCE PROFESSIONAL TO COMPLETE THE GREEN BOX
AND TO ENSURE COMPLIANCE WITH ALL THE COVERAGE REQUIREMENTS, TERMS AND CONDITIONS
REQUIRED BY THE CITY OF SEATTLE.

INSURANCE AGENT/BROKER:

e PLEASE COMPLETE THESE FIELDS SO THAT WE MAY CONTACT YOU IF NECESSARY. *REQUIRED FIELDS
*NAME: TITLE:
*NAME OF COMPANY
*EMAIL: *TELEPHONE: FAX:

e SEND ORIGINAL CERTIFICATION WITH COPY OF CGL ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL
INSURED POLICY WORDING AND APPLICABLE ENDORSEMENTS THAT EVIDENCES THE COVERAGE REQUIRED TO:
THE CITY OF SEATTLE PURCHASING SERVICES DIVISION
ATTN:
PO Box 94687
SEATTLE, WA 98124-4678

1. Inthe “Certificate Holder” field of the certificate of insurance, write “Attention: City of Seattle.”
2. Upon award of the Contract, Vendor shall, at its sole expense and for the entire term of the Contract, provide insurance coverage
to the City of Seattle (“City”) as checked below within 15 days or the City may withdraw its intent to award:

COMMERCIAL GENERAL LIABILITY (CGL), MARINE GENERAL LIABILITY (MGL) OR EQUIVALENT
INCLUDING:

PREMISES
PRODUCTS-COMPLETED OPERATIONS
CONTRACTUAL LIABILITY

STOP GAP/EMPLOYER'’S LIABILITY (UNLESS NO OBLIGATION TO INSURE WA STATE WC)

[] XCU AND SUBSIDENCE PERILS NOT EXCLUDED

[ PRODUCTS/COMPLETED OPNS. ADD’L INSURED FOR THREE (3) YEARS FOLLOWING END OF CONTRACT

MINIMUM LIMITS OF LIABILITY SHALL BE:

$1,000,000 EACH OCCURRENCE COMBINED SINGLE LIMIT BODILY INJURY AND PROPERTY DAMAGE (CSL)

$2,000,000 PRODUCTS/COMPLETED OPERATIONS AGGREGATE

$2,000,000 GENERAL AGGREGATE

$1,000,000 EACH ACCIDENT/ DISEASE—POLICY LIMIT/ DISEASE—EACH EMPLOYEE STOP GAP/EMPLOYER'’S
LIABILITY

BUSINESS AUTOMOBILE LIABILITY INSURANCE FOR OWNED, NON-OWNED, LEASED AND HIRED VEHICLES
AS APPROPRIATE written on a form CA 00 01 or equivalent WITH MINIMUM LIMITS OF LIABILITY OF $1,000,000 CSL.

NOTE: GARAGE LIABILITY WITH APPROPRIATE COVERAGES AND LIMITS OF LIABILITY MAY SUBSTITUTE FOR CGL
AND AUTOMOBILE INSURANCE:
[[] Garage Keeper’s Legal Liability (GKLL) insurance to cover vehicles in vendor’s bailment. Minimum limit of liability of
$ each vehicle and $ each occurrence.
[] “On-Hook” GKLL coverage required with minimum limit of liability of $ each vehicle.

E IN-TRANSIT POLLUTION LIABILITY CA 99 48/MCS-90 (N/A IF COVERED UNDER AN IN-TRANSIT EXTENSION OF
A CONTRACTOR’S POLLUTION LIABILITY INSURANCE POLICY)

WORKER'S COMPENSATION INSURANCE FOR WASHINGTON STATE AS REQUIRED BY TITLE 51 RCW.

[J UMBRELLA/EXCESS/BUMBERSHOOT LIABILITY INSURANCE OVER CGL/MGL/AUTOMOBILE LIABILITY
MINIMUM LIMIT OF LIABILITY SHALL BE (] $ CSL ($ MINIMUM TOTAL LIMITS REQUIREMENT)

] CONTRACTOR’S POLLUTION LIABILITY INSURANCE. MINIMUM LIMITS OF LIABILITY SHALL BE [] $1,000,000
Os EACH CLAIM WITH A MINIMUM AGGREGATE LIMIT OF 200% OF THE EACH CLAIM LIMIT. THERE
SHALL BE NO REQUIREMENT FOR A DEDICATED PROJECT AGGREGATE LIMIT PROVIDED THAT THE
CONTRACTOR SHALL (1) SUBMIT TO THE CITY WITH ITS INSURANCE CERTIFICATION A WRITTEN
STATEMENT FROM ITS AUTHORIZED INSURANCE REPRESENTATIVE THAT THE FULL MINIMUM AGGREGATE
LIMIT IS AVAILABLE AND HAS NOT BEEN IMPAIRED BY ANY CLAIMS RESERVED ON ANOTHER PROJECT, AND
(2) THEREAFTER, UNTIL THE COMPLETION OF THE WORK, THE CONTRACTOR SHALL PROVIDE NOTICE IN
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WRITING TO THE CITY WITHIN TEN (10) DAYS OF CONTRACTOR’S CONSTRUCTIVE KNOWLEDGE OF ANY
PENDING OR ACTUAL IMPAIRMENT OF THE AGGREGATE LIMIT.

] AVIATION LIABILITY INSURANCE WITH MINIMUM LIMITS OF []$1,000,000 CSL OR [] $ CSL

[] PROFESSIONAL LIABILITY INSURANCE WITH MINIMUM LIMIT OF LIABILITY $ EACH CLAIM

(] WATERCRAFT/P&I LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $

[] SHIP REPAIRER’S OR MARINA OPERATOR’S LEGAL LIABILITY INSURANCE COVERING THE VENDOR'S
LIABILITY FOR LOSS OR DAMAGE, INCLUDING LOSS OF USE, TO OWNERS OF WATERCRAFT WHILE IN THE
VENDOR’S CARE, CUSTODY AND CONTROL FOR THE PURPOSE OF BEING REPAIRED OR SERVICED.

MINIMUM LIMITS OF LIABILITY SHALL BE $ EACH VESSEL
[] TOWER’S LEGAL LIABILITY INSURANCE
Any tower hired by the Vendor or any subcontractor shall carry for any tow of the vessel within | ........ Such insurance

limits shall be for not less than the portion of the Total Contract Price allocable to such vessel (and in no event less than

the replacement cost for such vessel), to cover loss, damage and/or expense to the City of Seattle arising out of such

towage.

JONES ACT LIABILITY WITH MINIMUM LIMITS [] $1,000,000 OR $

U.S.L. & H. LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $

CRIME FIDELITY, THEFT, DISAPPEARANCE & DESTRUCTION LIABILITY (TO INCLUDE EMPLOYEE THEFT,

WIRE TRANSFER, FORGERY & MAIL COVERAGE, AND CLIENT COVERAGE): WITH MINIMUM LIMIT
$5,000,000 PER OCCURRENCE AND IN THE AGGREGATE. The policy shall cover “client’s property,” not just when
legally liable and shall have a Joint Loss Payee Endorsement in favor of the City of Seattle.

XI TECHNOLOGY ERRORS & OMISSION / PROFESSIONAL LIABILITY INSURANCE WITH AN AGGREGATE LIMIT
OF LIABILITY NOT LESS THAN TEN MILLION DOLLARS ($10,000,000). Such insurance shall cover any and all
errors, omissions or negligent acts in the delivery or performance of products, services and/or licensed
programs under this agreement. Such Professional Liability insurance shall include coverage for claims and losses
with respect to network risks (such as data breaches, unauthorized access/use, identity theft, invasion of privacy,
damage/loss/theft of or to data, degradation, downtime, etc.) and intellectual property infringement, such as
copyrights, trademarks, service marks and trade dress. The Professional Liability Insurance retroactive coverage
date shall be no later than the effective date of this agreement. Suppler/Vendor shall continuously maintain such
insurance or purchase an extended reporting period providing that claims first made and reported to the insurance
company within three (3) years after termination of the agreement will be deemed to have been made during the
policy period.

XI INFORMATION TECHNOLOGY —CYBER LIABILITY (NETWORK SECURITY LIABILITY AND PRIVACY LIABILITY)
WITH MINIMUM LIMIT $5,000,000 PER OCCURRENCE AND IN THE AGGREGATE. This shall include, but not be
limited to, coverage for any actual or alleged breach of duty, neglect, error, act, mistake, omission, or failure arising
out of Vendor’s Internet and Network Activities including coverage for, but not limited to, the following events:

An attack that has the intent to affect, alter, copy, corrupt, destroy, disrupt, damage, or provide unauthorized access
or unauthorized use of Vendor's computer system; Computer Crime or Information Theft; Denial of Service; Extortion;
Introduction, implantation, or spread of a Computer Virus; Loss of Service; Identity Theft; Infringement; Electronic data
loss and restoration; Unauthorized Access or Use, including the gaining of access to Vendor’s computer systems by
an unauthorized person or persons or an authorized person in an unauthorized manner.
[X] SUBLIMIT FOR NOTIFICATION COSTS: $1,000,000 PER OCCURRENCE
.[1 OTHER: WITH MINIMUM LIMIT $

X0

TERMS AND CONDITIONS:

1.

City of Seattle as Additional Insured: The CGL/MGL insurance shall include “the City of Seattle” as an additional insured for
primary and non-contributory limits of liability.

No Limitation of Liability: Insurance coverage and limits of liability as specified herein are minimum coverage and limit of
liability requirements only; they shall not be construed to limit the liability of Vendor or any insurer for any claim that is required to
be covered hereunder to less than the applicable limits of liability stated in the declarations. Moreover, the City shall be an
additional insured, where additional insured status is required, for the full available limits of liability maintained by vendor, whether
those limits are primary, excess, contingent or otherwise. Vendor expressly understands and agrees that this provision shall
override any limitation of liability or similar provision in any agreement or statement of work between the City and Vendor.

Required Separation of Insured Provision; Cross-Liability Exclusion and other Endorsements Prohibited: Vendor's
insurance policy shall include a “separation of insureds” or “severability” clause that applies coverage separately to each insured
and additional insured, except with respect to the limits of the insurer’s liability. Vendor’s insurance policy shall not contain any
provision, exclusion or endorsement that limits, bars, or effectively precludes the City of Seattle from coverage or asserting a
claim under the Vendor’s insurance policy on the basis that the coverage or claim is brought by an insured or additional insured
against an insured or additional insured under the policy. Vendor’'s CGL policy shall NOT include any of the following
Endorsements (or their equivalent endorsement or exclusions): (a) Contractual Liability Limitation, (CGL Form 21 39 or
equivalent), b) Amendment Of Insured Contract Definition, (CGL Form 24 26 or equivalent), (c) Limitation of Coverage to
Designated Premises or Project, (CGL Form 21 44 or equivalent), (d) any endorsement modifying or deleting the exception to the
Employer’s Liability exclusion, (e) any “Insured vs. Insured” or “cross-liability” exclusion, and (f) any type of punitive, exemplary or
multiplied damages exclusion. Vendor’s failure to comply with any of the requisite insurance provisions shall be a material breach
of, and grounds for, the immediate termination of the Contract with the City of Seattle; or if applicable, and at the discretion of the
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City of Seattle, shall serve as grounds for the City to procure or renew insurance coverage with any related costs of premiums to
be repaid by Vendor or reduced and/or offset against the Contract.

4. Claims Made Form: If any policy is written on a claims made form, the retroactive date shall be prior to or coincident with the
effective date of this contract. Claims made coverage shall be maintained by the Vendor for a minimum of three (3) years
following the expiration or earlier termination of this contract, and the Vendor shall provide the City with evidence of insurance for
each annual renewal. If renewal of the claims made form of coverage becomes unavailable or economically prohibitive, the
Vendor shall purchase an extended reporting period (“tail”) or execute another form of guarantee acceptable to the City to assure
financial responsibility for liability assumed under the contract.

5. Deductibles and Self-Insured Retentions: Any self-insurance retention or deductible in excess of $ 25,000 that is not “fronted”
by an insurer and for which claims the vendor or its third-party administrator is directly responsible for defending and indemnifying
must be disclosed on the certificate of liability insurance. Vendor agrees to defend and indemnify the City under its self-insured or
deductible layer and upon City’s request advise the full delivery address of the individual or department to whom a tender of a
claim should be directed.

6. Notice of Cancellation: Under RCW 48.18.290 (“Cancellation by insurer”) applicable to insurers licensed to do business in the
State of Washington, the City, as a certificate holder for the insurance requirements specified herein and an additional insured,
has an interest in any loss which may occur; written notice of cancellation must therefore be actually delivered or mailed to the
City not less than 45 days prior to cancellation (10 days as respects non-payment of premium). As respects surplus lines
placements, written notice of cancellation shall be delivered not less than 30 days prior to cancellation (10 days as respects non-
payment of premium).

7. Qualification of Insurers: Insurers shall maintain A.M. Best's ratings of A- VIl unless procured as a surplus lines placement
under RCW chapter 48.15, or as may otherwise be approved by the City.

8. Changes in Insurance Requirements: The City shall have the right to periodically review the adequacy of coverages and/or
limits of liability in view of inflation and/or a change in loss exposures and shall have the right to require an increase in such
coverages and/or limits upon ninety (90) days prior written notice to the Vendor. Should Vendor, despite its best efforts, be
unable to maintain any required insurance coverage or limit of liability due to deteriorating insurance market conditions, it may
upon thirty (30) days prior written notice request a waiver of any insurance requirement, which request shall not be unreasonably
denied.

9. Evidence of Insurance: Vendor must provide the following evidence of insurance:
a. A certificate of liability insurance evidencing coverages, limits of liability and other terms and conditions as specified herein;
b. An attached City of Seattle designated additional insured endorsement or blanket additional insured wording to the CGL/MGL
(and if required Contractor’s Pollution Liability insurance policy).
c. A copy of all other amendatory policy endorsements or exclusions of Vendor’s insurance CGL/MGL policy that evidences the
coverage required.

At any time upon the City’s request, Vendor shall also cause to be timely furnished a copy of declarations pages and schedules
of forms and endorsements. In the event that the City tenders a claim or lawsuit for defense and indemnity invoking additional
insured status, and the insurer either denies the tender or issues a reservation of rights letter, Vendor shall also cause a
complete and certified copy of the requested policy to be timely furnished to the City.

Send evidence of insurance to the City at the addresses at the top of this form.
For questions or issues about insurance, contact the City of Seattle Risk Management at (206) 615-1507 or by email at
Sheila.Barker@seattle.gov

NOTE: CERTIFICATES WITHOUT ATTACHED ADDITIONAL INSURED ENDORSEMENT OR BLANKET
ADDITIONAL INSURED COVERAGE FOR THE CITY OF SEATTLE WILL NOT BE APPROVED!
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TECHNOLOGY CONTRACT

City of Seattle

CONTRACT FOR MUNICIPAL COURT INFORMATION SYSTEM 2.0

 

This Contract is made and entered into by and between City of Seattle (“City” or “City of Seattle”), a Washington municipal corporation; and ________________ (“Vendor”), a corporation of the State of _______, and authorized to do business in the State of Washington.



Vendor Business:

Name of Representative: 			

Vendor Address:		

Vendor Phone:		

Vendor Fax:		

Vendor e-mail:		



WHEREAS, the purpose of this contract is to provide the City with an on-premise, hosted, or Software-as-a-Service solution for replacement of the Municipal Court Information System (“MCIS”); and



WHEREAS, Vendor was selected as a result of a Request for Proposal process initiated _______20__ as required by Seattle Municipal Code since costs are anticipated to exceed $52,000 in value; and



WHEREAS, funds for this purpose are authorized through the City of Seattle annual budget;



NOW, THEREFORE, in consideration of the terms, conditions, covenants, and performance of the Statement of Work contained herein, as attached and made a part hereof, the City and Vendor mutually agree as follows:



General Terms and Conditions

[bookmark: _Toc508182563][bookmark: _Toc508182561]

1. [bookmark: _Toc508182562]Expansion Clause: This Contract may be expanded as mutually agreed, if such expansion is approved in writing by the RFP Coordinator from the City Purchasing Office of the Department of Finance and Administrative Services, City of Seattle.  No other City employee is authorized to make such written notices.  The RFP Coordinator will ensure the expansion meets the following criteria collectively: (a)  it could not be separately bid; (b) the change is for a reasonable purpose; (c) the change was not reasonably known to either the City or Vendors at time of bid or else was mentioned as a possibility in the bid (such as a change in environmental regulation or other law); (d) the change is not significant enough to be reasonably regarded as an independent body of work; (e) the change could not have attracted a different field of competition; and (f) the change does not vary the essential identity or main purpose of the contract.  The RFP Coordinator shall make this determination, and may make exceptions for immaterial changes, emergency or sole source conditions, or for other situations as required in the opinion of the RFP Coordinator.  Certain Work Orders or changes are not considered an expansion of scope, including an increase in quantities ordered, the exercise of options and alternates in the bid, change in design and specifications that does not expand the work beyond the limits provided for above, or ordering of work originally identified within the originating solicitation. If such changes are approved, changes are conducted as a written order issued by the City Purchasing RFP Coordinator in writing to the Vendor.



2. Statement of Work and Specifications: Vendor shall provide the following products and/or services in the following statement of work and specifications as embedded below (“SOW”). These products and/or services shall be termed “Work” herein.





[bookmark: _Toc508182564]     



3. Work Order Process: Work shall not begin on any Statement of Work task until a formal signed Work Order is issued by the City’s designated Project Manager.  The Work Order(s) shall provide authorization to the Vendor to proceed with specifically identified tasks.  Unless additional Contract Amendments are approved by the City, Work Orders may only be issued for tasks expressly defined in the SOW.  



Each work order shall be subject to all of the terms and conditions of this Contract, and incorporated into this Contract by this reference. 



The City may choose to authorize all, some or none of the tasks.  The Vendor agrees that the City is not obligated to authorize any tasks.  The City’s decision to issue Work Orders that authorize all, some or no tasks on the SOW will not increase the costs to the City as they are presented in this Contract.  No other damages or costs are incurred by the Vendor by the City decisions to authorize or not authorize tasks. 



If a change to a Work Order is required, the City’s designated Project Manager may authorize a Change Order as described for in the SOW:  Statement of work, which may add, delete or modify any part of any Work Order by giving Vendor notice of such change within the time period specified in the applicable Work Order.  Within seven (7) days after the date of such notice, the Vendor shall deliver to the City Project Manager an amended Work Order reflecting the change in description, schedule and/or dollar amount due using the unit prices as proposed for the specific work order in Vendor’s Proposal, subject to an equitable adjustment for work scheduled and can’t be unscheduled or performed prior to receipt of the change notice and other factors reasonably affecting the Vendor’s cost or time of performance. For any subsequent work order(s) requested by either party, the Vendor shall submit a detailed proposal for the change. The Vendor shall analyze, record, estimate and submit to the City, for its approval, the proposed scope for the changed or new work, a work schedule, and a rate or price adjustment for completion of the work to be changed or added.  Once this proposal is received and approved by the City, a new work order will be issued for the changed or additional work. Upon the City’s written approval and notice to proceed, the Vendor shall implement the change or additional work and invoice for the changed or additional work consistent with the City’s approval notice and the terms and conditions of this Contract. 



The City may, at its option, add, delete or modify any part of any work order by giving Vendor notice of such change within the time period specified in the applicable work order.  Within seven (7) days after the date of such notice, the Vendor shall deliver to the City an amended work order reflecting the change in description, schedule and/or dollar amount due using the unit prices as proposed for the specific work order in Vendor’s Proposal.



The Vendor shall not proceed unless authorized by a mutually agreed upon amendment.  Such extra work shall be in compliance with Section 4 (Expansion Clause) and shall be authorized in writing only by the City Purchasing RFP Coordinator, Department of Finance and Administrative Services.  Any costs incurred due to the performance of extra work will not be reimbursed until or unless an amendment is agreed upon.



The City does not guarantee utilization of goods and services provided for in this Contract for which the City has not issued a work order(s).  The City may itself provide these goods or services or may award contracts to other Vendors for similar goods and services.  In such instances, the Vendor shall not be responsible for the operation, performance or maintenance for equipment so obtained.



4. [bookmark: _Toc508182565]Documentation: Unless specified otherwise in Contract attachments, Vendor will provide two (2) complete sets of documentation for each Software/Hardware order or System delivered, including technical and maintenance information, and, where applicable, installation information.  Vendor shall also provide two (2) complete sets of documentation for each updated version of Software that Vendor provides.  Vendor shall provide the documentation on or before the date Vendor delivers its respective Software.  There shall be no additional charge for this documentation or the updates, in whatever form provided.  Vendor’s Software documentation shall be comprehensive, well structured, and indexed for each reference.  If Vendor maintains its technical, maintenance, and installation documentation on a web site, Vendor may fulfill the obligations set forth in this section by providing the City access to its web-based documentation information.  



The City reserves the right to withhold payment for a deliverable, modification, or enhancement until it receives all documentation associated with the same.  



5. [bookmark: _Toc458524761]Risk of Loss, Freight, Overages or Underage: Regardless of FOB point, Vendor agrees to bear all risks of loss, injury, or destruction of goods and materials ordered herein which occur prior to delivery and acceptance.  Such loss, injury, or destruction shall not release Vendor from any obligations under.  Prices include freight prepaid and allowed.  Vendor assumes the risk of every increase, and receives the benefit of every decrease, in delivery rates and charges.  Shipments shall match a Work Order. Any unauthorized advance or excess shipment is returnable at Vendor’s expense.



6. [bookmark: _Toc508182566]Payment Procedures: 



6.1 General: Vendor shall only invoice upon the City’s approval of the deliverable and in a manner consistent with the payment schedule attached, if any.  Once the City has received and approved the invoice, the City will provide payment within thirty (30) days.  The aggregate amount represents the full and final amount to be paid by the City for all expenses incurred and incidentals necessary to complete Work. 



The City shall not be obligated to pay any other compensation, fees, charges, prices or costs, nor shall Vendor charge any additional compensation for completing a Work Order.  All costs invoiced to the City shall be associated with an active and open Work Order.



Invoices for hardware and software installed in City facilities and other Work shall be submitted, in writing, to the City’s Project Manager.  Invoices shall include such information as prescribed in the SOW and is necessary for the City to determine the exact nature of all expenditures and shall reference this Contract.  Additional payment terms or invoice instructions may be mutually agreed upon by the City and the Vendor. 



Payment does not constitute whole or partial acceptance.  City acceptance of the System shall only occur by formal written notice to that effect.



6.2 Advance Payment Prohibited: The City does not accept requests for early payment, down payment or partial payment, unless the Bid or Proposal Submittal specifically allows such pre-payment proposals or alternates within the bid process.  Maintenance subscriptions may be paid up to one year in advance provided that should the City terminate early, the amount paid shall be reimbursed to the City on a prorated basis; all other expenses are payable net 30 days after receipt and acceptance of satisfactory compliance.



6.3 Travel and Other Direct Charges: If the specifications and scope of work for this purchase have specifically identified travel and/or other direct costs that the City intends to reimburse, then the following requirements shall apply.  All such expenses must be pre-approved in writing by the Project Manager.  If the specifications and scope of work do not clearly identify such costs for compensation, then no compensation will be given.



· City will reimburse the Contractor at actual cost for expenditures that are pre-approved by the City in writing and are necessary and directly applicable to the work required by this Contract provided that similar direct project costs related to the contracts of other clients are consistently accounted for in a like manner.  Such direct project costs may not be charged as part of overhead expenses or include a markup.  Other direct charges may include, but are not limited to the following types of items: travel, printing, cell phone, supplies, materials, computer charges, and fees of subconsultants or subcontractors.



· The billing for third party direct expenses specifically identifiable with this project shall be an itemized listing of the charges supported by copies of the original bills, invoices, receipts, subconsultant/subcontractor paid invoices, and other supporting documents used by the Contractor to generate invoice(s) to the City.  The original supporting documents shall be available to the City for inspection upon request.  All charges must be necessary for the services provided under this Contract.



· The City will reimburse the actual cost for travel expenses incurred as evidenced by copies of receipts (excluding meals) supporting such travel expenses, and in accordance with the City of Seattle Travel Policy, details of which can be provided upon request.  



· Airfare: Airfare will be reimbursed at the actual cost of the airline ticket.  The City will reimburse for Economy or Coach class fare only.  Receipts detailing each airfare are required. Unusual itineraries or multi-leg trips shall be prorated to the business requirements of this contact at the sole discretion of the City.



· Meals:  Meals will be reimbursed at the Federal Per Diem daily meal rate (excluding the “Incidental” portion of the published CONUS Federal M&I Rate) for the city in which the work is performed (the current Federal Per Diem daily meal rate used by the City for reimbursement will be provided upon request).  Receipts are not required as documentation.  The invoice shall state “the meals are being billed at the Federal Per Diem daily meal rate”, and shall detail how many of each meal is being billed (e.g. the number of breakfasts, lunches, and dinners).  The City will not reimburse for alcohol at any time.



· Lodging:  Lodging will be reimbursed at actual cost incurred up to a maximum of the published Runzheimer Cost Index for the city in which the work is performed (the current maximum allowed reimbursement amount can be provided upon request).  Receipts detailing each day / night lodging are required. The City will not reimburse for ancillary expenses charged to the room (e.g. movies, laundry, mini bar, refreshment center, fitness center, sundry items, etc.)



· Vehicle Mileage:  Vehicle mileage will be reimbursed at the Federal Internal Revenue Service Standard Business Mileage Rate in affect at the time the mileage expense is incurred.  Documentation of mileage incurred is required.  Please note: payment for mileage incurred for long distances traveled shall not be more than an equivalent trip round-trip airfare on a commercial airline for a coach or economy class ticket.



· Rental Car: Rental car expenses will be reimbursed at the actual cost of the rental.  Rental car receipts are required for all rental car expenses.  The City will reimburse for a standard car of a mid-size class or less.  The City will not reimburse for ancillary expenses charged to the car rental (e.g. GPS unit).



· Miscellaneous Travel (e.g. parking, rental car gas, taxi, shuttle, toll fees, ferry fees, etc.):  Miscellaneous travel expenses will be reimbursed at the actual cost incurred.  Receipts are required for each expense of $10.00 or more.



· Miscellaneous other business expenses (e.g. printing, photo development, binding): Other miscellaneous business expenses will be reimbursed at the actual cost incurred and may not include a markup.  Receipts are required for all miscellaneous expenses that are billed.



· Subcontractor: Subcontractor expenses will be reimbursed at the actual cost incurred and may not include a markup.  Copies of all subcontractor invoices that are rebilled to the City are required.



6.4 Taxes, Fees, and Licenses:



a. Taxes:  Where required by state statute, ordinance or regulation, Vendor shall pay for and maintain in current status all taxes that are necessary for contract performance.  Unless otherwise indicated, The City agrees to pay State of Washington sales or use taxes on all applicable consumer services and materials purchased.  No charge by the Vendor shall be made for federal excise taxes and The City agrees to furnish Vendor with an exemption certificate where appropriate. 

 

b. Fees and Licenses:  Vendor shall pay for and maintain in a current status, any license fees, assessments, permit charges, etc., which are necessary for contract performance.  It is the Vendor’s sole responsibility to monitor and determine any changes or the enactment of any subsequent requirements for said fees, assessments, or charges and to immediately comply with said changes during the entire term of this Contract. Vendor must pay all custom duties, brokerage or import fees where applicable as part of the contract price.  Vendor shall take all necessary actions to ensure that materials or equipment purchased are expedited through customs.

  

c. Washington State and Local Sales Tax: Vendor is to calculate and enter the appropriate Washington State and local sales tax on the invoice.  Tax is to be computed on new items after deduction of any trade-in, in accordance with WAC 458-20-247. 



7. [bookmark: _Toc184999733][bookmark: _Toc185000046][bookmark: _Toc185000312][bookmark: _Toc185002964][bookmark: _Toc185003256][bookmark: _Toc185003403][bookmark: _Toc185003529][bookmark: _Toc185003705][bookmark: _Toc185003825][bookmark: _Toc185004136][bookmark: _Toc185054797][bookmark: _Toc185054901][bookmark: _Toc185055007][bookmark: _Toc185055702][bookmark: _Toc185055790][bookmark: _Toc185057762][bookmark: _Toc185057906][bookmark: _Toc185058589][bookmark: _Toc184999735][bookmark: _Toc185000048][bookmark: _Toc185000314][bookmark: _Toc185002966][bookmark: _Toc185003258][bookmark: _Toc185003405][bookmark: _Toc185003531][bookmark: _Toc185003707][bookmark: _Toc185003827][bookmark: _Toc185004138][bookmark: _Toc185054799][bookmark: _Toc185054903][bookmark: _Toc185055009][bookmark: _Toc185055704][bookmark: _Toc185055792][bookmark: _Toc185057764][bookmark: _Toc185057908][bookmark: _Toc185058591][bookmark: _Toc184999743][bookmark: _Toc185000056][bookmark: _Toc185000322][bookmark: _Toc185002974][bookmark: _Toc185003266][bookmark: _Toc185003413][bookmark: _Toc185003539][bookmark: _Toc185003715][bookmark: _Toc185003835][bookmark: _Toc185004146][bookmark: _Toc185054807][bookmark: _Toc185054911][bookmark: _Toc185055017][bookmark: _Toc185055712][bookmark: _Toc185055800][bookmark: _Toc185057772][bookmark: _Toc185057916][bookmark: _Toc185058599][bookmark: _Toc458524762]Protection of Persons and Property

[bookmark: _Toc184995028][bookmark: _Toc184995499][bookmark: _Toc184995537][bookmark: _Toc184996019][bookmark: _Toc184996122][bookmark: _Toc184996152][bookmark: _Toc184996182][bookmark: _Toc184996211][bookmark: _Toc184996241][bookmark: _Toc184996657][bookmark: _Toc184996788][bookmark: _Toc184996831][bookmark: _Toc184996901][bookmark: _Toc184996955][bookmark: _Toc184997969][bookmark: _Toc184999032][bookmark: _Toc184999758][bookmark: _Toc185000072][bookmark: _Toc185000340][bookmark: _Toc185003003][bookmark: _Toc185003295][bookmark: _Toc185003442][bookmark: _Toc185003568][bookmark: _Toc185003739][bookmark: _Toc185003859][bookmark: _Toc185004170][bookmark: _Toc184995031][bookmark: _Toc184995502][bookmark: _Toc184995540][bookmark: _Toc184996022][bookmark: _Toc184996125][bookmark: _Toc184996155][bookmark: _Toc184996185][bookmark: _Toc184996214][bookmark: _Toc184996244][bookmark: _Toc184996660][bookmark: _Toc184996791][bookmark: _Toc184996834][bookmark: _Toc184996904][bookmark: _Toc184996958][bookmark: _Toc184997972][bookmark: _Toc184999035][bookmark: _Toc184999761][bookmark: _Toc185000075][bookmark: _Toc185000343][bookmark: _Toc185003006][bookmark: _Toc185003298][bookmark: _Toc185003445][bookmark: _Toc185003571][bookmark: _Toc185003742][bookmark: _Toc185003862][bookmark: _Toc185004173]

7.1 Person: The Vendor and the City shall each take reasonable precautions for the safety of employees of the other and shall each comply with all applicable provisions of federal, state, and local laws, codes and regulations to prevent or avoid any accident or injury to a person on, about or adjacent to any premises where Work is being performed.



7.2 Property: The Vendor shall take reasonable steps to protect the City’s property from injury or loss arising in connection with the Vendor’s performance or failure of performance under this Contract.



7.3 No Smoking: The Vendor shall not allow any employee of the Vendor or any sub or agent thereof to smoke inside any City facility.



8. [bookmark: _Toc251155260][bookmark: _Toc458524835][bookmark: _Toc244317188]Representations and Warranties: Vendor represents and warrants the following:



· Vendor is a [corporation duly incorporated], validly existing and in good standing under the laws of its state of incorporation and has all requisite corporate power and authority to execute, deliver, and perform its obligations under this Contract; 



· The execution, delivery, and performance of this Contract has been duly authorized by Vendor and no approval, authorization, or consent of any governmental or regulatory agency is required to be obtained in order for Vendor to enter into this Contract and perform its obligations under this Contract; 



· Vendor is duly authorized to conduct business in and is in good standing in each jurisdiction in which Vendor will conduct business in connection with this Contract;



· Vendor has obtained all licenses, certifications, permits, and authorizations necessary to perform the Contract and currently is in good standing with all regulatory agencies that regulate any or all aspects of Vendor’s performance of the Contract.  Vendor will maintain all required certifications, licenses, permits, and authorizations during the term of this Contract at its own expense.  Vendor must maintain any certifications that were specified as a minimum requirement in the selection process.  If during the period of the Contract, a new certification is established as a minimum requirement for similar applications, the Vendor shall, within a reasonable time, obtain that certification.



· Vendor has the full power and authority to grant to the City, the rights described in this Contract without violating any rights of any third party and that there is currently no actual or threatened suit by any such third party based on an alleged violation of such rights by Vendor.  Vendor further represents and warrants that the person executing this Contract for Vendor has actual authority to bind Vendor to each and every term, condition and obligation to this Contract, and that all requirements of Vendor have been fulfilled to provide such actual authority.



· Vendor has and shall continue to have the financial ability, by itself or through a line of credit or other financial support, to perform the duties required under this contract and provide the City with any required on-going services and support during any period of this Contract; 



· Vendor has and shall continue to have the financial resources to fund the capital expenditures required under this Contract without advances by the City or assignment of any payments by the City to a financing source;



· Each subcontractor providing a substantial amount of the work under this Contract has and shall continue to have the financial resources to carry out its duties under this Contract;  



· Vendor’s methods of accounting are consistent with generally accepted accounting principles and are capable of segregating costs by release, stage, segment, or cost objective in order to support change order accounting; and



· Vendor has the requisite training, skill, and experience necessary to provide Work and is appropriately accredited and licensed by all applicable agencies and governmental entities.



9. [bookmark: _Toc458524765][bookmark: _Toc458524818]Inspection: Work shall be subject, at all times, to inspection by and with approval of the City, but the making (or failure or delay in making) such inspection or approval shall not relieve Vendor of responsibility for performance of the Work in accordance with this Contract, notwithstanding the City’s knowledge of defective or noncomplying performance, its substantiality or the ease of its discovery.  Vendor shall provide sufficient, safe, and proper facilities and equipment for such inspection and free access to such facilities.



10. Errors & Omissions:  Correction: Vendor shall be responsible for the professional quality, technical accuracy, and the coordination of all designs, drawings, SOW, and other services furnished by or on the behalf of the Vendor under this Contract.  The Vendor, without additional compensation, shall correct or revise any errors or omissions in the designs, drawings, SOW, and/or other Vendor services immediately upon notification by the City.  The obligation provided for in this section with respect to any acts or omissions during the term of this Contract shall survive any termination or expiration of this Contract and shall be in addition to all other obligations and liabilities of the Vendor.



11. [bookmark: _Toc458524826]Term and Termination



11.4 [bookmark: _Toc283649607][bookmark: _Toc508182560]Term: This Contract shall be for one (1) year with five (5) 1-year extensions allowed to include, not only the delivery and maintenance of the system, but also possible future enhancements/upgrades to the system.  Such extensions shall be automatic, and shall go into effect without written confirmation, unless the City provides notice of the intention to not renew.  The Vendor may also provide a notice to not extend but must provide such notice at least 45 days prior to the otherwise automatic renewal date.  



11.5 Termination:



a. For Cause: The City may terminate this Contract if the Vendor is in material breach of any of the terms of this Contract, and such breach has not been corrected to the City’s reasonable satisfaction in a timely manner.



b. For City’s Convenience: The City may terminate this Contract at any time, without cause and for any reason, including the City’s convenience, upon written notice to the Vendor.  



c. Nonappropriation of Funds: The City may terminate this Contract at any time without notice due to nonappropriation of funds, whether such funds are local, state, or federal grants, and no such notice shall be required notwithstanding any notice requirements that may be agreed upon for other causes of termination.



d. Acts of Insolvency: The City may terminate this Contract by written notice to Vendor if the Vendor becomes insolvent, makes a general assignment for the benefit of creditors, suffers, or permits the appointment of a receiver for its business or assets, becomes subject to any proceeding under any bankruptcy or insolvency law whether domestic or foreign, or is wound up or liquidated, voluntarily, or otherwise. 



e. Termination for Gratuities and/or Conflict of Interest: The City may terminate this Contract by written notice to Vendor if the City finds that a conflict of interest exists in violation of the City Ethics Code, or that any gratuity in the form of entertainment, a gift, or otherwise, was offered to or given by the Vendor or any agent therefore to any City official, officer, or employee.



f. Notice: The City is not required to provide advance notice of termination.  Notwithstanding the foregoing, the RFP Coordinator may issue a termination notice with an effective date later than the termination notice itself.  In such case, the Vendor shall continue to provide products and services as required by the RFP Coordinator until the effective date provided in the termination notice. 



g. Actions Upon Termination: In the event of termination not the fault of the Vendor, the following shall apply:



· Vendor shall be paid for all products and services that have been ordered and accepted prior to the effective termination date or ordered before the effective termination date and ultimately accepted by the RFP Coordinator, together with any reimbursable expenses then due.



· For System development projects, Vendor shall be paid for progress performed that has been accepted by the City on or prior to the effective termination date, but in no event shall such compensation exceed the maximum compensation to be paid under the Contract.  



· Vendor agrees that such payment shall fully and adequately compensate Vendor and all subs for all profits, costs, expenses, losses, liabilities, damages, taxes, and charges of any kind whatsoever (whether foreseen or unforeseen) attributable to the termination of this Contract. 



· Upon termination for any reason, Vendor shall provide the City with the most current design documents, contract documents, writings, and other product it has completed to the date of termination, along with copies of all project-related correspondence and similar items.  The City shall have the same rights to use these materials as if termination had not occurred. 



· In the event this Contract expires or is terminated for any reason, the City shall retain its rights in all products, services, and system progress that is in transit or delivered prior to the effective termination date.



h. Termination Transition: Vendor agrees to provide termination Transition Assistance as set forth at no additional charge to the City.  Upon the City’s written notification of termination of the Contract for any reason, and subject to all Fees due being paid in full, the Vendor shall deliver the City’s Data in an open source database format acceptable to the City.  



1. Preparation



· The Vendor shall work with the City on a mutually agreed upon plan for an orderly termination transition, the Transition Plan, and a complete and correct copy of the City Data.



· The City shall provide the desired Cutoff Date for termination.





· The Vendor shall ensure the City’s Data is accessible in an open source database format acceptable to the City prior to the cutoff date.



· The Vendor shall provide two (2) transition accounts for the City to access the [insert solution reference here] storage platform and retrieve the City Data.  The Transition Accounts shall be available to the City for ninety (90) days after the Cutoff Date.



2. Content



· The content is the City Data.



3. Support



· The Vendor shall prepare the City Data open source database format for extraction.



· The City shall extract the City Data in open source database format.



· The Vendor shall provide access as required such as encryption keys during the transition.



· The Vendor shall provide current entity relationship diagrams and data dictionaries.



· The Vendor shall assist the City to verify the correctness and completeness of the City Data.



4. Terminate



· The City shall provide a written notice to the Vendor to disable end user accounts on or before the Cutoff Date.



· The City shall provide a written notice to the Vendor to disable administrator accounts after copies of the City Data have been verified.



· The City shall provide a written notice to the Vendor to disable Transition Accounts after copies of the City Data have been verified.



· The Vendor shall maintain the City Data in [insert solution reference here] for up to two (2) years in a manner commensurate with the sensitivity of the data following the Cutoff Date.



· The Vendor shall resolve any issues that result of errors in the [insert solution reference here] or period of (1) one year after the Cutoff Date.



12. [bookmark: _Toc458524763]Contract Notices, Deliverable Materials, and Invoices Delivery: Official Contract notices shall be delivered to the following addresses (or such other address(es) as either party may designate in writing):



If delivered by the U.S. Postal Service, it must be addressed to:

 		

Marlon Franada

City of Seattle Purchasing and Contracting Services 

PO Box 94687

Seattle, WA  98124-4687



If delivered by any other company, it must be addressed to:



Marlon Franada

City of Seattle Purchasing and Contracting Services 

Seattle Municipal Tower

700 5th Ave. #4112

Seattle, WA  98104-5042

Phone: 206-684-4515

E-Mail: marlon.franada@seattle.gov



Project work, invoices and communications shall be delivered to the City Project Manager: 



City of Seattle

Attention: Alison Crompton



If to the Vendor:  



Vendor Contact

Vendor Name

Vendor Address

Vendor Phone

Vendor E-Mail



13. [bookmark: _Toc458524771]Indemnification: To the extent permitted by law, the Vendor shall protect, defend, indemnify and hold the City harmless from and against all claims, demands, damages, costs, actions and causes of actions, liabilities, fines, penalties,  judgments, expenses and attorney fees, resulting from the injury or death of any person or the damage to or destruction of property, or the infringement of any patent, copyright, trademark or trade secret, arising out of the Work performed or goods provided under this Contract, or any other acts or omissions by the Vendor, or the Vendor’s violation of any law, ordinance or regulation, contract provision or term, or condition of regulatory authorization or permit, except for damages resulting from the sole negligence of the City.  As to the City of Seattle, the Vendor waives any immunity it may have under RCW Title 51 or any other Worker’s Compensation statute.  The parties acknowledge that this waiver has been negotiated by them, and that the contract price reflects this negotiation.  



14. [bookmark: _Toc458524820]Intellectual Property Rights:  



14.1 Patent: Vendor hereby assigns to the City all rights in any invention, improvement, or discovery, together with all related information, including but not limited to, designs, SOW, data, patent rights, and findings developed in connection with the performance of the Contract or any subcontract hereunder.  Notwithstanding the above, the Vendor does not convey to the City, nor does the City obtain, any right to any document or material utilized by Vendor that was created or produced separate from this Contract or was preexisting material (not already owned by The City), provided that the Vendor has clearly identified in writing such material as preexisting prior to commencement of the Work.  To the extent that preexisting materials are incorporated into the Work, the Vendor grants the City an irrevocable, non-exclusive, fully-paid, royalty-free right and/or license to use, execute, reproduce, display, and transfer the preexisting material, but only as an inseparable part of the Work.



14.2 Copyright: All materials and documents prepared by Vendor in connection with the Contract and Vendor shall retain the copyright (including the right of reuse) whether or not the SOW is completed.  Vendor grants to the City a non-exclusive, irrevocable, unlimited, fully-paid, royalty-free license to use every document and all other materials prepared by the Vendor for the City under this Contract.  If requested by the City, a copy of all drawing, prints, plans, field notes, reports, documents, files, input materials, output materials, the media upon which they are located (including cards, tapes, discs and other storage facilities), software programs or packages (including source code or codes, object codes, upgrades, revisions, modifications, and any related materials) and/or any other related documents or materials which are developed solely for, and paid for by, the City in connection with the performance of the Work, shall be promptly delivered to The City. 



The City may make and retain copies of such documents for its information and reference in connection with their use on the project.  The Vendor does not represent or warrant that such documents are suitable for reuse by the City, or others, on extensions of the project, or on any other project. Vendor represents and warrants that it has all necessary legal authority to make the assignments and grant the licenses required by this Section.



15. [bookmark: _Toc458524772]Insurance: Except as specified otherwise, Vendor shall obtain at time of award and maintain in force, minimum coverages and limits of liability of insurance embedded below:





  



16. [bookmark: _Toc458524774]Independent Contractor: The relationship of Vendor to the City by reason of this Contract shall be that of an independent contractor.  This Contract does not authorize Vendor to act as the agent or legal representative of the City for any purpose whatsoever.  Vendor is not granted any express or implied right or authority to assume or create any obligation or responsibility on behalf of or in the name of the City or to bind the City in any manner or thing whatsoever.



It is the intention and understanding of the Parties that Vendor shall be an independent contractor and that the City shall be neither liable for nor obligated to pay sick leave, vacation pay, or any other benefit of employment, nor to pay any social security or other tax that may arise as an incident of employment.  The Vendor shall pay all income and other taxes as due.  Industrial or other insurance that is purchased for the benefit of the Vendor shall not be deemed to convert this Contract to any employment contract.  It is recognized that Vendor may or will be performing professional Work during the term for other parties and that The City is not the exclusive user of the Work that Vendor will provide.



17. [bookmark: _Toc458524827]Force Majeure– Suspension and Termination: This section applies in the event that either party is unable to perform the obligations of this Contract because of a Force Majeure event as defined herein, to the extent that the Contract obligations must be suspended in full.  A Force Majeure event is an event that prohibits performance and is beyond the control of the party.  Such events may include natural or man-made disasters, or an action or decree of a superior governmental body, which prevents performance.



Force Majeure under this Section shall only apply in the event that performance is rendered not possible by either party or its agents.  Should it be possible to provide partial performance that is acceptable to the City under Section #18 (Emergencies or Disasters), Section #18 below shall instead be in force.



Should either party suffer from a Force Majeure event and is unable to provide performance, such party shall give notice to the remaining party as soon as practical and shall do everything possible to resume performance. 



Upon receipt of such notice, the party shall be excused from such performance as is affected by the Force Majeure Event for the period of such Event.  If such Event affects the delivery date or warranty provisions of this Agreement, such date or warranty period shall automatically be extended for a period equal to the duration of such Event.



18. [bookmark: _Toc458524828]Major Emergencies or Disasters: The City may undergo an emergency or disaster that may require the Vendor to either increase or decrease quantities from normal deliveries, or that may disrupt the Vendor’s ability to provide normal performance.  Such events may include, but are not limited to, a storm, high wind, earthquake, flood, hazardous material release, transportation mishap, loss of any utility service, fire, terrorist activity or any combination of the above.  In such events, the following shall apply:



· The City shall notify the Vendor that the City is experiencing an emergency or disaster and will request emergency and priority services from the Vendor.



· Upon such notice by the City, the Vendor shall provide to the City goods and/or services in the quantities and schedule specified by the City, following the conditions named in this Section.



· The City of Seattle shall be the customer of first priority for the Vendor.  The Vendor shall provide its best and priority efforts to provide the requested goods and/or services to the City in as complete and timely manner as possible.  Such efforts by the Vendor are not to be diminished as a result of Vendor providing service to other customers.  



· If the Vendor is unable to respond in the time and/or quantities requested by the City, the Vendor shall make delivery as soon as practical.  The Vendor shall immediately assist the City to the extent reasonable, to gain access to such goods and/or services. This may include:



· Coordinating with other distributors or subsidiaries beyond those in the local region to fulfill order requests; 

· Offering the City substitutions provided the Vendor obtains prior approval from the City for such substitution.



· The Vendor shall charge the City the price determined in this Contract for the goods and services provided, and if no price has been determined, it shall charge the City a price that is normally charged for such goods and/or services (such as listed prices for items in stock).  However, in the event that the City’s request results in the Vendor incurring unavoidable additional costs and causes the Vendor to increase prices in order to obtain a fair rate of return, the Vendor shall charge the City a price not to exceed the cost/profit formula found in this Contract. 



19. [bookmark: _Toc458524767]Assignment and Subcontracting



19.1 [bookmark: _Toc380671296]Assignment:  Vendor shall not assign any of its obligations under this Contract without the City’s written consent, which may be granted or withheld in the City’s sole discretion.



19.2 Subcontracting: Vendor shall not subcontract any of its obligations under this Contract without the City’s written consent, which may be granted or withheld in the City’s sole discretion. Vendor shall ensure that all subcontractors comply with the obligations, requirements and terms and conditions of the subcontract, except for Equal Benefit provisions.  The City’s consent to subcontract shall not release the Vendor from liability under this Contract, or from any obligation to be performed under this Contract, whether occurring before or after such consent to subcontract.



20. Key Persons and Subcontractors: Vendor shall not transfer, reassign, or replace any individual or subcontractor that is determined to be essential or that has been agreed upon in the Vendor’s Subcontracting (Inclusion) Plan, without express written consent of the City.  If during the term of this Contract, any such individual leaves the Vendor’s employment or any named subcontract is terminated for any reason, Vendor shall notify the City and seek approval for reassignment or replacement with an alternative individual or subcontractor. Upon the City’s request, the Vendor shall present to the City, one or more subcontractors or individual(s) with greater or equal qualifications as a replacement.  Continued achievement of the Subcontracting (Inclusion) Plan that was incorporated into this Contract by reference, if any, and the associated subcontract awards, aspirational goals and efforts, will be one of the considerations in approval of such changes. The City’s approval or disapproval shall not be construed to release the Vendor from its obligations under this Contract.  



21. [bookmark: _Toc458524770]General Legal Requirements



21.1 General Requirement: Vendor, at no expense to the City, shall comply with all applicable laws of the United States and the State of Washington; the Charter and ordinances of The City; and rules, regulations, orders, and directives of their administrative agencies and the officers thereof.  Without limiting the generality of this paragraph, the Vendor shall specifically comply with the following requirements of this section.



21.2 Licenses and Similar Authorizations: Vendor, at no expense to The City, shall secure and maintain in full force and effect during the term of this Contract all required licenses, permits, and similar legal authorizations, and comply with all requirements thereof.



21.3 Performance Standard: All duties by Vendor or designees shall be performed in a manner consistent with accepted practices for other similar Work. 



22. [bookmark: _Toc458524769]Local and State Laws



22.1 [bookmark: _Toc458524766]Affirmative Efforts for Utilization of Women and Minority Subcontracting, Non-Discrimination 



22.1.1 Employment Actions.  Vendor shall not discriminate against any employee or applicant for employment because of race, color, age, sex, marital status, sexual orientation, gender identity, political ideology, creed, religion, ancestry, national origin, honorably discharged veteran or military status or the presence of or any sensory, mental or physical handicap, unless based upon a bona fide occupational qualification.  The Vendor shall affirmatively try to ensure applicants are employed, and employees are treated during employment, without regard to race, color, age, sex, marital status, sexual orientation, gender identify, political ideology, creed, religion, ancestry, national origin, honorably discharged veteran or military status or the presence of or any sensory, mental or physical handicap.  Such efforts include, but are not limited to: employment, upgrading, demotion, transfer, recruitment, layoff, termination, rates of pay or other compensation, and training.



22.1.2 Woman and Minority Groups.  In accordance with Seattle Municipal Code Chapter 20.42, Vendor shall actively solicit the employment and subcontracting of women and minority group members when there are commercially useful purposes for fulfilling the scope of work.  



22.1.3 WMBE Inclusion Plan.  If a WMBE Inclusion Plan is requested by and submitted to the City, the WMBE Inclusion Plan is material to the contract.  The requirements and conditions stated in the WMBE Inclusion Plan shall be enforced as a contract requirement. 



22.1.4 Findings of Investigations.  If upon investigation, the Director of Purchasing and Contracting Services finds probable cause to believe that the Vendor has failed to comply with the requirements of this Section, the Vendor shall be notified in writing.  The Director of Finance and Administrative Services shall give Vendor an opportunity to be heard with ten calendar days’ notice.  If, after the Vendor’s opportunity to be heard, the Director of Finance and Administrative Services still finds probable cause, s/he may suspend the Contract and/or withhold any funds due or to become due to the Vendor, pending compliance by the Vendor with the requirements of this Section.



22.1.5 Violations.  Any violation of the mandatory requirements of this Section, or a violation of Seattle Municipal Code Chapter 14.04 (Fair Employment Practices), Chapter 14.10 (Fair Contracting Practices), Chapter 20.45 (City Contracts – Non-Discrimination in Benefits), or other local, state, or federal non-discrimination laws, shall be a material of contract for which the Vendor may be subject to damages and sanctions provided for by the Vendor Contract and by applicable law.   In the event the Vendor is in violation of this Section shall be subject to debarment from City contracting activities in accordance with Seattle Municipal Code Section 20.70 (Debarment).



22.2 Equal Benefits.  Compliance with SMC Ch. 20.45: The Vendor shall comply with the requirements of SMC Ch. 20.45 and Equal Benefits Program Rules implementing such requirements, under which the Vendor is obligated to provide the same or equivalent benefits (“equal benefits”) to its employees with domestic partners as the Vendor provides to its employees with spouses.  At The City’s request, the Vendor shall provide complete information and verification of the Vendor’s compliance with SMC Ch. 20.45.   Failure to cooperate with such a request shall constitute a material breach of this Contract.  (For further information about SMC Ch. 20.45 and the Equal Benefits Program Rules review information at http://www.seattle.gov/city-purchasing-and-contracting/social-equity/equal-benefits)



Remedies for Violations of SMC Ch. 20.45:  Any violation of this Section shall be a material breach of Contract for which the City may:



· Require the Vendor to pay actual damages for each day that the Vendor is in violation of SMC Ch. 20.45 during the term of the Contract; or



· Terminate the Contract; or 



· Disqualify the Vendor from bidding on or being awarded a City contract for a period of up to five (5) years; or



· Impose such other remedies as specifically provided for in SMC Ch. 20.45 and the Equal Benefits Program Rules promulgated thereunder.



22.3 [bookmark: _Toc458524816][bookmark: _Toc458524775]Current and Former City Employees, Officers, and Volunteers.  Throughout the term of the Contract, Vendor shall provide written notice to City Purchasing and the City Project Manager of any current or former City employees, officials or volunteers that are working or assisting on solicitation of City business or on completion of the awarded contract.  The Vendor must be aware of the City Ethics Code, Seattle Municipal Code 4.16 and advise Vendor workers as applicable.



22.4 [bookmark: _Toc458524776]No Conflict of Interest.  Vendor confirms that Vendor does not have a business interest or a close family relationship with any City officer or employee who was, is, or will be involved in the Vendor selection, negotiation, drafting, signing, administration, or evaluating the Vendor's performance.  



22.5 No Gifts or Gratuities.  Vendor shall not directly or indirectly offer anything of value (such as retainers, loans, entertainment, favors, gifts, tickets, trips, favors, bonuses, donations, special discounts, work or meals) to any City employee, volunteer or official, that is intended, or may appear to a reasonable person to be intended, to obtain or give special consideration to the Vendor.  Promotional items worth less than $25 may be distributed by the Vendor to City employees if the Vendor uses the items as routine and standard promotions for business. Any violation of this provision may result in termination of this Contract.  Nothing in this Contract prohibits donations to campaigns for election to City office, so long as the donation is disclosed as required by the election campaign disclosure laws of the City and of the State.



22.6 [bookmark: _Toc458524817]Contract Workers with 1,000 Hours.  Throughout the term of the Contract, Vendor shall provide written notice to City Purchasing and the City Project Manager of any contract worker that shall perform more than 1,000 hours of contract work for the City within a rolling 12-month period.  Such hours include those that the contract worker performs for the Contract, and any other hours that the worker performs for the City under any other contract.  Such workers are subject to the requirements of the City Ethics Code, Seattle Municipal Code 4.16.  The Vendor shall advise their contract workers as applicable.



22.7 [bookmark: _Toc458524778]Background Checks and Immigrant Status.  Background checks will be required for workers who will perform the Work under this Contract. The City has strict policies regarding the use of Background checks, criminal checks and immigrant status for contract workers.  The policies are incorporated into the Contract and available for viewing on-line at http://www.seattle.gov/city-purchasing-and-contracting/social-equity/background-checks. 



22.8 [bookmark: _Hlk508193128]Notification Requirements for Federal Immigration Enforcement Activities.  Prior to responding to any requests from an employee or agent of any federal immigration agency including the Immigration and Customs Enforcement (ICE), the U.S. Department of Homeland Security (DHS), Homeland Security Investigations (HSI), Enforcement Removal Operations (ERO), Customs and Border Protection (CBP), and U.S. Citizenship and Information Services (USCIS) regarding your City contract, Vendors shall notify the Project Manager immediately.  



Such requests include, but are not limited to:



· requests for access to non-public areas in City buildings and venues (i.e., areas not open to the public such as staff work areas that require card key access and other areas designated as “private” or “employee only”); or 

· requests for data or information (written or oral) about workers engaged in the work of this contract or City employees.



No access or information shall be provided without prior review and consent of the City. The Vendor shall request the ICE authority to wait until the Project Manager is able to verify the credentials and authority of the ICE agent and will direct the Vendor on how to proceed.  



22.9 [bookmark: _Toc458524779]Paid Sick Time and Safe Time Ordinance.  Be aware that the City has a Paid Sick Time and Safe Time ordinance that requires companies to provide employees who work more than 240 hours within a year inside Seattle, with accrued paid sick and paid safe time for use when an employee or a family member needs time off from work due to illness or a critical safety issue. The ordinance applies to employers, regardless of where they are located, with more than four full-time equivalent employees.  This is in addition and additive to benefits a worker receives under prevailing wages per WAC 296-127-014(4). City contract specialists may audit payroll records or interview workers as needed to ensure compliance to the ordinance. Please see http://www.seattle.gov/laborstandards, or may call the Office of Labor Standards at 206.684.4500 with questions.



22.10 [bookmark: _Toc458524777]Other Labor Standards Requirements.  The Vendor shall comply to the extent applicable with the City's Minimum Wage labor standards as required by SMC 14.19, setting wage standards for employees working within city limits as well as the Wage Theft labor standards as required by SMC 14.20, setting basic requirements for payment of wages and tips for employees working within city limits and providing various payment documentation to employees.



22.11 [bookmark: _Toc458524829]Campaign Contributions (Initiative Measure No. 122).  Elected officials and candidates are prohibited from accepting or soliciting campaign contributions from anyone having at least $250,000 in contracts with the City in the last two years or who has paid at least $5,000 in the last 12 months to lobby the City.  Please see Initiative 122, or call the Ethics Director with questions.  For questions about this measure, contact: Polly Grow, Seattle Ethics and Elections, 206-615-1248 or polly.grow@seattle.gov.



22.12 Debarment.  In accordance with SMC Ch. 20.70, the Director of Finance and Administrative Services or designee may debar a Vendor from entering into a Contract with the City or from acting as a sub on any Contract with the City for up to five years after determining that any of the following reasons exist: 



· Vendor has received overall performance evaluations of deficient, inadequate, or substandard performance on three or more City Contracts.



· Vendor failed to comply with City ordinances or Contract terms, including but not limited to, ordinance or Contract terms relating to small business utilization, discrimination, prevailing wage requirements, equal benefits, or apprentice utilization.  



· Vendor abandoned, surrendered, or failed to complete or to perform work on or in connection with a City Contract.  



· Vendor failed to comply with Contract provisions, including but not limited to quality of workmanship, timeliness of performance, and safety standards. 



· Vendor submitted false or intentionally misleading documents, reports, invoices, or other statements to the City in connection with a Contract. 



· Vendor colluded with another Vendor to restrain competition. 



· Vendor committed fraud or a criminal offense in connection with obtaining, attempting to obtain, or performing a Contract for the City or any other government entity.



· Vendor failed to cooperate in a City debarment investigation. 



· Vendor failed to comply with SMC 14.04, SMC Ch. 14.10, SMC Ch. 20.42, or SMC Ch. 20.45, or other local, State, or federal non-discrimination laws. 



The Director may issue an Order of Debarment following the procedures specified in SMC 20.70.050.   The rights and remedies of the City under these provisions are in addition to any other rights and remedies provided by law or under the Contract. 



22.13 [bookmark: _Toc458524823]Interlocal Agreement Act.  RCW Chapter 39.34 allows cooperative purchasing between public agencies, nonprofits and other political subdivisions.  Public agencies that file an Intergovernmental Cooperative Purchasing Agreement with the City of Seattle may purchase from contracts established by the City.  The seller agrees to sell additional items at the bid prices, terms and conditions, to other eligible governmental agencies that have such agreements with the City.  The City of Seattle accepts no responsibility for the payment of the purchase price by other governmental agencies.  Should the Vendor require additional pricing for such purchases, the Vendor is to name such additional pricing upon Offer to the City.



22.14 [bookmark: _Toc458524821]Confidentiality.  The State of Washington’s Public Records Act (Release/Disclosure of Public Records) Under Washington State Law (reference RCW Chapter 42.56, the Public Records Act) deems all materials received or created by the City of Seattle public records.  These records include but are not limited to bid or proposal submittals, agreement documents, contract work product, or other bid material.  



The State of Washington’s Public Records Act requires that public records must be promptly disclosed by the City upon request unless that RCW or another Washington State statute specifically exempts records from disclosure.  Exemptions are narrow and explicit and are listed in Washington State Law (Reference RCW 42.56 and RCW 19.108).  



As mentioned above, all City of Seattle offices are required to promptly make public records available upon request.  However, under Washington State Law some records or portions of records may be considered legally exempt from disclosure.  A list and description of records identified as exempt can be found in RCW 42.56 and RCW 19.108. 



If the City receives a public disclosure request for any records or parts of records that Vendor has properly and specifically listed on the City Non-Disclosure Request Form (Form) submitted with Vendor’s bid/proposal, or records that have been specifically identified in this contract, the City will notify Vendor in writing of the request and will postpone disclosure.  While it is not a legal obligation, the City, as a courtesy, will allow Vendor up to ten business days to obtain and serve the City with a court injunction to prevent the City from releasing the records (reference RCW 42.56.540).  If you fail to obtain a Court order and serve the City within the ten days, the City may release the documents. 



The City will not assert an exemption from disclosure on Vendor’s behalf.  If Vendor believes that its records are exempt from disclosure, Vendor is obligated to seek an injunction under RCW 42.56.540. Vendor acknowledges that the City will have no obligation or liability to Vendor if the records are disclosed.



22.15 [bookmark: _Toc458524830]Recycle Products Requirements: As required by Seattle Municipal Code 20.60, whenever practicable, Vendor shall use reusable products, recyclable products and recycled-content products including recycled content paper on all documents submitted to the City.  



Vendors are to duplex all materials that are prepared for the City under this Contract, whether such materials are printed or copied, except when impracticable to do so due to the nature of the product being produced.  Vendors are to use 100% post-consumer recycled content, chlorine-free paper in such products that are produced for the City, whenever practicable, and to use other paper-saving and recycling measures in business they conduct with and for the City.  This directive is executed under the Mayor's Executive Order, issued February 13, 2005.



23. [bookmark: _Toc185003025][bookmark: _Toc185003317][bookmark: _Toc185003464][bookmark: _Toc185003590][bookmark: _Toc185003755][bookmark: _Toc185003875][bookmark: _Toc185004186][bookmark: _Toc185054845][bookmark: _Toc185054949][bookmark: _Toc185055055][bookmark: _Toc185055750][bookmark: _Toc185055838][bookmark: _Toc185057810][bookmark: _Toc185057936][bookmark: _Toc185058619][bookmark: _Toc185058855][bookmark: _Toc185003026][bookmark: _Toc185003318][bookmark: _Toc185003465][bookmark: _Toc185003591][bookmark: _Toc185003756][bookmark: _Toc185003876][bookmark: _Toc185004187][bookmark: _Toc185054846][bookmark: _Toc185054950][bookmark: _Toc185055056][bookmark: _Toc185055751][bookmark: _Toc185055839][bookmark: _Toc185057811][bookmark: _Toc185057937][bookmark: _Toc185058620][bookmark: _Toc185058856][bookmark: _Toc458524773]Review of Vendor Records: Vendor and its Subcontractors shall maintain books, records, documents and other evidence relating to this Contract, including but not limited to protection and use of City’s Confidential Information, and accounting procedures and practices which sufficiently and properly reflect all direct and indirect costs of any nature invoiced in the performance of this Contract.  Vendor shall retain all such records for six (6) years after the expiration or termination of this Contract.  Records involving matters in litigation related to this Contract shall be kept for six (6) years from the date the litigation is settled or complete.



All such records shall be subject at reasonable times and upon prior notice to examination, inspection, copying or audit by personnel so authorized by the City’s Contract Administration and/or the Office of the Auditor and federal officials so authorized by law, rule, regulation or contract, when applicable, at no additional cost to the City.  During this Contract’s term, Vendor shall provide access to these items at a mutually agreeable time and place.  Vendor shall be responsible for any audit exceptions or disallowed costs incurred by Vendor or any of its Subcontractors. Vendor shall incorporate in its subcontracts this section’s records retention and review requirements.



It is agreed that books, records, documents and other evidence of accounting procedures and practices related to Vendor’s cost structure, including overhead, general and administrative expenses, and profit factors shall be excluded from City’s review unless the cost or any material issue under this Contract is calculated or derived from these factors.



24. [bookmark: _Toc458524309][bookmark: _Toc458524404][bookmark: _Toc458524498][bookmark: _Toc458524592][bookmark: _Toc458524686][bookmark: _Toc458524780][bookmark: _Toc458524310][bookmark: _Toc458524405][bookmark: _Toc458524499][bookmark: _Toc458524593][bookmark: _Toc458524687][bookmark: _Toc458524781][bookmark: _Toc458524311][bookmark: _Toc458524406][bookmark: _Toc458524500][bookmark: _Toc458524594][bookmark: _Toc458524688][bookmark: _Toc458524782][bookmark: _Toc458524312][bookmark: _Toc458524407][bookmark: _Toc458524501][bookmark: _Toc458524595][bookmark: _Toc458524689][bookmark: _Toc458524783][bookmark: _Toc458524313][bookmark: _Toc458524408][bookmark: _Toc458524502][bookmark: _Toc458524596][bookmark: _Toc458524690][bookmark: _Toc458524784][bookmark: _Toc458524314][bookmark: _Toc458524409][bookmark: _Toc458524503][bookmark: _Toc458524597][bookmark: _Toc458524691][bookmark: _Toc458524785][bookmark: _Toc458524315][bookmark: _Toc458524410][bookmark: _Toc458524504][bookmark: _Toc458524598][bookmark: _Toc458524692][bookmark: _Toc458524786][bookmark: _Toc458524316][bookmark: _Toc458524411][bookmark: _Toc458524505][bookmark: _Toc458524599][bookmark: _Toc458524693][bookmark: _Toc458524787][bookmark: _Toc458524317][bookmark: _Toc458524412][bookmark: _Toc458524506][bookmark: _Toc458524600][bookmark: _Toc458524694][bookmark: _Toc458524788][bookmark: _Toc458524318][bookmark: _Toc458524413][bookmark: _Toc458524507][bookmark: _Toc458524601][bookmark: _Toc458524695][bookmark: _Toc458524789][bookmark: _Toc458524319][bookmark: _Toc458524414][bookmark: _Toc458524508][bookmark: _Toc458524602][bookmark: _Toc458524696][bookmark: _Toc458524790][bookmark: _Toc458524320][bookmark: _Toc458524415][bookmark: _Toc458524509][bookmark: _Toc458524603][bookmark: _Toc458524697][bookmark: _Toc458524791][bookmark: _Toc458524321][bookmark: _Toc458524416][bookmark: _Toc458524510][bookmark: _Toc458524604][bookmark: _Toc458524698][bookmark: _Toc458524792][bookmark: _Toc458524322][bookmark: _Toc458524417][bookmark: _Toc458524511][bookmark: _Toc458524605][bookmark: _Toc458524699][bookmark: _Toc458524793][bookmark: _Toc458524323][bookmark: _Toc458524418][bookmark: _Toc458524512][bookmark: _Toc458524606][bookmark: _Toc458524700][bookmark: _Toc458524794][bookmark: _Toc458524324][bookmark: _Toc458524419][bookmark: _Toc458524513][bookmark: _Toc458524607][bookmark: _Toc458524701][bookmark: _Toc458524795][bookmark: _Toc458524325][bookmark: _Toc458524420][bookmark: _Toc458524514][bookmark: _Toc458524608][bookmark: _Toc458524702][bookmark: _Toc458524796][bookmark: _Toc458524326][bookmark: _Toc458524421][bookmark: _Toc458524515][bookmark: _Toc458524609][bookmark: _Toc458524703][bookmark: _Toc458524797][bookmark: _Toc458524327][bookmark: _Toc458524422][bookmark: _Toc458524516][bookmark: _Toc458524610][bookmark: _Toc458524704][bookmark: _Toc458524798][bookmark: _Toc458524328][bookmark: _Toc458524423][bookmark: _Toc458524517][bookmark: _Toc458524611][bookmark: _Toc458524705][bookmark: _Toc458524799][bookmark: _Toc458524329][bookmark: _Toc458524424][bookmark: _Toc458524518][bookmark: _Toc458524612][bookmark: _Toc458524706][bookmark: _Toc458524800][bookmark: _Toc458524330][bookmark: _Toc458524425][bookmark: _Toc458524519][bookmark: _Toc458524613][bookmark: _Toc458524707][bookmark: _Toc458524801][bookmark: _Toc458524331][bookmark: _Toc458524426][bookmark: _Toc458524520][bookmark: _Toc458524614][bookmark: _Toc458524708][bookmark: _Toc458524802][bookmark: _Toc458524332][bookmark: _Toc458524427][bookmark: _Toc458524521][bookmark: _Toc458524615][bookmark: _Toc458524709][bookmark: _Toc458524803][bookmark: _Toc458524333][bookmark: _Toc458524428][bookmark: _Toc458524522][bookmark: _Toc458524616][bookmark: _Toc458524710][bookmark: _Toc458524804][bookmark: _Toc458524334][bookmark: _Toc458524429][bookmark: _Toc458524523][bookmark: _Toc458524617][bookmark: _Toc458524711][bookmark: _Toc458524805][bookmark: _Toc458524335][bookmark: _Toc458524430][bookmark: _Toc458524524][bookmark: _Toc458524618][bookmark: _Toc458524712][bookmark: _Toc458524806][bookmark: _Toc458524336][bookmark: _Toc458524431][bookmark: _Toc458524525][bookmark: _Toc458524619][bookmark: _Toc458524713][bookmark: _Toc458524807][bookmark: _Toc458524337][bookmark: _Toc458524432][bookmark: _Toc458524526][bookmark: _Toc458524620][bookmark: _Toc458524714][bookmark: _Toc458524808][bookmark: _Toc458524338][bookmark: _Toc458524433][bookmark: _Toc458524527][bookmark: _Toc458524621][bookmark: _Toc458524715][bookmark: _Toc458524809][bookmark: _Toc458524339][bookmark: _Toc458524434][bookmark: _Toc458524528][bookmark: _Toc458524622][bookmark: _Toc458524716][bookmark: _Toc458524810][bookmark: _Toc458524340][bookmark: _Toc458524435][bookmark: _Toc458524529][bookmark: _Toc458524623][bookmark: _Toc458524717][bookmark: _Toc458524811][bookmark: _Toc458524341][bookmark: _Toc458524436][bookmark: _Toc458524530][bookmark: _Toc458524624][bookmark: _Toc458524718][bookmark: _Toc458524812][bookmark: _Toc458524342][bookmark: _Toc458524437][bookmark: _Toc458524531][bookmark: _Toc458524625][bookmark: _Toc458524719][bookmark: _Toc458524813][bookmark: _Toc458524343][bookmark: _Toc458524438][bookmark: _Toc458524532][bookmark: _Toc458524626][bookmark: _Toc458524720][bookmark: _Toc458524814][bookmark: _Toc458524344][bookmark: _Toc458524439][bookmark: _Toc458524533][bookmark: _Toc458524627][bookmark: _Toc458524721][bookmark: _Toc458524815][bookmark: _Toc458524353][bookmark: _Toc458524448][bookmark: _Toc458524542][bookmark: _Toc458524636][bookmark: _Toc458524730][bookmark: _Toc458524824][bookmark: _Toc458524825]Dispute Resolution: The parties shall endeavor to resolve any dispute or misunderstanding that may arise under this Contract concerning Vendor’s performance, if mutually agreed to be appropriate, through negotiations between the Vendor’s Project Manager and the City’s Project Manager, or if mutually agreed, referred to the City’s named representative and the Vendor’s senior executive(s).  Either party may discontinue such discussions and may then pursue other means to resolve such disputes, or may by mutual agreement pursue other dispute alternatives such as alternate dispute resolution processes. Nothing in this dispute process shall in any way mitigate the rights, if any, of either party to terminate the Contract for cause or convenience.



25. [bookmark: _Toc458524831]Section Headings, Incorporated Documents and Order of Precedence:



· The headings used herein are inserted for convenience only and do not define or limit the contents.



· No verbal agreement or conversation between any officer, agent, associate or employee of The City and any officer, agency, employee or associate of the Vendor prior to the execution of this Contract shall affect or modify any of the terms or obligations contained in this Contract.



· The following documents are incorporated.  Where there is conflict or gap between or among these documents, the controlling document will be resolved in the following order of precedence (first listed being the precedent):



· Applicable federal, state and local statutes, laws and regulations;

· This Contract

· All Attachments to this Contract, including Pricing, Management, and Technical Specification Agreements

· Licensing and Maintenance Agreements

· RFP issued by the City

· Vendor Proposal Response

· City Purchase Order documents issued, if any; and

· Vendor or manufacturer publications or written materials Vendor made available to City and used to effect the sale.



26. [bookmark: _Toc458524832]Entire Agreement: This Contract sets forth the entire agreement between the parties with respect to the subject matter hereof.  No changes to provisions, price, quality, or Statement of Work of this Contract will be effective without the written consent of both parties.



27. [bookmark: _Toc458524833]Authority for Modifications and Amendments: The Parties hereto reserve the right to make amendments or modifications to this Contract by written agreement, signed by an authorized representative of each party. No modification, amendment, alteration, or waiver of any section or condition of this Contract shall be effective or binding unless it is in writing and signed by the City RFP Coordinator and Vendor Contracting Officer.  Only the City RFP Coordinator shall have the express, implied, or apparent authority to alter, amend, modify, add, or waive any section or condition of this Contract on behalf of the City.



28. Survivorship: All purchase transactions and deliverables executed pursuant to the authority of this Contract shall be bound by all of the terms, conditions, prices and price discounts set forth herein, notwithstanding the expiration of the initial term of this Contract or any extensions thereof.  Further, the terms, conditions and warranties contained in this Contract that by their sense and context are intended to survive the completion of the performance, cancellation or termination of this Contract.  In addition, the terms of the sections titled or includes the terms Overpayments to Vendor, Warranties, Publicity, Section Headings, Incorporated Documents and Order of Precedence, Review of Vendor Records, Patent and Copyright Indemnification, Disputes and Limitations of Liability, shall survive the termination of this Contract.



29. [bookmark: _Toc458524837]Miscellaneous Provisions 



29.1 Binding Contract: This Contract shall not be binding until signed by both parties.  The provisions, covenants and conditions in this Contract shall bind the parties, their legal heirs, representatives, successors, and assigns.



29.2 Applicable Law/Venue:  This Contract shall be construed and interpreted in accordance with the laws of the State of Washington.  The venue of any action brought hereunder shall be in the Superior Court for King County.



29.3 Remedies Cumulative:  Rights under this Contract are cumulative and nonexclusive of any other remedy at law or in equity.  



29.4 Waiver:  No term or condition or breach thereof shall be deemed waived, except by written consent of the party against whom the waiver is claimed.  Any waiver of the breach of any term or condition shall not be deemed to be a waiver of any preceding or succeeding breach of the same or any other covenant, term or condition.  Neither acceptance by The City of Vendor performance nor payment to Vendor for any portion of Work shall constitute a waiver by The City of the breach or default of any term or condition unless expressly agreed to by The City in writing.



29.5 Negotiated Contract:  The parties acknowledge that this is a negotiated Contract, that they have had the opportunity to have this Contract reviewed by their respective legal counsel, and that the terms and conditions of this Contract are not to be construed against any party on the basis of such party's draftsmanship thereof.



29.6 Attorneys’ Fees:  Subject to the indemnification provisions set forth in this Contract, if any action or suit is brought with respect to a matter or matters covered by this Contract, each party shall be responsible for all its own costs and expenses incident to such proceedings, including reasonable attorneys’ fees.



29.7 [bookmark: _Toc458524822]Authority:  Each party represents that it has full power and authority to enter into and perform this Contract, and the person signing this Contract on behalf of each party has been properly authorized and empowered to enter into this Contract.  Each party further acknowledges that it has read this Contract, understands it, and shall be bound by it.



29.8 [bookmark: _Toc458524834]Publicity.  No news release, advertisement, promotional material, tour, or demonstration related to the City’s purchase or use of the Vendor’s product or any work performed pursuant to this Contract shall be produced, distributed or take place without the prior, specific approval of the City’s Project Manager or his/her designee.



29.9 Severability.  If any term or provision of this Contract is determined by a court of competent jurisdiction to be invalid or unenforceable, the remainder of this Contract shall not be affected thereby, and each term and provision of this Contract shall be valid and enforceable to the fullest extent permitted by law.



Software Terms & Conditions



30. [bookmark: _Toc79482537][bookmark: _Toc458524753][bookmark: _Toc508182568]License for Use 



For SaaS solutions:



Subject to the terms and conditions set forth in this Contract, including payment of the subscription fees (annual License fee) by City to Vendor, Vendor hereby grants to City a non-exclusive, non-transferable access to the SaaS, as applicable, during the term of this Contract to achieve the purposes stated herein, as well as any Documentation and training materials.



For On-Premise solutions:



As part of the price of the System, the Vendor hereby grants to the City, and the City accepts from the Vendor, for so long as the City continues to use the System, a non-exclusive, fully paid, royalty free, perpetual license to unlimited use of the Software and related documentation for use on the System acquired by the City under this Contract.	


31. [bookmark: _Toc458524754][bookmark: _Toc508182569][bookmark: _Toc79482538]Software Upgrades and Enhancements and Optional Modules



Vendor shall:



· Supply at no additional cost updated versions of the Software to operate on upgraded versions of operating systems, upgraded versions of firmware, or upgraded versions of hardware;



· Supply at no additional cost updated versions of the Software that encompass improvements, extensions, maintenance updates, error corrections, or other changes that are logical improvements or extensions of the original Software supplied to City; and



· Supply at no additional cost interface modules that are developed by Vendor for interfacing the Software to other Software products.



32. [bookmark: _Toc458524755][bookmark: _Toc508182570]Software Warranties 



For SaaS solutions:



32.1 Vendor warrants that during the Contract term, the General Service and SaaS Provided hereunder shall be free from significant programming Errors and when used in accordance with this Contract shall operate and conform to the Scope of Work, performance capabilities, functions and other descriptions and standards as identified in this Contract and all supplemental information Provided by Vendor. 



32.2 Vendor warrants that it has full power and authority to grant access to the Software, license or sublicense the Software and or SaaS as applicable to the Works purchased, and any applicable third party software, to the City without the consent of any other Person.



32.3 Vendor warrants that the Software and or SaaS, the License to the City to use the Software and or SaaS, instructions for use of the Software and or SaaS, Documentation and the performance by Vendor of the Software and or SaaS, shall be in compliance with all applicable laws, rules and regulations.



32.4 Vendor warrants the tapes, CD’s, DVD’s or other media delivered to the City to be free of defects in materials and workmanship under normal use for sixty (60) Days from the date of receipt by the City.



32.5 Vendor warrants that the Software and or SaaS Provided is free from intentional Viruses, disabling code or other intentional programming defects. Prohibited intentional programming defects include, but are not limited to, features such as “backdoor shutdown mechanisms”, “time bombs”, “automatic unauthorized connection to outside systems”, programming that responds to or Provides information to outside systems’ “pinging”, and features that can “retire”, “shut down”, “cripple” or “stop” the Service. Vendor further warrants that neither the Software and or SaaS alone or through Contract with the Vendor is capable of electronic self-help that may deprive the City of the use of the licensed Service.



32.6 Vendor warrants that future maintenance or Software and or SaaS releases shall not degrade the Software and or SaaS, cause a breach of any other warranty or require the City to purchase additional hardware or Software and or SaaS for continued operation of the Software and or SaaS.  Future releases shall function in generally accepted operating environments.



32.7 Vendor shall be responsible for Providing and implementing a Software and or SaaS system that is successfully integrated into the existing system environment of the City and meets the functional requirements as specified in this Contract. 



For On-Premise solutions:



32.1 Warranty of the System.  Commencing on the date that the City issues its Final Acceptance Certificate, and extending for a period of one (1) year, Vendor warrants that the Software furnished hereunder shall be free from programming errors and that the Software and hardware shall be free from defects in workmanship and materials and shall operate in conformity with the performance capabilities, Statement of Work, functions and other descriptions and standards applicable thereto and as set forth in this Contract including but not limited to the City’s Request for Proposals; that the services shall be performed in a timely and professional manner by qualified professional personnel; and that the services, Software and Hardware shall conform to the standards generally observed in the industry for similar services, Software and hardware. If Vendor is not the original Software or hardware manufacturer, Vendor shall obtain in writing the manufacturer’s consent to pass through all Software and hardware warranties for the City’s benefit.  During this warranty period, Vendor shall replace or repair any defect appearing in the Software or hardware, or deficiency in service provided at no additional cost to the City



32.2 Warranty Against Planned Obsolescence.  The Vendor warrants that the products proposed to and acquired by the City under this Contract are new and of current manufacture, and that it has no current plans for announcing a replacement line that would be marketed by Vendor as a replacement for any of the products provided to the City under this Contract and would result in reduced support for the product line within which the System furnished to the City is contained.  The Vendor further warrants that, in the event that a major change in hardware, software, or operating system occurs that radically alters the design architecture of the System and makes the current design architecture obsolete within three (3) years after full execution of this Contract, and if the City continues its annual maintenance Contract with the Vendor, the Vendor shall provide the City with a replacement hardware, software, or operating system(s) that continues the full functionality of the systems, at no extra cost to the City.  



32.3 No Surreptitious Code Warranty.  The Vendor warrants to the City that no copy of the licensed Software provided to the City contains or will contain any Self-help Code or any Unauthorized Code as defined below. This warranty is referred to in this Contract as the “No Surreptitious Code Warranty.”  



As used in this Contract, “Self-help Code” means any back door, time bomb, drop dead device, or other Software routine designed to disable a computer program automatically with the passage of time or under the positive control of a person other than the licensee of the Software.  The term “Self-help Code” does not include Software routines in a computer program, if any, designed to permit an owner of the computer program (or other person acting by authority of the owner) to obtain access to a licensee’s computer system(s) (e.g. remote access via modem) for purposes of maintenance or technical support.



As used in this Contract, “Unauthorized Code” means any “virus,” “Trojan horse,” “worm” or other Software routines or Equipment components designed to permit unauthorized access to disable, erase, or otherwise harm Software, Equipment, or data or to perform any other actions.  The term Unauthorized Code does not include Self-help Code.



The Vendor shall defend City against any claim, and indemnify the City against any loss or expense arising out of any breach of the No Surreptitious Code Warranty.



32.4 Title Warranty and Warranty against Infringement. The Vendor warrants and represents that the hardware and Software provided under this Contract is the sole and exclusive property of the Vendor or that the Vendor is authorized to provide full use of the hardware and Software to the City as provided herein. The Vendor warrants that it has full power and authority to grant the rights granted by this Contract to the City without the consent of any other person or entity.  



In the event of any claim by a third party against the City for software used in the United States asserting a patent, copyright, trade secret, or proprietary right violation involving the System acquired by the City hereunder or any portion thereof, Vendor shall defend, at its expense, and shall indemnify the City against any loss, cost, expense, or liability arising out of such claim, whether or not such claim is successful; provided, however, that Vendor is notified by the City in writing within a reasonable time after the City first receives written notice of any such claim, action, or allegation of infringement. In the event a final injunction or order is obtained against the City’s full use of either the System or any portion thereof as a result of any such claim, suit or proceeding, and if no further appeal of such ruling is practicable, Vendor shall, as mutually agreed upon and at Vendor’s expense:



(1) procure for the City the right to continue full use of the System; or

(2) replace or modify the same so that it becomes non‑infringing (which modification or replacement shall not affect the obligation to ensure the System conforms with applicable Statement of Work); or

(3) if the product was purchased and the actions described in item (1) or (2) of this section, are not practicable, re-purchase the product from the City at a price mutually agreed upon, which shall relate to the value and utility of the product to the City; or

(4) if  the System was leased, licensed, purchased or rented, and the actions described in item (1), (2), or (3) of this section, are not practicable, remove such System from the City’s site(s) and pay the City promptly after notification for all direct and consequential damages suffered by the City as a result of the loss of the infringing product and any other continued utility of which to the City is adversely affected by the removal of the infringing product, and hold the City harmless from any further liability therefore under any applicable Order, Settlement, or other Contract. 



In no event shall the City be liable to Vendor for any lease, rental, or maintenance payments after the date, if any, that the City is no longer legally permitted to use the System because of such actual or claimed infringement. In the event removal or replacement of the System is required pursuant to this paragraph, Vendor shall use reasonable care in the removal or modification thereof and shall, at its own expense, restore the City’s premises as nearly to their condition immediately prior to the installation of the System as is reasonably possible.



No settlement that prevents the City from continuing to use the Software, other products or Software documentation as provided in this Contract shall be made without the City’s prior written consent.  In all events, the City shall have the right to participate at its own expense in the defense of any such suit or proceeding through counsel of its own choosing.



The indemnification obligation set forth in this section shall survive the expiration or earlier termination of this Contract.



32.5 No Liens.  The Vendor warrants that the Software and Equipment is the sole and exclusive property of the Vendor and that the Vendor is authorized to provide full use of the Software to the City as provided herein and that such Software is not subject to any lien, claim or encumbrance inconsistent with any of the City’s rights under this Contract and that the City is entitled to and shall be able to enjoy quiet possession and use of the Software and Equipment without interruption by Vendor or any other person making a claim under or through the Vendor or by right of paramount title.



32.6 Maintenance Services Warranty.  The Vendor warrants that, it shall strictly comply with the descriptions and representations in the Annual Maintenance Agreement.



32.7 [bookmark: _Toc79482549]Merchantability and Fitness Warranty.  Vendor represents and warrants that the Software, other products and Software Documentation will be merchantable and will be fit for the particular purposes established in the City’s RFP and the Vendor’s response to the City’s RFP.



32.8 [bookmark: _Toc79482550]Warrant of Compliance with Applicable Law.  The Vendor warrants that the System, and the manufacture and production thereof, are in compliance with any and all applicable laws, rules, and regulations.



32.9 Physical Media Warranty.  Vendor warrants to City that each licensed copy of Software provided by Vendor is and will be free from physical defects in the media that tangibly embodies the copy (the “Physical Media Warranty.”).  The Physical Media Warranty does not apply to defects discovered more than thirty (30) calendar day after the date of Acceptance of the Software copy by the City.  Vendor shall replace, at Vendor’s expense, including shipping and handling costs, any Software copy provided by Vendor that does not comply with this Warranty.



32.10 Survival of Warranties and Representations.  The representations and warranties of the Vendor made pursuant to this Contract shall survive the delivery of the System, the payment of the purchase price, and the expiration or earlier termination of this Contract.



33. [bookmark: _Toc458524756][bookmark: _Toc508182571][bookmark: _Toc79482540]Reauthorization Code Required



If a reauthorization code must be keyed in by Vendor for any Software supplied under this Contract to remain functional upon movement to another computer system, Vendor shall provide the reauthorization code to City within one (1) Business Day after receipt of City’s notice of its machine upgrade or movement.

[bookmark: _Toc79482539]

34. [bookmark: _Toc458524759][bookmark: _Toc508182572]Ownership of Deliverables 



Except for the licensed System Software and its related documentation, all data and work products produced under this Contract shall be considered work made for hire under the U.S. Copyright Act, 17 U.S.C. 101 et seq, and shall be owned by the City.  



The City shall own all right, title and interest in and to the City’s Confidential Information the City’s intellectual property, and the City’s Property.   To the extent Vendor produces any Data, Vendor shall take all actions necessary and shall transfer ownership of the Data to the City following its development.  The Data shall be deemed City of Seattle work made for hire for all purposes of copyright law, and copyright shall belong solely to the City.  In the event that any such work is adjudged to be not a work made for hire, Vendor agrees to assign and hereby assigns all copyright in such work to the City.  Vendor shall, assist the City or its nominees to obtain copyrights, trademarks, or patents for all such works.  The Vendor agrees to execute all papers and to give all facts known to it necessary to secure United States copyrights and to transfer or cause to transfer to the City right, title and interest in and to such works.  



35. [bookmark: _Toc508182573]Data and Security 



35.1 Definitions



 “Authorized Persons” means (i) authorized Vendor employees; and (ii) authorized Subcontractors who have a legitimate need to know or otherwise access Data to enable Vendor to perform its obligations under this Contract, and who are bound in writing by confidentiality obligations sufficient to protect Personal Information in accordance with the terms and conditions of this Contract.



“Data” means all information provided to Vendor by or at the direction of the City, or to which access was provided to Vendor by or at the direction of the City, in the course of Vendor’s performance under this Contract.



“Personal Information” means Data provided to Vendor by or at the direction of the City, or to which access was provided to Vendor by or at the direction of the City, in the course of Vendor’s performance under this Contract that: (i) identifies or can be used to identify

an individual (including, without limitation, names, signatures, addresses, telephone numbers, e-mail addresses and other unique identifiers); or (ii) can be used to authenticate an individual (including, without limitation, employee identification numbers, government-issued identification numbers, passwords or PINs, financial account numbers, credit report information, biometric or health data, answers to security questions and other personal identifiers). 



“Security Breach” means (i) any act or omission that compromises either the security, confidentiality, or integrity of Personal Information or the physical, technical, administrative or organizational safeguards put in place by the Vendor, City, or any Authorized Persons that relate to the protection of the security, confidentiality, or integrity of Personal Information, or (ii) receipt of a complaint in relation to the privacy practices of Vendor or a breach or alleged breach of this Contract relating to such privacy practices. 



“Subcontractor” means any third party vendor, manufacturer, service provider, or other entity that is not the named Vendor in this Contract that is or may be subject to the Vendor’s performance of this Contract.



35.2 Data Use



a.	Vendor acknowledges and agrees that, in the course of its engagement by the City, Vendor may receive or have access to Data and Personal Information. Vendor shall comply with the terms and conditions set forth in this Contract in its collection, receipt, transmission, storage, disposal, use and disclosure of such Data and Personal Information and be responsible for the unauthorized collection, receipt, transmission, access, storage, disposal, use and disclosure of Personal Information under its control or in its possession by all Authorized Employees. Vendor shall be responsible for, and remain liable to, City for the actions and omissions of all Authorized Persons, employees, Subcontractors, and any other parties under Vendor’s control or direction concerning the safeguarding and treatment of Personal Information. Vendor may use the Data strictly as necessary to carry out its obligations under this Contract, and for no other purpose.



City Data and Personal Information is deemed to be Confidential Information of the City and is not Confidential Information of the Vendor. In the event of a conflict or inconsistency between this Section and any other section or exhibit related to confidentiality and compliance with laws, the terms and conditions set forth in this Section shall govern and control.



b.	In recognition of the foregoing, Vendor agrees and covenants that it shall: (i) keep and maintain all Data and Personal Information in strict confidence, using such degree of care as is appropriate to avoid unauthorized access, use or disclosure; (ii) use and disclose Data solely and exclusively for the purposes for which the Data, or access to it, is provided pursuant to the terms and conditions of this Contract, and not use, sell, rent, transfer, distribute, or otherwise disclose or make available Data or Personal Information for Vendor’s own purposes or for the benefit of anyone other than the City, in each case, without the City’s prior written consent; and (iii) not, directly or indirectly, disclose Data or Personal Information to any person other than Authorized Persons, including any, subcontractors, agents, service providers, or consultants (an “Unauthorized Third Party”) without express written consent from the City, unless and to the extent required by government authorities, to the extent expressly required, by applicable law. In which case, Vendor shall (i) notify the City before such disclosure or as soon thereafter as reasonably possible; (ii) be responsible for and remain liable to City for the actions and omissions of such Unauthorized Third Party concerning the treatment of such Personal Information as if they were Vendor’s own actions and omissions; and (iii) require the Unauthorized Third Party that has access to Personal Information to execute a written agreement agreeing to comply with the terms and conditions of this Contract relating to the treatment of City’s Data and Personal Information.



c.	Vendor warrants and represents that it shall store and process City data and content only in the continental United States.



d.	City retains the right to use the Vendor’s (and any Subcontractor’s) hosting systems and/or services to access and retrieve City Data stored on Vendor’s infrastructure at its sole discretion.



35.3 Data Security



a.	Vendor represents and warrants that its collection, access, use, storage, disposal and disclosure of Data and Personal Information does and will comply with all applicable federal, state, and local privacy and data protection laws, as well as any other applicable regulations and directives.



b.	Without limiting Vendor’s obligations in this Contract, Vendor shall implement administrative, physical, and technical safeguards to protect Data that are no less rigorous than accepted industry practices, including the International Organization for Standardization’s standards: ISO/IEC 27001:2005 - Information Security Management Systems - Requirements and ISO-IEC 27002:2005 - Code of Practice for International Security Management, the Information Technology Library (ITIL) standards, the Control Objectives for Information and related Technology (COBIT) standards, and/or other applicable industry standards for information security. To the extent that encryption is used in the performance of this Contract, expected acceptable encryption standards include National Institute of Standards and Technology’s (NIST) Federal Information Processing Standards (FIPS) 140-2 (Security Requirements for Cryptographic Modules) and FIPS-197. Vendor shall ensure that all such safeguards, including the manner in which Data and Personal Information is collected, accessed, used, stored, processed, disposed of and disclosed, comply with applicable data protection and privacy laws, as well as the terms and conditions of this Contract.



c.	At a minimum, Vendor’s safeguards for the protection of Data and Personal Information shall include: (i) limiting access of Data and Personal Information to Authorized Persons; (ii) securing business facilities, data centers, paper files, servers, back-up systems and computing equipment, including, but not limited to, all mobile devices and other equipment with information storage capability; (iii) implementing network, device application, database and platform security (including vulnerability management); (iv) securing information transmission, storage and disposal; (v) implementing authentication and access controls within media, applications, operating systems and equipment; (vi) encrypting Data and Personal Information stored on any mobile media; (vii) encrypting sensitive Data and Personal Information transmitted over public or wireless networks; (viii) strictly segregating the City’s Data from information of Vendor or its other customers so that the City’s Data is not commingled with any other types of information; (ix) implementing appropriate personnel security and integrity procedures and practices, including, but not limited to, conducting background checks consistent with applicable law; and (x) providing appropriate privacy and information security training to Vendor personnel.



d.	During the term of each Authorized Person’s employment or other relationship with Vendor, Vendor shall at all times cause such Authorized Persons to abide strictly by Vendor’s obligations under this Contract. Vendor further agrees that it maintains a disciplinary process to address any unauthorized access, use, or disclosure of Data by any of Vendor’s officers, partners, principals, employees, Agents, or contractors. Upon City’s written request, Vendor shall promptly identify and provide in writing all Authorized Persons.



e.	Upon City’s written request, Vendor shall provide City with a network diagram that outlines Vendor’s information technology network infrastructure and all equipment used in relation to fulfilling of its obligations under this Contract, including, without limitation: (i) connectivity to City and all third parties who may access Vendor’s network to the extent the network contains City’s Data and Personal Information; (ii) all network connections including remote access services and wireless connectivity; (iii) all access control devices (e.g., firewall, packet filters, intrusion detection systems, and access-list routers); (iv) all back-up or redundant servers; and (v) permitted access through each network connection.



35.4 Security Breach



a.	Vendor shall: (i) provide the City with the name and contact information for an employee of Vendor who shall serve as the City’s primary security contact and shall be available to assist, facilitate, and provide resources for the City twenty-four (24) hours per day, seven (7) days per week as a contact in resolving obligations associated with a Security Breach; (ii) notify the City of a Security Breach as soon as practicable, but no later than twenty-four (24) hours after Vendor becomes aware of a suspected or actual Security Breach; and (iii) notify the City of any Security Breaches by telephone at the following number: (206) 684-4357; e-mailing the City with a read receipt at ciso@seattle.gov and with a copy by e-mail to Vendor’s primary business contact within the City.



b.	Immediately following Vendor’s notification to the City of a suspected or actual Security Breach, the parties shall coordinate with each other to contain, mitigate, investigate, and respond to the Security Breach. Vendor agrees to fully cooperate with the City in the City’s handling of the matter, including, without limitation: (i) assisting with any investigation; (ii) providing the City with physical access to the facilities and operations affected; (iii) providing resources and facilitating interviews with Vendor’s personnel and others involved in the matter; and (iv) making available all relevant records, logs, files, data reporting, hard drives, and other media and materials required to comply with applicable law, regulation, industry standards, or as otherwise required by the City.



c.	Vendor shall take reasonable steps to/use best efforts to immediately remedy any Security Breach and prevent any further Security Breach at Vendor’s expense in accordance with applicable privacy rights, laws, regulations and standards. Vendor shall reimburse the City for actual costs incurred by the City in responding to, and mitigating damages caused by, any Security Breach, including all costs of notice and/or remediation.



d.	Vendor agrees that it shall not inform any third party of any Security Breach without first obtaining the City’s prior written consent, other than to inform a complainant that the matter has been forwarded to the City’s legal counsel. Further, Vendor agrees that the City shall have the sole right to determine: (i) whether notice of the Security Breach is to be provided to any individuals, regulators, law enforcement agencies, consumer reporting agencies or others as required by law or regulation, or otherwise in the City’s discretion; and (ii) the contents of such notice, whether any type of remediation may be offered to affected persons, and the nature and extent of any such remediation.



e.	Vendor agrees to fully cooperate at its own expense with the City in any litigation or other formal action deemed necessary by the City to protect its rights relating to the use, disclosure, protection and maintenance of the City’s Data and Personal Information. Notwithstanding any other provisions in this Contract, Vendor shall be liable for all damages, fines, and/or corrective action arising from such security incidents and/or unauthorized disclosure of Data caused by any failure or breach of Vendor’s data security or confidentiality provisions.



35.5 Assurance



a.	Upon the City’s written request, to confirm Vendor’s compliance with this Contract, as well as any applicable laws, regulations and industry standards, Vendor grants the City or, upon the City’s election, a third party on the City’s behalf, permission to perform an assessment, audit, examination, or review of Vendor’s internal controls and environment in relation to all Data and Personal Information being handled and/or services being provided to the City pursuant to this Contract. Vendor shall fully cooperate with such assurance activities by providing access to knowledgeable personnel, physical premises, documentation, infrastructure and application software that processes, stores, or transports Data for the City pursuant to this Contract. 



b.	Upon the City’s written request, to confirm compliance with this Contract, as well as any applicable laws and industry standards, Vendor shall promptly and accurately complete a written information security questionnaire provided by the City or a third party on the City’s behalf regarding Vendor’s business practices and information technology controls and environment in relation to all Data and Personal Information being handled and/or services being provided by Vendor to the City pursuant to this Contract. Vendor shall fully cooperate with such inquiries. 



c.	In addition, upon the City’s written request, Vendor shall provide the City with the reports and results of any audit by or on behalf of Vendor performed that assesses the effectiveness of Vendor’s information security program as relevant to the security and confidentiality of Data shared during the course of this Contract. Examples of acceptable audit reports include: (i) a Service Organization Control (SOC) 2 Type 2 audit performed at least one time each year addressing all applicable security, availability, processing integrity, confidentiality, and privacy controls applicable to the Vendor’s, and any Subcontractor’s, performance of this Contract performed in accordance with American Institute of Certified Public Accountants (AICPA) standards; and, for any third party (Subcontractor) data center and hosting arrangements, (ii) a SOC 3 audit performed at least one time each year addressing all applicable security, availability, processing integrity, confidentiality, and privacy controls applicable to the performance of this Contract and performed in accordance with AICPA standards.



d.	At least once per year, Vendor shall conduct site audits and test the security of the information technology and information security controls for all facilities used in complying with its obligations under this Contract, including, but not limited to, a network-level vulnerability assessment and internal and external penetration test performed by a qualified third party security firm based on the recognized industry best practices. Upon the City’s written request, Vendor shall make available to the City for review and inspection.



e.	In the event any issues and/or exceptions being identified through the performance of such assessments, the Vendor will provide timely and appropriate corrective action, and will validate the effectiveness of the corrective action(s), and will report progress and results to the City, as requested.



f.	Any third party assurance provisions intended to assess the security and compliance of the Vendor’s (and any Subcontractor’s) internal controls, such as for SOC 2 Type 2 audits and security vulnerability and penetration testing, shall be at the expense of the Vendor. Any corrective actions taken by the Vendor as a result of any issues and/or exceptions identified through the performance of assurance activities and assessments shall also be at the sole expense of the Vendor.



35.6 Services Provided by a Subcontractor



a.	Prior to the use of any Subcontractor under this Contract, Vendor shall notify the City of the Subcontractor(s) that are intended to be involved in providing any of the Contract systems and/or services to the City, and Vendor must obtain the City’s written consent in advance.  



b.	In the event that Vendor terminates its agreement with a City-approved Subcontractor, Vendor shall first allow the City the option to assume any applicable rights and obligations of Vendor under the agreement and to transfer the agreement to the City, provided there shall be no changes in the services requirement.  Vendor shall provide the City with advance written notice of its intent to terminate the agreement and at least thirty (30) days to respond and indicate whether the City wishes to assume the rights and obligations under the agreement.



36. Termination



For SaaS solutions:



Termination Assistance Support:  During the ninety (90) Day period prior to, and or following the expiration or termination of this Contract, in whole or in part, Vendor agrees to provide reasonable termination assistance services at no additional cost to the City, which may include the following:



· Developing a plan for the orderly transition of the terminated or expired SaaS from Vendor to the successor.



· Providing reasonable training to City staff or the successor in the performance of the SaaS then being performed by Vendor;



· Using its best efforts to assist and make available to City any third-party services then being used by Vendor in connection with the SaaS; and



· Such other activities upon which the parties may agree.



Hardware Terms and Conditions



37. Hardware Warranty



The Vendor warrants and represents that the Hardware provided meets the requirements of the Statement of Work shall be free from all defects, shall be in good operating order, and shall operate in conformity with the descriptions and standards as set forth in the Vendor’s Proposal and the City’s RFP for a period of one (1) year after the Go-Live date.  During the warranty period, Vendor shall promptly, without additional charge, repair or replace the equipment or any part thereof that fails to function according the Vendor’s Statement of Work or the Statement of Work of the manufacturer thereof.



38. [bookmark: _Toc458524758]Title to Equipment



Upon successful completion of Acceptance Testing and receipt of City’s letter of Acceptance (or upon delivery, if there is no Acceptance Testing), Vendor shall convey to City good title to the Equipment free and clear of all liens, pledges, mortgages, encumbrances, or other security interests.



Transfer of title to the Equipment shall include an irrevocable, fully paid-up, perpetual license to use the internal code (embedded software) in the Equipment.   If City subsequently transfers title to the Equipment to another entity, City shall have the right to transfer the license to use the internal code with the transfer of Equipment title.  A subsequent transfer of this software license shall be at no additional cost or charge to either City or City’s transfer.



Professional Services Terms and Conditions



39. [bookmark: _Toc508182574]Acceptance Process for Initial System Configuration



Upon completion of the base configuration of the Work, the Vendor will give the City “notice of completion” of Work in accordance with the requirements in the Contract for Initial System Configuration.



a.	The Acceptance process will commence. Acceptance shall be based on conformance with the Scope of Work for Initial System Configuration. After notice by Vendor of completion of the Initial System Configuration, City will issue a written notice of Acceptance or Provide Vendor with a notification of rejection, which will include documentation of the specific grounds for the rejection, outlining items not in compliance with the deliverables.



b.	Correction of Deficiencies Process. If a deliverable is rejected, Vendor will have ten (10) Days to correct items documented in the City’s notification of rejection. Following the receipt of Vendors’ notice that the Work has been corrected, the City will issue a written notice of Acceptance or provide Vendor with a notification of rejection, which will include documentation of the specific grounds for the rejection, outlining Work not in compliance with the milestone. The project schedule will be adjusted accordingly in the event that a dispute regarding the method or accuracy of the correction causes a delay. If the deliverable(s) fails to comply with the milestone after Vendor’s second attempt to correct the Work and no clear plan can be agreed upon between the City Project Manager and the Vendor’s Project Manager, the City will determine the appropriate corrective action(s) up to and, including declaring a breach of Contract.



40. [bookmark: _Toc508182575]Final Acceptance Process for Initial System Configuration



The City shall begin the Final Acceptance process as follows:



a. The parties shall agree on the start date for the Acceptance test.



b. The Acceptance test shall include ninety (90) Days of continuous operation of the Work without material defect in accordance with the Contract in the City’s fully implemented production environment.



c. If the City Accepts the Work, the City will send a notice of Final Acceptance to the Vendor.



d. If the City determines that the Work is not Acceptable, the City shall notify the Vendor in writing, describing the deficiencies.



e. The Vendor shall either Provide a detailed, written plan to achieve Final Acceptance or to make corrections or replacements within a mutually agreed upon time period. The parties shall mutually agree on a start date for beginning another Acceptance test.



f. Another ninety (90) Day successful, continuous operation period shall follow any corrections or replacements to the Work. 



g. If the City Accepts the Work following a second or subsequent Acceptance test the City will send a notice of Final Acceptance to the Vendor.



h. If the Vendor does not correct or replace the unacceptable Work the City may declare a breach of Contract.



41. [bookmark: _Toc508182576]Professional Services Warranties 
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41.1 No Waiver of Warranties and Contract Rights Conducting of tests and inspections, review of Scope of Work or plans, payment for Work, or Acceptance or Final Acceptance of the Work by the City shall not constitute a waiver of any rights under this Contract or in law. The termination of this Contract shall in no way relieve the Vendor from its warranty/guarantee responsibility.



41.2 The Vendor warrants that the Work performed under this Contract shall be free from material defects in material and workmanship, and shall conform all requirements of this Contract. Any Work corrected shall be subject to this section to the same extent as the Work initially provided.



41.3 Warranty is applicable to Third Party Suppliers, Vendors, Distributors and Subcontractors.  The Vendor shall ensure that the warranty requirements of this Contract are enforceable through and against the Vendor's suppliers; vendors; distributors; and Subcontractors. The Vendor is responsible for liability and expense caused by any inconsistencies or differences between the warranties extended to the City by the Vendor and those extended to the Vendor by its suppliers, vendors, distributors and Subcontractors. Such inconsistency or difference shall not excuse the Vendor's full compliance with its obligations under this Contract. The Vendor shall cooperate with the City in facilitating warranty related Work by such suppliers, vendors, distributors and Subcontractors.



Payment Card Industry Data Security Standard (“PCI-DSS”) Terms and Conditions



42. PCI-DSS Compliance



42.1 Definitions 



“Cardholder Data” or “CHD” refers to primary account number, cardholder name, expiration date, or service code, and security related information, including but not limited to, card validation codes/values, full track data PINS and PIN blocks, which are used to authenticate cardholders and/or authorize payment card transactions.



“Cardholder Data Environment” or “CDE” refers to the people, processes, and technology that store process, or transmit Cardholder Data or sensitive authentication data.



“Cardholder Data Services” means services provided by the Vendor to the City whereby the Vendor possess or otherwise store, processes, or transmits cardholder data on behalf of the City or to the extent that any service provided to the City controls or may impact the security of the City’s Cardholder Data Environment;



“Card Networks” means any payment brand, either Visa, MasterCard, American Express, or Discover; and



“Acquiring Financial Institution” means the entity that processes payment card transactions for the City and is defined by the payment brand as an acquirer.



42.2 Requirements



42.2.1 General Compliance Agreement.   The Vendor must maintain compliance with the requirements of PCI-DSS, as indicated in the responsibilities matrix found in the following Appendix.  









If the Vendor becomes aware of the fact that the Vendor is no longer PCI-DSS compliant, the Vendor will immediately provide the City with the steps being taken to remediate the non-compliant status.  In no event will the Vendor’s notification to the City be later than five (5) calendar days after the Vendor becomes aware of that the fact that the Vendor is no longer PCI-DSS compliant.



42.2.2 Responsibility Acknowledgement.  The Vendor acknowledges responsibility for the security of CHD that Vendor possess or otherwise stores, processes, or transmits on behalf of the City.  Furthermore, Vendor acknowledges responsibility for the security of CHD to the extent Vendor impacts security of the City’s CDE. 



42.2.3 Safeguards and Standard of Care.  Vendor agrees to implement and maintain reasonable security measures and safeguards to protect all CHD that Vendor possesses or otherwise stores, processes, or transmits on behalf of the City and to promote the security of CHD to the extent that Vendor may impact the security of the City’s CDE.  Vendor agrees to exercise reasonable care at all times in providing Cardholder Data Services.



42.2.4 Assessment.  Vendor will perform an annual PCI compliance assessment of its environment.  Vendor may perform the annual assessment against any version of the PCI-DSS that is valid at the time of the assessment.



42.2.5 Certification.  Vendor agrees to provide to the City, on an annual basis, and when applicable, a Report of Compliance (“ROC”) completed by an Internal Security Assessor or by an external Qualified Security Assessor, an Attestation of Compliance (“AOC”), or a Self-Assessment Questionnaire (“SAQ”).  Vendor agrees to provide to the City, on a quarterly basis, and when applicable, an ASV Scan Report Attestation of Scan Compliance.  If Vendor cannot demonstrate compliance through an ROC, AOC, or SAQ, then Vendor agrees to allow City’s QSA to perform an assessment of Vendor. 



42.2.6 Registration.  Vendor represents and warrants to the City that Vendor is a registered service provider with the Card Networks, where applicable, as of the date of this Contract.  Vendor agrees to maintain registration with the Card Networks through the term of this Contract.



42.2.7 Breach Notification.  If the event of any suspected, alleged, or confirmed loss, unauthorized disclosure, theft, or compromise of CHD or card transaction information relating to Cardholder Data Services or of any suspected, alleged, or confirmed breach, unauthorized access or intrusion of processes or systems which may impact the security of the City’s CDE, Vendor must immediately notify the City’s Chief Information Security Officer within 48 hours.  



42.2.8 Audits and Recordkeeping.  Vendor will create and maintain detailed, complete and accurate documentation describing the systems, processes, network components, security controls, and dataflow used to receive, transmit, store, and secure the City’s CHD.  Vendor agrees that the documentation will conform to the most current version of the PCI-DSS.



Upon reasonable advance written notice, Vendor agrees to permit the City and the City’s designees to conduct a review, during normal business hours, of the Vendor’s documentation, books, records, operations, and facilities and the individuals responsible for maintaining and monitoring any related system components and processes.



In addition, upon reasonable prior written notice, and as directed by any Card Network or Acquiring Financial Institution, Vendor agrees to permit any person acceptable to Card Network or Acquiring Financial Institution to examine or audit, during normal business hours, Vendor’s documentation, books, records, operations, and facilities and the individuals responsible for maintaining and monitoring any related system components and processes.



42.2.9 Data Ownership.  Vendor has no property interest in, nor may Vendor assert a lien on or right to withhold from the City, any data Vendor possesses or otherwise stores, processes, or transmits on behalf of the City.



42.2.10 Subpoenas, Warrants, Orders.  If Vendor is served with a warrant, subpoena, or any other order or request, from a government body or any other person for any record or files of the City’s data, Vendor will, as soon as reasonably practical, and not in violation of law, deliver to the City a copy of such warrant, subpoena, order, or request and will not, without the City’s prior written consent, comply with the same unless and until required to do so under applicable law.  



42.2.11 Indemnification.  In addition to all other indemnities, Vendor shall defend, indemnify, and hold the City harmless from any damages, claims, liabilities, costs, and expenses resulting from Vendor’s failure to be and to remain PCI-DSS compliant.  



IN WITNESS WHEREOF, in consideration of the terms, conditions, and covenants contained herein, or attached and incorporated and made a part hereof, the parties have executed this Contract by having their authorized representatives affix their signatures below.



		 (Vendor)





By

		

		City of Seattle





By



		

		Signature		Date





		

		

		Signature	Date







		

		(Printed Name)





		

		

		Liz Alzeer, City Purchasing and Contracting Director





		

		Title
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SMC MCIS 2.0 Replacement Project





1. Statement of Work and Specifications


Vendor shall deliver all services necessary to implement the proposed MCIS 2.0 solution, as well as the completion of all key deliverables outlined below. See Section 11: Proposal Format and Organization for response requirements.


Vendor shall prepare all deliverables specifically for MCIS 2.0 Replacement Project context, including SMC specific configuration, business and technical practices. 


1.1. [bookmark: _Toc508088798][bookmark: _Toc508301262][bookmark: _Toc509154278]General Requirements


1.1.1. Project Delivery Model 


Vendor shall provide a complete, turnkey MCIS 2.0 solution. Vendor shall provide software licenses, configure the solution, customize as necessary and provide training. Vendor shall be responsible for the solution design, implementation and support. The City will support the implementation in close coordination with the Vendor.


1.1.2. [bookmark: _Toc508088799][bookmark: _Toc508301263][bookmark: _Toc509154279]Project Deliverable Acceptance


For each deliverable listed in this SOW, the selected Vendor shall provide a deliverable expectation document (DED) in a format mutually agreed upon between the Vendor and the City. Work performed on deliverables without a City-accepted DED is at the Vendor’s risk.


A deliverable may be submitted for final review when the Vendor, in good faith, believes all requirements for that deliverable have been met, after all City feedback on any required draft deliverables has been addressed, and if in alignment with agreed upon timings. For deliverables the City solely determines are eligible for final deliverable review, the City shall have no less than fifteen (15) full business days to either accept the deliverable or provide written deliverable feedback to the Vendor, which the Vendor shall be required to address completely and comprehensively prior to resubmission.


1.1.3. [bookmark: _Toc508088800][bookmark: _Toc508301264][bookmark: _Toc509154280]Project Management


Vendor shall provide project management services for the complete project lifecycle, working with City’s assigned Project Manager and project team. Project management services include managing Vendor staff and coordinating with the City Project Manager and staff. The City requires the following project management activities:


Confirm project goals and objectives;


Define project team roles and responsibilities (including assigned City resources), complete and maintain a resource plan;


Prepare a detailed, baselined and resource loaded project plan identifying tasks, resources, dependencies, milestones and deliverables (including deliverable submission and review activities);


Prepare a communications plan; prepare on-going status reports and conduct recurring meetings;


Prepare a baseline risk plan with mitigation plans; perform on-going risk management activities;


Prepare an issue resolution process and issue log; perform on-going issue management activities;


Prepare a quality assurance plan (including the Vendor’s deliverable acceptance approach); perform on-going quality assurance activities; and


Establish a change request/change control process; manage on-going change items.


Vendor shall, in its proposal, describe the proposed project management approach and methodology including the project management tool(s) the Vendor proposes to use.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997408][bookmark: _Toc509123618]Project Management Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Project Charter


			Description of SMC’s business needs and how the project deliverables align with those needs; serves as a tool for maintaining a common understanding of the project’s purpose and high level scope for all stakeholders.


			Once





			Project Management Plan


			Detailed description of how the project will be managed (e.g., executed, monitored, controlled); describes and provides guidance for specific activities such as management of schedule, cost, risk, staffing, change control, communications, quality, releases and deployments; describes all project management methodologies and standards to be employed; describes project metrics, including measurement methods.


			Once, then update as needed








			Project Schedule and Work Breakdown Structure (WBS)


			Detailed description of the project work plan (e.g., activities, WBS, critical path, etc.) accompanied by a detailed project schedule that adheres to project planning best practices (e.g., granular tasks, dependency and effort driven, etc.); project schedule shall be managed in MS Project.


			Once, then update weekly





			Vendor Resource Schedule


			Detailed plan for deployment and management of project resources; must be synchronized with the project schedule.


			Once, then update as needed





			Risk and Issue Management Plan


			Comprehensive plan for risk and issue management including identification, assessment, and mitigation and issue resolution processes.


			Once, then update weekly





			Risk Log and Issue Log


			List of risks and issues that may impact achievement of project objectives, schedule or budget; includes current status, level of impact, and mitigation or resolution strategy for each.


			Weekly reports





			Decision Log


			List of requested and resolved project decisions with supporting details.


			Weekly reports





			Change Control Process


			Description of the process for identifying, assessing, reporting, and escalating change requests through an agreed upon governance process between the City and Vendor.


			Once, then update as needed





			Quality Assurance Plan


			Detailed plan for assuring high quality of all deliverables and solution artifacts; includes quality assurance of software assets, deliverables and project processes.


			Once, then update as needed





			Deliverable Expectations Documents


			Description of the contents, organization and acceptance criteria for each deliverable; provided for City approval prior to development of the subject deliverable.


			Once for each deliverable





			Project Status Reports and Status Meetings


			Description of activities performed during the reporting period, activities for the next reporting period, risks and issues; quality control updates; reviewed in the weekly status meeting. Status reports shall include specific reporting metrics for design, configuration, development and testing progress. 


			Weekly








1.1.3.1. [bookmark: _Toc508088801][bookmark: _Toc508301265][bookmark: _Toc509154281]Project Plan and Schedule Management 


Vendor shall, in its proposal, provide a Gantt chart highlighting key tasks and milestones and shall provide a list of proposed resources as described in the embedded document below:








1.1.3.2. [bookmark: _Toc508088802][bookmark: _Toc508301266][bookmark: _Toc509154282]Risk and Issue Management


Risk and issue management will be a top priority for the City throughout the MCIS 2.0 Replacement Project implementation. Risks and issues are defined as follows:


Risks:  adverse events that may occur, and may affect one or more objectives, or outcomes of the project in the future.


Issues:  adverse events or circumstances that are occurring or have occurred and are currently affecting one or more objectives or outcomes of the project. Issues may or may not be related to a previously identified risk.


Vendor shall work collaboratively with the City to effectively track and manage all project issues, including measurement of the project impact for each issue and timely determination of reasonable resolution options.


Vendor shall, in its proposal, describe the proposed approach for identifying and managing risks and issues; Vendor shall provide representative examples of risks managed (with mitigation strategies) from previous projects similar to the MCIS 2.0 Replacement Project.


1.1.4. [bookmark: _Toc508088803][bookmark: _Toc508301267][bookmark: _Toc509154283]Requirements Validation and Design Specifications 


Vendor shall validate all requirements with the City. Where system components require customization, Vendor shall work collaboratively with the City to perform design activities as described in the following sections.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997409][bookmark: _Toc509123619]Requirements Validation & Design Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Validated Requirements Traceability Matrices (RTMs)


			Updated Functional and Technical RTMs with clarifications and updates as required.


			Once, then updated as needed





			Design Document


			Design specifications for reports, forms, workflows and customizations.


			Once, then updated as needed








1.1.4.1. [bookmark: _Toc508088804][bookmark: _Toc508301268][bookmark: _Toc509154284]Requirements Validation


Vendor shall work collaboratively with the City and SMC subject matter experts to conduct requirement validation activities to confirm the business needs and refine the requirements (see Appendix C and Appendix D embedded within Appendix A Proposal Response inside Section 11.3 of the RFP) to ensure clarity, completeness, fitness for purpose and testability. Vendor shall update and maintain the requirement deliverables throughout the MCIS 2.0 Replacement Project based on changes accepted by the City.


Vendor shall, in its proposal, describe the proposed approach for requirements validation.


1.1.4.2. [bookmark: _Toc508088805][bookmark: _Toc508301269][bookmark: _Toc509154285]Design 


Vendor shall prepare design specifications for MCIS 2.0 components including reports, workflows, forms and customizations. Vendor shall work collaboratively with the City to prepare design specifications. Such specifications shall be of sufficient detail to guide subsequent development activities and serve as a baseline for testing.


Vendor shall, in its proposal, describe the proposed approach to system design; Vendor shall describe anticipated customization in the proposed MCIS 2.0 solution. 


1.1.5. [bookmark: _Toc508088806][bookmark: _Toc508301270][bookmark: _Toc509154286]Configuration and Development


The City prefers the use of iterative and test driven approaches for configuring and developing MCIS 2.0 components.


Vendor shall work collaboratively with the City to prepare the solution build plan to document the approach for configuration and development. Vendor shall work collaboratively with the City to configure the solution per the approved functional and technical requirements. Vendor shall work collaboratively with the City to develop MCIS 2.0 components as specified in the approved design specifications. Vendor shall continuously integrate MCIS 2.0 components as those components are configured and developed. Vendor shall maintain a current configuration management plan throughout the project lifecycle.


Vendor shall, in its proposal, describe the proposed approach for configuration and development; Vendor shall in particular describe its proposed processes for build management (including configuration) and for tracking the backlog of activities to be completed and tracking progress against that backlog.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997410][bookmark: _Toc509123620]Configuration and DevelOpment Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Solution Build Plan


			Comprehensive plan for activities, roles, responsibilities, management, and governance of configuration, development and integration activities.


			Once, then updated as needed





			Configuration Management Plan


			Guidelines for documenting and managing change for each infrastructure and application component of MCIS 2.0; includes the initial MCIS 2.0 configuration with continuous updates provided.


			Once, then updated as needed





			Solution Artifacts


			All artifacts created as a result of the configuration and development of MCIS 2.0; includes source code, configuration files, database definitions, automated test scripts, build scripts and other software related assets.


			Once, then updated as needed





			Solution Architecture Design 


			Document covering the five major capabilities (business, information, application, technology, and security) with the objective to drive the development, achieving business needs and aligning to the City of Seattle’s Architecture


			Once, then updated as needed








1.1.6. [bookmark: _Toc508088807][bookmark: _Toc508301271][bookmark: _Toc509154287]Data Migration 


The City requires the migration of data from MCIS 1.0 to MCIS 2.0. The following table describes the data to be migrated:


[bookmark: _Toc507997411][bookmark: _Toc509123621]Data Migration Information


			Category


			Information





			Database – Size


			90GB





			Database – Total Record Count


			~500,000,000





			Database – Total Table Count


			1,110





			Database – Average Columns per Table


			~10





			Database – Years of Accumulated Data


			32 years





			Cases – Source Type


			Informix Database





			Cases – Count


			~4,500,000 cases





			Case Documents – Source Type


			Majority PDF, but varies.





			Case Documents - Quantity


			~7,000,000





			Case Documents – Total Size


			~6.5TB








The MCIS 1.0 data structure is further described in the following embedded documents:  Appendix H – MCIS 1.0 Data Dictionary and Appendix I – MCIS 1.0 Entity Relationship Diagram. To open the embedded documents, double click on the icon.














Vendor shall work collaboratively with the City to create and document mappings from source MCIS 1.0 data and documents to MCIS 2.0 equivalents. Vendor shall prepare data migration scripts including any required transformations. Accurate and complete migration of MCIS 1.0 data is critical for the City to fulfill its records management obligation for active and closed cases; Vendor shall work collaboratively with the City to thoroughly test the MCIS 2.0 data migration including performing iterative full mock data migrations. Vendor shall work collaboratively with the City to perform test data migrations as required to support all phases of overall MCIS 2.0 testing.


The City will provide further detailed documentation on MCIS 1.0 source data as requested by Vendor to prepare the Data Migration Plan. The City will conduct cleansing of MCIS 1.0 data consistent with specifications included in the Data Migration Plan. Vendor shall support the City in data cleansing activities.


Vendor shall, in its proposal, describe the proposed approach and methodology for data migration; Vendor shall describe criteria and methods used to measure the completeness and success of the data migration; Vendor shall state in its approach any scope boundaries or assumptions related to data migration and data cleansing by the City and by Vendor.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997412][bookmark: _Toc509123622] Data Migration Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Data Migration Plan


			Comprehensive description of approach to data migration including the scope of data to be migrated, MCIS 2.0 Replacement Project schedule dependencies, data cleansing considerations, exception processing and the data migration test approach.


			Once, then updated as needed





			Data Mapping


			Describes the table and field level data transformation from MCIS 1.0 (the source) to MCIS 2.0 (the target).


			Once, then updated as needed





			Data Migration Components


			Scripts or other software assets used to conduct the data migration.


			Once, then updated as needed








1.1.7. [bookmark: _Toc508088808][bookmark: _Toc508301272][bookmark: _Toc509154288]Testing 


The City requires the following test types to be utilized to assure MCIS 2.0 is delivered consistent with requirements and specifications and ultimately achieves its objectives. The Vendor may propose additional testing requirements and specifications to enhance the quality of MCIS 2.0.


[bookmark: _Toc507997413][bookmark: _Toc509123623]Required Test Types


			Test Type


			Description





			Unit Testing 


			Tests individual MCIS 2.0 application components. 








			System Testing


			Tests higher-level system components as integrated modules (including the full MCIS 2.0 solution) to ensure successful interaction of all components contained within the tested module.


Successful completion of System Testing is required prior to User Acceptance Testing.





			Interface Testing


			Tests interfaces with systems external to MCIS 2.0.


Requires the City to establish support and test logistics with external organizations interfacing with MCIS 2.0.





			Performance and Load Testing


			Tests responsiveness and stability of MCIS 2.0 under both typical and extreme workloads.


Includes load testing and stress testing.





			Disaster Recovery Testing


			Tests MCIS 2.0 conformance with business continuity objectives by testing the ability of the system to failover and/or be restored from backup.





			Security/Penetration Testing and Vulnerability Scanning


			Tests for security or privacy vulnerabilities that could result in unintended access to information or be leveraged by malicious actors to violate the integrity of the system.





			Regression Testing


			Tests for defects in unchanged components that may be introduced as a result of changes to other MCIS 2.0 components.





			User Acceptance Testing (UAT)


			Tests end-to-end business processes and intended solution function from an end-user perspective.


Performed by the City with Vendor provided support.





			Post-Deployment (“Smoke”) Testing


			Tests successful deployment and basic functionality of releases to production.








Vendor shall work collaboratively with the City to prepare the Master Test Plan. Vendor shall conduct testing as described in Table 6. The City will participate and support in testing activities. Vendor may include additional testing types in its proposal.


The City will conduct UAT with support from Vendor. The City intends to include SMC staff at all levels in the organization and representing all relevant functions and processes as participants in UAT. Vendor shall prepare UAT scripts. The City may update or extend the vendor provided UAT scripts. 


Vendor shall support the City and/or a third-party security vulnerability vendor in remediating security defects, as determined by the City.


Vendor shall be responsible for defect management – see Section 1.1.7.2 of this document for details.


Vendor shall, in its proposal, describe the proposed testing strategy; Vendor shall describe the proposed execution of testing and how it will be managed and tracked against entry and exit criteria for project phases; Vendor shall identify and describe any testing tools that will be used (e.g., automated testing); Vendor shall describe the proposed method for security/penetration and testing. 


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997414][bookmark: _Toc509123624]Testing Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Master Test Plan 


			Description of the overall strategy for MCIS 2.0 testing; includes test methods and tools, defect management and reporting approach and requirements traceability considerations. The Master Test Plan shall define defect severity levels and exit criteria for such severity levels.


			Once





			Test Cases


			An inventory of all MCIS 2.0 tests required to meet the objectives set forth in the Master Test Plan; includes instructions for test execution and expected behavior/outcomes for each test case.


			Once for each phase/release





			 Test Results


			Log of all executed test cases; includes date of execution, defects discovered and retest cycles and results.


			Once per testing cycle





			Test Progress and Defect Report


			Summary level report of testing progress and defects (categorized by severity); includes defect level and testing backlog trends.


			Weekly reports





			Penetration Test and Plan


			1. Penetration Test Plan- documents the penetration testing strategy, methodology, targets, boundaries and tools used


2. Vulnerability Assessment Report & Remediation Plan- documents findings and actionable remediation items and fix dates


3. Retest to validate fix actions


4. Letter of Attestation validating the actions above (1)-(3)


			Once, then done as needed








1.1.7.1. [bookmark: _Toc508088809][bookmark: _Toc508301273][bookmark: _Toc509154289]Test Cases


Accurate, reliable and responsive performance of MCIS 2.0 will be essential for SMC‘s operations. The City requires MCIS 2.0 test cases be designed consistent with the criticality of SMC’s mission and industry standards. Test case characteristics should include:


Alignment with higher-level test scenarios and clear traceability to requirements, design, and other appropriate system elements.


Clear identification of all preconditions required to execute the test case and all outputs required to determine pass/fail status for the test case.


Description of any required technical environment components and/or configurations necessary to execute the test case.


Clear understanding of dependencies between test cases.


Vendor shall work collaboratively with the City to develop and execute a comprehensive set of test scripts (manual and automated) across all MCIS 2.0 functions.


Vendor shall, in its proposal, describe the proposed test case development approach; Vendor shall provide an example of a test script previously used on another project similar to MCIS 2.0 Replacement Project. 


1.1.7.2. [bookmark: _Toc508088810][bookmark: _Toc508301274][bookmark: _Toc509154290]Defect Management


Vendor shall conduct all aspects of defect management and remediation. Vendor shall provide full visibility of defect identification and remediation.


Vendor shall, in its proposal, describe the proposed approach for defect tracking and remediation; Vendor shall identify and describe the proposed defect management tool. 


1.1.8. [bookmark: _Toc508088811][bookmark: _Toc508301275][bookmark: _Toc509154291]Application Deployment 


MCIS 2.0 will be a mission-critical application for SMC operations and for citizens of the City. As such production deployment of the application must be rigorously managed to minimize risks to business operations and to maintain the integrity of SMC’s data.


Vendor shall work collaboratively with the City to deploy the MCIS 2.0 application and supporting application components in each of the environments specified in the approved Infrastructure Plan deliverable. Vendor shall perform all required data initialization and data migration tasks as part of each deployment. Vendor shall prepare detailed plans for review and approval by City for each incremental deployment of MCIS 2.0 in the UAT, production and any other similar pre-production environments prior to the actual deployment. Vendor shall support the City to deploy production application components in City managed environments.


Vendor shall provide on-site production support for the primary production deployment of MCIS 2.0. Vendor shall provide on-site production support for other production deployment phases as specified in the Release and Implementation Management Plan. Vendor provided on-site support shall be in addition to on-call support provided under Software Maintenance and Support.


Vendor shall, in its proposal, describe the proposed deployment approach; Vendor shall describe any release automation tools and methods to be used as part of the deployment approach; Vendor shall describe activities to be conducted by Vendor and the City during post deployment production support period; Vendor shall describe support levels provided for on and off site support of production releases; Vendor shall provide weekly pricing for on-site production support in its Price Proposal.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997415][bookmark: _Toc509123625]Application Deployment Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Release and Implementation Management Plan


			Standard processes for the promotion and deployment of the application in all specified MCIS 2.0 technical environments; includes contingency (i.e., rollback) plans should a deployment need to be terminated or reversed.


			Once, then updated as required





			Production Cutover Plan


			Plan that prescribes required activities, responsibilities, dependencies, contingencies, and go/no-go decisions for cutovers and deployment to production; includes plans for rehearsal cutovers; includes detailed checklists for all required activities.


			Once per release





			Production Cutover Report


			Document that contains the completed production deployment checklist for the primary MCIS 2.0 production cutover; includes lessons learned from the production cutover.


			Once





			Release Notes


			Describes all changes or enhancements made to the system in a production release.


			Once for each release











1.1.9. [bookmark: _Toc508088812][bookmark: _Toc508301276][bookmark: _Toc509154292]Organizational Change Management (OCM)


MCIS 1.0 provides essential support for most SMC business processes. MCIS 1.0 further provides critical information to agencies and other entities which interact with SMC. The transition to MCIS 2.0 will introduce significant change for all impacted stakeholders. The City requires comprehensive and methodical planning to minimize disruptions to SMC operations, maximize the benefits of MCIS 2.0 innovations and ensure user adoption. The City will lead the OCM workstream and Vendor shall provide key input to the OCM processes and deliverables. 


Vendor shall work collaboratively with the City to prepare an OCM Plan. Vendor shall support City staff in the execution of the plan.


Vendor shall, in its proposal, describe its approach to OCM; Vendor shall describe lessons learned from previous implementations of applications similar in scope and purpose to MCIS 2.0 Replacement Project.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997416][bookmark: _Toc509123626]OCM Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			OCM Plan


			Detailed plan for managing organizational changes resulting from MCIS 2.0; includes stakeholder identification, business impacts, and recommendations for managing change and for communicating project benefits and planned business process impacts.


			Once, then update as needed








1.1.9.1. [bookmark: _Toc508088813][bookmark: _Toc508301277][bookmark: _Toc509154293]Training 


MCIS 2.0 will have approximately 250 end users each of whom will require training to effectively use the application. SMC will also require training for designated staff to administer, configure, extend and otherwise fully support MCIS 2.0. The City requires that training be tailored and specific to SMC’s configured MCIS 2.0. The City further requires training be presented in a relevant City of Seattle business context which includes the impact of new business processes resulting from MCIS 2.0.


Vendor shall work collaboratively with the City to prepare a comprehensive training plan for all end-users and systems administrators of MCIS 2.0. Vendor shall prepare training curriculum for each module defined in the training plan. Vendor shall deliver MCIS 2.0 training sessions as specified in the approved training plan. 


Vendor shall, in its proposal, describe the proposed training approach; Vendor shall provide assumptions (e.g., type and number of training sessions) used to determine training costs as specified in the Price Proposal – Appendix E embedded within Appendix A Proposal Response inside Section 11.3 of the RFP; Vendor shall describe training approaches used on previous projects similar to MCIS 2.0 Replacement Project and the results of such training.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc506139636][bookmark: _Toc507997417][bookmark: _Toc509123627]Training Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Training Plan and Curriculum


			Comprehensive plan describing training needs, the training approach, and prerequisites for each impacted function; includes logistic (e.g., facilities) requirements, training schedules and training evaluation methods to measure the effectiveness of MCIS 2.0 training.


			Once





			Training Materials


			Course outlines and supporting end user and systems administrator documentation; includes training scenarios and data required to support hands-on MCIS 2.0 training.


			Once, per training module





			Completion Validation Report


			Report that documents all MCIS 2.0 training sessions conducted, training attendees, training evaluation results and other relevant information available at the conclusion of training phase of the project.


			Once








1.1.9.2. [bookmark: _Toc508088814][bookmark: _Toc508301278][bookmark: _Toc509154294]Knowledge Transfer 


Continuous knowledge transfer is key to the City’s ability to independently administer, maintain and enhance MCIS 2.0 post-implementation. The City expects knowledge transfer to occur continuously throughout the project. Knowledge transfer will be deemed successful when SMC support staff is able to maintain and support MCIS 2.0 at a level that meets or exceeds target service level agreements (SLAs).


Vendor shall work collaboratively with the City to prepare the Knowledge Transfer Plan. Vendor shall facilitate direct participation of City staff working with members of the Vendor’s team to perform project tasks thereby accelerating knowledge transfer outcomes. Vendor shall develop the Knowledge Transfer Plan tailored to the MCIS 2.0 specific solution, including creation of City-specific knowledge transfer documentation, and include a process to evaluate the success of knowledge transfer using objective measures. 


Vendor shall, in its proposal, provide a detailed description of the proposed approach and methodology for knowledge transfer.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997418][bookmark: _Toc509123628]Knowledge Transfer Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Skills Inventory


			Map of skill sets required to support MCIS 2.0 with skill sets possessed currently by assigned City staff; identifies existing skill gaps.


			Once





			Knowledge Transfer Plan


			Comprehensive plan to prepare City technical staff to effectively support the MCIS 2.0.


			Once, then updated as needed





			Knowledge Transfer Progress Reports


			Current status and progress of knowledge transfer activities; includes constraints (e.g., staff availability) encountered during knowledge transfer.


			Included in Weekly Status Reports





			Knowledge Transfer Completion Validation Report


			Description of the final status of knowledge transfer as observed at the conclusion of the implementation of MCIS 2.0; identifies support areas requiring additional knowledge acquisition with supporting recommendations.


			Once 





			Standard Operating Procedures 


			Standard and recurring tasks to be followed for technical monitoring and support of MCIS 2.0; designates responsibility (Vendor or City) for each such task.


			Once, then updated for each release








1.1.10. [bookmark: _Toc508088815][bookmark: _Toc508301279][bookmark: _Toc509154295]Software Maintenance and Support


The City requires proactive maintenance of the MCIS 2.0 solution and support for resolution of issues that may occur during production MCIS 2.0 usage.


The City requires MCIS 2.0 software be maintained in a manner consistent with legal mandates, operational imperatives and technical platform currency. The City further requires that MCIS 2.0 software maintenance not disrupt court operations. The successful implementation of the maintenance and support operations is vital for the City so that business operations do not impact the community. MCIS 2.0 software maintenance and support shall be provided collaboratively by City and Vendor staff.


Vendor shall provide comprehensive services to support the City to manage and maintain the production MCIS 2.0 application software and supporting infrastructure. Vendor shall support the City to pro-actively maintain the solution for a period of five (5) years after go-live, with options to extend. Vendor shall use appropriate tools, documented procedures, protocols and control mechanisms that ensure continuous system availability and include close coordination with City technical staff. Vendor shall work collaboratively with the City to upgrade all MCIS 2.0 solution components as necessary and to ensure all production level software components remain in support from the respective component providers and are no more than two major release levels behind the most recent generally available version of the component. 


The City will provide first level support for MCIS 2.0 users. Vendor shall provide second level support for resolution of issues that may occur during production MCIS 2.0 usage. Vendor shall provide such support as specified in the Service Level Agreement (SLA).


The City and the selected Vendor shall negotiate final support levels during contract negotiations.


Vendor shall, in its proposal, describe the proposed Software Maintenance and Support approaches; Vendor shall, in its proposal, include the proposed SLA terms for MCIS 2.0 support; SLA shall include support terms required for MCIS 2.0 to sustain its mission critical role for SMC operations; SLA shall include designated response and resolution times for specific severity levels; SLA shall include overall minimum system availability levels (e.g., 99.x%); Vendor shall include SLA terms for each deployment option (e.g., on premise, software-as-a-service, etc.) if multiple deployment options are proposed; Vendor shall, in its proposal, include applicable Software Maintenance Agreement terms for any software products provided by the Vendor as part of this MCIS 2.0 Replacement Project proposal.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997419][bookmark: _Toc509123629]Software Maintenance and support Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Service Level Agreement


			Defines the level of service expected from the service provider. 


			Once





			Monthly Support Status Reports


			Provides a log of all reported vendor support incidents for the completed month and provides status of any and all maintenance activities, system changes and remediation affected. 


			Monthly





			Disaster Recovery Plan


(If Applicable)


			Documents the strategy, processes and procedures to recover IT infrastructure and data in the event of a disaster. This document is expected to align with the City’s Business Continuity Plan.


			Once, then updated as needed





			Incident Response Plan


			Documents the strategy, processes and procedures for the timely detection of and responses to the effects of an information security incident.


			Once, then updated as needed








1.2. [bookmark: _Toc508088816][bookmark: _Toc508301280][bookmark: _Toc509154296]Functional Requirements 


Vendor shall, in its proposal, provide an overview of key functional capabilities of the proposed solution and why such functionality is an optimal fit for MCIS 2.0.


Vendor shall, in its proposal, provide responses to each of the functional requirements enumerated in the Functional Requirements Traceability Matrix (RTM) provided in Appendix C embedded within Appendix A Proposal Response inside Section 11.3 of the RFP.


1.2.1. [bookmark: _Toc508088817][bookmark: _Toc508301281][bookmark: _Toc509154297]Core Business Processes


The City intends to both improve business outcomes and reduce project implementation complexity by leveraging the proposed solution’s inherent process models wherever possible as opposed to customizing the MCIS 2.0 core solution to accommodate existing SMC business processes. 


Vendor shall work collaboratively with the City to provide an MCIS 2.0 solution that supports all SMC core business processes by leveraging robust business process and workflow management. Table 13 outlines SMC’s high-level core business functions.


Vendor shall, in its proposal, describe how the proposed solution will support the functions listed in the table below; Vendor shall describe how the proposed solution will reduce dependencies on paper and generally improve business process efficiency; Vendor shall use representative use cases (up to 10 use cases) and highlight out of the box functionality where applicable to demonstrate how the proposed MCIS 2.0 solution will fulfill these core functions. 


[bookmark: _Toc507997420][bookmark: _Toc509123630]Core Court Functions


			Section and Business Area





			Manage Case:  Criminal, Infraction, Civil, Non-Traffic, Parkers





			Create Citation/Case


			Create Citation/Case focuses on the activities of creating a citation and/or a case. This capability is broad in scope and covers Criminal, Infraction, Parking and Civil cases. 


Citations are created for “parking” type tickets. Cases are created for Criminal, Infraction and Civil matters filed in the Court.





			Receipt of Payment (fine/fees, posting bail or bond)


			In criminal matters, the Court manages payments received from defendant posting bail payments for a party arrested, and/or in custody. A defendant who is placed in custody may, by Order of the Court, be allowed to have a Bail Bond Company post a bail bond at the jail to release the defendant (as opposed to cash or bank check). Whether a defendant is in custody or not, upon entry of a criminal judgment that includes a monetary penalty, payments are made to the Court. 


In non-criminal matters, a defendant may submit a payment for a citation or ticket, as payment in full or a partial payment (if partial, the defendant makes arrangements for time pay or community service for the remainder due). A defendant may also submit a payment and request a court hearing (non-criminal type cases only) at the same time. When this occurs, the Clerk schedules a hearing and applies the payment, which is held in a bail trust account until the hearing date.


In either criminal or non-criminal matters, the Court receives payments via multiple methods/sources: (1) in person, (2) mail in, (3) online (requires a fee), (4) Neighborhood Service Centers, (5) Phone-Interactive Voice Response (IVR) (6) the City Treasury, and (6) contracted collection agency.





			Payment Management


			The Court creates and manages defendant’s financial obligations using reports to determine compliance, non-compliance, overpayments, etc. The Court also researches unmatched and unidentified payments received (e.g. pay or didn’t identify what they’re attempting to pay). This may include moving funds when entered in error (i.e. wrong case, wrong fee allocation). 


If the Court receives an overpayment when a defendant pays a fine, the cashier issues a refund check to the defendant or approves a payment card chargeback. In some cases, if it can be determined the defendant owes money on another obligation, the cashier may apply an overpayment to the other obligation.


An action may occur due to compliance or non-compliance (e.g. the system automatically closes a case if paid in full, or may send a delinquent notice if not in compliance).





			Time Pay/Community Service


			A defendant may make a request to set a time payment agreement to pay his/her fines/fees due. Upon agreement of the terms, the defendant gets a copy of the agreement and the clerk enters the agreement into the case record. Agreements may be superseded by new agreements with additional fines/fees from new cases. Agreements are “closed” by clerks or by batch programs when overdue.


In lieu of fines/fees due to the Court, a defendant may request to convert dollars to hours performing community service. The Court works with local charitable and non-profit organizations who allow defendants to work for them; the defendant notifies the Court of the hours completed.


The rate of pay is equivalent to the City’s minimum wage amount. Credit for the fines/fees due is converted into community service hours completed, upon the clerk’s confirmation of completion. 





			Delinquent Tickets


			The Court may initiate the delinquency process when a defendant doesn’t respond to the Court by requesting a hearing or making a payment after receiving a citation/infraction/parking ticket, or order of the Court on a criminal conviction. The process may initiate a notice to Department of Licensing (DOL), a hearing scheduled, a warrant issued, or placing defendant in custody.





			Collections (Internal/External)


			When a defendant owes money to the Court but fails to pay, the debt may be assigned to a contracted collection agency, or multiple third-party collection agencies, to attempt collection of the fines/fees. Criminal fines/fees are sent manually; infraction fines/fees are sent electronically. The Court retains ownership of the debt and may recall an account at any time. Infractions suspending a driver’s license are routinely recalled as a relicensing policy. 





			Scofflaw 


			If a vehicle has four or more unpaid parking tickets, the debt is referred to a contracted collection agency. The vehicle’s information (i.e. license #, make, model, etc. if available) is placed on the Scofflaw List. The registered owner is notified via first class mail, or by a notice placed on the vehicle, of how to remedy the situation. If the vehicle is parked in the City, and a City Parking Enforcement Officer encounters the vehicle, a “Boot” may be placed on the vehicle. 


Note:  The boot cannot be removed until the tickets assigned to the Collection Agency are paid in full (or a payment agreement with the Collection Agency has been established) and the boot removal fee is paid. If no payment or arrangement is made within 48 hours of boot placement, the vehicle may be impounded. The vehicle owner may request a scofflaw hearing to challenge the boot/impound.





			On-Vehicle Noticing (OVN)


			The City contracts with PayLock LLC to provide License Plate Recognition (LPR) equipment used by Parking Enforcement Officers (PEOs) to identify vehicles/plates on several “hit lists”. One list consists of vehicles with three parking tickets in collections; PEOs place a “courtesy notice” on vehicles, informing the driver that one more ticket in collections will make the vehicle eligible for immobilization by a “boot” device. Another list consists of vehicles (for which the Court lacks owner information) with four or more tickets in collections; PEOs place a notice warning the driver that the vehicle will be eligible for immobilization by a “boot” device after 30 days if the tickets remain unpaid.





			Returned Checks


			When a court issued check (e.g. restitution recipient) is returned to the Court (e.g. wrong address), the clerk must research to determine if a different address or contact information can resolve the check returned issue, and if so resend or contact the party.


If the check is returned to the Court as unclaimed, or undeliverable, it may become unclaimed property when the Court has exhausted all attempts to locate the defendant, pursuant to state law.





			Warrants


			Upon order of the Court, a warrant may be issued for the arrest of a citizen. The warrant is entered directly into WACIC by court staff and placed in the court file. Once a warrant is issued, depending on what occurs on the case, it may be cancelled, served, quashed or returned. The status provides the information needed when a defendant is apprehended, appears in person at the courthouse, or turns self into the King County Jail.


The Court policy authorizes a “Warrant Sunset” procedure. When a case is in pre-conviction status, it may qualify to be administratively quashed. The Court works with the City Attorney’s Office to determine if, and when, a warrant qualifies. If it is determined a case has a warrant that qualifies for “Warrant Sunset”, the warrant is quashed, all charges on the case are dismissed, and the case is closed. 





			No Contact Orders


Note: No Contact Orders are under the Protection Order sub-category on the requirement document


			Upon order of the Court, No Contact Orders are issued between the Court and a defendant, ordering a defendant to have no contact with someone or someplace. All No Contact Orders are entered directly into WACIC by court staff and placed in the court file.


No Contact Orders include all Protection Orders issued at SMC (e.g. No Contact, Anti-Harassment, Sexual Assault, etc.). 





			Bail Exoneration (Cash Bail Refund/Bail Bond Exoneration)


			In criminal matters, if a bail bond or cash payment is posted to release a defendant from custody, a Judicial Officer determines when it is exonerated or refunded. The Bail Bond Company, or private citizen who posted the bail, is released from liability for the defendant’s appearance in court when the bail bond or cash bail payment is ordered returned by the Judicial Officer. If the defendant does not appear for the scheduled hearing, the Judicial Officer may forfeit the bail. If bail is forfeited to the Court, a Judicial Officer may reinstate the bail at a later date if the defendant appears in court. Parties may also order any cash bail held by the Court be applied to other monetary obligations owed by the defendant.


In non-criminal matters, if cash bail is held for a defendant who also requested a hearing date, a Judicial Officer determines if all or part of the payment may be applied to the citation or ticket as payment of the violation. If the Judicial Officer determines that only partial payment is due, the remainder is refunded to the Bail Bond Company, or private citizen who posted the bail. If the defendant doesn’t appear for the hearing, the posted bail money is applied to the citation or ticket, and the citation or ticket is marked as committed, and closed. 





			Appeals


			When a defendant doesn’t agree with the Judicial Officer’s decision regarding the disposition of the case, or an individual ruling of a motion, the defendant may appeal the decision to the Superior Court within the County. The Rules of Appeal of Decisions of Courts of Limited Jurisdiction (RALJ) must be followed by the defendant, and the Clerk of the Court. One rule outlines when a case is “stayed” (i.e. on hold), meaning the case “time clock” is stopped, and some case activity is on hold during the appeal process.





			Seal Case





			Per General Court Rule 15 (GR15), a Judicial Officer may, when an Order to Seal is filed, grant the sealing of a document or of an entire file -- this action may happen at any time on a filed case. When this occurs, GR15 authorizes who has access and when. Upon sealing, the Order to Seal becomes a public document; the sealed document or case is not available to the public.





			Disposition/Adjudication





			When the Judgment and Sentence is entered on a criminal matter or civil matter or an infraction, the case must reflect the outcome of all charges, the imposed conditions, and the outcome of the entire case. Some of this information is shared with internal and external stakeholders.


Dispositions entered on charges and cases is sent to the AOC, the DOL and the WSP through data exchanges.





			Garnishment





			When a party owes fees or fines, and the debt is delinquent, the Court’s collections contractor may ask the Court’s permission to file a garnishment in King Co District Court. A criminal case is assigned a case status of “GARN”, an infraction citation is assigned a citation status of “G”, as an indicator to all staff of the legal action pending, and no action is allowed on the case.


The Collection Agency sends the Court a pdf file of the legal documents (abstracts) needing signature, which when signed by a manager are returned to the Collection Agency to file at KCDC.





			Compliance (monetary)


Note:  Requirements regarding reports, notices, notifications can be found the Reports, E-Forms and Workflow sub-categories on the requirement document


			Financial Compliance clerks monitor reports and send notices to delinquent defendants. Financial Compliance clerks send status reports to the appropriate courtroom if a criminal defendant has failed to make payments or establish payment arrangements. If a Probation Officer is assigned to a defendant/case, the status report is sent to the Probation Officer to be forwarded to the courtroom after assessing the non-monetary status. Many of these processes are currently automated. 





			Manage Party/Person





			Demographic Information


			Managing information for a person’s address, address history, phone number, job location, email address, social media, etc.





			Identification Information


			Managing information about a person’s driver’s license number and state (including driver’s license numbers history), race, gender, eye color, date of birth/death, etc.





			Person Alerts/Case Flags


			Alerts may be for their safety or concerns for a person or the court staff (e.g. has an ADA need, or someone was hostile last time in the office). Alerts may be used to notify the clerk working on a case or party record that something is needed (e.g. notify a party that they must provide a current address or phone number).


Flags for a person are related to something pending in a court case file, such as an Active Warrant or Protection Order. A Flag may also be case related, such as the party on the case filed an Affidavit of Prejudice, or something on the case is about to happen, such as the 60/90-day rule to hold trial on a matter is about to expire.





			Relationships


			Parties on a case may have pre-established family relationship. When a family member is involved in a court activity, the Court may need to track other family members, as they relate to the defendant (i.e. Wife, Son, Uncle, etc.). For court cases involving Domestic Violence (RCW 10.99), the Court has an obligation to track the relationship, and subsequent protection orders between parties, when applicable.





			Interpreters


			The Court Interpreter Coordinator manages information about the individual languages spoken, interpreter name, and other information to assist with scheduling an interpreter to come to the Court and assist a customer. The interpreter interprets speech, or translates writing, to aid the customer with a court process.


The Court provides an interpreter when a customer’s first language is not English and they need assistance with communication regarding a court matter.


The Coordinator schedules interpreters to assist defendant for various reasons: in the courtroom, in custody at the jail, to meet with their attorney, when speaking with the cashier, or a customer service clerk, etc.





			Calendaring





			Calendars


			The Court manages calendars by documenting and publishing the Court’s schedule of available hours, hearing types/dates/times, as well as tracking Judicial Officers, staff, and resource availability to manage a case or group of cases for a hearing.





			Schedule Hearing/Send Notices


			Court staff schedule a case or a group of cases for a hearing or event on a specific date and time with one or more resource types including court rooms or interpreters, and may include specific court officials and/or probation staff.


Notices to the applicable parties on a case are generated when a hearing is scheduled, by way of a batch job and file sent to the Court’s print/postage contractor.





			Hearing Status


			Hearings are managed with status types, of scheduled, rescheduled, cancelled, continued, held, etc. Each status type may be counted to track caseload statistics within the Court.





			Calendar Resources


			Calendar Resources include, but are not limited to, a Judicial Officer, audio equipment, courtroom location, court staff, etc. The Court manages resource availability to schedule hearings or appointments. They may also attach a resource to a program, manage notifications, and billing.





			Impound Hearing


			Any person seeking to redeem a vehicle impounded as a result of a parking or traffic citation or under City Section 12A.10.115 has a right to a hearing before a Municipal Court Judicial Officer to contest the validity of an impoundment or the amount of removal, towing, and storage charges or administrative fee.





			Jury Management


			The Court manages potential, and actual, jurors subpoenaed for jury duty. Selection is random: from a list of voter registrations, driver registrations, and Washington State identification cards for residents of King County.


The Jury Coordinator manages the details of each juror: name, address, notification of service, coordination of when to send to a court room, and payment for service. 


The Bailiff in each court room notifies the Jury Coordinator when jurors are needed, and which are chosen to serve on a jury panel.


Upon completion of jury service, jurors are paid for their time and mileage if they drive to the courthouse. 





			Adjudication by Mail Hearing





			When a defendant makes a request for a hearing (online or through mail), the Court responds with a hearing date along with a form for requesting an Adjudication by Mail hearing. Upon receipt of a scheduled hearing from the Court, the defendant may choose to have the hearing by mail.


The defendant must submit (at least 3 days prior to the scheduled hearing date) a written statement of their explanation, and may send additional supporting documents to the Court. When an Adjudication by Mail Hearing is requested, the defendant waives the right to appeal the final decision.


Upon review of the information, the Judicial Officer makes a finding and a letter is sent to the defendant advising of the decision. 





			Kiosk Check in





			When a defendant appears for their hearing, they’re required to check in for their appointment using a kiosk set up in the waiting room.


The defendant finds their name on the kiosk computer and is prompted to verify their information (e.g. DOB, address, etc.). If the defendant makes changes to the information, the system validates it with MCIS 1.0. If any of the information they entered isn’t validated, they’re prompted to see the clerk at the desk to resolve the issue. Once they’ve completed check in, they’re added to the waiting list to speak with the Judicial Officer.


If the defendant is scheduled with an interpreter, and has successfully checked in, their name moves to the top of the list as the Court allows cases with interpreters as first priority.


All successfully checked in names appear on the kiosk monitors in the room, displaying their name, time of check in, their place in line by order of check in time, and “ready to adjudicate” as the status





			Call Reminder





			The Court uses an Interactive Voice Response (IVR) system to provide defendants with reminders for upcoming hearings. When a defendant’s case is scheduled with one of 8 hearing types, a reminder call is sent to their phone number of record 2 days prior to their scheduled hearing.


Other dedicated phone numbers in the Court also use the IVR system for incoming calls supporting Court business. The Probation Department, and Interpreter Services have a dedicated phone number. There is also a General phone number for other information.


The telephone system interacts with a caller to provide prerecorded information and direct the caller, using prompts, to information about their case. The telephone system receives payments, and provides information specific to their situation (e.g. UA Testing, make a payment, juror information, etc.).





			Manage Case Records





			Electronic Document


			Court staff stores all case related documents electronically and the record information is available to Court Staff, and the public (with the applicable rights/roles assigned) in the electronic format. Examples of documents filed electronically are photographs, narrative reports, other reports, citations, tickets, etc.


Upon filing, a clerk scans documents into an electronic format for managing and storage.





			Electronic Forms


			Some forms used in the Court are in electronic format. These forms may use case information to prepopulate specific fields on a form. Once a form is completed, the signature is collected electronically and it is saved into the court file.





			Electronic Filing


			New case filing, or other documents pertaining to an existing case, may electronically be submitted to the Court.





			Reports


			Case data within the system contains information used to create reports. Reports are used for many purposes including, but not limited to, manage activity on an individual case and/or party, prepare calendars for hearings scheduled, accounting, probation, statistical and research purposes, and many other functions within the Court.


Reports are used in all areas of the Court for internal purposes, and in some cases for external purposes.





			Non-Case Records


			The Court receives and tracks documents that are not directly related to an existing case, but are retained by the Court for various business reasons. 


Some examples are: Pro-Tem Oaths, Judge’s Schedule, Pro-Tempore Judge appointment letters, Jury Packet, Day Reporting Sign-In Sheets, Marshal Incident Report, Interpreter contact information, etc.


The documents are eligible for destruction at a point in time, per the SMC Records Retention Schedule: http://inweb/Clerk/RecordsManagement/images/Municipal_Court.pdf.





			Notes


			Notes about a person or case may need to be captured by various staff within the Court. When a note is entered, it may be “confidential” in nature (GR 31.1 Judicial Officer), or information about a person or case when there’s not a specific data field for the information.


The suggested use of note fields should be used for these types of circumstances only, not when the information should be captured in a data field needed on a report.





			Evidence/Exhibits


			The clerk tracks the type, filing party, and location of an exhibit when filed with the Court. The location of the exhibit may change when in possession of the Court, which is tracked for the duration of the case.


When an exhibit is presented to the Court, it progresses through multiple statuses such as offered, admitted, inadmissible, marked, etc. The exhibit status is tracked by the Clerk. 


When a case is presented at a motion or trial, exhibits are presented to the Court. During a motion or trial, when an exhibit is marked by the Court as admitted it is used as evidence for the case.


Upon completion of a trial, and no appeal is filed, the exhibit is managed electronically based on the Stipulation and Order for return of exhibits.





			Specialty Courts





			Veterans Treatment (VTC)


			A defendant may qualify to enter into the Veterans Treatment program. The program requires specific eligibility requirements are met prior to entry into the program. The Probation Department monitors the defendant who must attend court hearings, and comply with all conditions of sentence imposed.





			Mental Health Court (MHC)


			Mental Health Court is a dedicated court, with an assigned presiding judge, mental health professional and probation staff with mental health expertise, prosecutor and public defender. The Probation Department monitors the defendant who must attend court hearings, and comply with all conditions of sentence imposed. If the defendant is successful, the Judicial Officer gives them a signed certificate, and in some cases, may have their case dismissed.


The key issue for the MHC is whether the alleged criminal activity is related to, or caused, by mental illness. MHC defendants may have any type of charge. They may have any type of serious mental illness, be developmentally disabled, have a brain injury, or suffer from dementia. The defendant may be a first-time offender or have a lengthy record.





			Seattle Youth Traffic Court (SYTC)


			All teen drivers who “opt in” to the SYTC must meet specific eligibility requirements, and follow the procedures and recommendations of the Court. The Traffic Court is based at a law school, which manages the court process. Upon successful completion, the charged violation is dismissed.





			Needs Based Sentencing (NBS)


			Based on specific eligibility criteria (determined by the Assistant City Attorney), a defendant is given the option to plead guilty and receive a Needs Based Sentence. 


When a sentence is imposed, either as part of a negotiated plea or at the discretion of the Judge, the defendant receives a needs based assessment to provide the Judicial Officer with recommended treatment and restorative sentencing options. The defendant receives a deferred sentence and the case is ultimately dismissed upon successful completion of the conditions imposed.





			Judicial Review


			Some documents are filed with the Court that may not be related to a case. These documents however are reviewed by a Judicial Officer for information, to make a ruling, or to sign an Order electronically. Other documents are filed where the Judicial Officer must review the document in chambers (e.g. Motions, General Correspondence, and Probable Cause Statements, etc.).


Example: Search Warrant; upon review if the Judicial Officer signs the warrant, this document is filed in the Court, and a law enforcement officer is notified to serve the warrant.





			Search Warrant


			After execution and return, the search warrant is filed by number and description of the person or property to be searched. An index is maintained and available to the public by the Clerks’ Office. Reference: SMC Local Court Rule II 2.3.





			Domestic Violence Calendar


			Due to the nature of Domestic Violence (DV) cases, the Court has specific hearing types dedicated to DV cases. The Seattle City Attorney’s DV Unit provides DV Victim Advocates to assist victims during the process of a DV case, including appearing in court with the victim at court proceedings.


When a defendant is charged with a crime and the DV designation is added they’re scheduled to appear in DV Court. Upon release from custody, the Court imposes specific conditions the defendant must comply with, and in some cases are required to provide proof of compliance. These conditions may be imposed pre or post disposition of the case.


The Court Probation Office has a specialized DV Unit. The Probation Department monitors the defendant who must attend court hearings, and comply with all conditions of sentence imposed.





			Probable Cause Hearings (Saturday/Holiday)


			A Judicial Officer presides during a court session on Saturdays (or holidays) at the King County Jail. The matters heard are for defendants arrested the previous evening. The Judicial Officer makes a decision regarding probable cause for the arrest, and if a defendant is released, the conditions imposed on the defendant.





			Bailiffs





			Notifies Stakeholders (internal/external)


			The Bailiff prepares many documents during court. There are approximately 40 forms created electronically. Some case information is pulled from MCIS 1.0 to populate the documents. The parties sign them electronically and the Bailiff saves the document to the case file. Dispositional documents are prepared by attorneys then scanned into the court file. These documents are submitted electronically to other court staff and external agencies.





			Manage Court Gallery


			The Bailiff monitors, and assists the court gallery during a Court session. This includes attorneys, defendants, interpreters, jurors and witnesses.





			Incarceration Time


			The Bailiff manages information regarding a defendant’s time spent in custody. This information includes credit for time served in various jails and on alternatives to confinement, which jail facility housed the defendant, and the status of that confinement. Calculating someone’s time in custody is complex by nature as the defendant could be serving time on a variety of other jurisdictions holds. To determine how long a defendant has been in custody on a particular case requires calculations and knowledge of when and where a defendant was held.





			Arrange Defendant Transport


			Each individual Bailiff communicates with the Marshals regarding in custody defendants that are scheduled for a hearing and subsequent add-ons to the calendar for their courtroom each day.


The Bailiffs use the Electronic Jail Movement System (JAMMA), a system maintained by King County to order defendants to be transported from the King County Jail system. They also electronically prepare and submit transport orders to the Marshals, from Snohomish County, and other jails that SMC does not contract with, to ensure a defendant is transported. Transport orders are also prepared for SPD’s Jail Population Coordinator to arrange transport on the state-wide chain.





			Marshals





			In Custody Defendants


			Each Court day, the Marshals communicate with the King County (KC) Jail (or other detention facility) regarding defendants in custody that are scheduled for a hearing in the Seattle Municipal Court. The Marshals prepare a list of all defendants in custody, capturing which courtroom and time they’re scheduled to appear.





			Transport


			The Marshals oversee transporting all in custody defendants to the courtrooms they are scheduled to appear in, monitoring them in the courtroom, and returning them to the KC Jail after their hearing. All interactions/events with the defendant are tracked. In some cases, the Marshals may need to transport an inmate from a different detention facility (e.g. Snohomish County Jail) to SMC, and then return them to the other facility after their hearing.





			Building Security


			Many residents of the community enter the Municipal Court Building daily (including Court Staff). The Marshals are on duty at the building entrance to monitor the customers, and attempt to prevent threats or potentially dangerous situations from arising, or entering the building. Using a scanner for the customers’ possessions, and in some cases, a screening device on a person, the Marshals look for dangerous, or harmful devices, and if found, may confiscate items from the customer.


The Marshals patrol and monitor all areas of the Court throughout the work day. Using cameras mounted in the building, and monitors in the Control Center of the Marshals’ offices, they can ensure non-court staff are not entering secure areas of the building, and maintain a safe workplace environment for the Court Employees.





			Arrest Warrants 


			When a defendant appears at the Municipal Court, and has an active warrant for their arrest, a Marshal places the defendant in custody.


There are several circumstances when a defendant may be placed in custody by the Marshall, and there are processes and procedures in place for the Clerks to know what to do when they become aware a defendant has a warrant.


The Marshal requests the Order for Warrant when serving it on the defendant. Either a Clerk will send the warrant electronically to the Marshall, or will hand deliver it to the Marshal.





			Court Remands


			When defendants are in court, usually for violation of a court order, the judicial officer may order them into custody due to noncompliance of a previous order. The Marshall places the defendant in custody and arranges transport to the jail. 





			Probation





			Court Resource Center


			The Court Resource Center is a dedicated resource, physically operating and located within the Seattle Justice Center. The Center facilitates on-site delivery of social services and treatment programs to defendants and the community with demographic and referral information is obtained and maintained specifically to the individual.





			Custody Alternatives


			A Judicial Officer may choose an Alternative to Confinement (ATC) program for a defendant in lieu of jail. Work Crew, Day Reporting, Electronic Home Monitoring, or Community Service Hours are ATC programs. Work Crew, Day Reporting and some types of community service hours are monitored by Probation Staff. 


ATC programs can be ordered by the Court in lieu of a jail sanction, or may be imposed as an administrative sanction. In some instances, if a judge rules that an offender qualifies for a custody alternative, then he or she can reduce or eliminate jail time altogether. For repeat offenders, electronic monitoring may be administered in addition to jail time as well as a sanction and/or a condition.


The Electronic Home Monitoring (EHM) program supervises an individual's confinement to their home unless they are allowed to participate in Court authorized activities. The offender is monitored for curfew compliance through electronic surveillance. Sentinel Offender Services is a Court contracted agency, who provides the Court's Electronic Home Monitoring.


 Reference: 46.20.385 - Ignition interlock driver's license—Application—Eligibility—Cancellation—Costs—Rules, and 46.20.740 - Notation on driving record—Verification of interlock—Penalty, exception.





			Day Reporting


			There are 2 types of reporting, either pre-sentence, or post-conviction. A defendant may be referred by a Judicial Officer to report to pre-adjudication Day Reporting as a condition of release in lieu of jail or bail. Post adjudication may occur as an alternative to confinement sanction, or as an enhanced mode of supervision.


In either pre-adjudication or post-adjudication a defendant is monitored and has their potential needs assessed. The defendant may be referred to services, such as DSHS for food, or housing, and many other available services to assist with meeting individual needs. 


The program reduces jail costs, provides structure, and allows the defendant to be active in the community rather than locked in a jail cell.





			Compliance (non-monetary)


			For all services and programs offered through the Court Probation Office, probation staff oversees and manages cases to determine whether a defendant is in compliance with the non-monetary conditions imposed. (Monetary compliance is monitored by the Financial Compliance clerks.) The Probation Division manages offenders based on offender types, and /or based on classification guidelines Supervision includes assessment of offender risk, needs and compliance with court ordered probation conditions.


If a defendant fails to comply with an ordered condition, and is determined by Probation to not be in compliance, probation staff will notify court and follow appropriate protocols (each individual situation may have a different protocol to follow).





			Community Service


			The community service program is designed to allow defendants a means to repay either infraction or criminal financial obligations, or as an alternative to jail as a condition of sentence. When done through the community as a service rather than financial payment it provides a service to the public, and allows a defendant to avoid uncollectible debt.


The Community Service hours are monitored by a Clerk for compliance, and upon completion are credited to the defendant’s outstanding debt to the Court.





			Services


			SMC and Probation have created numerous programs to assist defendants in the community, some of which are listed here: GED Program, Resume Assistance, Theft Awareness class etc.


SMC also has a Court Resource Center available to defendants and to the public and offers information on housing, DSHS benefits, alcohol and drug treatment and many other services.





			Screening PR and Financial


			The Court uses Personal Recognizance (PR) Screeners to determine if a defendant qualifies for a Public Defender. Defendants are interviewed, and upon qualification are referred to the Public Defender office for attorney appointment on their legal case. Financial screeners collect data to inform decisions related to fine and fee imposition as well as eligibility for time payment plans. 


The Screeners also make determination as to a defendant’s eligibility for release from custody based on specific criteria, and to determine if a defendant is likely to return as ordered, if released from custody.





			Manage Workload


			The workload in the Probation Department is assigned to particular staff, or groups, to ensure all defendant’s needs are met, and to distribute the work amongst the appropriate staff.


Reports may be used to determine when, or how workload is changed, modified, or removed as no longer needed.





			UA Testing Management


			A phone call-in system is used by defendants to determine when they are to appear in person to submit to the UA test. The defendant is assigned a color which dictates the dates for random reporting of UAs. 


The phone line is changed by probation staff daily and each day, a new color is provided. The Defendant calls the phone number daily to learn if their assigned color is the color of the day, which means they would need to report for a UA.





			Accounting





			Day, Month, or Year-end Balancing





			At the end of each Court business day, month, and year, the Finance Division manages all court accounting activity (the time of each period is determined by the Accountant; i.e. start of day, end of day, etc.).


Reports are prepared to reconcile the funds, and determine the amount to remit to the City Treasurer.





			Restitution


			Awarding the equivalent for any loss, damage, or injury to a litigant on a case. An agreement between the parties (defendant, victim, and the Court) is established for the defendant to pay full restitution to the victim.


Upon payment from the defendant for the restitution amount, the Finance Division issues checks to the victim.





			NSF Check Processing


			If a party submits payment of a fee or fine to the court and the bank notifies the court of non-sufficient funds, the accountant reverses the payment, and in some cases may notify the party. 





			Bank Reconciliation


			Each bank account (SMC has 3) is reconciled in order to balance the court’s physical bank statement to the electronic (or paper) checking account record. All transactions are reviewed to determine the banks record of the accounts match the courts records.





			Witness/Jury Payment





			When a witness (expert, or civilian) is subpoenaed to testify in Court, they are paid for their time, and mileage. Upon receipt of an invoice, a payable record is created, and the witness is sent a check.


A juror who is answers a summons and reports for jury duty, and/or is selected to serve on a panel to determine the outcome of a trial, is paid each day for their time and mileage, or transportation cost. Upon receipt of the jurors’ information for their time, mileage or transportation cost, the Finance Division issues the juror a check. An individual juror may also waive receiving their daily payment. 





			Unclaimed Property


			Unclaimed property of more than ten dollars that is held by the Court, that remains unclaimed by the owner for more than two years after becoming payable or distributable is presumed abandoned. 


The Finance Division manages the process of escheating the unclaimed funds, by submitting the funds to the State of WA after a two-year abandonment period.


If an unidentified or unclaimed amount is less than $10, the Finance Division submits the funds to the City Treasurer.





			Research, Policy Evaluation Group (RPEG)





			Data Analytics and Reporting


			RPEG Analysts query and analyze data from MCIS 1.0. This information is reported internally to help staff make informed business decisions. This information is reported externally to promote transparency and justify resource allocations. RPEG's data analytic work consists of four categories, one-time public disclosure requests, internal analyses provided to court staff, publicly available data visualizations made available on the Court's website detailing court workload and performance, and an internal business intelligence reporting tool providing data dashboards for court management.





			Surveys


			RPEG develops and implements several survey tools to help Court Leadership gauge the effectiveness of court operations in many different areas. Examples of such tools include: a court user survey, an employee satisfaction survey and a work unit stakeholder survey.





			Legislation Tracking


			During WA State Legislative sessions, bills are tracked and reviewed for potential impact to the Court of any changes to existing, or new laws that pass during the session. 


Upon implementation of a new law, or changes to an existing law the Court must add or update the law in the systems.








The following table defines functions which support the core business functions enumerated above. 


[bookmark: _Toc509123631]Supporting COURT Functions


			Supporting Function





			[bookmark: _Toc508088818]Human Resources





			Hiring


			Part of the process to offer a job candidate employment is to run a thorough background check for verification of any criminal history. The HR Specialist researches City and other statewide court, and law enforcement records to confirm the information needed.  





			ADA


			Upon hiring a new employee with any ADA needs, the SMC HR Department complies with the needs of the new employee.  





			Training and Education


			All staff are appropriately trained for the position in the Court for which they’re hired. During employment with the Court, the HR Department tracks each individual employee’s training courses.





Managers and Supervisors coordinate specific training for individuals, and at times as a group, to ensure all staff are using current business processes.





Training is designed to educate individuals as they’re hired, and as on-going training for staff that change positions within the Court, or to improve productivity and performance. Educational materials are provided in written format in on line user guides.  





When the Court prepares to implement a new application, or makes changes to an existing application, court staff may help with testing, and in doing so are learning. Court staff are also trained when new development is complete and applications are ready for use in the Court.





			Administration


			The HR Department tracks employee performance evaluations, confidentiality agreements, policy acknowledgments, program application access (including any preconditions that exist for use), and misuse.  





			Data Exchanges (DX) 





			External DX, Real Time


			The Court exchanges data with the Washington State Patrol (WSP). The data is transmitted in real time, in the following circumstances due to the important nature of the information:


· A Judicial Officer issues a Warrant of Arrest for a person, or


· A Protection Order between two parties.





			External DX, Scheduled/Ad Hoc 


			The Court exchanges data with External Agencies throughout the life of a case. Some examples are listed below:


· WSP:  when a defendant is found guilty in Court, and sentenced by the Judicial Officer; a copy of the Judgment and Sentence is sent electronically to the WSP


· DOL:  When a defendant fails to appear (FTA) in Court, is found in non-compliance for nonpayment of a fine/fee, or other imposed conditions of sentence an FTA hold is placed on their driver record 


· AOC:  criminal case data, domestic violence protection orders, and warrants are sent electronically through a data transfer.


· Collection agency





			Internal (City) Data Exchange


			The Court exchanges data with Internal City Departments. Examples:


· Scofflaw Notice to Seattle Justice Information System (SeaJIS)


· Seattle Law Department initiates charging citations through SeaJIS into MCIS 1.0


· Seattle Police Department officer information (e.g. name, badge #, schedule, etc.) to MCIS 1.0. 





			Other Interfaces


			The Court has interface links to many internal (other City Departments), and external (outside the City) web sites for employees to view information. There are different business needs for a staff person to view information outside the Court, a few examples are listed below:


· Internal:


· Seattle City Ordinances,


· Seattle Municipal Court Rules,


· Seattle Police Reports


· External


· WA State DOL:  Driver and Automobile License Inquiry,


· AOC:  Judicial Access Browser (JABS), WA State Court Rules.


· King County Jail: Jamma MCIS 1.0 notifies KCJ which defendants need to be pulled for court


· PayLock/BootView


· Collection agency client access





			Public Portal


			Court information is available to the public through the Courts website. This is a view of basic case information, relying on rules for case type, type of user (i.e. Prosecuting Attorney vs public viewing their own criminal case) etc. Other case related information is available via the public portal, such as making a payment, and requesting a court date.





			System Information 





			Bail/Violation Table-Description 


			A table listing a code and description for each violation that may be issued within the Seattle city limits. Additional information which may be included with each violation in the table includes but is not limited to, whether the offense requires a mandatory court appearance, is reportable to the DOL, a suggested bail amount, if the offense is warrantable upon non-compliance, etc.





			User Role/Responsibilities/ Rights 


			Court Employees are granted appropriate access to perform tasks related to their job. Depending on the job responsibilities, Clerks are assigned roles within the court applications in order to perform their daily job.





Job roles are assigned specific access to an application, and specific information within the application. A role may be assigned to one or more Clerks, and each Clerk may be assigned multiple roles (e.g. Clerk 1 is assigned the Role of General Clerk, this job is in Customer Service, and the role doesn’t process ticket payments. Clerk 2 is assigned the Role of General Clerk and Accounting Clerk as she works in Customer Service, and processes court payments).





			Workflow


			Upon filing of a case, a series of events (workflow) begins. Depending on the type of case, the parties involved in the case, and their location, specific workflow on the case must occur. The departments within the Court have defined processes to follow, and tasks to complete during the life of a court case from initiation to completion.





All processes, and tasks are managed through workflows set up within each department. Each department identifies and defines the individual processes (steps) of a workflow. Workflows consist of defined and repeatable patterns of activity to provide services, or process information. Each flow may include a document, service, or task that is transferred from one step to another.





Departments work together, as workflows may process across multiple departments, and coordination of the workflow is determined to assure the process completes with accuracy, and integrity.


An example of a workflow could be:


· A defendant requests a hearing to contest a citation received,


· The Clerk receives the request, schedules a hearing, notifies the defendant, and passes the information to another Clerk who holds the citation with other cases scheduled for a hearing on the same calendar,


· On the day of hearing, the citation is passed to the Clerk working in the courtroom,


· After the hearing where the defendant is ordered to pay a fine, the Clerk enters the outcome in the case and passes the information to the Cashier, as the defendant asks to make payments, rather than pay in full,


· Once the payment agreement is set up, the Cashier passes the information to the Clerk to monitor the time payment agreement,


· If the defendant fails to pay, the Clerk passes the information to the collection agency.


· Upon payment in full with the collection agency, they pass the information to the Clerk, and the Clerk closes the case.





			Security/Audit


			Based on a Court Employee’s job, appropriate security is assigned for use with the Court computer applications. All employees are granted access based on their job within the Court. Some staff may only need “read only” access, others will need “full” access, and others may be somewhere in between to perform the duties of their job(s).








1.3. [bookmark: _Toc508301282][bookmark: _Toc509154298]Technical Requirements 


The City requires an MCIS 2.0 solution architecture deployed on a mainstream platform for which support can be reasonably expected to continue for the next 15 years or longer. The City further requires MCIS 2.0 be constructed in a manner consistent with widely accepted application development patterns and best practices. The City will consider all technical architectures and approaches that are conformant with the Technical Requirements included in this RFP.


Vendor shall, in its proposal, provide responses to each of the technical requirements enumerated in the Technical Requirements Traceability Matrix (RTM) provided in Appendix D embedded within Appendix A Proposal Response inside Section 11.3 of the RFP.


1.3.1. [bookmark: _Toc508088819][bookmark: _Toc508301283][bookmark: _Toc509154299]Application Architecture


Vendor shall work collaboratively with the City to elaborate, refine, document and deploy the application architecture as initially defined in the Vendor proposal.


Vendor shall, in its proposal, provide an initial target state application architecture diagram and narrative that describes the structure and interaction of the major MCIS 2.0 application components; Vendor shall describe how the proposed application architecture allows MCIS 2.0 to rapidly and effectively respond to future evolving business and technology needs with maximum flexibility, minimal risk, and cost; Vendor shall provide a minimum three year product roadmap for the core components of MCIS 2.0 including planned technology upgrades and planned major changes and enhancements to application functionality. 


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997421][bookmark: _Toc509123632]Application Architecture Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Application Architecture Document


			Diagrams and descriptions of the logical and physical architecture for the application layer of MCIS 2.0.


			Once, then update for each release





			Data Model and Dictionary


			The data model and all data elements; includes entity and attribute definitions and relationships, data types, validation rules, and allowable values.


			Once, then update for each phase/release








1.3.2. [bookmark: _Toc508088820][bookmark: _Toc508301284][bookmark: _Toc509154300]Infrastructure Plan


Vendor shall update and elaborate the initial Infrastructure Plan as initially provided in the Vendor proposal. In addition to updates to the aforementioned Infrastructure Plan sections, Vendor shall work collaboratively with the City to include the following in the elaborated plan:


A description of any infrastructure utilities and tools required, their release levels and specific purposes (e.g., administration, modification, testing or support of the infrastructure).


A discussion regarding the capacity and performance monitoring capabilities that will be available for the proposed infrastructure.


Vendor shall, in its proposal, provide an initial Infrastructure Plan; Vendor shall include a list (i.e., bill of materials) of all third-party hardware and software infrastructure components necessary to enable the proposed solution; Vendor shall specify infrastructure components required for each of the environments (e.g., build, test, production, etc.) proposed by the Vendor for inclusion in the MCIS 2.0 Replacement Project; Vendors shall provide model numbers and release levels as appropriate for each infrastructure component; if the Vendor is proposing a hosted solution, Vendor shall indicate whether each infrastructure component is deployed on or off premise; Vendor shall describe scalability of the proposed infrastructure.


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997422][bookmark: _Toc509123633]Application Architecture Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Infrastructure Plan


			A comprehensive description of the third-party hardware and software infrastructure components for each environment including model numbers and release levels.


			Once, then update as needed








1.3.3. [bookmark: _Toc508088821][bookmark: _Toc508301285][bookmark: _Toc509154301]Integration and Interface Architecture


The City requires the MCIS 2.0 integration architecture to employ highly flexible, extensible, and robust, best-in-class integration technologies and components that facilitate seamless integration among all existing and future systems that interface with MCIS 2.0. 


Guiding principles for MCIS 2.0 integration include:


Employ commonly accepted, well-understood, standards-based protocols wherever possible and optimal.


Open-standards are expected to be used except where Vendors demonstrate the value of using closed or proprietary standards and technologies which are more advantageous to the City, or are required for the Vendor’s specific solution.


Maximize interface modularity and reusability in a manner that helps minimize solution complexity and maintenance as well as enables efficient reuse of existing assets for new purposes.


Granularity of business functionality represented by the integrations and the functional modularity intended for cross-application use of business components.


Entry points for reuse (e.g., cross-application, cross-enterprise, with authorized external entities).


Maximize secure transfer protocols using encryption based on the data classification standards.


Must have performance and monitoring capabilities City staff can easily utilize, and must be provided as part of the integration architecture.


Vendor shall work collaboratively with the City to design, develop and implement the integrations identified in Appendix J embedded within Current State Solution Architecture inside Section 3.2 of the RFP.


Vendor shall, in its proposal, provide a detailed description of the proposed integration strategy; Vendor shall describe integration strategies deployed in previous projects similar to MCIS 2.0 Replacement Project and lessons learned from those integration deployments; Vendor shall identify any specific MCIS 2.0 interfaces which are already available out-of-the-box as part of the proposed MCIS 2.0 solution. 


Vendor shall provide the following deliverables during project execution. 


Key Deliverables


[bookmark: _Toc507997423][bookmark: _Toc509123634]Integration and Interface Key Deliverables


			Deliverable


			Deliverable Description


			Frequency





			Interface Architecture Document


			Inventory of MCIS 2.0 interfaces, description of the interface methods, supporting integration platforms, interface test methods, exception and monitoring processes.


			Once, then updated as needed





			Interface Control Documents


			Description of the interface content, frequency, triggering event, transformation, and exception processing for each interface.


			Once for each interface, then updated as needed
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[bookmark: _Toc507997425][bookmark: _Toc509123636]Vendor Key Personnel



				Role



				Description







				Project Manager



				The Project Manager is the Vendor’s primary resource responsible for the day-to-day management of the project, including coordinating all Vendor and subcontractor project resources and ensuring such resources perform efficiently, optimally and produce acceptable work product at all times. The Project Manager is the primary Vendor point-of-contact for the project.







				Functional Lead



				The Functional Lead ensures that the business and functional aspects of the delivered MCIS 2.0 solution are aligned with the project’s functional requirements and operational objectives. The Functional Lead provides court subject matter expertise to the project team. The Functional Lead is responsible for ensuring continuous updating, maintenance and organization of functional requirements and related project.







				Technical Lead



				The Technical Lead ensures that the underlying technology (architecture, hardware, software, infrastructure, etc.) of the delivered MCIS 2.0 solution is aligned with the project’s technical requirements and the City’s enterprise architecture principles. The Technical Lead ensures consistency and use of industry best practices in the realization of the MCIS 2.0 architecture. The Technical Lead is responsible for ensuring continuous updating, maintenance and organization of all technical requirements and related project documentation.







				Testing Lead



				The Testing Lead confirms that MCIS 2.0 test cases are comprehensive and that test execution is rigorous and consistent with test plan guiding principles and methods. The Testing Lead ensures traceability is maintained between requirements and testing activities. The Testing Lead prepares summary level reporting of testing activity and defect management trends. The Testing Lead is responsible for ensuring continuous updating, maintenance and organization of all testing related project documentation.







				Data Migration Lead



				The Data Migration Lead defines the strategy for migrating data from MCIS 1.0 to MCIS 2.0. The Data Migration Lead has expert knowledge of the MCIS 2.0 core data structure and is able to quickly develop a detailed working knowledge of MCIS 1.0 data structures. The Data Migration Lead works closely with the functional, technical and testing leads to ensure the data migration approach and schedule remains aligned with the overall MCIS 2.0 Replacement Project. The Data Migration Lead is responsible for ensuring continuous updating, maintenance and organization of all data migration related project documentation.







				Organizational Change Management (OCM) and Training Lead



				The OCM and Training Lead assists the City in planning for operational impacts that will result from the implementation of MCIS 2.0. The OCM and Training Lead documents the stakeholder landscape. The OCM and Training Lead ensures business impacts and training needs for each stakeholder group are identified. The OCM and Training Lead designs MCIS 2.0 training programs optimized for each stakeholder group. The OCM and Training Lead is responsible for ensuring continuous updating, maintenance and organization of all organizational change management documentation (including training documentation).
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Role  Description  




Project Manager  The Project Manager  is   the  V endor’s primary resource responsible for the  day - to - day management of the project, including coordinating all  V endor  and subcontractor project resources and ensuring such resources perform  efficiently, optimally and produce acceptable work product at all times.  The Project Manager is  the primary Vendor point - of - contact for the  project.  




Functional Lead  The Functional Lead  ensures that the   business and functional aspects   of  the delivered MCIS 2.0 solution are aligned with the project’s functional  requirements and operational objectives. The Functional Lead provides  court subject matter expertise to the pr oject team.  The Functional Lead  is   responsible for ensuring continuous updating, maintenance and  organization of  functional requirements  and related project.  




Technical Lead  The Technical Lead  ensures that the   underlying technology  (architecture,  hardware,   software, infrastructure, etc.) of the delivered MCIS 2.0 solution  is aligned with the project’s technical requirements and the City’s  enterprise architecture principles. The Technical Lead ensures  consistency and use of industry best practices in the rea lization of the  MCIS 2.0 architecture.  The Technical Lead  is   responsible for ensuring  continuous updating, maintenance and organiz ation of all technical  requirements and  related project documentation.  




Testing Lead  The Testing Lead  confirms that MCIS 2.0 t est cases are comprehensive  and that test execution is rigorous and consistent with test plan guiding  principles and methods. The Testing Lead ensures traceability is  maintained between requirements and testing activities. The Testing Lead  prepares summary   level reporting of testing activity and defect  management trends.  The Testing Lead  is   responsible for ensuring  continuous updating, maintenance and organization of all testing related  project documentation.  




Data Migration Lead  The Data Migration Lead def ines the strategy for migrating data from  MCIS 1.0 to MCIS 2.0. The Data Migration Lead has expert knowledge of  the MCIS 2.0 core data structure and is able to quickly develop a detailed  working knowledge of MCIS 1.0 data structures. The Data Migration Lea d  works closely with the functional, technical and testing leads to ensure the  data migration approach and schedule remains aligned with the overall  MCIS 2.0 Replacement Project. The Data Migration   Lead  is   responsible  for ensuring continuous updating, main tenance and organization of all  data migration   related project documentation.  




Organizational  Change Management  (OCM)   and Training  Lead  The OCM and Training Lead assists the City in planning for operational  impacts that will result from the implementation  of MCIS 2.0. The OCM  and Training Lead documents the stakeholder landscape. The OCM and  Training Lead ensures business impacts and training needs for each  stakeholder group are identified. The OCM and Training Lead designs  MCIS 2.0 training programs optimi zed for each stakeholder group. The  OCM and Training Lead   is responsible for ensuring continuous updating,  maintenance and organization of all  organizational change management  documentation (including training documentation).  
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Data Dictionary



				Table Name				Description



				A1_CHDOC_dmnd_data_rolled_up



				A1_CS_dmnd_data_rolled_up



				ListB2



				acc_rcvd				This table is the response table which will hold the access switch messages to mcis



				acc_rqst				This table keeps track of the requests queued up to the access switch



				acc_tran				This table has only one row which keeps track of the last access transaction requested.



				acct



				acctnt_batch				Keeps track of whether the accountant's business day is open or closed



				active_dockets



				addr				Stores addresses for defendants, attorneys, and organizations



				agncy_assigned				Public defender agency assigned history table



				allcits



				alliance_a1_cases



				alliance_a1_chdocs



				alliance_client_list



				alliance_client_list_detail



				alliance_client_source



				alliance_coll_sept



				alliance_compare_a1_smc_dmnd_cases



				alliance_compare_a1_smc_dmnd_chdocs



				alliance_dmnd



				alliance_dmnd_sept



				alliance_errors



				alliance_missing_a1_dmnd_cases



				alliance_missing_a1_dmnd_chdocs



				alliance_missing_smc_dmnd_cases



				alliance_missing_smc_dmnd_chdocs



				alliance_smc_cases



				alliance_smc_chdocs



				aoi_excpt



				appl				A table to keep track of appeals



				assignment_type



				atty



				atty_orig



				audit_2 1 _coll



				audit_2 1 _summary



				audit_2 1 _timepay



				axsis_audit				Information about traffic camera tickets



				axsis_input



				axsis_input_test



				axsis_return



				axsis_sync



				b711   _errors



				bad73



				badpays



				bail_dsbsmt



				bail_payr				The person putting up bail



				batch_log



				bk_chrg				This table stores the charges associated with the bk_doc table.



				bk_doc				This table keeps information sent by the king county jail(smc notification). it is used by criminal citation entry to pre-fill the screen.



				bond				The bonds for a given obligation from a bonding company



				bond_co



				bondng_co				The bonding company table



				bsc_lu				Bsc(bisynchronous) lu(logical unit) control table for session control to dol(department of licensing) unisys 11/92 machine.



				c_acct_reas				Contains collection account status reason codes and descriptions.



				c_acct_reas_codes



				c_acct_status				Contains collection account status codes and descriptions



				c_trans_typ				Contains collection transaction type codes and descriptions.



				cancel_cd				This table stores codes and descriptions for parking cancel.



				cancel_text				A table to store cancel text information.



				CaseHistory



				cases



				caseseal_temp



				cashier_batch				To manage cashier's accounts



				ccns



				ccss_load



				chdoc				A table to record all charging information



				chdoc_annex				Supplemental chdoc information that was not in the original design



				chdoc_hhpkrs				Supplimental charging document information used by hand-held ticketing devices.



				chdoc_offcr				The intersection table between charging document and officer



				chdoc_stat				This table is designed to track data entry statistics for the entry of parking citations into mcis.



				chdoc_status				Lookup table for chdoc_status_cd



				chdoc_typ				Lookup table for chdoc_typ_cd



				chdoc_typ_cd



				chdoc_unsl



				chk				Table to store checks created by the court



				chk_acct				This table stores the check account information.



				chk_ft				This table is an intersection table between the check and financial transaction tables.



				chrg				This table contains components of a specific charge.



				chrg_disp_smry				This table stores counts of charges disposed by disposition and month. it is used to produce reports.



				chrg_dispo				Charge disposition log



				chrg_filed_smry				This table stores counts of charges filed by month. it is used to produce reports.



				chrg_hx				This table keeps a history of the chrg table



				chrg_hx_unsl



				chrg_status				Charge status codes



				chrg_unsl



				cit_sign_out				This table keeps the information about the parking citations that an officer has signed out.



				cit_status_cd				Citation status codes



				civil_appeals				Civil cases appealed



				civil_attorneys				Civil attorney contacts



				civil_case				Civil cases



				civil_case_comment_backup



				civil_casecontacts				Civil case contact intersection table



				civil_casedefendant				Civil case defendant intersection table



				civil_caseevents				Civil case event type and remarks



				civil_caseeventtype				Civil case event lookup



				civil_casestatus				Civil case status lookup



				civil_comments				Civil case comments



				civil_config				Civil web app configuration table



				civil_contactidentity				Civil contact type lookup table



				civil_contacts				List of all civil contacts



				civil_contacttype				Civil contact type lookup



				civil_decision				Civil case decision lookup



				civil_defendantattorney				Defendants civil case attorney(s)



				civil_documents				List of civil case documents filed, and their type



				civil_documentsource				Civil defendant or plaintiff document lookup



				civil_documenttype				Civil case document type lookup



				civil_exhibithearingtype				Civil case hearing exhibit type lookup



				civil_exhibits				Civil case exhibits



				civil_exhibitsource				Civil case exhibit source lookup



				civil_filetrack				Civil case file tracking



				civil_hearing				Civil case hearings



				civil_hearinglocation				Civil case hearing location lookup



				civil_hearingstatus				Civil case hearing status lookup



				civil_hearingtimes				Civil case hearing time lookup



				civil_hearingtype				Civil case hearing type lookup



				civil_judge				Civil case list of judges



				civil_schedulehistory				Civil hearing schedule sent email log



				cllctn_acct				Contains collection account info such as account status etc.



				cllctn_acct_tp				Collections accounts that are on time pay



				cllctn_pmt_tp				Payments on collections accounts that are on time pay



				cllctn_trans				Contains collection transaction info such as send, recall, and update account status transactions.



				cncurr_obl				To associate concurrent obligations.



				coll_recall



				coll_tape				This table stores the information from the collection tape that is applied to mcis with the b52.4ge program. the type 3 records are stored until smc can decide what to do with them.



				collection_baseline_account_file



				collection_baseline_case_file



				collection_baseline_chdoc_file



				collection_baseline_chrg_file



				collection_baseline_citation_file



				collection_baseline_def_ref_file



				collection_baseline_obl_file



				collection_initial_account_file



				collection_initial_citation_file



				collection_initial_hh_account_file



				collection_initial_hh_case_file



				collection_initial_hh_chdoc_file



				collection_initial_hh_chrg_file



				collection_initial_hh_citation_file



				collection_initial_hh_def_ref_file



				collection_initial_hh_obl_file



				collection_load_results



				collection_payment_tp



				collection_remit_file



				collection_scofflaw



				collection_smc_hh_sync



				collection_smc_summary



				collection_status_file



				collection_veh_contact_file



				commcrt_  1



				confirmed



				convdata



				converrs



				cor_richcookiskingofmcis				Denormalized conditions of release data for rich cook reporting



				corres				This table keeps correspondence information in mcis that are not included in notices(notc).



				corres_cd				This table keeps track of standard correspondence codes.



				corres_text				A table to store correspondence text information.



				crt2 1_adjudicationhistory



				crt2 1_caseevents



				crt2 1_config



				crt2 1_exception



				crt2 1_inprocess



				crt2 1_session



				crt2 1_session_case



				crt2 1_session_deletes



				crt2 1_session_status



				crt2 1_session_type



				crt2 1_task



				crt2 1_task_exception



				crt2 1_task_type



				crt2 1_walkin



				crt_day_off				This table holds the days that the court is off.



				crt_loc				This table is necessary to allow court departmentsto schedule hearings in more than one location at different times & indicate location description onhearing notices.



				cs				This table contains information indicating the overall status of a case and related events.



				cs_catg				This is a table to describe the type of case based on the cs_catg_cd. it currently only used for domestic violence.



				cs_df				Links cases to defendants and visa-versa



				cs_df_bk



				cs_evdnc				Each piece of evidence can be tied to more than one case.



				cs_event				A table to record case events



				cs_event_cd				A look up table for standard case events



				cs_event_rmks				This table stores case event remarks.



				cs_event_unsl



				cs_evnt_notc				Notices to create based on case events?



				cs_for_missing_df_nme



				cs_old



				cs_pr				An intersection table between the cs and pr tables. this is because one pr could cover several cases.



				cs_seal



				cs_seal_extended



				cs_seal_unsl



				cs_sealed_cases



				cs_stat_cd				Case status codes



				cs_typ_cd				Case type codes



				cs_unseal



				cs_unseal_history



				cs_unseal_orig



				cs_vctm				Victim(s) in a case



				cs_vctm_unsl



				cs_wtnss				Witnesses in a case



				cs_wtnss_unsl



				cv_df				This table holds information regarding civil defendants.



				cv_docket				This table keeps information regarding a civil docket.



				d



				daily_agency_load



				daily_agency_load_log



				daily_bal5 1 1 _summary



				daily_bal5 1 4 _summary



				daily_bal_account_org



				daily_bal_account_org_new



				daily_bal_account_org_upd



				daily_bal_adjustment_types



				daily_bal_adjustments



				daily_bal_b5    1_totals



				daily_bal_b5    4_detail



				daily_bal_b5    4_totals



				daily_bal_b81   1_totals



				daily_bal_b81  11_totals



				daily_bal_batch_process



				daily_bal_batch_process_log



				daily_bal_cs_detail



				daily_bal_ft_detail



				daily_bal_jrnl_entry_detail



				daily_bal_kubra_staging



				daily_bal_obl_detail



				daily_bal_param_inputdata



				daily_bal_r1 42a



				daily_bal_r1 42b



				daily_bal_r1 42c



				daily_bal_r5 1 1 _cashier_totals



				daily_bal_r5 1 1 _ex_alliance



				daily_bal_r5 1 1 _ex_don



				daily_bal_r5 1 1 _ex_ivr



				daily_bal_r5 1 1 _ex_treasurer



				daily_bal_r5 1 1 _single_cashier



				daily_bal_r5 1 1 c_sec1



				daily_bal_r5 1 1 c_sec2



				daily_bal_r5 1 1 c_sec3



				daily_bal_r5 1 1 c_sec4



				daily_bal_r5 1 1 c_seca



				daily_bal_r5 1 4 



				daily_bal_r5 1 4 _totals



				daily_bal_r5 1 42_summary



				daily_bal_r5 1 42_totals



				daily_bal_r5 5   



				daily_bal_r5 5   _aggregate



				daily_bal_r5 5   _deltas



				daily_bal_r5 5   _desc_changes



				daily_bal_r5 5   _detail



				daily_bal_r5 5   _diff



				daily_bal_r5 5   _month_end_total



				daily_bal_r5 5   _mthend



				daily_bal_r5 5   _new



				daily_bal_r5 5   _prev



				daily_bal_r5 5   _previous_day



				daily_bal_r5 5   _test_only



				daily_bal_r5 5   _working_mthend



				daily_bal_r5 7   



				daily_bal_r5 8   



				daily_bal_r5 8   _totals



				daily_bal_r513   



				daily_bal_r513   _detail



				daily_bal_r516   



				daily_bal_r516   _rmks



				daily_bal_r516   _view



				daily_bal_r613   



				daily_bal_r613   _acct_org



				daily_bal_r613   _data



				daily_bal_r613   _detail



				daily_bal_r81 999b_totals



				daily_bal_rcpt_detail



				daily_bal_remit_date



				daily_bal_report_account_org



				daily_bal_report_account_org_new



				daily_bal_report_actuals_journal



				daily_bal_report_actuals_r5 5   _xref



				daily_bal_report_detail



				daily_bal_report_groups



				daily_bal_report_grps



				daily_bal_report_sections



				daily_bal_reports



				daily_bal_reprocess_jobs



				daily_bal_reprocess_requests



				daily_bal_rpt5 5   



				daily_bal_rpt_je_summary



				daily_bal_trans_typ



				daily_bal_vouchers



				daily_balance



				datadictionary_columns				Mcis field names



				datadictionary_datatype				Lookup of datatypes for the data dictionary app



				datadictionary_procid_tabid				List of all mcis tables referenced by each stored procedure



				datadictionary_tables				List of mcis table names, descriptions and comments



				datarep_mem



				del_trap



				deleted_obl



				demand_tape



				dept				A table that contains the various court departments and their associated numbers.



				df				Contains the basic defendant information



				df_addr				Defendant address intersection table



				df_cnsldt_log				A table to keep track of defendant consolidations.



				df_email_addr				Defendant email address



				df_lic				This table contains a defendant's licenses.



				df_missing_df_nme



				df_nme				This table associates defendants and defendant's alias's / birthdays



				df_ref				A table for defendant's reference



				df_rmks				Links defendant to defendant remarks and stores editing information



				df_rmks_rmks				A table to store defendant remarks.



				df_ssa				This table stores the encrypted key for a name to be used by the ssa search software to accurately locate defendants



				df_ssa_a



				df_ssa_nme



				df_veh



				dfssn				Used to store defendant ssn.  - depreciated: ssns are no longer stored



				dism_reas				This table stores codes and descriptions for charge dismissals.



				disp_log				Tracks which cases have been sent to which agency (i.e. dol, oac, etc)  row size = 3 bytes



				disp_log_unsl



				disp_wrk



				disp_wrk_old



				dist				A table to store information about distribution of revenue from violations.



				dist_cd				This table is used to handle distribution of payments.



				dist_ext



				dol_hold				This table has only one row which is the next dol_hold_nr value.



				dol_hold_and_releases_dates



				dol_hold_and_releases_formatted



				dol_hold_and_releases_records



				dol_plates



				dol_req_type_ref				Dol registration hold/release activity codes



				dol_requests				Dol registration hold/release requests



				dol_veh				Holds responses from departments of motor vehicle for ca/or/wa. loaded from tape, used by batch programs only.



				dol_veh_test



				dolholds				Registration holds sent to dol?



				dolmissingfrommcis



				dolnoamountdue



				doloriginaldata



				dolreleases				Registration releases sent to dol?



				don_pay_errors				Errors in department of neighborhoods payments



				don_pmt				Department of neighborhoods payments



				drop_lst				This table manages the obl_lst table.



				dummy



				dummy1



				dummy2



				dummydummy



				dv_vctm				Domestic violence victim



				ecf_casehearingdocumentstatus



				ecf_caseheld				Shows whether a hearing has been held for a given case



				ecf_casenotes				Notes entered for a case



				ecf_caseprep				Cases that have been preped for their hearing



				ecf_documentrouting				Allows for routing of a document to a courtroom and user group



				ecf_documentroutingrecipients				A look up list of ecf user groups



				ecf_hearingnotes				Notes associated with a hearing



				ecf_homecourtroom				The default courtroom of each ecf user



				ecf_impersonate				Admin function. allows an court tech administrater to impersonate a user role for testing purposes.



				ecf_revieweddocuments



				ecf_sendtolist				A list that can be selected to send a document to a predetermined list of recipients



				ecf_sendtolistrecipient				A table to join ecf_sendtolist to ecf_sendtorecipients for a many to many relationship



				ecf_sendtolog				A history of all ecf sent to operations



				ecf_sendtorecipient				Recipients that can be used ecf for emailing or faxing of documents



				ecfcasegeneration_casenumbers				Manually maintained list of case numbers available to city law



				ecfcasegeneration_casestatus				Lookup values for case status



				ecfcasegeneration_rejectionreasons				Lookup table of reasons a case may be rejected



				ecfcasegeneration_uploads				List of documents uploaded for a case



				ecfcasegeneration_uploadstatus				Lookup table with upload status values



				ecfforms_bailiffhearingtypes				Hearing type codes the bailiff forms app will look for



				ecfforms_categorytypes				The categories that the bailiff forms data entry screen is divided into



				ecfforms_datatypes				The data types the bailiff forms app recognizes



				ecfforms_defaultdocuments				The documents that are selected automatically for each courtroom



				ecfforms_fieldtypes				All custom field types that can collect data on bailiffs data collection screen



				ecfforms_form_field				Joining table between ecfforms_fieldtypes and ecfforms_formtypes



				ecfforms_formtypes				All form types that can be created by bailiffs



				ecfforms_judgesdata				Saved conditions of release information by judges. used by bailiffs to generate form.



				ecfforms_judgesdata_archive				Saved conditions of release information by judges. moved here at the end of each business day



				ecfforms_saveddata				History of all defendants processed through the app by the bailiffs



				ecfforms_signature				A temporary holding place for a defendant signature since it is to large to pass on the query string



				ecfportal_agencies				Lookup table of values for agencies a clerk or attorney can belong to



				ecfportal_expire



				ecfportal_prose				Cases that a defendant is being represented pro se



				ecfportal_requestarchive				Request archive for portal account applicants who did not complete the process during the required timeframe.



				ecfportal_requestqueue				Active portal account requests



				ecfportal_requeststatus				Look up table of account request status



				ecfportal_uploadrejectionreasons				Lookup table for reasons a document can be rejected



				ecfportal_uploads				Documents that have been uploaded through the portal



				ecfportal_uploadstatus				Lookup table for document upload status values



				ecfportal_users				Portal users



				ecfportal_usertype				Lookup table for portal user type values



				ecfportalmailer_messages				Table used by the ecfportalmailer



				ecfreport_filetracker				Import of data from visual fox pro file tracker data



				ecfreport_filetracker_status				nformation about when file tracker data was last imported



				ecit_df_log



				ecit_errs



				ecit_load



				emp_notc_insur



				emp_notc_insur_log



				empl				List of employees who have access to mcis



				empl_dept				This table keeps codes and names of employee departments.



				empl_grp				This table stores joins between the empl and grp tables. rows in this table indicate which groups an employee belongs.



				evdnc				Contains information about evidence such as description, location, owner, and release date.



				evdnc_disp				A table to store evidence dispostion codes and descriptions.



				facility_employees				List of facilities employees who can be assigned a request



				facility_locations				Facility location lookup



				facility_request				Employee facility request submission



				facility_request_categories				Facility request category lookup



				facility_request_notes				Facility notes recorded for a request



				file_loc



				file_mgt_admail_account				Adjudication by mail case submission



				file_mgt_admail_submission				Adjudication by mail documents submitted per case submission



				file_mgt_admail_submission_deletes				Deleted adjudication by mail documents submitted per case submission



				file_mgt_call_history				Admail defendant case phone call log



				file_mgt_case_exception				Admail dashboard processed errors



				file_mgt_config				Admail dashboard process configuration timestamp



				file_mgt_exception				Admail dashboard error lookup



				file_mgt_note				Admail submission notes



				file_mgt_note_type				Admail submission note type lookup



				file_mgt_reindex



				file_mgt_reindex_type



				file_mgt_rescan				Admail list of case documents to be rescanned



				file_mgt_review_status				Admail review status lookup



				file_mgt_workflow				Admail workflow status



				file_mgt_workflow_complete				Admail workflow list of cases completed and ready for admail scheduling



				filetracker				Imported information from probation file tracker database



				final_contested



				fix_veh_contact



				fix_xcld



				fixcasetype



				fndg_cd



				fonly				This table has no rows in it. its only purpose is to provide syscolval and syscolatt entries for columns used in forms that are not part of the database.



				freq_temp



				frm_conditionsofrelease				Video arraignment conditions of release form data



				frm_conditionsofreleasecases				Video arraignment conditions of release cases



				from_aoi



				from_aoi2



				ft				This table contains information about each financial transaction the court makes.



				ft_typ				Lookup table for transaction types



				func				This table keeps a list of functions for use in security.



				func_grp				This table stores information joining functions with groups.



				func_param				This table keeps the list of functional parameters to a given function as well as its return values.



				func_source



				func_tty				This table stores tty and function foreign keys toindicate which tty's a given function can execute on.



				furlogh



				grp				This table stores a list of groups that are used in the mcis system. it is used for security.



				hl_audit



				hrng				This table contains information about hearings



				hrng_allow_cllctn



				hrng_ckin				Records the hearings set for magistrates and records a defendant's status



				hrng_ckin_mag



				hrng_intrpt				Intersection table between case_hrng and intrpt



				hrng_intrpt_annex				Hearing interpreter by phone designation



				hrng_intrpt_comment				Hearing interpreter duration information



				hrng_intrpt_history



				hrng_load				This table contains the hearing load for each shift of each department in the court. it is used to balance the case load across departments.



				hrng_offcr				An intersection table between case_hrng and officer tables



				hrng_preq				This table contains information regarding the prerequisites for scheduling a particular hearing type.



				hrng_preq_desc				This table contains a description of each hearing prerequisite code



				hrng_rdnss				Table required to store elements specifically pertaining to readiness & master calendar manipulation & reporting.



				hrng_rdnss_rmks				A table to store hearing readiness remarks.



				hrng_rmks				A table to store hearing remarks.



				hrng_rqst				A table to keep track of hearing requests.



				hrng_rqst_unsl



				hrng_schdl_excpt				This table will store all exceptions that existed when the case was scheduled, such as: officer conflicts, execeeded availablity, etc. the contents will be printed and deleted each night batch process



				hrng_smry				This table stores counts of hearings scheduled and heard by month it is used to produce reports.



				hrng_stat_cd				Hearing status codes



				hrng_tape				This table associates a tape with a hearing



				hrng_typ				This table contains the hearing type information



				hrng_typ_schdl



				hrng_unsl



				hrng_wtnss				Intersection table between case_hrng and wtnss



				id				Alternat identification table for df's/cases



				id_rcvd



				id_typ				Code and edit table for id type codes



				imp_temp



				intrpt				List of smc interpreters



				intrpt_annex				Additional smc interpreter information



				intrpt_assignment_complete				Interpreter job paid flag and job comments



				intrpt_comment				Additional smc interpreter information



				intrpt_courtrooms				Interpreter courtroom locations



				intrpt_location				Interpreter request location lookup



				intrpt_non_mcis_request				Interpreter non case and non hearing requests



				intrpt_non_mcis_request_assignment				Interpreter non case and non hearing assigned requests



				intrpt_non_mcis_request_assignment_history				Interpreter requests without a case or hearing association



				intrpt_rates				Interpreter rates lookup table



				intrpt_referrals				1lingua referrals



				intrpt_request				Interpreter case but no hearing requests



				intrpt_request_assignment				Interpreter case but no hearing request assignments



				intrpt_request_assignment_history				Interpreter request assignment history



				isis_agncy_percents



				isis_assign_status				Public defense agency referral status lookup



				isis_defendant_info_for_dpd				Public defense agency referrals updates to defendant financial eligibility



				isis_df_last_assigned



				isis_employment



				isis_expenses



				isis_income



				isis_liquid_assets



				isis_pr_dvoca_notes				Dv out of custody screen notes for judges in advance of a dvoca hearing



				isis_pr_screening				Personal recognisance indigency screening financial screen



				isis_presump_elig



				isis_screening				Indigency screening financial screen



				isis_screening_mstr



				isis_support



				isis_support_findings



				ivr_anomalies				Assessment numbers whose type cannot be determined by ivr_getassessment



				ivr_audit				Detailed information about electronic payments from web apps and ivr system.



				ivr_obl_typ_exceptions



				ivr_permitted_pc				Pcs with the necessary security hardening to run the internal payment app



				ivr_pmt				Legacy table with information about ivr and web payments



				ivr_stage				Used to verify that all trans actions that are started are also finished.



				ivr_survey				An optional survey that people can take after making a web payement



				jgmt_dsmsl_rmks				This is a table to store judgement dismissal remarks.



				jgmt_rmks				A table to store judgement remarks.



				jobq				This table keeps a list of job queue names for use in assigning a report to a job queue.



				jrnl_entry				This table stores all the journal entries.



				judicialnotes				Judges blue notes



				juror



				juror_day				To account for a juror's day



				kubra_staging



				lang				Language code and description



				lang_intrpt				Language interpreter intersection table



				lang_priority				Prefered order to display languages based on how commonly used they are



				local_prntrs				This table stores intersection information betweenthe tty and the printer tables.



				lu_sna_bsc				This table will contain 64 rows. half will be forthe sna 327 lu's, the other half for the 327bsc lu's



				magops_adjudicationhistory				History of admail adujdication findings



				magops_adjudicationscenarios				Table containing possible adjudication findings for a given case and chdoc types



				magops_admailtransferhistory				History of admail transfers from one magistrate to another



				magops_assignmenthistory				History of bulk defendant assignments to magistrates



				magops_caseevents				Detailed information about case events used by magistrates



				magops_communityserviceviolations				Violation codes that are community service eligible



				magops_courtrooms				All courtrooms, justice center and community, where informal court is held



				magops_courttypes				Types of hearings that are eligible for admail



				magops_excuse				Cases that a magistrate has been excused from



				magops_excuse_cd				Lookup table with reasons for a magistrates excusal from a case.



				magops_hearingprep				Information about preperations made for an admail hearing



				magops_hrngsubtypes				Hearing types that can be part of an admail session



				magops_inprocess				Holding table for details about an admail session that is currently being heard by a magistrate



				magops_inprocessstatus				Lookup table for magops_inprocess status



				magops_judgesnotes				Judges blue notes for informal court.



				magops_magistrates				List of empl_nr for active admail magistrates.



				magops_mandatoryfees				Display order for mandatory fees of obligations



				magops_pleahrngtyp



				magops_postadjudicationtasks				A list of tasks that must be carried out by a clerk to complete an admail session



				magops_reductionrestrictions				Warning for certain violation codes that should not have their fine reduced



				magops_specialforms				Admail sessions that need to be reviewed by a clerk before being sent out



				magops_specialforms_deletes				Archive table for magops_specialforms



				magops_standardlineup				List of magistrates that are normally scheduled on a day's line up.



				magops_todayslineup				Magistrates on the current days line up.



				magops_zzletterhistory



				magops_zzletterqueue



				magops_zzlettertypes



				mapping_history				History of when mapping table is updated



				mapping_richcookiskingofmcis				A list of geocoded citations



				master_courtroomemail				List of courtrooms and email addresses. used by master calendar app.



				master_courtrooms				Types of calendars that are heard in each courtroom



				master_hearingtypes				Types of hearings that are heard for each calendar type.



				master_priority				Contains cases that are assigned a priority number for master calendar.



				mcis_courtrooms				Detailed information about all smc courtrooms



				mcis_network_xref				Windows login to mcis login intersection table



				mcis_parms				A table with one row in it to keep values that are relatively constant(e.g. presiding judge, mcis addresss, etc.)



				mh_agency



				mh_axis_1_diag



				mh_axis_2_diag



				mh_axsis_1



				mh_case_def



				mh_charge



				mh_df_attributes



				mh_disability



				mh_eligibility



				mh_exit



				mh_exit_reason



				mh_homeless



				mh_inelig_reason



				mh_intrp_req



				mh_intrp_required



				mh_language



				mh_opt_out_reason



				mh_other_agncy



				mh_prog_entry



				mh_race



				mh_referal_agncy



				mh_refered_to



				mh_referral_reason



				mh_referral_source



				mh_resident



				mh_sexual_minority



				mh_st_ment_health



				mh_state_priority



				mh_substance



				mh_veteran



				monitor_rmk				A table to add remarks about obligation compliance monitoring



				monitor_rmks_rmks				A table to store monitor obligation remarks.



				motion				Ties motion to case event and requestor, and gives status



				motion_rmks				A table to store motion remarks.



				munict_evdnc_loc				Public safety building and justice center lookup table



				nco				This table contains information on written no contact order obligations.



				new_viol



				notc				This table keeps a record of every notice that is sent out from mcis.



				notc_done



				notc_fix



				notc_scrub



				notc_typ



				notc_unsl



				notc_unsl_old



				nuke_disp



				nxt_cs				This table contains one row which has the last used non-criminal case number.



				oac_lu				Oac's sna (system network architecture) lu (logical unit) control table for session control to oac's ibm machine



				obl				This table contains information about a defendant's obligations



				obl_annex				Contains obligation information not in the original design



				obl_audit



				obl_end_reas				A table that contains all the reasons for ending an obligation



				obl_extension_acct				Obligation extention events done through the time pay web application



				obl_extensions				Individual obligation extentions done through the time pay web application



				obl_lst				This table is used in a program to make a list of obligations to apply payments.



				obl_lst_backup



				obl_rev



				obl_rmks				A table to store obligation descriptions.



				obl_status				A table that defines the types of obligations



				obl_test



				obl_typ



				obl_typ_hrng_std				This table keeps info regardiing ordering hearing standard.



				obl_typ_miti_std				A table used to select and order mitigation obligation types.



				obl_typ_wrnt_reas				This table is used to associate obligation types to warrant reasons.



				obl_unsl



				obl_unsl_old



				off_duty				This table contains codes and descriptions for off duty reasons for officers.



				offcr				This table contains an officer's name, status, and shift.



				offcr_days_off				A table to keep a list of officers days off.



				offcr_days_rgf



				offcr_furlough



				offcr_in				Officer information



				offcr_info



				offcr_temp



				offcr_tmp



				onboard_3 _day_noticeable



				onboard_cntrl



				onboard_courtesy



				onboard_list



				onboard_notice_detail



				onboard_owner



				onboard_owner_new



				onboard_paylocknoticeactivity



				onboard_test



				onboard_time_pays



				onboard_todays_scoflaw



				org



				ori



				ori_log



				override_rel



				paid_its



				parkers



				parkers_staging_count



				parkerserr



				parkersup				Parkers upload table



				parkersup_save



				plea_cd



				plea_change



				policereport_log



				pr				Personal recognizance screens



				pr_address_type				Personal recognizance screen address type lookup



				pr_condtn_desc				A table to store personal recogncizance condition descriptions.



				pr_probablecause				Personal recognizance probable cause finding



				pr_probablecause_bk



				pr_probablecausecharges				Personal recognizance probable cause inidivual charge finding



				pr_ref				This intersection table keeps track of which defendant references were used for a personal recognizance.



				pr_screening				Personal recognizance screen



				pr_screening_determination_cd				Personal recognizance indigency determination lookup



				pr_scrn_smc_prob_level



				pr_source_of_income				Pr income source codes



				pr_unsl



				prgrm_org



				prgrm_typ				Program type codes



				prk_cancel				A table to keep track of parking cancel notices.



				prk_pmt				This is a temporary table that holds information from the agency that collects parking ticket monies(currently afts).



				prntr				This table keeps a list of mcis printers and the attributes of the printer.



				prob_act_status				Probation activity status lookup table



				prob_activity				Probation defendant activities



				prob_activity_currently_recieving				Probation dshs activity benefits defendant is currently receiving



				prob_activity_freq				Probation activity frequency lookup



				prob_activity_name				Probation activity lookup table



				prob_agency				Probation agency, associated with one or many activities



				prob_agency_function				Probation activity agency intersection table



				prob_appointment				Probation defendant appointment table



				prob_assessment_level				Probation assessment level values table



				prob_assessment_type				Probation assessment type lookup table



				prob_assigned_color				Probation drug testing frequency/color lookup table



				prob_classification_levels				Probation classification level lookup table



				prob_cnsler_work_units				Probation work unit counselor intersection table



				prob_compliant_status				Probation monitoring event compliance status lookup table



				prob_comunication_type				Probation monitoring event communication type lookup table



				prob_contact_party				Probation monitoring event contact type lookup table



				prob_cs				A table to store probation information for a case. only 5 to 1% of cases will be assciated with a case.



				prob_currently_recieving				Probation dshs activity benefits currently receiving lookup table



				prob_dashboard_hrngs_acknowledged				Probation dashboard acknowlged hearing reminders



				prob_df_alerts				Probation counselor dashboard alerts



				prob_df_answers				Probation defendant assessment questioin and answer intersection table



				prob_df_assign_history				Probation defendant counselor reassignment history table



				prob_df_classification				Probation defendant classification level assessments



				prob_df_empl_status				Probation defendant employment status lookup table



				prob_df_marital_status				Probatoin defendant marital status lookup table



				prob_df_status				Probation defendant status lookup table



				prob_dummy



				prob_employers



				prob_event				Probation defendant activity monitoring event intersection table



				prob_ivr_answers				Probation defendant ivr monitoring event



				prob_ivr_input



				prob_letter_abstain_violation				Probation defendant abstain violoation letter



				prob_letter_administrative_sanctions				Probation defendant abstain violation letter



				prob_letter_day_reporting_status				Probation defendant day reporting status letter



				prob_letter_day_reporting_violation				Probation defendant day reporting abstain violoation letter



				prob_letter_dismissal				Probation defendant dimissal report



				prob_letter_dismissal_notice				Probation defendant dismissal notice



				prob_letter_general				Probation defendant general letter



				prob_letter_missed_appointment				Probation defendant missed appointment letter



				prob_letter_new_appointment				Probation defendant new appointment letter



				prob_letter_order_to_close				Probation defendant order to close probation



				prob_letter_presentence



				prob_letter_review				Probation defendant review report



				prob_letter_review_cs				Probation defendant review report current situation



				prob_letter_status_report				Probation defendant status report



				prob_letter_status_report_cs				Probation defendant status report current situation



				prob_letter_two_year_dp_notice				Probation defendant 2 year dp notice report



				prob_letter_types				Probation defendant letter type list



				prob_letter_violation				Probation defendant violation letter



				prob_letter_violation_notice				Probation defendant violation notice



				prob_letter_warrant_request				Probation defendant bench warrant request



				prob_marked_cases				Probation defendant letter to case number association



				prob_marked_conditions				Probation defendant letter violations marked



				prob_military_serv				Probation defendant military service type lookup table



				prob_notes				Probation defendant notes



				prob_obl_act				Probation defendant activity associated obligations



				prob_obl_types				Probation defendant obligation types



				prob_revocation_status				Probation defendant close probation period revocation status lookup table



				prob_risk_answers				Probation defendant risk assessment answers and their score values



				prob_risk_questions				Probation defendant risk assessment questions



				prob_risk_results				Probation defendant risk assessment results



				prob_sentencing_judge



				prob_support				Probation defendant support type lookup table



				prob_tasks				Probation counselor dashboard task items



				prob_termination_reas				Probation defendant termination reason lookup table



				prob_work_crew_term_reas				Probation defendant work crew activity termination reason lookup table



				prob_work_units				Probation counselor work units



				prob_xref_comm_type



				prob_xref_contact_party



				probation_2 16



				probation_case				Probation list of cases imported into seatrac web app



				probation_case_status				Probation defendant case lookup table



				probation_cnsler				Probation counselor table



				probation_cnsler_roles				Probation counselor role lookup table



				probation_df				Probation defendant table



				probation_df_dayreporting_activity_close				Probation defendant day reporting activity closures



				probation_df_dayreporting_alerts				Probation defendant day reporting counselor and defendant alert notes



				probation_df_dayreporting_close_reasons				Probation defendant day reporting activity close type lookup table



				probation_df_dayreporting_reporting_history				Probation defendant day reporting change in reporting status history



				probation_df_dayreporting_reporting_history_defendants				Probation defendant day reporting reporting history



				probation_df_dayreporting_status				Probation defendant day reporting current reporting status



				probation_df_dayreporting_status_history				Probation defendant day reporting change in reporting status history



				probation_df_drug_test_status				Probation defendant drug testing activity monitoring event test status lookup table



				probation_df_drug_tests				Probation defendant drug tests



				probation_df_scheduled_sign_ins				Probation defendant scheduled sign-ins



				probation_df_sign_in_override_types				Probation defendant scheduled sign-in override lookup table



				probation_df_sign_in_overrides				Probation defendant scheduled sign-in overrides



				probation_df_sign_in_template				Probation defendant sign-in template



				probation_df_sign_ins				Probation defendant sign-ins



				probation_df_termination				Probation defendant termination of probation period



				probation_oliver



				procback_history				Stores a backup copy of all stored procedures.



				public_dfns				Public defense agencies



				purge_cntrl



				purge_save_chdocs



				pwupload_batch				History of when pw upload batches have been run



				pwupload_history				Details about each pw upload batch



				pwupload_sources				List of pw upload batches types and where the documents can be found



				r5 5   _account_cd



				r5 5   _test_rpt



				r5 5   b_account_cd



				r613   _account_cd



				r613   _acct_map



				rcpt				Holds receipt information.



				rcpt_mthd				Payment type codes for receipts



				rcpt_nme_addr				This table keeps information about a receipts name name and address if needed.



				rcpt_rmks				This table keeps any remarks made about a receipt.



				rcpt_scrb



				rcpt_scrb2



				rcpt_unsl



				re_add_war



				referral



				referral_agency



				referral_agency_log



				referral_agency_process



				referral_agency_process_rec



				referral_case_agency



				referral_case_emaillog



				reg_owner



				related_cs_nr



				related_css				A table that keeps a serial number to allow cases to be tied together



				rep				This table stores information regarding reports.



				rep_jobq				This table keeps information linking reports with job queues.



				rep_prntr				This table keeps instersection information about which reports are allowed to run to on which printers.



				rep_rgrp				This table keeps information linking reports with report groups.



				rest_dmge				A table to enter restitution damage for an obligation.



				rest_smry				This table stores restitution balances by status (e.g. 3-45-6 days overdue) by month. it is used to produce reports.



				rest_status				This table stores information regarding restitution codes.



				rgf



				rgrp				Stores list of report groups.



				rl_dup



				rpt_typ



				rpt_typ_detail



				rpt_typ_detail_new



				rptcurrentowedbyticketdata



				rptProbGetclassificationlevels



				rvne_smry				This table stores revenue transaction totals by account code by month. it is used to produce reports.



				save_purged_chdoc



				save_purged_chdocs_confirmed



				save_purged_chdocs_confirmed2



				save_purged_chdocs_with_date



				save_purged_chdocs_with_date_bak



				save_purged_ft



				save_purged_rcpt



				scofcoll



				scofflaw_cntrl



				scofflaw_info



				scofflaw_infotest



				scofflaw_owner



				scofflaw_save



				scofflaw_time_pays



				scofflaw_work



				scofflaw_worktest



				scofflaw_xcld_reas



				scofftemp



				scofftemp1



				scofftemp2



				scrub_bonds



				scrub_obl



				seajis_connection



				seajis_df



				seajis_df_addr



				seajis_df_addr_cmplte



				seajis_df_cmplte



				seajis_df_ids



				seajis_df_ids_cmplte



				seajis_df_nme



				seajis_df_nme_cmplte



				seajis_dispo



				seajis_dispo_cmplte



				seajis_dispo_rec



				seajis_dispo_rec_dia



				seajis_dispo_rec_vio



				seajis_dispo_to_spd



				seajis_dispo_to_spd_cmplte



				seajis_ecit_chrg



				seajis_ecit_doc



				seajis_hrng



				seajis_hrng_1 31



				seajis_hrng_11 1



				seajis_hrng_11 2



				seajis_hrng_cmplte



				seajis_hrng_rec



				seajis_hrng_rec_1 31



				seajis_hrng_rec_11 1



				seajis_hrng_rec_11 2



				seajis_id_frm_spd



				seajis_init_addr



				seajis_init_addr_sld



				seajis_init_chrg



				seajis_init_chrg_sld



				seajis_init_doc



				seajis_init_doc_dia



				seajis_init_doc_sld



				seajis_init_doc_sld_cmplte



				seajis_init_doc_vio



				seajis_init_offcr



				seajis_init_parker



				seajis_init_vctm



				seajis_init_wtnss



				seajis_obl



				seajis_obl_cmplte



				seajis_obl_rec



				seajis_paylock_boot_activity



				seajis_paylock_payment_activity



				seajis_scoflaw



				seajis_scoflaw_cmplte



				seajis_scoflaw_test



				seal_case



				seal_chdoc



				seal_chrg



				seal_chrg_hx



				seal_cs



				seal_cs_df



				seal_df_nme



				seal_history



				seal_status



				seal_unseal



				sec44_ft_temp



				sec44_temp



				service_plan_fix



				service_temp



				shft				The shifts available



				slidefaultparkers



				slimaginfractions



				slimaginfractionsfirstqtr2 11



				slimaginfractionssecondqtr2 11



				slimagparkers



				slimagparkersfirstqtr2 11



				slimagparkerssecondqtr2 11



				sliprobationfee



				sliprobationfeefirstqtr2 11



				sliprobationfeesecondqtr2 11



				slirev_defaultparkers



				slirev_goals



				slirev_infractions



				slirev_parkers



				slirev_probation



				slirev_revenue



				slirev_revenuetype



				slirev_traffic



				smc_aoi



				smcmailer_log				Probation email case document log



				smcphone_ivr_exceptions				Call reminder exception log



				sna_lu				Sna(system network architecture) lu(logical unit) control table for session control to the king co. ibm machine.



				soda



				ssa_dups



				st_typ				This table stores street types.



				state				A table to keep track of state codes and names.



				summary_aca_nda_data



				summit_xref



				sysmenuitems



				sysmenus



				tape



				tbl_r5 1 42_sec1



				tbl_r5 1 42_sec2



				tbl_r5 1 42_sec3



				tbl_r5 1 42_sec3a



				tbl_rcpts_sec3



				tblcaseloadctrl



				tblcurrentowedbytickettypecr



				tblcurrentowedbytickettypein



				tblcurrentowedbytickettypepk



				tblcurrentowedbytickettypetc



				tblexcluded_viol_cd_3 8   



				tblheldmonthlyjurycases



				tbljurycaseloadcounts



				tblmonthlycaseloadreport



				tblpreviousbytickettypecr



				tblpreviousbytickettypein



				tblpreviousbytickettypepk



				tblpreviousbytickettypetc



				tblr5 5   _detailed_data



				tblr5 5   _rolledup_data



				tblrollupowedbytickettypepk



				tblscheduledcaseload



				tblstagingwocasescr



				tblstagingwocasesin



				tblstagingwocasespk



				tblworkingcrdataset



				tblworkingindataset



				tblworkingpkdataset



				tblworkingtcdataset



				tblworkingtcdataset2



				temp_notc



				temp_r516   



				temp_to_delete



				temp_to_delete1



				temp_to_delete1_morea



				temp_to_delete1_moreb



				temp_to_delete2



				temp_to_delete2a



				temp_to_delete2b



				temp_to_delete33



				temp_to_delete33a



				temp_to_delete3c



				temp_to_delete3d



				temp_to_delete3more



				tempa111



				ten_year_audit



				test_22 



				test_cmd



				test_cs



				test_event



				test_rep



				timepay_def_add_ctrl				Time pay new defendant create log



				timepay_obl_typ_priorities				Time pay obligation pay down priority table



				tmp_3 _day



				tmp_613   _account



				tmp_Alliance_missing_a1_dmnd_chdocs



				tmp_a 2_charg_record



				tmp_a 3_obligation_record



				tmp_a 4_def_ref



				tmp_aa_record



				tmp_aaa



				tmp_ab_record



				tmp_ac_record



				tmp_account_record



				tmp_add



				tmp_add_these



				tmp_all_contested



				tmp_all_cs



				tmp_all_outofstate



				tmp_all_wa



				tmp_asgn_offcr



				tmp_c2



				tmp_cases_by_date



				tmp_chdoc



				tmp_chdoc_a 1_record



				tmp_chdoc_discrepancy



				tmp_chdoc_hhpkrs



				tmp_chdoc_only_hhpkrs



				tmp_chdoc_orphans



				tmp_chk



				tmp_chk_ft



				tmp_chrg



				tmp_cit



				tmp_cllctn_acct



				tmp_cllctn_trans



				tmp_collection_baseline_account_file



				tmp_combine



				tmp_community_service



				tmp_contested_exception_addr



				tmp_contested_exception_hrng_typ



				tmp_contested_no_future_hrng



				tmp_counts



				tmp_criminal_only



				tmp_cs_wrnts_locate



				tmp_days_off



				tmp_detailed_r5 5   _data



				tmp_ft



				tmp_harris_account_file



				tmp_hrng



				tmp_hwinfo



				tmp_ivr_cs



				tmp_ivr_kubra



				tmp_ivr_mcis



				tmp_ivr_rpt



				tmp_ivr_totals



				tmp_jrnl_entry



				tmp_max_date



				tmp_mcis_uptime



				tmp_missing_chdocs



				tmp_monitor_rmk



				tmp_monitor_rmks_rmks



				tmp_non_criminal_only



				tmp_non_insurance_users



				tmp_notc



				tmp_obl



				tmp_obl_rmks



				tmp_paid_amts



				tmp_plates



				tmp_prk_cancel



				tmp_rcpt



				tmp_rcpt_rmks



				tmp_seajis_df



				tmp_seajis_df_cmplte



				tmp_test



				tmp_tmp_citations



				tmp_typ_cd



				tmp_upd_Alliance_compare



				tmp_veh



				tmp_veh_cntct_lst



				tmp_veh_contact



				tmp_weekly



				tp_acct				This table allows certain fine obligations flagged eligible for time pay to be grouped together and monitored as one obligation



				tp_acct_unsl



				tp_acct_web				Time pay accounts created using the web app



				tp_anal				A table to keep time pay analysis information.



				tp_event_notifications



				tp_pastduecases				Past due cases not in collections



				tp_pastduecases_job				Past due cases nightly job history



				tp_pastduecitations				Past due citations not in collections



				tp_pastduecitations_job				Past due citations nightly job history



				tp_rcpt				Receipts created using the time pay web app



				tp_rmks				Allow the ability to keep a history of time pay remarks.



				tp_rmks_rmks				This is a table to store time pay remarks records.



				tp_smry				This table stores time payment balances by status (e.g. 3-6-9 days overdue, etc) by month. it will be used to produce reports.



				tp_status				Time pay descriptions based upon a time pay code



				tstit



				ttt_unmatch



				tty				This table keeps a list of information regarding a tty.



				upd_hrng



				user_msg				User message table containing all user messages displayed to the user.



				vctm				This table contains information about victims



				vctm_ssa



				veh				This table contains information about vehicles as contained on charging documents. there can be multiple rows with the same plate and state if chdocs have diff descriptions for the plate&state



				veh_cntct_lst



				veh_contact				This table keeps track of contacts with a vehicle (e.g. registered owner, bought/sold, and renters).



				veh_mk				A table to store standard ncic codes used to describe vehicle makes.



				viol				Violation codes



				viol_catg				Violation category codes



				viol_typ				Violation type codes



				warrants



				worksite_temp



				wrnt				This table contains information about cases in warrant status



				wrnt_clrn_typ



				wrnt_email_notification



				wrnt_reas



				wrnt_rmks				A table to store warrant remarks



				wrnt_rmks_rmks				A table to store warrant remarks.



				wrnt_rstrc_rmks				This table stores warrant restriction remarks.



				wrnt_typ



				wrnt_unsl



				wrnt_unsl_old



				wrnt_wrnt_reas				An intersection table between the warrant and warrant reason tables since a warrant can have more than one reason that it was issued.



				wrnt_wrnt_rmks				An intersection table between the wrnt and wrnt_rmks tables. a warrant remark can be associated with more than one warrant.



				wrnts_sunset_pending



				wrnts_sunseted				Warrants sunsetted/quashed using the warrant sunset web app



				wsp_audit



				wsp_matched



				wtnss				This table has name and address link for a witness



				x



				zweb_app_settings				Generic web app settings table







SMC MCIS 2.0 Replacement Project
	




&P of &N	











image3.emf


Appendix I-MCIS  1.0 Entity Relationship Diagram.vsd






Appendix I-MCIS 1.0 Entity Relationship Diagram.vsd
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1.




 




Statement of Work and Specifications




 




Vendor 




shall




 




deliver all services necessary to implement the proposed 




MCIS 2.0 




solution, as well as the 




completion of all 




k




ey 




d




eliverables outlined below. See 




Section 




11




: Proposal Format and Organization




 




for 




response requirements




.




 




Vendor shall prepare all deliverables specifically for MCIS 2.0 Replacement Project context, including SMC 




specific configuration, business and technical practices. 




 




1.1.




 




General Requirements




 




1.1.1.




 




Project Delivery Model 




 




Vendor shall prov




ide a complete, turnkey MCIS 2.0 solution. Vendor shall provide software licenses, 




configure the solution, customize as necessary and provide training. Vendor shall 




be responsible for the 




solution design, implementation and support




. The City will support t




he implementation in close coordination 




with the Vendor.




 




1.1.2.




 




Project Deliverable Acceptance




 




For each deliverable




 




listed in this SOW




, the selected 




Vendor shall 




provide a deliverable expecta




tion 




document (DED) in a format mutually agreed upon between the Vendor 




and the City




. Work performed on 




deliverables without a 




City




-




accepted DED is at the 




Vendor’s risk.




 




A deliverable may be submitted for final review when the 




Vendo




r, in good faith, believes all requirements 




for that deliverable have been met, after all 




City 




f




eedback on any required draft deliverables has been 




addressed, and if in alignm




ent with agreed upon timings. 




For deliverables 




the City




 




solely determines are 




eligible for final deliverable review, 




the City




 




shall 




have no less than fifteen (15) full business 




days to either




 




accept the deliverable or provide written deliverable feedback to the 




Vendor




, which the 




Vendor




 




shall be 




required to address completely and comprehensively prior to resubmission.




 




1.1.3.




 




Project Management




 




Vendor shall provide project management 




serv




ices 




for the 




complete project lifecycle




, working with 




City




’s 




assigned Project Manager and




 




project




 




team




.




 




Project management services




 




include managing 




Vendor 




staff and coordinating with the City Project Manager and staff




.




 




The City requires t




he following 




project 




management 




activities




:




 




·




 




Confirm project goals and objectives




;




 




·




 




Define project team roles and responsibilities (including assigned City resources), complete and 




maintain a resource plan




;




 




·




 




Prepare a detailed, baselined and resource loaded project plan i




dentifying tasks, resources, 




dependencies, milestones and deliverables (including deliverable submission and review 




activities)




;




 




·




 




Prepare a communications plan; prepare on




-




going status reports and conduct recurring meetings




;




 




·




 




Prepare a baseline risk plan 




with mitigation plans; perform on




-




going risk management activities




;




 




·




 




Prepare an issue resolution process and issue log; perform on




-




going issue management activities




;




 




·




 




Prepare a quality assurance plan




 




(including the Vendor’s deliverable acceptance approach)




; 




perform on




-




going quality assurance activities




; and




 




·




 




Establish a change request/change control process; manage on




-




going change items




.




 




Vendor shall, in its proposal, describe the proposed project management approach and methodology 




including the project manag




ement tool(s) the Vendor proposes to use.




 








SMC MCIS 2.0 Replacement Project     1     1.   Statement of Work and Specifications   Vendor  shall   deliver all services necessary to implement the proposed  MCIS 2.0  solution, as well as the  completion of all  k ey  d eliverables outlined below. See  Section  11 : Proposal Format and Organization   for  response requirements .   Vendor shall prepare all deliverables specifically for MCIS 2.0 Replacement Project context, including SMC  specific configuration, business and technical practices.    1.1.   General Requirements   1.1.1.   Project Delivery Model    Vendor shall prov ide a complete, turnkey MCIS 2.0 solution. Vendor shall provide software licenses,  configure the solution, customize as necessary and provide training. Vendor shall  be responsible for the  solution design, implementation and support . The City will support t he implementation in close coordination  with the Vendor.   1.1.2.   Project Deliverable Acceptance   For each deliverable   listed in this SOW , the selected  Vendor shall  provide a deliverable expecta tion  document (DED) in a format mutually agreed upon between the Vendor  and the City . Work performed on  deliverables without a  City - accepted DED is at the  Vendor’s risk.   A deliverable may be submitted for final review when the  Vendo r, in good faith, believes all requirements  for that deliverable have been met, after all  City  f eedback on any required draft deliverables has been  addressed, and if in alignm ent with agreed upon timings.  For deliverables  the City   solely determines are  eligible for final deliverable review,  the City   shall  have no less than fifteen (15) full business  days to either   accept the deliverable or provide written deliverable feedback to the  Vendor , which the  Vendor   shall be  required to address completely and comprehensively prior to resubmission.   1.1.3.   Project Management   Vendor shall provide project management  serv ices  for the  complete project lifecycle , working with  City ’s  assigned Project Manager and   project   team .   Project management services   include managing  Vendor  staff and coordinating with the City Project Manager and staff .   The City requires t he following  project  management  activities :      Confirm project goals and objectives ;      Define project team roles and responsibilities (including assigned City resources), complete and  maintain a resource plan ;      Prepare a detailed, baselined and resource loaded project plan i dentifying tasks, resources,  dependencies, milestones and deliverables (including deliverable submission and review  activities) ;      Prepare a communications plan; prepare on - going status reports and conduct recurring meetings ;      Prepare a baseline risk plan  with mitigation plans; perform on - going risk management activities ;      Prepare an issue resolution process and issue log; perform on - going issue management activities ;      Prepare a quality assurance plan   (including the Vendor’s deliverable acceptance approach) ;  perform on - going quality assurance activities ; and      Establish a change request/change control process; manage on - going change items .   Vendor shall, in its proposal, describe the proposed project management approach and methodology  including the project manag ement tool(s) the Vendor proposes to use.  
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Exhibit 2 - Insurance Requirements and Transmittal Form.pdf

INSURANCE REQUIREMENTS AND TRANSMITTAL FORM
\ § CITY PURCHASING REF:

I City of Seattle Attachment

This Insurance Requirements and Transmittal Form shall serve as an attachment and/or exhibit form
to the (“Contract”), and shall be interpreted and applied together as a single contractual instrument
between the City of Seattle (“City”) and (“Vendor”).

VENDOR: SEND THIS FORM TO YOUR INSURANCE PROFESSIONAL TO COMPLETE THE GREEN BOX
AND TO ENSURE COMPLIANCE WITH ALL THE COVERAGE REQUIREMENTS, TERMS AND CONDITIONS
REQUIRED BY THE CITY OF SEATTLE.

INSURANCE AGENT/BROKER:

e PLEASE COMPLETE THESE FIELDS SO THAT WE MAY CONTACT YOU IF NECESSARY. *REQUIRED FIELDS
*NAME: TITLE:
*NAME OF COMPANY
*EMAIL: *TELEPHONE: FAX:

e SEND ORIGINAL CERTIFICATION WITH COPY OF CGL ADDITIONAL INSURED ENDORSEMENT OR BLANKET ADDITIONAL
INSURED POLICY WORDING AND APPLICABLE ENDORSEMENTS THAT EVIDENCES THE COVERAGE REQUIRED TO:
THE CITY OF SEATTLE PURCHASING SERVICES DIVISION
ATTN:
PO Box 94687
SEATTLE, WA 98124-4678

1. Inthe “Certificate Holder” field of the certificate of insurance, write “Attention: City of Seattle.”
2. Upon award of the Contract, Vendor shall, at its sole expense and for the entire term of the Contract, provide insurance coverage
to the City of Seattle (“City”) as checked below within 15 days or the City may withdraw its intent to award:

COMMERCIAL GENERAL LIABILITY (CGL), MARINE GENERAL LIABILITY (MGL) OR EQUIVALENT
INCLUDING:

PREMISES
PRODUCTS-COMPLETED OPERATIONS
CONTRACTUAL LIABILITY

STOP GAP/EMPLOYER'’S LIABILITY (UNLESS NO OBLIGATION TO INSURE WA STATE WC)

[] XCU AND SUBSIDENCE PERILS NOT EXCLUDED

[ PRODUCTS/COMPLETED OPNS. ADD’L INSURED FOR THREE (3) YEARS FOLLOWING END OF CONTRACT

MINIMUM LIMITS OF LIABILITY SHALL BE:

$1,000,000 EACH OCCURRENCE COMBINED SINGLE LIMIT BODILY INJURY AND PROPERTY DAMAGE (CSL)

$2,000,000 PRODUCTS/COMPLETED OPERATIONS AGGREGATE

$2,000,000 GENERAL AGGREGATE

$1,000,000 EACH ACCIDENT/ DISEASE—POLICY LIMIT/ DISEASE—EACH EMPLOYEE STOP GAP/EMPLOYER'’S
LIABILITY

BUSINESS AUTOMOBILE LIABILITY INSURANCE FOR OWNED, NON-OWNED, LEASED AND HIRED VEHICLES
AS APPROPRIATE written on a form CA 00 01 or equivalent WITH MINIMUM LIMITS OF LIABILITY OF $1,000,000 CSL.

NOTE: GARAGE LIABILITY WITH APPROPRIATE COVERAGES AND LIMITS OF LIABILITY MAY SUBSTITUTE FOR CGL
AND AUTOMOBILE INSURANCE:
[[] Garage Keeper’s Legal Liability (GKLL) insurance to cover vehicles in vendor’s bailment. Minimum limit of liability of
$ each vehicle and $ each occurrence.
[] “On-Hook” GKLL coverage required with minimum limit of liability of $ each vehicle.

E IN-TRANSIT POLLUTION LIABILITY CA 99 48/MCS-90 (N/A IF COVERED UNDER AN IN-TRANSIT EXTENSION OF
A CONTRACTOR’S POLLUTION LIABILITY INSURANCE POLICY)

WORKER'S COMPENSATION INSURANCE FOR WASHINGTON STATE AS REQUIRED BY TITLE 51 RCW.

[J UMBRELLA/EXCESS/BUMBERSHOOT LIABILITY INSURANCE OVER CGL/MGL/AUTOMOBILE LIABILITY
MINIMUM LIMIT OF LIABILITY SHALL BE (] $ CSL ($ MINIMUM TOTAL LIMITS REQUIREMENT)

] CONTRACTOR’S POLLUTION LIABILITY INSURANCE. MINIMUM LIMITS OF LIABILITY SHALL BE [] $1,000,000
Os EACH CLAIM WITH A MINIMUM AGGREGATE LIMIT OF 200% OF THE EACH CLAIM LIMIT. THERE
SHALL BE NO REQUIREMENT FOR A DEDICATED PROJECT AGGREGATE LIMIT PROVIDED THAT THE
CONTRACTOR SHALL (1) SUBMIT TO THE CITY WITH ITS INSURANCE CERTIFICATION A WRITTEN
STATEMENT FROM ITS AUTHORIZED INSURANCE REPRESENTATIVE THAT THE FULL MINIMUM AGGREGATE
LIMIT IS AVAILABLE AND HAS NOT BEEN IMPAIRED BY ANY CLAIMS RESERVED ON ANOTHER PROJECT, AND
(2) THEREAFTER, UNTIL THE COMPLETION OF THE WORK, THE CONTRACTOR SHALL PROVIDE NOTICE IN
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WRITING TO THE CITY WITHIN TEN (10) DAYS OF CONTRACTOR’S CONSTRUCTIVE KNOWLEDGE OF ANY
PENDING OR ACTUAL IMPAIRMENT OF THE AGGREGATE LIMIT.

] AVIATION LIABILITY INSURANCE WITH MINIMUM LIMITS OF []$1,000,000 CSL OR [] $ CSL

[] PROFESSIONAL LIABILITY INSURANCE WITH MINIMUM LIMIT OF LIABILITY $ EACH CLAIM

(] WATERCRAFT/P&I LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $

[] SHIP REPAIRER’S OR MARINA OPERATOR’S LEGAL LIABILITY INSURANCE COVERING THE VENDOR'S
LIABILITY FOR LOSS OR DAMAGE, INCLUDING LOSS OF USE, TO OWNERS OF WATERCRAFT WHILE IN THE
VENDOR’S CARE, CUSTODY AND CONTROL FOR THE PURPOSE OF BEING REPAIRED OR SERVICED.

MINIMUM LIMITS OF LIABILITY SHALL BE $ EACH VESSEL
[] TOWER’S LEGAL LIABILITY INSURANCE
Any tower hired by the Vendor or any subcontractor shall carry for any tow of the vessel within | ........ Such insurance

limits shall be for not less than the portion of the Total Contract Price allocable to such vessel (and in no event less than

the replacement cost for such vessel), to cover loss, damage and/or expense to the City of Seattle arising out of such

towage.

JONES ACT LIABILITY WITH MINIMUM LIMITS [] $1,000,000 OR $

U.S.L. & H. LIABILITY INSURANCE WITH MINIMUM LIMITS OF LIABILITY $

CRIME FIDELITY, THEFT, DISAPPEARANCE & DESTRUCTION LIABILITY (TO INCLUDE EMPLOYEE THEFT,

WIRE TRANSFER, FORGERY & MAIL COVERAGE, AND CLIENT COVERAGE): WITH MINIMUM LIMIT
$5,000,000 PER OCCURRENCE AND IN THE AGGREGATE. The policy shall cover “client’s property,” not just when
legally liable and shall have a Joint Loss Payee Endorsement in favor of the City of Seattle.

XI TECHNOLOGY ERRORS & OMISSION / PROFESSIONAL LIABILITY INSURANCE WITH AN AGGREGATE LIMIT
OF LIABILITY NOT LESS THAN TEN MILLION DOLLARS ($10,000,000). Such insurance shall cover any and all
errors, omissions or negligent acts in the delivery or performance of products, services and/or licensed
programs under this agreement. Such Professional Liability insurance shall include coverage for claims and losses
with respect to network risks (such as data breaches, unauthorized access/use, identity theft, invasion of privacy,
damage/loss/theft of or to data, degradation, downtime, etc.) and intellectual property infringement, such as
copyrights, trademarks, service marks and trade dress. The Professional Liability Insurance retroactive coverage
date shall be no later than the effective date of this agreement. Suppler/Vendor shall continuously maintain such
insurance or purchase an extended reporting period providing that claims first made and reported to the insurance
company within three (3) years after termination of the agreement will be deemed to have been made during the
policy period.

XI INFORMATION TECHNOLOGY —CYBER LIABILITY (NETWORK SECURITY LIABILITY AND PRIVACY LIABILITY)
WITH MINIMUM LIMIT $5,000,000 PER OCCURRENCE AND IN THE AGGREGATE. This shall include, but not be
limited to, coverage for any actual or alleged breach of duty, neglect, error, act, mistake, omission, or failure arising
out of Vendor’s Internet and Network Activities including coverage for, but not limited to, the following events:

An attack that has the intent to affect, alter, copy, corrupt, destroy, disrupt, damage, or provide unauthorized access
or unauthorized use of Vendor's computer system; Computer Crime or Information Theft; Denial of Service; Extortion;
Introduction, implantation, or spread of a Computer Virus; Loss of Service; Identity Theft; Infringement; Electronic data
loss and restoration; Unauthorized Access or Use, including the gaining of access to Vendor’s computer systems by
an unauthorized person or persons or an authorized person in an unauthorized manner.
[X] SUBLIMIT FOR NOTIFICATION COSTS: $1,000,000 PER OCCURRENCE
.[1 OTHER: WITH MINIMUM LIMIT $

X0

TERMS AND CONDITIONS:

1.

City of Seattle as Additional Insured: The CGL/MGL insurance shall include “the City of Seattle” as an additional insured for
primary and non-contributory limits of liability.

No Limitation of Liability: Insurance coverage and limits of liability as specified herein are minimum coverage and limit of
liability requirements only; they shall not be construed to limit the liability of Vendor or any insurer for any claim that is required to
be covered hereunder to less than the applicable limits of liability stated in the declarations. Moreover, the City shall be an
additional insured, where additional insured status is required, for the full available limits of liability maintained by vendor, whether
those limits are primary, excess, contingent or otherwise. Vendor expressly understands and agrees that this provision shall
override any limitation of liability or similar provision in any agreement or statement of work between the City and Vendor.

Required Separation of Insured Provision; Cross-Liability Exclusion and other Endorsements Prohibited: Vendor's
insurance policy shall include a “separation of insureds” or “severability” clause that applies coverage separately to each insured
and additional insured, except with respect to the limits of the insurer’s liability. Vendor’s insurance policy shall not contain any
provision, exclusion or endorsement that limits, bars, or effectively precludes the City of Seattle from coverage or asserting a
claim under the Vendor’s insurance policy on the basis that the coverage or claim is brought by an insured or additional insured
against an insured or additional insured under the policy. Vendor’'s CGL policy shall NOT include any of the following
Endorsements (or their equivalent endorsement or exclusions): (a) Contractual Liability Limitation, (CGL Form 21 39 or
equivalent), b) Amendment Of Insured Contract Definition, (CGL Form 24 26 or equivalent), (c) Limitation of Coverage to
Designated Premises or Project, (CGL Form 21 44 or equivalent), (d) any endorsement modifying or deleting the exception to the
Employer’s Liability exclusion, (e) any “Insured vs. Insured” or “cross-liability” exclusion, and (f) any type of punitive, exemplary or
multiplied damages exclusion. Vendor’s failure to comply with any of the requisite insurance provisions shall be a material breach
of, and grounds for, the immediate termination of the Contract with the City of Seattle; or if applicable, and at the discretion of the
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City of Seattle, shall serve as grounds for the City to procure or renew insurance coverage with any related costs of premiums to
be repaid by Vendor or reduced and/or offset against the Contract.

4. Claims Made Form: If any policy is written on a claims made form, the retroactive date shall be prior to or coincident with the
effective date of this contract. Claims made coverage shall be maintained by the Vendor for a minimum of three (3) years
following the expiration or earlier termination of this contract, and the Vendor shall provide the City with evidence of insurance for
each annual renewal. If renewal of the claims made form of coverage becomes unavailable or economically prohibitive, the
Vendor shall purchase an extended reporting period (“tail”) or execute another form of guarantee acceptable to the City to assure
financial responsibility for liability assumed under the contract.

5. Deductibles and Self-Insured Retentions: Any self-insurance retention or deductible in excess of $ 25,000 that is not “fronted”
by an insurer and for which claims the vendor or its third-party administrator is directly responsible for defending and indemnifying
must be disclosed on the certificate of liability insurance. Vendor agrees to defend and indemnify the City under its self-insured or
deductible layer and upon City’s request advise the full delivery address of the individual or department to whom a tender of a
claim should be directed.

6. Notice of Cancellation: Under RCW 48.18.290 (“Cancellation by insurer”) applicable to insurers licensed to do business in the
State of Washington, the City, as a certificate holder for the insurance requirements specified herein and an additional insured,
has an interest in any loss which may occur; written notice of cancellation must therefore be actually delivered or mailed to the
City not less than 45 days prior to cancellation (10 days as respects non-payment of premium). As respects surplus lines
placements, written notice of cancellation shall be delivered not less than 30 days prior to cancellation (10 days as respects non-
payment of premium).

7. Qualification of Insurers: Insurers shall maintain A.M. Best's ratings of A- VIl unless procured as a surplus lines placement
under RCW chapter 48.15, or as may otherwise be approved by the City.

8. Changes in Insurance Requirements: The City shall have the right to periodically review the adequacy of coverages and/or
limits of liability in view of inflation and/or a change in loss exposures and shall have the right to require an increase in such
coverages and/or limits upon ninety (90) days prior written notice to the Vendor. Should Vendor, despite its best efforts, be
unable to maintain any required insurance coverage or limit of liability due to deteriorating insurance market conditions, it may
upon thirty (30) days prior written notice request a waiver of any insurance requirement, which request shall not be unreasonably
denied.

9. Evidence of Insurance: Vendor must provide the following evidence of insurance:
a. A certificate of liability insurance evidencing coverages, limits of liability and other terms and conditions as specified herein;
b. An attached City of Seattle designated additional insured endorsement or blanket additional insured wording to the CGL/MGL
(and if required Contractor’s Pollution Liability insurance policy).
c. A copy of all other amendatory policy endorsements or exclusions of Vendor’s insurance CGL/MGL policy that evidences the
coverage required.

At any time upon the City’s request, Vendor shall also cause to be timely furnished a copy of declarations pages and schedules
of forms and endorsements. In the event that the City tenders a claim or lawsuit for defense and indemnity invoking additional
insured status, and the insurer either denies the tender or issues a reservation of rights letter, Vendor shall also cause a
complete and certified copy of the requested policy to be timely furnished to the City.

Send evidence of insurance to the City at the addresses at the top of this form.
For questions or issues about insurance, contact the City of Seattle Risk Management at (206) 615-1507 or by email at
Sheila.Barker@seattle.gov

NOTE: CERTIFICATES WITHOUT ATTACHED ADDITIONAL INSURED ENDORSEMENT OR BLANKET
ADDITIONAL INSURED COVERAGE FOR THE CITY OF SEATTLE WILL NOT BE APPROVED!
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Sheet1


			PCI DSS Requirements 						Vendor Responsibility			Comments


			Build and Maintain a Secure Network 			1. Install and maintain a firewall configuration to protect cardholder data 


						2. Do not use vendor-supplied defaults for system passwords and other security parameters 


			Protect Cardholder Data 			3. Protect stored cardholder data 


						4. Encrypt transmission of cardholder data across open, public networks 


			Maintain a Vulnerability Management Program 			5. Use and regularly update anti-virus software or programs 


						6. Develop and maintain secure systems and applications 


			Implement Strong Access Control Measures 			7. Restrict access to cardholder data by business need to know 


						8. Assign a unique ID to each person with computer access 


						9. Restrict physical access to cardholder data 


			Regularly Monitor and Test Networks			10. Track and monitor all access to network resources and cardholder data


						11. Regularly test security systems and processes 


			Maintain an Information Security Policy			12. Maintain a policy that addresses information security for all personnel 
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		Acronym/Definition/Term		Description		Additional Information		RFP Requirement Number		Requirement Number

		A/P		Accounts Payable				SY126		1239

		A/R		Accounts Receivable				MC030		185

		Accela		System used by Seattle Department of Constrction & Inspections (SDC) to issue/track citations (feeds into FRITS).				DX036 (INT036)		10

		ACH		Automated Clearing House.  An electronic payment is any kind of non-cash payment that doesn't involve a paper check. Methods of electronic payments include credit cards, debit cards and the ACH (Automated Clearing House) network. The ACH system comprises direct deposit, direct debit and electronic checks (e-checks).				MC052		64

		Adjudicate FTA		Releases an FTA hold on a case		DOL is notified when hold is on a traffic matter		MC093		270

		ADR		Abstract of Driving Record				MR051		2190

		AFTS		Automatic Funds Transfer Service		SMC contracts with this company for payments and mailings.		DX015		2236

		AIX (Informix based)		Advanced Interactive e-Xecutive 

		AKA		Also known as				MP004		1480

		Alerts		A thing that warns of unusual or potentially undersirable situation occuring within an application (e.g.warning message).				SY114		855

		AOC		Administrative Office of the Courts (AOC)		The Administrative Office of the Courts provides support for Washington's non-unified courts through a wide range of services to promote the efficient administration of justice.		DX003		126

		Appeal Bond		The sum of money (cash/bond) required by a party that must be posted to the case before an appeal can be processed to a higher Court.				SY124		517

		Appearance Bond		An agreement entered by a third party to pay a certain sum of money if the defendant fails to appear in court. This may be posted prior to first appearance.				SY124		517

		ARLJ		Administrative Rules for Courts of Limited Jurisdiction		ARLJ

		ASP.NET		An open-source server-side web application framework designed for web development to produce dynamic web pages.

		ATC		Alternative to Confinement				SCOPE Desc

		ATS		America Traffic Solutions				MC008		106

		Attorney BAR Number		A unique number by the Washington State Bar Association (WSBA) assigned to Washington State Attorneys and associations.				DX019		14

		Bail / Bond  		An amount of money or a Bond (filed by a Bond Company) posted with the court as security for the defendants appearance. This may be posted prior to first appearance.				MC039		1602

		Bail / Bond Forfeiture (BF)		When a defendant fails to appear for an event, a judge may order the previously posted bail/bond to be forfeited. The bail is remitted to the treasurer for the case. A bond will be forfeited and notice sent to the bonding company for remittance of the bond amount to be held pending return of the defendant to court.				MC040		510

		Bail Table		SMC has a "Violation Table" on their website containing the most common violations.  For more information about Court Rules and Violation Codes visit the Seattle Municipal Code website.		Bail/Violation Table		MC024		1418

		BARS		Budgeting Accounting Reporting System. The account structure and numbering system documented in publications of the Washington State Auditor’s Office.		The State Auditor's Office has assigned BARS account numbers to each type of money handled by district and municipal courts. Some familiar types of money are fines/penalties related to traffic infractions, non-traffic infractions, and DUI. BARS account numbers are used to identify general ledger accounts.		AC016		1314

		Calendar		A list of cases scheduled for an event at a particular time and place.

		The term Calendar is used as a noun, as in “the Calendar.” The term Schedule is used as the verb when an activity defines scheduling a case on the calendar.		CA001		1629

		Case		Any proceeding, action, cause, or lawsuit initiated through the court system by filing a complaint, petition, or infraction.

		Case Closure		When a case has no further jurisdiction, monetary obligations, probation/condition(s), and no pending actions then the case can be closed.				SY056		233

		Case Disposition		Final result of a court case				MC126		430

		Case Filed		This is the process when the originating or charging document has been submitted and accepted by the court.				MC006		107

		Case Notes		This is additional information for the overall case, party, or hearing added by a Judge, Bailiff, Clerk.		Security determines who can view, or where to display.		MR054		168

		Case Reopened		A reopened case is one that was previously closed but is reopened to supplement the case, schedule a hearing, or change the original charge disposition (e.g., vacating a judgment.)

		Case Type		“Case Type” refers to how cases are categorized.		(e.g. CT = criminal traffic, CN = criminal non-traffic, IT = infraction traffic, IN = infraction non-traffic, PR or PK = parking) 		SY035 
MC131 
MC002 
		1582 
1369 
1590 

		CDL		Commercial Driver’s License				MP010		1509

		Chambers Notes (i.e. Chambers Records)		Any writing that is created by or maintained by a judicial officer or chambers staff, and is maintained under chambers control, whether directly related to an official judicial proceeding, the management of the court, or other chambers activities.		Must rely on court rule, and court staff to determine rules.

		Change of Venue		Movement of a case from one location to another.				DX014		115

		Charge/Violation		A description of an offense.				MC018		300

		Charge Disposition		The outcome of a charge.				MC105		1851

		Charging Document		A legal document that alleges crimes or offenses.				MC001		1437

		Citation/Complaint/Infraction/Ticket		A charging document that is issued by Law Enforcement alleging a violation of a City Ordinance, or a State Law.				MC007		53

		Citing Officer		Officer (Law Enforcement, Parking Enforcement or other Prosecuting Authority) originating the crime or offense.

		CLJ		Courts of Limited Jurisdiction

		CMS		Court Case Management System

		Complaint		Criminal: A charging document filed by a prosecutor or citizen and accepted by the court formally accusing a person a crime.  
Civil: The first or initiatory pleading on part of the plaintiff.

		Compliance Monitoring		When the Probation Department or the Court Probation Clerk monitors cases for compliance/non-compliance of conditions ordered/imposed.				PR028		2741

		Condition(s)		A requirement imposed which a party must comply with.				MC110		1921

		Condition(s) of Release		Set of requirements ordered by the Judge pertaining to release in which a party must comply with.

		Condition(s) of Sentence		Set of requirements ordered upon a defendant at sentencing as part of a suspended or deferred sentence.				MC110		1921

		Confidential		Indicates confidentiality and controls access to records/documents.				SY067		2614

		Costs		Monetary obligations paid, or community service hours completed.		Costs are anything other than a fine imposed.		MC116		1140

		Count		Each individual charge listed on a charging document alleging separate violations.				MC019		299

		Court Level		The levels of jurisdiction in the Washington State court system, currently: Supreme Court, Appellate, Superior, Juvenile, and the Courts of Limited Jurisdiction (District and Municipal).

		Court Staff		An employee of the court


		Rules for Courts of Limited Jurisdiction		WA State Rules for Courts of Limited Jurisdiction		Rules for Courts of Limited Jurisdiction

		CR-GR		WA State General Court Rules		General Rules

		Criminal Non Traffic (CN)		A criminal case/charge type (CN).		Criminal charges not involving a vehicle		MC035		1588

		CRLJ		Civil Rules for Courts of Limited Jurisdiction		CRLJ

		CrRLJ		Criminal Rules for Courts of Limited Jurisdiction		CrRLJ

		Criminal Traffic (CT)		A criminal traffic case/charge type (CT).		Criminal charges involving a vehicle		MC035		1588

		DBA		Doing Business As				MP004		1480

		Defendant		Either a person charged with a crime in a criminal case, a civil violation in an infraction/vehicle related case, or a person against whom a civil action is brought.

		Deferred Finding (DF)		Imposition of a finding for an infraction that is postponed for a period of time on condition that the defendant comply with conditions ordered. Upon successful completion, the charge may be dismissed.				PP001		259

		Deferred Sentence (DS)		Imposition of a sentence for a misdemeanor or gross misdemeanor postponed for a period of time for the defendant to comply with conditions of sentence. Upon successful completion, the charge may be dismissed.				SY092		S1993

		Destroy		To destroy means to obliterate a court record or file in such a way as to make it permanently irretrievable. See GR 15.		GR 15

		Dismissal		Order or judgment terminating an action.				SY094		227

		Disposition		A resolution of an action.				MC105		1851

		DMS		Document Management System

		DOB		Date of Birth

		DOC		Department of Corrections				MP004		1480

		Docket		Data entry by court staff. (verb) 
A chronological history of all actions on the case. (noun) 

		DOL		Department of Licensing				MC094		50

		DSHS		Washington State Department of Social & Health Services				DX26		32

		DUI		Driving Under the Influence				PR041		2494

		DV		Domestic Violence				PR041		2494

		DVOCA		DV Out of Custody Arraignment				SY073		1012

		EFT		Electronic Fund Transfer				AC030		1315

		EHM		Electronic Home Monitoring				MP002		1541

		Electronic Document		An electronically filed, generated, or scanned document or multi-media attachment.				MR012		148

		Entity		Organization, Business, Participant, Official				MP002		1541

		Escheat		A reversion of property to the Washington State Department of Revenue or Labor & Industries Crime Victim Department.				AC012		80

		eTicket		An electronically filed charging document (criminal or infraction).				MC008		106

		ESC 		Executive Steering Committee

		Extended Judgment		Separate ruling that allows an existing judgment to be extended for an additional time period.

		Fee Waiver / Waiver of Fee		A statutory order or Court order waiving fees.

		Filing		To endorse upon a document the date it is received, and to then place it in the file. (verb)
A document or item filed with the court. (noun)

		Finding		A decision rendered by a Judge or Jury based on evidence of the case.

		Fine		A sum of money imposed as punishment or penalty for a criminal offense or committed finding on an infraction.

		FTP/SFTP		File Transfer Protocol

		FKA		Formerly Known As				MP004		1480

		Flag/Indicator		A designation marking important information on a case, person, or charge, hearing, financial, etc.		Could be a visual item (letter, symbol), or a change in color of something.

		FOB		Free on board destination		Term indicating that the seller will incur the delivery expense to get the goods to the destination.

		FRITS		Files and Records Information Tracking System.  Existing case management system for the Office of the Hearing Examiner.				DX036 (INT036)		10

		FTA		Failure to Appear		Includes Failure to Comply (FTC), Failure to Pay (FTP), Failure to Respond (FTR).		MC093		270

		FTC		Failure to Comply; see FTA

		FTP		Failure to Pay; see FTA

		FTR		Failure to Respond; see FTA

		GR15		General Court Rule 15 				SCOPE Desc

		Hansen		System used by Seattle Department of Transportation (SDOT) to issue/track citations (feeds into FRITS).				DX036 (INT036)		10

		Hearing		An event on the record.				SY073		1012

		Hearing Attributes		Values assigned to each hearing type for reporting needs.				SY073		1012

		HEEFS		Hearing Examiner Electronic Filing System; Public e-filing system.				DX036 (INT036)		10

		Hearing Type		A classification of hearings into types in order to assist in the management of a schedule and for case load statistical analysis.				SY073		1012

		Infraction (IN / IT)		An infraction case/charge type.  Traffic (IT) and non traffic (IN).
		An act which is prohibited by law but which is not legally defined as a crime.		MC035		1588

		Interstate Compact for Adult Offender Supervision (ICAOS) 		An agreement between Washington and other states to address the need for supervision of adult offenders when they travel across state lines in an effort to track the location of the offenders, transfer supervision authority when needed, and if necessary, return offenders to the originating jurisdictions. (See RCW 9.94A.745)

		IRIS		Office of Hearing Examiner's Internet Records Information System; Public web access for case file searches.				DX036 (INT036)		10

		IRLJ		Infraction Rules for Courts of Limited Jurisdiction		IRLJ

		IVR		Interactive Voice Response				MP041		2254

		J&S		Judgment and Sentence		An Order defining terms and conditions of a sentence.		MR001		215

		JAMMA		Jail Master Movement Application		King County Program Used by SMC Marshalls

		JIS		Judicial Information System				AC030		1315

		Judge Pro Tem		A temporary judge appointed to hear a particular matter(s): not heard by the regular setting Judge; lawyer, court commissioner, or retired judge.

		Judgment		A formal decision determination on a case by the Court.				MC106		2044

		Judicial Officer		An elected or appointed official with authority to hear and decide cases.		Judge or Magistrate

		Jurisdiction		Authority of a court to exercise judicial power/authority

		JV		Journal Voucher		A type of accounting action (e.g. Deposit, Check Register, Criminal Bail, Accounts Payable, etc.).		MP026		6

		KCJ		King County Jail				MP026		6

		LEA		Law Enforcement Agency responsible for the enforcement of the laws.				MC028		494

		LEIS		A Law Enforcement Information Sheet provided to law enforcement agencies with protection type order party details. This is a confidential document.

		LPR		License Plate Recognition 				SCOPE Desc

		Link		Joining of two or more person records for the same person.		Link/Merge		MP037		1527

		LLLT		Limited License Legal Technician		FROM WSBA:  are licensed by the Washington Supreme Court to advise and assist people going through divorce, child custody, and other family-law matters in Washington. 		DX019		14

		Master Calendar		Session where Presiding Judge assigns out Trials		A centralized calendar used to document the court’s schedule of available hours, hearing types/dates/times, as well as tracking judicial officer, staff, and resource availability.		CA003		966

		MCIS		Municipal Court Information System		Case Management System(s) currently used by SMC

		MH or MHC		Mental Health		A type of speciality court at SMC		PR041		2494

		NBS		Needs Based Sentencing				SCOPE Desc

		NCO		No Contact Order		AKA, Protection Order		MC090		2130

		NICS		National Instant Criminal Background System

		Notes Log		Chronological listing of activities, appointments and general notes in the Probation Case.				PR058		2542

		NSF		Non-Sufficient Funds				AC009		1281

		Obligation		What the party owes or is obligated to complete.  Can be either monetary or conditions				SY122		1184

		OCM		Organizational Change Management

		OD		Other Deferral; which is a type of disposition given on a charge count.				SY094		227

		OVN		On Vehicle Noticing				SCOPE Desc

		Outstanding Balance		Unpaid balance of imposed fines/fees/costs or of a monetary judgment ordered on the case.				MC061		1094

		PAR		Potential Accounts Receivable		i.e. monetary obligations		MC030		185

		PEO		Parking Enforcement Officer

		Parking Ticket		Ticket includes a violation issued to the vehicle owner		1.  Parked Vehicle Violation.
2.  Camera Violation on a vehicle.

		Parsing		In a name record, parts of the name are separated into last name, first name, middle name, and suffix in order to meet the federal guidelines.				SY161		1549

		Participant/Party		An entity associated with a case (e.g. defendant, police officer, victim, collection agency, etc.).				MP015 
MP002		604 
1541

		Payee		An individual who is owed money from the court.				AC003		2287

		Payer		Any individual who makes a payment to the court				MC050		2213

		Payment		Any legal tender paid to the Court on an outstanding balance.				MC053		2193

		Payment Method		How payment is received (i.e., via mail, web payment, in person).				MC052		64

		Payment Modes		The type of payment received (i.e., cash, credit card, check, electronic funds transfer).				MC053		2193

		Payment Plan		A plan for paying an outstanding balance.		Also known as a Time Pay Agreement		MC095		1125

		PCN		Process Control Number:  The Washington State Patrol Process Control Number is assigned by local law enforcement when a person is fingerprinted or booked into jail.				MC027		1384

		PCSD		City Purchasing and Contracting Services Division

		Person Business Rules		The approved policy statements and accompanying rules for entering information about persons and entities.				MP003		1557

		PIN		Personal Identification Number				MP006		1472

		PJ		Presiding Judge

		PR		Personal Recognizance:  The release of a defendant in a criminal proceeding without bail upon the defendant’s promise to return to court.				SCOPE Desc

		Pre-File(d) Case		The entering of case information into the system prior to the filing of the charging document(s).				MC001		1437

		Pre-Trial Condition(s)		A set of rules and regulations ordered by a judge regarding a defendant’s conduct while a case is pending disposition.				MC110		1921

		Pro Se Litigant		A party that represents themselves without an attorney.				SY053		392

		Probable Cause Case		An action to determine if there is sufficient information to proceed with formal case charging.				MC102		1392

		Probation		Set of conditions and regulations placed upon a person ordered by the court.				PR031		758

		Probation Referral		When a matter has been assigned/sent to a probation department or external agency for tracking of compliance of conditions or resolution of a disputed matter. ( “Referral” and “Probation Referral” are synonymous)		Court has referred someone to Probation.  Bailiff gives defendant the Referral Form, indicating where the defendant must go, within in the courthouse (e.g. cashier, day reporting, probation, etc.)  Today they receive the referral via email (the form), and the front counter also will make a copy of the form when defendant presents their copy
		MR008		194

		Probation Staff		An individual working within the Probation Department.
				PR065		900

		Prosecutor		The public officer in the city (who is an attorney) who presents the City's case against the defendant.				MR012		148

		PSC		Project Steering Committee

		Public Calendar		A public version of the Court’s calendar.				PP004		2666

		Public Online Access		Any type of web based access to court management system or public version of the CMS that the public or justice partners can utilize. This could be done via web pages, kiosk, dummy terminals, etc.				PP001		259

		RALJ		Rules for Appeal of Decisions of Courts of Limited Jurisdiction		RALJ		MC117		307

		RCW		The Revised Code of Washington (RCW) is the compilation of all laws.		Revised Code of Washington (RCW)

		Receipt		An action taken by a clerk to process a payment. (verb)
A proof to the payer that monies were received. (noun) 				AC015 
MC055 
MC063 		2384 
2228 
2226 

		Recusal		A judge or attorney may excuse himself or herself from a case hearing in order to eliminate potential prejudice/bias.				MC142		264

		Refund		Return of a monetary amount due to the payee.				SY133		2288

		Report		Formatted page(s) of information.				MR041		2570

		Restitution		Awarding the equivalent for any loss, damage, or injury (e.g. monetary amount paid to the victim of a crime).				AC001		1207

		RPEG		Research, Policy Evaluation Group 				SCOPE Desc

		RTM		Requirements Traceability Matrix

		Satisfaction of a Civil Judgment		Document received by the court from the prevailing party that the judgment order has been resolved.				MC106		2044

		Satisfaction of an Infraction Judgment		When violations have a finding and any monetary penalty has been satisfied, whether through monetary payment or completion of alternative programs.				MC106		2044

		SCC		Seattle Community Court.  Seattle Community Court serves "chronic public system users" and offenders who commit low-level crimes, fail to comply with sanctions, fail to appear for Court, and use jail days when they could more effectively be rehabilitated through alternative strategies.		Seattle Community Court

		Schedule		Arrange or plan an event at a particular time and place for parties to a case.
				CA023		1632

		SCORE		South Correctional Entity		South Correctional Entity Regional Jail a jail in Des Moines, WA serving the confinement needs of 7 Member Cities and a number of contract agencies with a total capacity of 802 inmates.		MP026		6

		SeaJIS		Seattle Justice Information System		SeaJIS connects the Municipal Court system and the City of Seattle Law Department’s system so they may
exchange real-time out-of-custody case initiation, court order, and court case information.

		Seal Case or Document		Protect court records from examination by the public and unauthorized court personnel.				MC122		1622

		Search		Entering data in order to find a specific individual, official, or case within a case management system.				MP001 (person) 
MC123 (case)		1483 
1431

		SeaTrac		Existing SMC's web based Probation Case Management System.

		SECTOR		Statewide Electronic Collision and Ticket Online Records				MC008		106

		SLA		Service Level Agreement 

		Service Provider		An individual or organization that provides special services.				PR026		1556

		SMC		Seattle Municipal Court		SMC Public Website



		SMC		Seattle Municipal Code		Seattle Municipal Code

		SOW		Statement of Work

		Social Media		Websites and applications that enable users to create and share content or to participate in social networking.				MP119		174

		SPD		Seattle Police Department				DX009		59

		SQL		Structured Query Language

		Stay		To halt a judicial hearing, trial or case activities by Court order or pursuant to statute or court rules. (verb)
The status of a case after it has been halted. (noun)				SY140		478

		SVT		SMC Veterans Treatment Court		Seattle Veterans Treatment Court		SY036		1583

		SYTC		Seattle Youth Traffic Court				SCOPE Desc

		TP		Time Payment				MC095		1125

		TPA		Time Payment Agreement				MR001		215

		Transfer		Case transferred between one or more courts.				MC033		820

		Trial		A formal examination of evidence in order to decide judgment in a criminal or civil proceedings.				CA023		1632

		Trust Account		Funds held in a bank account, separate from the jurisdictions other monies.				MC059		1106

		UA		Urinalysis				SCOPE Desc

		UAT		User Acceptance Testing 

		UBI		Unified Business Identifier

		Vacate		To nullify or set aside.				DX016		147

		Vacate Conviction		RCW 9.94A.230 states that every offender who has been discharged under RCW 9.94A.220 may apply to the sentencing court for a vacation of the offender’s record of conviction.				DX016		147

		VCT		Victim				MP015		604

		Vehicle Identification Number (VIN)		A unique code including a serial number used to identify individual motor vehicles.				MC005		1449

		VRV		Vehicle Related Violations:  Cases initiated (either through a citation placed on the vehicle, or from a camera used for capturing violators of specific ordinances) against a vehicle/owner instead of the operator.				MC136		1429

		VTC		Veterans Treatment program				SCOPE Desc

		WAC		Washington Administrative Code		WAC

		WACIC		Washington State Criminal Information Center – Orders and Warrants Database				DX003		126

		Warrant		An order from the court authorizing an officer to arrest a person, or search something.				MC091		1875

		Warrant Service Copy		A signed copy of a Warrant that was served on the defendant.				MC091		1875

		WASIS		Washington State Identification Systems – Criminal History Database				DX009		59

		WBS		Work Breakdown Structure

		Well Identified Person		A person in the system including personal identifiers (PIN's); if the PIN's can clearly identify the person, the person is "well identified".  PIN's may be address, DOB, DL #, etc.				MP003 
SY146 
SY145 		1557 
1811 
1813 

		WSBA		Washington State Bar Association		WSBA		DX019		14

		WSP		Washington State Patrol		WSP		DX009		59
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Deleted

		Term/Definition/Acronym		Description		Addn'l Info.		Department Head		Req. #		RFP Req. #

		ACA		Associated Council for the Accused		Delete?

		Advocate		One who assists, defends, or pleads for another.  One who renders legal advice and aid and pleads the cause of another before a court.		Delete?

		Affidavit of Surrender		A written or printed declaration or statement under oath, that a person or item has been surrendered.		Delete?

		AHO		Anti-Harassment Order		Delete

		AOI		Alliance One, Inc.		Delete?

		BA-RT		Breath Alcohol - Real Time		Delete?

		BOCA		Out of Custody Arraignment-Bail Outs?		Delete?

		Booking / Release Sheet		The information sheet provided to the court filed by the LEA defining when a defendant has been booked and/or released from custody and supporting documentation.		Delete?

		BWC		Body Worn Camera		Delete?

		CAD		Comupter Aided Dispatch		Delete?

		CAO		City Attorney's Office		Delete?

		CAP		Conflict Attorney Panel		Delete?

		Cause of Action		A legal claim or petition submitted to begin a civil or small claims case.		Delete?								Not used

		CCD		Court Closed Days		Delete?								Not used

		CCIU		Criminal Case ???  ???		Delete?								Not used

		CCMS		? Court Case Management System		Delete?								Not used

		CD		Compact Disk		Delete?								Not used

		Certification		Attest to the authentication of a signature to show the document is validly executed, acknowledged, or witnessed.		Delete?

		CFC		Cost Fee Code		Delete?

		CHS		Dept. of Community  Human Services		Delete?

		Citation		"Citation" means a form specified and adopted by competent authority for the purpose of charging a person with a violation.		Delete - see Citation/Complaint/Infraction

		Civil Fees / Costs		The amounts that may/must be collected per civil statute. See RCW 3.62.060 Clerk’s fees and RCW 4.84 Civil Costs.		Delete?  SMC doesn't charge civil, and I don't think we need to define "costs".

		Civil Judgment		A judgment is the final determination of rights among the various parties to a lawsuit.		Delete

		CJ		Criminal Justice		Delete

		Claim		A Cause of Action.		Delete

		CMS		Case Management System		Delete

		Contested Hearing		A type of hearing allowing a person to dispute the determination that an infraction has been committed.		Delete

		CPI		Court Public Information		Delete

		DBHR		DSHS Division of Behavioral and Health Recovery Services		Delete

		DCXT		Department Cross Reference Table		From JIS On Line Manual (AOC): The County Department Cross Reference Table (DCXT) is used to customize the court’s Remittance Summary Report to show local accounting codes and proper remittance BARS Codes. It is also used to record remittance BARS account updates required by the State Auditor’s Office or new legislation.

		DDC		Data Dissemination Committee (goverened by the Judicial Information System Committee).		Delete - I'm not sure SMC uses the DDC as a guide

		Defense Counsel		An attorney representing the named defendant in a case or a pro se defendant.		Delete

		Deferred Prosecution (DP)		A disposition to a charge following the conditions outlined under RCW 10.05.		Delete

		Department of Licensing (DOL)		Washington State Department of Licensing 		Delete, duplicate, see DOL

		ECF		Electronic Case Files		Delete		43		MR013

		ECF		Electronic Court Filing		Delete		107		MC006

		EPAMD		Electric Personal Assisted Motorized Device		Delete

		Ex Parte		An action by the court at the request of one party without notice to others.		Delete

		Hearing or Trial Continued		A continuance occurs when a hearing or trial has been set for a specific date and is moved to another date before that hearing commences.		Delete

		Hearing or Trial Held		A matter held in open court with at least one of the parties present in a case that is heard.		Delete

		Hearing or Trial Stricken		A hearing or trial removed from the court calendar and not recorded on a calendar to take place at another date.		Delete		1012		SY072

		ICA		In Custody Arraignment		Delete, see Hearing Type

		ID		Identification		Delete

		In Forma Pauperis		Latin term referring to the right of an impoverished person to proceed with certain actions without the payment of the usual fees and costs.		Delete

		Non-Traffic (CN/IN)		A non traffic criminal or infraction case/charge type.		Delete

		Notice of Infraction (NOI)		A law enforcement officer has the authority to issue a notice of traffic to notify a person that they committed an infraction.
1.  When the infraction is committed in the officer's presence;
2.  If an officer investigating at the scene of a motor vehicle accident has reasonable cause to believe that the driver of a motor vehicle involved in the accident has committed a traffic infraction; or
3.  When a violation is detected through the use of an automated traffic safety camera.		Delete

		LINX NW		Law Enforcement Information Exchange		Delete

		LSJ		Law, Safety, and Justice		Delete

		MIS		MCAD Information System		Delete

		Mitigation Hearing		A hearing held to explain the circumstances surrounding the commission of an infraction.		Delete

		Modification		Change of a previous order.		Delete

		NCIS		Naval Criminal Investigative Service		Delete

		NDA		NW Defenders Association		Delete

		NPIS		Neighborhood Payment		Delete:  On Kwan's accounting flow chart

		Official		In JIS, an official record is used for security and case processing. All judicial officers and other court personnel are assigned to an official record.		Delete?  (I don't think we need to describe this)

		OMNI		Offender Management Network Information		Delete:  Is this used anymore, or is it SAWS (Secure Access WA)?

		Originating Documents		(AOC Definition) Civil case initiation documents.		Delete?

		Parking		(See Vehicle Related Violations.)		Delete?

		PC		Probable Cause		Delete, see Probable Cause Case

		PEO		Parking Enforcement Officer		Delete see citing officer.

		Pleading(s)		Any documents filed and accepted by the Court.		Delete?  

		Program Materials		Any type of handout, brochure, or registration forms needed for local jurisdiction approved or managed programs (i.e., victim impact panels, day jail reporting, work crew requirements, community service applications, etc.).		Delete

		PSI		Pre-Sentence Investigation		Delete

		RALJ Appeal		An appeal from courts of limited jurisdiction to the superior court, including both RALJ and de novo appeals.  		Delete

		Recess		If a calendar or specific proceeding has been initiated and a break in the session is called, it is referred to as a recess.		Delete

		Reconvene		Restarting of a calendar or specific proceeding after a recess has been called.		Delete

		SC		Small Claims		Delete

		SCOMIS		Superior Court Case Management Information System		Delete

		SCRA		Service Members Civil Relief Act (Pursuant to 50 U.S.C. App.§ 511).  The SCRA can postpone or suspend financial or civil obligations for a person  on active duty and away from home.		Delete?

		SCRAM		Alcohol Monitoring Company		Delete?

		SDOT		Seattle Department of Transportation		Delete

		Setover Cases		Cases scheduled to be heard more than one day; usually in circumstances.  Cases where defendants who are booked into jail on felony charges and heard on any Seattle Municipal warrants and where defendants need psychiatric evaluations or medical attention.		Delete?

		SFS		Seattle Financial Services		Delete

		SIP		Subject-In Process		Delete

		SNERs		Session sheets with a list of court cases to be heard that day in a particular courtroom.  For purposes of this policy and procedure, the courtroom is KCJ2.  Ref:  http://inweb/courts/docs/re/ICACasePrep.pdf
		Delete						MR012

		SOAP		Stay out of Prostitution Area		Delete

		SODA		Stay out of Drug Area		Delete

		Social File		The file containing records and reports of the probation officer that are not included in the official probation file.		Does SMC use this term?				148

		SPIDER		Seattle Police Information Dispatch and Electronic Reporting		Delete

		SOC		Stipulated Order of Continuance (pretrial).  An agreement that the parties entered in relationship to a part of or all of the case.		Delete

		TDA		The Defender Association		Delete

		TBD		To Be Determined		Delete

		Therapeutic Court		Diversion of defendants who meet specific criteria into specialty Courts.		The Court has "SMC Connected" on their website, don't think we need to define this (or if we do, we should use SMC Connected).  Delete?

		Ticket-Complaint		Ticket includes a violation of the law, local or statewide		Delete, see Citation/Complaint/Infraction/Ticket

		Ticket-Infraction		Ticket includes a violation of the law, local or statewide		Delete, see Citation/Complaint/Infraction/Ticket

		TPO		Temporary Protection Order		Delete

		Traffic		Criminal or infraction case types that are violations involving a vehicle.		Delete

		TRO		Temporary Restraining Order		Delete

		TVB		Traffic Violation Bureau		Delete

		Venue		The specific location when court proceedings are held.		Delete

		Violation(s)		A description of an offense.
		Delete, see Charge/Violation






